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Plaintiffs,
-v- : No. 09 Civ. 10105 (RA)

VIMEO, LLC d/b/a VIMEO.COM, et al.,
Defendants.

________________________ X

RONNIE ABRAMS, United States District Judge:

Plaintiffs Capitol Records, LLC, Caroline Records, Inc., Virgin Records America, Inc.
(collectively, “Capitol”), EMI Blackwood Music, Inc., EMI April Music, Inc., EMI Virgin Music
Inc., Colgems-EMI Music, Inc., EMI Virgin Songs, Inc., EMI Gold Horizon Music Corp., EMI
U Catalog, Inc., EMI Unart Catalog, Inc., Jobete Music Co., Inc. and Stone Diamond Music
Corporation (collectively, “EMI” and, with Capitol, “Plaintiffs”) bring this copyright
infringement action against Defendants Vimeo, LLC and Connected Ventures, LLC
(collectively, “Vimeo”). Before the Court is Vimeo’s motion for summary judgment and

Plaintiffs’ cross-motion for partial summary judgment. For the following reasons, each motion
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is granted in part and denied in part.
l. Background

A. The Vimeo Website

In 2004, employees of Connected Ventures, LLC, began developing an online platform
that would enable users to upload, share and view original videos. (Defs.’ 8681 The
resulting website, called “Vimeo” and located at the URtp://vimeo.com(“the Website”),
launched in 2005.1d. 111-3, 6.f

Vimeo differentiates itself from other videstmaring platforms by requiring that those
who upload a video to the Website must have created, or at least participated in ibe cfeat
the video. (PIs.’ 56.1 29, 31.) As Vimeo’s Presideribae Mellencamp, explained, “Vimeo
has become an online destination for filmmakers who want to share their creatkse amnd
personal moments.” (Declaration of Dae Mellencamp, Sept. 7, 2012 (“Mellencarh}) Dé&)

The diverse array of videos on the bg#e includesjnter alia, animation, documentaries and
personal home videos uploaded Iyter alia, artists, politicians, educational institutions and
entertainment companiesld(Y 5; Defs.’ 56.1 11 17, 54.)

Vimeo has grown considerably since itseption in 2004. In 2009, when this action was
filed, Vimeo had twenty employees. (Mellencamp De@2y By July of this year, it had
seventyfour employees. Id.; Oral Argument Tr., July 18, 2013 (“Tr.”) at 4:2%6.) As of
September 2012, Vimeo was one of the top 130 most-visited websites in the world and one of the

top ten online distributors of web video. (Defs.’ 56.161) It has approximately 12.3 million

! Where only one party’s Rule 56.1 statement is cited, the opposing pghdydeies not dispute that fact or

has offered no admissible evidence to controvert it.
2 In 2008, Connected Ventures, LLC contributed the assets pertaining t&/¢bsite to Vimeo, LLC.
(Defs.” 56.1 B.)



registered users in foryine countries. I4. 1 15, 18.) Each dagpproximately43,000 new
videos are uploaded to Vimeo’s database, which now contains more than 31.7 million videos.
(Id. 7 18.)

B. How Vimeo Works

Any Internet user may access and view videos on the Website free of chiakg®.7.]
To upload a video, however, a user must register for an account on the Websifg; Pls.’
56.1 1 23.) “Basic” registration can be obtained at no charge but requires@uestide a user
name, password aneneail address and to agree to Vimeo’s Terms of Sefvi(efs.’ 56.1 10;
Pls.” 56.1 123.) Basic registration affords users access to certain features on thge\\&irh
as the ability to “like” or comment on videos. (Pls.” 56.23Y) Alternatively, a user can
purchase a “Vimeo Plus” or “Vimeo PRQO” subscription thabral them additional benefits
such as increased file storage and advanced customization options. (Defs.’ 56.1 § 62astThe
majority” of Vimeo’s revenue comes from user subscription fees, although anhgedides are
also a primary revenue sourcogd. 1 61.)

When uploading a video, a user can assign the video a title, a description and afserie
“tags” (i.e., keywords associated with the video). (PIs.” 561B8.J] A user can make a video
available to the general public or can limit itxc@ss through various privacy restrictiongd. (
125.) For instance, a user can passwadect a video or establish a “private group” that limits
access solely to group members and Vimeo employdesf {25, 28.) In 2010, approximately
9.5% of videos on the Website had some form of privacy settldg{ 26.)

To watch a video uploaded to the Website, a user simply selects the video, whicls initiate
a “playback request.” (Defs.” 56.11%.) The Website responds to the playback request by

autamatically “streaming” a copy of the requested video from Vimeo's sereethet user’s

3 The relevant portions of Vimeo’s Terms of Service are discussed in greatitbdktw.
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device (e.qg., laptop or cell phone) for viewing. (Declaration of Andrew Ralat, 3, 2012 (“Pile
Decl.”) 122.) Streaming allows a user to begin watching a vide®dton Vimeo's servers
before the entire file has been transmitted. (Defs.’ 584.)f In addition, Vimeo permits a user
to download a video to his or her own device unless the video’'s uploader has disabled that
functionality. (d. T 14; PIs.’ 56.1 1&; Pile Decl. 22.)

A registered user can also interact with videos and other Website useveial svays.
For instance, in addition to “liking” and commenting on videos, a registered ussulbscribe
to “groups” of users who share a common inteeesl can create or subscribe to “channels,”
which are collections of videos based on theme. (Pls.” 589.)f All users can search the
Website’s index for available videos and can access its “Community Forthhetp Center,”
“Staff Blog” and other pags on the Website that discuss, recommend and refer to specific
videos,as well ago Vimeo’s practices and guidelinedd.(] 22.)

C. Vimeo’s Content Restrictions and Monitoring Tools

In order to register on the Website, a user must accept Vimeo’'s Tei®esvide, which
are available at a clickable link in the footer of every page on the Website and on siee\&/eb
“Help” page. (Defs.’ 56.1 21.) By acknowledging the Terms of Service, the user agrees not to
upload videos that infringe another’s right€&Supplemental Declaration of Michael A. Cheah,
Nov. 16, 2012 (“Supp. Cheah Decl.”)11 & Exs. 610.) Vimeo also has “Community
Guidelines” that provide additional content restrictions and a web page dedicatedojyright
policy, both of which are incorporated by reference into its Terms of Servicés.(®®1 1122,
24; Pls.’ 56.1 B2.) The web page dedicated to its copyright policy, entitled “Vimeo.com
DMCA (Copyright) Notifications and Counté&totifications Process,” communicates Vimeo'’s

policies and procedures for notifications and countgifications pursuant to the Digital



Millennium Copyright Act (“DMCA”). (Defs.’ 56.1 ®4.) Lastly, each time a user uploads a
video, the Website displays to the user the following three rules: (1) “I wobdpbnly videos |
created myself,” (2) “I will not upload videos intended for commercial use,” and'l(3)
understand that certain types of content are not permitted on Vimeo.” @iecianf Michael
A. Cheah, Sept. 7, 2012 (“Cheah Decl.”) 49 & Ex. 3.) More information as to each rule is
provided at a user’s requestd.j

Acknowledgement of Vimeo’s Terms of Service notwithstanding, a user has the&bchni
ability to upload any video content whether or not it complies with those Terms, and taes
not prescreen videos before they are uploaded to the Website. (Defs.” 561118 Vimeo
instead purports to enforce its content restriction policies through its “Coitynlieam.” (d.
1927-30.) The Community Team, which in 2012 comprised sixteen of Vimeo’s sefgemty
employees, reviews videos suspected of violating Vimeo’s policies and can remove bosh vide
and entire user accounts from the Websitdd. 1129-30; Mellencamp Decl. $2.) The
Community Team is aided by a series‘Mbderator Tools™—of which there were nearly forty
in 2012—that filter suspect videosn the Websitavhich are then reviewed by the Community
Team and other Vimeo staff several times each week. (Pls.’ 56.1 ¢B6)24 is undisputed
that Vimeo has teninated thousands of user accounts for uploading videos the content of which
violated the Terms of Service. (Defs.’ 56.1 § 30.)

D. The VideosIn-Suit and Procedural History

On December 10, 2009, Capitol and EMlEcord and music publishing companies
filed separate complaints alleginmter alia, direct, contributory and vicarious copyright
infringement. The complaints each contain a schedule of URLs correspondingabad 19

videos that had been uploaded to the Websitd. f{{1-7, 69.) Plaintiffs own copyrights to



musical recordings used in these 199 vidéesginafter “Videosin-Suit”). It is undisputed for
purposes of the instant motions that these musical recordings were used withoutaigthor
and infringed Plaintiffs’ copyrights. (Pls.’ 56.1  7; Defs.’ Resp. 56.1 at n.3.)

On May 21, 2012, Plaintiffs sought leave to amend their complaints to add over 1,000
additional allegedly infringing videos. (Defs.’ 56.1 A0F/1.) By order dated May 31, 2012,
Judge Castel, to whom this case was previously assigned, denied Plaintifisateppl (Dkt.

No. 43.) Concerned that the proposed amendment would “require reopening of discovery and
delay the timely adjudication of the proposed summary judgment motions,” Judgsd Cast
directed that‘[tjhe motion to amend may be filed within 30 days of the Court’s ruling on
summary judgment and the timeliness will be assessed as if the motion were made(tdday

On September 7, 2012, Vimeo moved for summary judgment, asserting entitlement to
“safe harbor” protection pursuant to the DMCA. On November 16, 2012, Plaintiffsromas
for partial summary judgment seeking a ruling that Vimeo is ineligible for su¢cegimm. The
guestion before the Court is whether Vimeo is entitled to safe harbor protection puwsinent t
DMCA.*

For the reasons set forth below, the Court finds that triable issues remain lastherw
Vimeo is entitled to safe harbor protection as to the-fifty of the 199 Videosn-Suit that
Vimeo employees interacted wibr uploaded. Vimeo is entitled to summary judgment as to the

remaining 144 Video-Suit.”

4 The parties have filed three applications ancillary to their competing symjudgment motions.

Plaintiffs have filed a motion to strike portions of one of Vimeo’s affida Plaintiffs also request thdiet Court
take judicial notice of several documents. Vimeo has moved to $Rtieatiffs’ 56.1 statement. The Court
addresses each of these applications belowlih @Preliminary Matters”).

° This holding is modified to the extent that any of Wideosin-Suit contain Plaintiffs’ infringedipon
copyrighted material that praates February 15, 197%eeinfra 8 V.C.
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Il. Summary Judgment Standard

“The court shall grant summary judgment if the movant shows that there is no genuine
dispute as to any material fact and the ard\s entitled to judgment as a matter of law.” Fed.
R. Civ. P. 56(a). “The moving party bears the burden of establishing the absence of amy genui

issue of material fact.”Zalaski v. City of Bridgeport Police Dep'613 F.3d 336, 340 (2d Cir.

2010) ¢iting Celotex Corp. v. Catretd77 U.S. 317, 322 (1986)). “All ambiguities must be

resolved in favor of the nemoving party and all permissible inferences from the factual record

must be drawn in that party’'s favor.ld. at 340 (citingAnderson v. Lilerty Lobby, Inc, 477

U.S. 242, 255 (1986)).
“When both sides have moved for summary judgment, each party’s motion is examined
on its own merits, and all reasonable inferences are drawn against thevpase motion is

under consideration.”__Chandok Klessig 632 F.3d 803, 812 (2d Cir. 2011). “Each movant

must present sufficient evidence to satisfy its burden of proof on all matetsl’ fddorris v.

N.Y.C. EmpsRet Sys, 129 F. Supp. 2d 599, 605 (S.D.N.Y. 2001) (citing Barhold v. Rodrjguez

863 F.2d 233, 236 (2d Cir. 1988)).
[I. Preliminary Matters

Before turning to the merits of the parties’ substantive motions, the Court mussaddr

three evidentiary motionsSeeColon v. BIC USA, InG.199 F. Supp. 2d 53, 68 (S.D.N.Y. 2001)
(“[T]he court mustevaluate evidence for admissibility before it considers that evidencenig ru
on a summary judgment motion.”).  Specifically, the Court must dispose of: (hifdai
motion to strike portions of the Supplemental Declaration of Michael Cheah (“Sugplm
Cheah Declaration”); (2) Plaintiffs’ request that the Court take judicial naoficenter alia,

newspaper articles, Vimeo press releases and screenshots of the Websiter amdieotblearing



websites; and (3) Vimeo’s motion to strike Plaintiffs’ 56.1 statement.

A. Plaintiffs’ Motion to Strike

Plaintiffs first move to strike paragraphs 49611, 15 and 19 of the Supplemental Cheah
Declaration on the basis that the averments in those paragraphs regarding Vafnagament
policies “lack foundationare conclusory in nature, or otherwise are wholly unsuppofted.”
(Plaintiffs’ Motion to Strike Portions of Supplemental Declaration of Miti#aeCheah (Dkt.
101) at 4.) In his Supplemental Declaration, Cheah describes the Website’'ss pelyaeding
the use of thirgparty copyrighted content in videos, its policies and procedures for DMCA
compliance and Vimeo’s removal of the VidensSuit.

Affidavits submitted in support of or in opposition to a summary judgment motion must
“be made on personal kntedge, sebut factsthatwould be admissible in evidence, asttbw
that the affiantor declarantis competent to testifpn the matters stated.” Fed. R. Civ. P.

56(c)4); see alsdPatterson v. Cntyf Oneida, N.Y, 375 F.3d 206, 219 (2d Cir. 2004).

The Court rejects Plaintiffs’ assertion that the contents of Cheah’s Suppémen
Declaration are unsupported. Cheaplicitly states in higdeclarationthat he has personal
knowledge of theaverments at issue through his rolevameo’s General Counsel, in which he
has responsibility for the “oversight and implementation of Vimeotpyright policies and
compliance with the online safearbor provisions of the DigitdWlillennium Copyright Act.”
(Cheah Decl. § 1.) Courts have found that declarations or affidavits made on such knowledge

satisfy Rule 56’s requirementsSee, e.9.SCR Joint Venture L.P. v. Warshawsksp9 F. 3d

133, 13839 (2d Cir. 2009) (finding that a witnessiffidavit stating that he was a former vice

6 Plaintiffs also move to strike paragraphs 2 and 5 on the basishds# statements contradict Cheah's

deposition testimony. Bause the Court does not rely on these paragraphs in adjudicating teg' gatistantive
motions, Plaintiffs’ motion tetrike them is denieds moot.SeeAPL Co. Pte. Ltd. v. Kemira Water Solutions, Inc.
890 F. Supp. 2d 360, 373 (S.D.N.Y. 2012).




president of the defendants’ busseeand was “fullyamiliar with the facts and circumstances set

forth” therein satisfied the requirements of RGE), Searles v. First Fortis Life Ins. C®8 F.

Supp. 2d 456, 4662 (S.D.N.Y. 2000)A witness “may testify as to the contents of recofus s
reviewed in her official capacity” irpreparing her affidavit in connection with summary
judgment.)’

Based on the foregoing, the Court concludes tliegasonable trier of factould believe

the witness had personal knowledgélhited States v. Toc¢cd 35 F. 3d 116, 128 (2d Cir. 1998).
Accordingly, Plaintiffs’ motion to strike is denied.

B. Plaintiffs’ Request for Judicial Notice

Plaintiffs also request that the Court take judicial notice of a number of documents
submitted in connection with their summary judgment motion. Because the Court hagedot rel
on these documents in resolving the summary judgment motions, the request is denied as moot

SeeDobina v. Weatherford IntlLtd., 909 F. Supp. 2d 228, 258-59 (S.D.N.Y. 2012).

C. Vimeo’s Motion to Strike

Vimeo moves to strike Plaintiffs’ 56.1 statement on the grounds that it is not “a short and
concise statement” and that it includes “noaterial facts.” (Memorandum of Law in Support
of Defendants’ Motion to Strike Plaintiffs’ Local Rule 56.1 Statetrag 1.) Although Plaintiffs’
ninetypage, 403aragraph 56.1 statement is certainly lengthy, the Court does not find it to be
unduly so in light of the numerous and complex issues raised in this case and the largke body

evidence Plaintiffs have supplied in connection with their motion. Accordingly, the @nigs

! As to his averments regarding facts thatgme= his employment at Vimeo, Cheah explains that he has

“become familiar with Vimeo’s past and current products and serMXEEA policies, and processing of DMCA
take down notices” in the course of his duagsvVimeo’s General Counsel. (Cheah Decl. {1 1.) This is sufficient to
establish his personal knowledg&eeSearles 98 F. Supp. 2d at 4632 (review of relevant business records by
qualified affiant satisfies personal knowledge requirement of Rule 56).



Vimeo's motion to strike Plaintiffs’ 56.1 statemént.
V. The DMCA
Congress enacted the DMCA in 1998 “to update domestic copyright law for the digital

age.” Viacom Intl, Inc. v. YouTube, lo, 676 F.3d 19, 26 (2d Cir. 2012). Title Il of the

DMCA, codified at 17 U.S.C. 8§12, seeks to “preserve]] strong incentives for service providers
and copyright owners to cooperate to detect and deal with copyright infringethahtsike
place in a digal networked environment.” S. Rep. 1080, at 20 (1998); H.R. Rep. 1851
(1), at 49 (1998). Congress recognized that “[ijn the ordinary course of theatioms service
providers must engage in all kinds of acts that expose them to potential copyrigigemiznt
liability.” S. Rep. No. 108190, at 8 (1998). “[B]y limiting the liability of service providers, the
DMCA ensures that the efficiency of the Internet will continue to improve andhbavariety
and quality of services on the Internet will continue to expaidi.”

In furtherance of these policy considerations, Title Il of the DM€#ablishe[s] a series
of four ‘safe harbors’ that allow qualifying service providers to limit theirnliigfor claims of
copyright infringement Viacom 676 F.3d at 27. “[A] finding of safe harbor application
necessarily protects a defendant from all affirmative claims for monetéef.” Id. at 41.
“Because the DMCA safe harbors are affirmative defenses, [a defendant] hasdée bir

establiking that he meets the statutory requirement€8lumbia Pictures Industries, Inc. v.

Fung 710 F.3d 1020, 1039 (9th Cir. 2018ge alsoVPIX, Inc. v. ivi, Inc, 691 F.3d 275, 278

(2d Cir. 2012).

To qualify for protection under any of the safe harpbarparty must first establish that it

8 Vimeo also raises numerous evidentiary objections to materials citeatious paragraphs of Plaintiffs’

56.1 statement. The Court need not consider a large portion of thesgouisj, as it has not relied on the objected
to material in adjudicating the parties’ motions. To the extent the Casnteied on such material, the Court has
also considered, and overrules, Vimeo’s corresponding evidentiaryiobgect
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meets three threshold criteridviacom 676 F.3d at 27. The party: “(1) must be a ‘service

provider’ as defined by the statute; (2) must have adopted and reasonably impleaneoliey
for the termination in approgte circumstances of users who are repeat infringers; and (3) must
not interfere with standard technical measures used by copyright ownersitity ide protect

copyrighted works.” _Wolk v. Kodak Imaging Networ&40 F. Supp. 2d 724, 743 (S.D.N.Y.

2012).

If the service provider meets these threshold criteria, it must then establish the
requirements of the safe harbor it invokes. Here, Vimeo asserts that itegualifsafe harbor
protection pursuant to § 512(t)Section 512(c)(1) provides:

(c) Information residing on systems or networks at direction of users.

(1) In general. A service provider shall not be liable for monetary relief, or,
except as provided in subsection (j), for injunctive or other equitable relief, for
infringement of copyright by reason of the storage at the direction of a user of
material that resides on a system or network controlled or operated by or for the
service provider, if the service provider—

(A)(i) does not have actual knowledge that the material or an activity th&ng
material on the system or network is infringing;

(i) in the absence of such actual knowledge, is not aware of facts or
circumstances from which infringing activity is apparent; or

(i) upon obtaining such knowledge or awareness, acts expeditibusly
remove, or disable access to, the material;

(B) does not receive a financial benefit directly attributable to the infringing
activity, in a case in which the service provider has the right and ability to
control such activity; and

(C) upon notification of claimed infringement as described in paragraph (3),
responds expeditiously to remove, or disable access to, the material that is
claimed to be infringing or to be the subject of infringing activity.

o The three other DMCA safe harbors are not at issue in this litigaB@e 8§ 512a) (protecting service

providers that act as conduits for transmission of material); 8§ 512(@)e¢ting service providers that provide
temporary storage); ands8.2(d) (protecting service providers that link users to online locations)
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Id. 8512(c)(1). Section 512(c)(2) further remps that service providers “designate[] an agent to
receive notifications of claimed infringement” (commonly known as “takedownesdjiédrom
copyright holders.Id. § 512(c)(2)*°
V. Discussion

A. Threshold Criteria

1. Service Provider

The first threshold @erion requires Vimeo to demonstrate that it is a “service provider.”
For purposes of the 8§ 512(c) safe harbor, the DMCA defines “service provider,tilrepepart,
as “a provider of online services or network access, or the operator of fadidietot.” 17
U.S.C. §512(k)(1)(B)** This definition “is clearly meant to cover more than mere electronic
storage lockers.”Viacom, 676 F.3d at 39. Rather, it is “intended to encompass a broad set of
Internet entities.”"Wolk, 840 F. Supp. 2d at 744. Indeed, one court commented that the DMCA
defines “'service provider . . . so broadly that [it had] trouble imaginireydkistence of an

online service thatvould not fall under the definitions.”In re Aimster Copyright Litig.252 F.

Supp. 2d 634, 658 (N.D. Ill. 2002ff'd, 334 F.3d 643 (7th Cir. 2003) (emphasis in original).
Unsurprisingly, therefore, courts have consistently found that websites that provide
services over and above the mere storage of uploaded user content are serviae pursidat

to §512(k)(1)(B). See e.g, Obodai v. Demand Media, IndNo. 11 Civ. 2503 (PKC), 2012 WL

2189740, at *3 (S.D.N.Y. June 13, 2012) (website that publishes its own content in addition to

hosting and sharing users’ content is a service provid&otk, 840 F. Supp. 2d at 744

10 The partiedlo not dispute that “Vimeo has designated a DMCA agent with the Cop@ftibé and posts

DMCA contact information.” (Pls.” Resp. 56.131.)
1 The DMCA contains an alternative definition of the term “service provideit'ithapplicable to a diffené
safe harbor provision. Because Vimeo seeks safe harbor under B1#c§, the abovguoted definition applies.
Seel7 U.S.C. $12(k);Viacom 676 F.3d at 39.
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(“Because Photobucket offers a site that hosts and allows online sharing of photos as@tvide
the direction of users, Photobucket, like YouTube.com or Veoh.com, qualifies as a ‘service
provider’ under $£12(k)(1)(B).”). The parties do not dispute that Vimeo is a provider of online
services that hosts and distributes user material by permitting its users tq sphkradand view
videos. (Defs.’ 56.1 §.) Even though Vimeo’s activities are not limited to such, the Court
concludes that Vimeo qualifies as a service provider un8&2§)(1)(B)’s expansive definition.
2. Repeat Infringer Policy

The second threshold criterion requires Vimeo to demonstrate that it has adopted and
reasonably implemented a policy for the termination, in appropriate cirancest of users who
are repeat infringers. Specifically,582(i)(1)(A) requires that a service provider seeking
DMCA safe harbor protection show that it:

has adopted and reasonably implemented, and informs subscribers and account

holders of the service provider’s system or network of, a policy that provides for

the termination in appropriate circumstances of subscribers and account bblders

the service provider’'s system or network who are repeat infringers|.]
§512(i)(1)(A). To fulfill these requirements, “a service provider must (i) adopt a policy that
provides for the termination of service access for repeat infringers; @mntisers of the

service policy; and (iii) implement the policy in a reasonable maniWolk, 840F. Supp. 2d at

744;see alsllison v. Robertson357 F.3d 1072, 1080 (9th Cir. 2004). As one court observed,

“[tlhe purpose of subsection 512(i) is to deny protection to websites that toleesse wiso

flagrantly disrespect copyrightsCapitol Recads, Inc. v. MP3ines, LLC 821 F. Supp. 2d 627,

637 (S.D.N.Y. 2011), reconsideration granted on other gro@@dss WL 1987225 (S.D.N.Y.
May 14, 2013).
The following facts from the record inform the Court's analysis of each ofhitee

requirements sdorth above:
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e From at or around Vimeo’s inceptioimeo required users to agreeit® Terms of
Service,which containedlanguage stating that users will not use the Website to
infringe any copyright or other proprietary righbefore uploashg a video (Supp.
Cheah Decl. 11 & Exs. 6-10.)

e From at or around its inception, Vimeo’'s Terms of Service contained language
warning users that Vimeo reserves the right to remove videos and termset
accounts for violations of the Terms of Servickl.)( Begnning no later than May 5,
2008, the Terms of Service specifically warned that Vimeo “will terminatesrigh
subscribers and account holders in appropriate circumstances if they arargeterm
to be repeat infringers.”ld. 1 11 & Exs. 7.) As earlyas June 2007, Vimeo actually
disabled user accounts upon discovery of infringing condutty 8 & Ex. 4.)

e From at or around its inception through rR2id08, Vimeo received approximately
five or fewer takedown notices a month. (Defs.” 5637y Beginning in mid2008,
it received approximately five or fewer takedown notices a week. (Cheah 3€c).
During the premid-2008 time frame, Vimeo employees, of which there were no more
than twenty working fultime (Mellencamp Decl. 92), would idenfly repeat
infringers by reviewing -enail records or recalling the names of users previously
implicated in a takedown notice. (Cheah Decel0Y) Cheah, avers that user accounts
violating the terms of service “were often terminated upon the receipt dirshe
DMCA takedown notice.” (1d.

e At some point after its inception, although the precise date is unclear, Vimeo began t
employ a “three strikes” rule whereby it would terminate a user’s account iEéne u
became the subject of three separate, takddown notices. Id. 134.) Under this
policy, takedown notices received within three days of one another are treated as a
single instance of infringement. Id() The email address associated with the
terminated account is added to a list of bannetheé addresses that may not be used
in connection with a new accountld.(138; Supp. Cheah Decl. Ex. 4; Tr. at 106:11
15.) In addition, when Vimeo reviews a user account pursuant to a takedown notice
that identifies allegedly infringing content in a video, it also reviews the gitleos
in that user’s account for additional violations of Vimeo’s Terms of ServichealC
Decl. 139.) Finally, under this rule, any video that is removed pursuant to a
takedown notice is placed on a “blocked video” Ngtjch prevents any Vimeo user
from re-uploading the same video fileld({ 36; Tr. at 10:16-20.)

e In October 2008, Vimeo began utilizing a “Purgatory Tool,” which facilitates the
tracking of repeat infringers by collecting and maintaining all videwsagcounts
removed from the Website, including those removed due to DMCA takedown
notices. (Pile Decl. 1§0-31.) A video that is in Purgatory is no longer accessible to
anyone except Vimeo employees with “Moderator statufd’ 1(32.) When a user
accaunt is placed in Purgatory, all of that user’s videos are automatically placed i
Purgatory as well. 1d. 1 33.)

Plaintiffs assert that Vimeo did not have any repeat infringer policy prior éo th
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implementation of the Purgatory Tool in October 2008 and that the policy adopted thevaafte
not communicated to its users or reasonably implemented. Contrary to theserasssite
Court finds that Vimeo has established each prong of the repeat infringegr negjicrement. It
addresses each in turn.

a. Adoption of a Policy

Vimeo must first establish that it adopted a policy providing for the termination efsacce
for repeat infringers. This statutory requirement emanates from Congoesgre that “those
who repeatedly or flagrantly abuse their acctsshe Internet through disrespect for the
intellectual property rights of others should know that there is a realis@iattbf losing that
access.” H.R. Rep. 105-551 pt. 2, at 61 (1998).

Although the case law is sparse on what procedures are sifficieestablish the
adoption of a repeat infringer policy, a court having had occasion to address the issuedugges
that “[tlhe fact that Congress chose not to adopt such specific provisions when defusieg a
policy indicates its intent to leave theligy requirements, and the subsequent obligations of the

service providers, loosely defined.” Corbis Corp. v. Amazon.com, 35d. F. Supp. 2d 1090,

1101 (W.D. Wash. 2004),_ overruled on other groun@e®smetic Ideas, Inc. V.

IAC/Interactivecorp 606 F.3d 612 (9th Cir. 2010).

The Court agrees with the general sentiment expresséibribis that the threshold
requirement of the adoption of a repeat infringer policy should not be an overly burdemms®me
to meet. At this stage of the analysis, it appears sufficient that Vimeo demotisitatéook a
clear position that those who chose to violate another’s copyright would not be getmigvail
themselves of the service Vimeo provides.

The Court finds that Vimeo, from at or around its inception, espoused a policy providing
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for the termination of repeat infringers. Vimeo’s Terms of Service redjuisers to “agree not

to use the Service to . . . upload, post, email, transmit or otherwise make availabngent C

that infringes any patent, tradematkade secret, copyright or other proprietary rights” and
further advised that Vimeo reserved the right to remove videos and user acoourgkafion of

these Terms. (Supp. Cheah Decl9f11 & Ex. 6.) This language reflects the adoption of a
policy that users could, in appropriate circumstances, be terminated for uploadingirmgfri
content. That Vimeo adopted such a policy is further supporteenisile dated between June

2007 and October 2008 demonstrating that Vimeo did in fact terminate accounts upon notice of
repeat infringement and, indeed, did so upon receipt of a single takedown notice. (Supp. Cheah
Decl. 118, 40 & Ex. 4.)

As discussed further below, Vimeo's policy became more structured and refined as
Vimeo’s employee roster and useaske grew, but the evidence establishes that Vimeo had a
policy in place that provided for the termination of service for repeat (or ev&ttirfie)
infringers from the company’s inception. The DMCA requires nothing more at tleishthid
stage.

b. Informin g Users of the Policy

Section 512(i)(1) also requires that a service provider “inform[] subscriberscaodn
holders of . . . [its] policy that provides for the termination in appropriate citemeces of
subscribers and account holders of the service provider's system or network wlepesae r
infringers.” This language has been interpreted to require that the service pfpuidgsers on
notice that they face exclusion from the service if they repeatedly violgtgigiat laws.”
Corbis Corp. 351F. Supp. 2d at 1102. The statute, however, does not “suggest what criteria

should be considered by a service provider, much less require the service providealtdsreve
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decisionmaking criteria to the user.ld.

In Obodai v. Demand Media, IncNo. 11 Civ. 2503 (PKC), 2012 WL 2189740

(S.D.N.Y. June 13, 2012), the repeat infringer requirement was met where the de$eheans
and Conditions provided contact information for a DMCA designated agent, provided that the
defendant could terminate “any Ammnt or user for repeated infringement . . . and [] reserve[d]

the right to terminate an Account or user for even one infringeméahtat *4; see alsdPerfect

10, Inc. v. CCBill, LLG 340 F. Supp. 2d 1077, 1088 (C.D. Cal. 2004) (policy stating a user

access may be terminated deemed sufficient communication). From its incepiio@bedaj
Vimeo provided contact information for its DMCA designated agent, requirederegisusers to
agree not to infringe others’ copyrights, and notified usetsthie&r accounts may be terminated
for violation of the Terms of Service.

The Court rejects Plaintiffs’ argument that Vimeo cannot establish the secong pr
because it did not communicate to its users a specific “repeat” infringer palit011. Wile
it is undisputed that Vimeo’s formal “Repeat Infringer Policy” was not plbtido the Website
until in or about January 20%%,Vimeo communicated a more general polidpreatening
account termination upon any violation of the Terms of Service imgusdingle or repeated
instances of infringementfrom at or around its inception, and this suffices to meet the second
prong of this threshold requirement.

Accordingly, the Court finds that Vimeo adequately communicated its polity tsers.

c. Reason®le Implementation of the Policy
Finally, 8512(i)(1)(A) requires that a service provider's repeat infringer policy be

“reasonably implemented.” While the statute does not define “reasonably inmpbelyiethe

12 Although, as Vimeo notes, its Terms of Service communicated to usersyasedhy2008 that repeat

infringement would result in account termination.
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case law provides that a reasonably implemented policy can utilize a “varietyceflpres” and
does not require that the service provider “affirmatively police its users fderee of repeat

infringement.” _Perfect 10, Inc. v. CCBIll LLC488 F.3d 1102, 11091 (9th Cir. 2007).

Another court hasbserved that §12(i) “does not impose an obligation on service providers to

track their users in any particular way.Perfect 10, Inc. v. Google, IncNo. CV 049484

(AHM), 2010 WL 9479059, at *5 (C.D. Cal. July 26, 2010).

“A substantial failure tarecord [infringers]” may, however, “raise a genuine issue of
material fact as to the implementation of the service provider's repeat infriney.p See
CCBill, 488 F.3d at 111CEllison, 357 F.3d at 1080 (unreasonably implemented policy where
defendat “allowed notices of potential copyright infringement to fall into a vacuum am to

unheeded”)]n re AimsterCopyright Litig, 334 F.3d 643, 655 (7th Cir. 2003) (policy was not

reasonably implemented because “by teaching its users how to encryptutiavful
distribution of copyrighted materials [defendant] disable[d] itself from damghing to prevent
infringement”). Implementation also has been deemed unreasonable when servidergrovi
failed to terminate users who “repeatedly or blatantlyinge copyright.” CCBIll, 488 F.3d at

1109; Datatech Entex. LLC v. FF Magnat Ltd. No. C 1204500 (CRB), 2013 WL 1007360, at

*6 (N.D. Cal. Mar. 13, 2013) (“woefully inadequate” policy demonstrated by evidence
“show[ing] that when [defendant] learned tlpairticular users were engaged in extensive repeat
infringement ... [defendant] regularly declined to ban them despite requests from copyright
holders”).

The Court finds that Vimeo’s repeat infringer policy was reasonably impilahe In its
nascent yars, Vimeo employees identified repeat infringers by reviewhmgai records or

recalling the names of users previously implicated in a takedown notice. (ChelafN4D.) As
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Cheah aversuser accounts violating the Terms of Service “were often terminated upon the
receipt of the first DMCA takedown notice,id(), and as early as June 2007, Vimeo disabled
user accounts upon discovery of infringing conduct, (Supp. Cheah D&d. BEx. 4). This
evidence establishes that Vimeo reasonably implementpdlity from the beginning.

The Court’s finding of reasonableness is also informed by the evidence of Vimeo’s
business circumstances as they evolved during the relevant period. That is, tles paiEo
implemented in the first several years of itei@tion, as described above, were reasonable ones
in light of the fact that Vimeo was, at the time, a small service provider, the twéhtyne
employees of which were tasked with processing only a trickle (zero to dfvegkedown
requests per monthThe evidence reflects that as the flow of those requests increased, Vimeo'’s
policy became more robusffirst in the form of a “three strikes” rule and a blocked video list,
implemented at some point after Vimeo’s inception, and eventually in the formeof th
“Purgatory” tool, implemented later in October 2008. That Vimeo’s enforcement m&tisa
advanced in step with the realities of its growing business further supportasbaakleness of
its implementation system.

Plaintiffs advance several argumeatsto why Vimeo’s repeat infringer policy has not
been reasonably implemented. The Court finds each to be unavailing.

Plaintiffs argue that Vimeo’s failure to establish an adequate repeat infiogey
resulted in repeat and blatant infringers remmay on the Website. Plaintiffs rely on the
deposition testimony of Dalas Verdugo, a “Community Director” at Vimeo vasested with
DMCA compliance beginning in late 2006 or 2007. (Cheah Detg; {Cheah Dep. 118:17
120:8.) When asked whether he coftiltd a list of users who had been banned as repeat

infringers, Verdugo answered, “I don’t believe | would be able to do that and I'm notvkore
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would be able to do that.” (Declaration of Russell J. Frackman (1) In Support of fRfainti
Motion for Partial Summary Judgment, and (2) In Opposition to Defendants’ Motion for
Summary Judgment, Oct. 12, 2012 (“Frackman Decl.”) Ex. 5 (“Verdugo Dep.”) at-137:4
Additionally, when asked how he ensured that the Videduit, which were removed
following thefiling of the Complaint, would not be reposted in the future, Verdugo responded
that he was “not aware of something that would allow [him] to do thdd’ af 18:2419:10.)

This statement reveals that Verdugo was unaware of Vimeo’s “blocked vidéovhsch it
describes as a mechanism for ensuring that a removed infringing video ioostead.

Verdugo’s testimony certainly demonstrates a troubling ignorance oéd/sntools for
terminating infringing activity. Implementation, however, need beperfect. Rather, by the
terms of the statute, it need only be “reasonable.” In any event, even assumauyloniafer
from Verdugo’s apparent ignorance of aspects of Vimeo’s tools for terminafimggement that
Vimeo’s overall implementation ofg policy was affected in some way, such isolated comments,
while certainly unfortunate, do not reflect the sort of “substantial failgeeCCBiIll, 488 F.3d
at 1110, that courts have held gives rise to a genuine dispute as to the reasonaibderegsat

infringer policy. SeeEllison, 357 F.3d at 108Matatech 2013 WL 1007360, at *6GAimster,

252 F. Supp. 2d at 659 (service provider failed to reasonably implement repegemfraticy
when it actively blocked the collection of information on infigérs and voluntarily implemented
an encryption scheme rendering impossible a determination of which users wegedeirga
infringement). Indeed, Verdugo himself elsewhere testified as to thesprvomeo takes “in
general” in response to takedown natic&vhen a request is received, it's forwarded to a lawyer
at Vimeo who reviews the request and determines whether it[']s suffieiedtf it[']s sufficient,

then the material is removed as per the DMCA.” (Verdugo Dep. 111Z22(.) That process is,
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no doubt, a reasonable one.
Plaintiffs also contend that Vimeo’s policy of blocking only the&it address of a repeat
infringer is insufficient because it allows a repeat infringer to set up anatbeurd using a

different email address. They rely gf&M Records, Inc. v. Napster, IncC 9905183 (MHP),

2000 WL 573136 (N.D. Cal. May 12, 2000), in which the court concluded that the defendant’s
repeat infringer policy was insufficient in part because it blocked only angefts password,
rather tharhis or her IP address after terminating the accountd. at *9-10.

At least one court has since distinguisi#&8IM Recordson the basis that the record in

that case included evidence showing that the service providereauoltisometimes digblock

IP addresses.lo Gip. Inc. v. Veoh Networks, In¢.586 F. Supp. 2d 1132, 1145 (N.D. Cal.

2008). Thelo court concluded that without testimony describing a more feasible or effective
alternative, the defendant’s policy of blocking a terminated useiisaile account was
reasonable.Seeid. Here, too, the Court finds no evidence that Vimeo’s implementation of its
repeat infringer policy, which blocksmeail addresses but not IP addresses, is unreasoridxe.

id. at 1144 (“[T]he hypothetical possibility that a rogue user might reappear undéerardi

user name and identity does not raise a genuine issue as to the implementation of Veoh's
policy.”).

Finally, Plaintiffs contend that Vimeo’s repeat infringer policy was inadedoacause it
treated all notices received within a thwsey period as a single instance of infringement.
Plaintiffs argue that this policy “would have permitted a user to be subject taca antday one
and have his infringing works removed, then all of the same worgested on day two and

have all of them removed, and then all of the same workested on day three and as a result

13 An IP address-or Internet Protocol addresss “[tlhe unique identification of the location of an end

user’s computer.”_Register.com, Inc. v. Verio, Ji856 F.3d 393, 407 n.4 (2d C2004).
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incur only one strike.” (Memorandum of Law of Plaintiffs (1) In Support of Motion fotidta
Summary Judgment on Defendants’ Defense underdde&i2 of the DMCA, and (2) In
Opposition to Defendants’ Motion for Summary Judgment, Oct. 12, 2012 (“Pls.” Oct. 12 Mem.”)
at 46.) As an initial matter, Plaintiffs provide no evidence that Vimeo userallgatngage in
such conduct. In any event, takiRtaintiffs’ hypothetical concern to its logical extreme, users
who feverishly uploaded previoustgmoved content on a daily basis wouldl stcur their third

strike inlittle over a week. Finally, simply because, as Plaintiffs point out, a YouTubenase
earn two separate strikes for takedown notices received only three hourplapadnt to a

policy this Court has found to be reasonabkeViacom Int'l, Inc. v. YouTube, In¢.718 F.

Supp. 2d 514, 523 (S.D.N.Y. 20109),does not follow that Vim&s somewhat more lenient
policy (three days, rather than two hours), creates a factual issue as tastiheabdeness of that
policy.

Having considered Plaintiffs’ arguments regarding the adoption, communication and
reasonable implementation of Vinieaepeat infringer policy, the Court concludes that Vimeo
meets the threshold requirement &1(i)(1)(A).

3. Interference with Standard Technical Measures

The final threshold criterion is that a service provider seeking protection unddCa D
safe harbor must not interfere with “standard technical measures” as definecdbI(i§2),
which provides that:

the term “standard technical measures” means technical measures that are used by
copyright owners to identify or protect copyrighted works and—

(A) have been developed pursuant to a broad consensus of copyright owners
and service providers in an open, fair, voluntary, mottustry standards
process;

(B) are available to any person on reasonable and nondiscriminatory terms; and
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(C) do not imposesubstantial costs on service providers or substantial burdens
on their systems or networks.

8512(i)(2). “Refusing to accommodate or implement a ‘standard technical measposes a

service provider to liability.”Viacom, 676 F.3d at 41.

Although Plaintiffs do not explicitly argue that Vimeo fails to meet this requirement, they
do claim that Vimeo’s privacy settings prevent copyright owners fromatioite information
needed to issue a takedown notice. Even if Plaintiffs’ claim is true, howesgeinsufficient to
demonstrate a service provider’'s failure to meet this threshold requirdeesise Plaintiffs
have not identified a “standard technical measure” that comports with the defalitove. See
Viacom 676 F.3d at 41 (“In this case,etltlass plaintiffs make no argument that the content
identification tools . . . constitute ‘standard technical measures,’ such t¢hdtulde would be
exposed to liability under 812(i).”). Accordingly, although Plaintiffs’ evidence regarding
Vimeo’s privacy settings may be relevant to other provisions of the DMEd&infra § V.B.3,
privacy settings do not constitute interference with standard technical esaSae Obodaj
2012 WL 2189740, at *5.

B. The Safe Harbor Requirements Pursuanto § 512(c)

Having satisfied the threshold criteria, Vimeo must next establish that it meets the
requirements of £12(c), which apply to any claims “for infringement of copyright by reason of
the storage at the direction of a user of material that resides on a systetwaik controlled or
operated by or for the service provider.” 582(c)(1). Plaintiffs argue that Vimeo has not
satisfied the requirements for safe harbor protection pursuant5i®(g8) because: (1) the
infringing content in the Videem-Suit was not “by reason of the storage at the direction of a

user”; (2) Vimeo had actual or “red flag” knowledge of infringement, or wégilly blind to it;
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(3) Vimeo had the right and ability to control the infringement and financially betdéfom it;
and (4) Vimeo did not expeditiously remove infringing material. Each argumiinbev
discussed in turn.

1. “Storage at the Direction of a Wer’

Section 512(c) only provides a defense against infringement that is “by reason of the
storage at the direction of a user.”58(c)(1). The applicable legislative history provides that
“[iInformation that resides on the system or network operated by or for the esgmawider
through its own acts or decisions and not at the direction of a user does not fall within the
liability limitation of subsection (c).” S. Rep. No. 105-190, at 43 (1998).

Plaintiffs argue that the infringing content at issue was not “stor[ed] at theidir of a
user” because: (1) Vimeo employees uploaded certain of the Mit&ast; and (2) videos on
the Website may be downloaded and, according to Plaintiffs, are thus not “stog ¢t avord
is used in § 512(c)(2).

a. Employee-Wloaded Videos

It is undisputed that ten of the 199 VidensSuit were uploaded by users who were at
the time, or later became, Vimeo employees. To determine whether these eraplogeled
videos may be deemed to have been stored “at the direction of a user,” the Courtenushele
whether, under traditional principles of agency law, Vimeo’s employees stored/ittens as

independent “users” or rather on behalf of the company as Vimeo SaéGershwin Publ'g

Corp. v. Columbia Artists Mgmtinc, 443 F.2d 1159, 1161-62 (2d Cir. 1971).

Arguing that the employeeploaded videos were being stored at the direction of Vimeo,

Plaintiffs rely onColumbia Pictures Industries, Inc. v. Fump. CV 065578 (SVW), 2009 WL

6355911 (C.D.Cal. Dec. 21, 2009), aff'd in part and modifiekd F. 3d 1020 (9th Cir. 2013),
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which found an employer liable for inducement ioffringement in part as a result of its
employees’ actions.ld. at *13. The defendants iRung which included several websites,
employed “moderators” to run ddag-day activity on their forums. These moderatbgsve
technical assistance and aid in thrganized forum discussions that furthered the third parties’
infringement using the sites.”ld. The court conducted the following agency analysis to
determine that the moderators’ conduct extended to the defendant websitesjrexfiiat:

[ulnder common law principles of agency, the “moderators” were the Defendants’

agents with respect to their interactions with the online message boards and

forums. Even though there is no evidence that the moderators were specifically
authorized to post messages in these forums, the websites’ act of desiteating

as “moderators” and providing them with specific forugtated powers leads a

“third party reasonably [to] believe[] the actor has authority to act on behalf of the

principal and that belief is traceabl® the principal’'s manifestations.”

Restatement (Third) of Agency,2803 (2006) (describing “apparent authority”).

Id. at *13 n.21.

Here, Plaintiffs cite evidence that Vimeo employees serve as an “editorial voicbéfor t
Website, (Verdugo Dep. 315-32:13; Frackman Decl. Ex. 12 at Dep. Ex. 18%nd emphasize
that the web pages displaying these videos indicated that the video was posted bgoa Vim
employee. In all but two of the videos, the web page also included the emplogesss
(FrackmanDecl. Ex. 17.) Further, in several instances, a yellow box containing the word
“STAFF"—the socalled “staff badge>appeared next to the employees’ user names, as it does
for all actions taken by an employee on the Website.; Pls.” 56.1 f61.) Based on this
evidence, Plaintiffs argue that the ten empleyplmaded videos may not fairly be characterized

as stored at the direction of users but rather must be characterized as stoeediraction of

Vimeo through common law agency principles.

14 Citations to the deposition exhibits included in Exhibit 12 to the Frackman Démahereinafter will be

cited simply as “Dep. Ex. __.”

25



In reponse, Vimeo directs the Court to Capitol Records, Inc. v. M3t LLC 821 F.

Supp. 2d 627 (S.D.N.Y. 2011), reconsideration granted on other gra2@t3 WL 1987225

(S.D.N.Y. May 14, 2013), in which Judge Pauley concluded that the employees’ pessonél u
the defendant’s website could not be the basis of a direct infringement clainstatiea
defendant. Id. at 649. InMP3tunes it was undisputed that executives and employees of the
defendant website downloaded and stored music using the weldsit@iting testimony that the
employees “maintained private accounts and used MP3tunes lockers for their peesafial’
Judge Pauley denied summary judgment to the plaintiff on its direct infringetaentoecause

“a genuine dispute exist[ed] as to ether any of the [] songs in question were downloaded by
employees in the course of their employmend.”

On balance, it is less clear to the Court than it was to the coladnigthat a user would
conclude that the employemploader was acting on behalf of the service provider. Reasonable
minds could differ, as ilMP3tunes as to the extent to which the videos at issue here were
uploaded by Vimeo employees in their personal capacities as opposed to as agemsoof Vi
Accordingly, a triable issue has been raised with respect to whether the esspl@®re storing
their content as “users” within the meaning d18(c) or as employees acting within the scope
of their employment.

b. Downloading

Plaintiffs next argue that because Vimeo permits dowingaof videos on the Website,

it does not provide “storage” pursuant td®(c). Plaintiffs rely on language froMetro-

Goldwyn-Mayer Studios, Inc. v. Grokster, L{cb18 F. Supp. 2d 1197 (C.D. Cal. 2007), which

observed that downloading allowed user$otatain ‘perfect copies’ of [p]laintiffs’ work that can

be inexpensively reproduced and distribuaelchauseam,” and thus concluded that the plaintiff
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had shown irreparable harm for purposes of granting a permanent injundtdorat 1218.
Although thatproposition is certainly true ar@@roksterhighlights the challenges that copyright
holders face in the digital age in which their works may be downloaded with easersb us
devices, these general principles do not govern the inquiry at-hand whethe service
providers that permit users to download contenparee ineligible for safe harbor protection.

Indeed, inUMG Recordings, Inc. v. Shelter Capital Partners | ZC8 F.3d 1006 (9th

Cir. 2013), the Ninth Circuit noted that “accdasilitating processes” such as downloading are
encompassed in$12(c)’s language “by reason of the storage at the direction of a Udeat
1018419. Plaintiffs have provided no case +a&nd the Court is not aware of anholding or
even suggesting that a service provider must be denied DMCA safe harbor protecimsebec
allows its users to download content. The Court accordingly declines to deny safe harbo
protection on this basis.
2. Knowledge of Infringement

The 8512(c) safe harbor is available only to a service provider that does not have
knowledge of infringement on its website.582(c)(1). Specifically, the statute provides that a
service provider may be disqualified from safe harbor protection if it possessestaetypes
of knowledge. Firstthe service provider must not have “actual knowledge that the material . . .
on the system or network is infringing.” 582(c)(1)(A)(i). Second, even without actual
knowledge, a service provider may be disqualified if it was “aware of facts amdtances
from which infringing activity [was] apparent.” $12(c)(1)(A)(ii)). This second category is
often referred to as “red flag” knowledge or awareness. In addition, “thailvblihdness
doctrine may be applied, in appropriate circumstances, to démaenknowledge or awareness

of specific instances of infringement under the DMCA.” Viac6@6 F.3d at 35.
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a. Actual or “Red Flag” Knowledge

In Viacom Internationallnc. v. YouTube, In¢.676 F.3d 19 (2d Cir. 2012), the Second

Circuit clarified the riationship between actual and red flag knowledge. First, the court affirmed
the district court’s holding that “the statutory phrases ‘actual knowledgenthgerial . . . is
infringing’ and ‘facts or circumstances from which infringing activity pparet’ [both] refer to
‘knowledge of specific and identifiable infringement.Id. at 30 (quotingviacom, 718 F. Supp.
2d at 523). The court next explained that although both the actual and red flag knowledge
provisions apply only to specific instances of infringement, they each “do independent work.”
Id. at 31. It explained as follows:
The difference between actual and red flag knowledge is thus not between
specific and generalized knowledge, but instead between a subjective and an
objective standard. In other words, the actual knowledge provision turns on
whether the provider actually or “subjectively” knew of specific infringement
while the red flag provision turns on whether the provider was subjectively aware

of facts that would have made the specific infringement “objectively” obvious to a
reasonable person.

The Second Circuit ultimately vacated the district court’s grant of summarsngrdgn
favor of the defendant because it was “persuaded that the plaintiffs may hadearamsaterial
issue of fact regarding YouTube's knowledge or awareness of specific instarfices
infringement.” Id. at 34. Viacom had presented evidence includimgads among YouTube
executives discussing uploaded content that appeared to be “clearly infringing) bffs@dcast
footage” and “blatantly illegal.”ld. The court held that “a reasonable juror could conclude that
YouTube had actual knowledge of specific infringing activity, or was at leageawdacts or
circumstances from which specific infringingtiaty was apparent.” Id. Accordingly, the

Second Circuit remanded, instructing the district court to determine “whetlyespatific
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infringements of which YouTube had knowledge or awareness correspond[ed] tgo#ia-cli
suit.” Id.

To demonstrate that Vimeo had actual or red flag knowledge of the infringinghtonte
the Videosin-Suit, Plaintiffs point to evidence that Vimeo employees interacted with some of
the videos using various features available to them on the Website. Specificatiyif$> note
the fact that Vimeo employees:

e Entered comments on the designated web pages of some of the-Mi&os Any
registered user may comment on a video. (Frackman Decl. { 8 & Ex. 18; Pls.” 56.1 1 19.)

e “Liked” some Videosin-Suit by clicking a virtual button. Any registered user may “like”
a video. (Frackman Decl. 1 8 & Ex. 18.)

e Placed some Videaa-Suit on channels. (Supplemental Declaration of Andrew Pile,
Nov. 16, 2012 (“Supp. Pile Decl.”) 3B; Pls. 56.1 19.) Any user can create a chah
or place a video on an existing channel, although some channels (e.g., the “Staff Picks”
and “Vimeo HD” channels) can only be created and added to by employees. (Pls.’ 56.1
19341-42.)

e “Whitelisted” some Videosn-Suit by disabling a function that allows users to “flag” a
video he or she believes violates Vimeo’s Terms of Service. (Supp. Pile BeclOfly
staff members may whitelist videos. (Frackman Decl. Ex. 19; DeclaraticanmedsID.
Berkley, Oct. 12, 2012 (“Berkley Decl.”) 1 38.)

e “Buried” some Videosn-Suit by preventing them from appearing on the Website’s
“Discovery” tab, through which logged users may access a selection of currently
popular videos. (Pls.” 56.1188.) The Discovery tab appears to loggedsers on the
Website’'shome page. 1d.) Only staff members may bury videos. (Supp. Pile Decl.
12)

e Reviewed some uploaded VideiosSuit in “Plus” users’ accounts. (Frackman Decl. Ex.
3 (“Allen Dep.”) at 164:15-166:12 & Ex. 85.)

A summary exhibit submitted by Plaintiffs indicates that Vimeo employees interacted, in
one or more of the abowdescribed ways, with fiftjive of the 199 Videosn-Suit.
(Supplemental Declaration of James D. Berkley, Dec. 21, 2012 (“Supp. Berkley [Becl 1))

These videos unlawfullyncorporated copyrighted music by w&hown artists such as The
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Beatles, The Beach Boy$he Jackson SRadioheadBeyonce, Usheand JayZ.® Plaintiffs’
chat reflects that Vimeo employeggovided comments or “liked” twentsix of the fifty-five
videos placed two on channels, “whitelisted” twenty and “buried” foud.) ( Twentynine of
these videos were uploaded by Plus usetd.) (Included in the fiftyfive videos are the ten
employeeuploaded videos previously discussedgsupra8V.B.1.a) forwhich there is a triable
issue as to storage “at the direction of a usdd?) (

Plaintiffs claim that Vimeo employees’ interactions with these-fiftg Videosin-Suit
necessitates a determination that Vimeo had actual or red flag knowleddge eid¢os’
infringing content. The Court disagrees. Despite the fact that thessctidas are undisputed
and that most, if not albf the copyrighted songs used in the videos would be characterized by
many as populaand in some casdsgendary—indeed,it is difficult to think of a song more
iconic than The Beatles’ “All You Need is Lovethe Court is not prepared to hold that this
automatically compels the conclusion that the service provider, through its ensployese
aware of facts and circumstandbat would make it objectively obvious to a reasonable person

that those videos were infringing. Rather, the Court finds that a triable issaseas to

15 The following is a complete list of the copyrighted songs (with the artistspérdiormed them in a

patenthetical) used in the fiftfive videos with which Vimeo employees interacté¢&tars and Boulevards”
(Augustana); “Surfin’ USA” (The Beach Boys); “Wouldn'’t It Be NiceTHe Beach Boys); “Sabotage” (Beastie
Boys); “Sure Shot” (Beastie Boys); “A Day indlLife” (The Beatles); “All You Need is Love” (The Beatles);
“Baby, You're a Rich Man” (The Beatles); “Don’t Let Me Down” (The Beatles); “I@mly Sleeping” (The
Beatles); “Octopus’s Garden” (The Beatles); “She’s Leaving Home” (The Beatlesyman” (The Beatles);
“Crazy in Love” (Beyonce); “White Wedding” (Billy Idol); “My Love” (The igl and the Bee); “No Rain” (Blind
Melon); “All the Small Things” (Blink182); “Call Me” (Blondie); “Far Out” (Blur); “Girls & Boys” (Blur); We've
Got a File on You” (Blur) “Oye Como Va’ (Carlos Santana); “Genie in a Bottle” (Christina Agaller
“Aerodynamic” (Daft Punk); “Around the World” (Daft Punk); “Digitd.ove” (Daft Punk); “Words” (Doves);
“Praise You” (Fatboy Slim); “Glamorous” (Fergie); “Do You Realize??a(fking Lips); “Stacy’s Mom” (Fountains
of Wayne); “192000” (Gorillaz); “DARE" (Gorillaz); “Feel Good Inc.” (Gorillaz); “Theifk Panther Theme”
(Henry Mancini); “The Passenger” (Iggy Pop); “I Want You Back” (The Jatksp “Jane Says” (Jane's
Addiction); “Dirt Off Your Shoulder” (JayZ); “Universe & U” (KT Tunstall); “Simba” (Les Baxter); “In the @d
Old Summertime” (Les Paul and Mary Ford); “A Milli” (Lil Wayne); “Emghing’s Just Wonderful” (Lily Allen);
“Move (If You Wanna)” (Mims); “Unwritten” (Natasha &lingfield); “Lump” (The Presidents of the United States
of America); “Peaches” (The Presidents of the United States of Americagrytiing in Its Right Place”
(Radiohead); “Ghostbusters” (Ray Parker Jr.); “Tonight, Toni¢htie Smashing Pumpkins); “Fhip” (Sum 41);

“l Can’t Help Myself (Sugar Pie Honey Bunch)” (The Four Tops); and “LovEhis Club” (Usher).
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whether, under the totality of the circumstances, this standard is met a tof ¢he fifty-five
videos in question.

In so doing, the Court ialsounwilling to adopt Vimeo’s argument that it has met its
burden with regard to the actual or red flag knowledge prong of the statute. Vimeothas
presented any evidence disputing that its employ®esacted with these videos in the above
mentioned ways but rather argues that proof of these interactions isciestffo raise a triable
issue, let alone to warrant summary judgment for Plaintiffs. It contenidsaime evidence of its
employees’ ingractions with the Videem-Suit does not suffice to prove that the employees
actually watched the videos, or that, even if they did watch them, they would haves@cquir
actual or red flag knowledge. Indeed, at oral argument, Vimeo’s counsel suggastad ¢h
mail from a user stating, “l just uploaded to Vimeo a complete rip of a feangh film that |
didn't make at the following URL and | didn't have permission to do it,” would be a
“reasonable” example of information sufficient to supply a service providdr ned flag
knowledge. (Tr. at 28:2629:2.) The Court declines to set the bar for a service provider’s
acquisition ofsuchknowledge quite so high.

Although it is conceivable that a Vimeo employee “liked,” commented on or otherwise
interacted with a video without actually watching—a proposition the Court finds dubieus
Vimeo has presented no evidence indicating that this is theasase any of the videos in
guestion To the contrary, Vimeo does not dispute that videos placed on tag Fscks”
channel were watched by the employees who selected them. (Pls.’1382) JAnd at least one
Vimeo employee, Jonathan Marcus, testified that he watched the videos that he “liked.”
(Frackman Decl. Ex. 9 (“Marcus Dep.”) at 926; Declaratia of Katie McGregor, Nov. 16,

2012 (“McGregor Decl.”) 1 2.)
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The Court is further unpersuaded by Vimeo’s contention that, even if its erapldick
watch the videos they interacted with, they could not lodé¥ainedactual or red flag knowledge
that the videos contained infringing content as a matter of law. It is ofectrus that
“commercially produced music in a video . . . does not consputee copyright infringement,”
and that copyrighted music could be legally used in a video for a variegasbns “such as
when the material in question is used with the permission of the rights holder or in a thahner
constitutes fair use.” (Defendants’ Opposition to Plaintiffs’ Motion fartiel Summary
Judgment and Reply in Further Support of Defendants’ Motion for Summary Judgmerareurs

to the DMCA Safe Harbor, Nov. 16, 2012 (“Defs.” Nov. 16 Mem.”) at 16gealso Shelter

Capital 718 F.3d at 1021 (“[C]ontrary to UMG’s contentions, there are many music videos that
could in fact legally appear ovieoh.”). It is also true, as courts have observed, that a service
provider may not be able to determine whether a particular work is infringing bgléhe act of
viewing it. SeeCCBIll, 488 F.3d at 114 (rejecting argument that a service providensl&dge
that its service hosted websites named “illegal.net” and “stolencelebritypicamounted to
“red flag” knowledge of infringement)/iacom 718 F. Supp. 2d at 524 (observing that service
providers “cannot by inspection determine whether the usédes licensed by the owner, or
whether its posting is a ‘fair use’ of the material, or even whether its ghpyrvner or licensee
objects to its posting”)MP3tunes 821 F. Supp. 2d at 644 (“[l]f investigation is required to
determine whether material is infringing, then those facts and circumstarecaota ‘red
flags.”).

The Court is nonetheless unprepared to hold as a matter of law that a service provider

may disclaim knowledge of infringingnaterialunder any circumstance short of an employee’s
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awareness that the uploader has no legal defense for his or her otherwise infriomgingt®
That standard would collapse the distinction the DMCA makes between actual ardgred f
knowledge and would run contrary to the statute’s requirement that infringing content only be
“objectively obvious to a reasonable persor8eeg§512(c)(1)(A)(ii); Fung 710 F.3d at 1043
(“The material in question was sufficiently current and walbwn that it would have been
objectively obvious to a reasonable person that rtraterial solicited and assisted was both
copyrighted and not licensed to random members of the public . . . .").

Accordingly, triable issues exist as to whether Vimeo acquired actual orlagd f
knowledge of the infringing content in the fiffive videos with which Vimeo employees

interacted and summary judgment is denied as to tie#m Capitol Records, Inc. v. MP3tunes,

LLC, No. 07 Civ. 9931 (WHP), 2013 WL 1987225, at *4 (S.D.N.Y. May 14, 2013) (“Since
something less than a formal takedown notice may now establish red flag knowiedg® b
offers communications acknowledging likely infringement, the issue of jujafes’ red flag
knowledge cannot be resolved on summary judgment.”). “On these facts, a reasomable jur
could conclude that [Vimedjad actual knowledge of specific infringing activity, or was at least
aware of facts or circumstances from which specific infringing activity agparent.”Viacom,
676 F.3d at 34.

By contrast, there is no evidence that Vimeo acquired actual or red flag knowdetige a
the 144 videos with which Vimeo employees indisputably did not interact, and Vimeo is thus

entitled to summary judgment as to these videos.

16 Consider, for example, Verdugo’s testimony that he watched a videgarating Usher’s “Love in this

Club,” commented on the video andnaitted that he was aware that the song was performed by Usher, (Verdugo
Dep. 247:9248:14 & Dep. Ex. 224), or the fact that a Vimeo employee whitelisted a wdd added it to the
“Vimeo HD Channel” despite that the video’s description statednided t with the track ‘Harder better faster
stronger’ from Daft Punk live record ‘Alive 2007.” (Berkley Dec4 ¥ & Ex. 38).
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b. Willful Blindness
In Viacom the Second Circuit held that “the willful blindness doctrine may be applied, in

appropriate circumstances, to demonstrate knowledge or awareness of spstafices of
infringement under the DMCA.” 676 F.3d at 35. As Judge Padegntlynoted however,
“Viacom offers little guidance on how to reconcile the tendietween the doctrine of willful
blindness and the DMCA’s explicit repudiation of any affirmative duty on the parroice
providers to monitor user contentMP3tunes 2013 WL 1987225, at *2. Section 512(m) of the
DMCA provides that “[n]othing in [$12] shall be construed to condition the applicability of
[the safe harbors] on . . . a service provider monitoring its service or affiatyasieeking facts
indicating infringing activity.” 812(m). Accordingly, while a service provider may lose safe
harbor protection for being willfully blind to infringement, it may not be disfjadlfor failure

to affirmatively seek out instances of infringement. Applying this doctrinegfthrer, requires

careful “attention to its scope.¥iacom Int’l Inc. v. YouTube, LLG No. 07 Civ. 2103 (LLS),

2013 WL 1689071, at *4 (S.D.N.Y. Apr. 18, 2013).
A service provider is willfully blind to infringement if it is “aware of a higloipability of

the fact [of infringement] and consciously avoid[s] confirming that Tadtiacom 676 F.3d at

35 (quoting United States v. AirMdarshall 336 F.3d 167, 170 (2d Cir. 2003)). Plaintiffs cite to

evidence suggesting that Vimeo has turned a blind eye to infringement of Imestdings on
the Website. A sample of this evidence includes the following:

e Verdugo responded to a user’s question thdseds] all the time at vimp] videos, (for
example Lipdub) music being used that is copyhgjed, is there any problem with
this?” by telling the usef[w]e allow it, however, if the copyright holder sent us a legal
takedown notice, we would have to comply.” (Verdugo Og&:11120:24 & Dep.Ex.
180.)

e Blake Whitman a member of Vimeo’'s Community Team, respondeda question
regarding Vimeo’s “policy with copyrighted music usad audio for original video
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content” by telling the user[dlon't ask, don't tell ;).” (Frackman Decl. Ex. 4
(“Whitman Dep.”) at 233:10-234:19 & Dep. Ex. 164.)

e In an internal @mail thread discussing whether Vimeo should stop permitting
“gameplay” videos (described below) and if it can disallow such videos on a legal basis,
Andrew Pile, the Vice President of Product and Development at Vimeo, wroteaf[i(eg
kind of a cop out in my opinion since we ignore music and say that legality doesn’t
matter when it comes to the uploading rules (it[']s about you making it, wheste ttill
fulfill).” (Verdugo Dep. 122:20-126:10 & Dep. Ex. 182.)

e Andrea Allen, a member of Vimeo’s Community Team, received a message fran a us
providing a link to a video andating, “I have noticed several people using copyrighted
music on Vimeo. What do you do about this?” Allen forwarded theié internally
with the comment “[ij]gnoring, but sharing.” (Allen Dep. 258259:20 & Dep. EXx.
116.)

Although undoubtedly diconcerting,these examplesnone of which relates to the
Videosin-Suit—are simply insufficient to establish willful blindness of specific instances of
infringementat issue in the litigatignas is required to impute knowledge. In the DMCA
context, a plaintiff may demonstrate a service provider's knowledge ohgement by
demonstrating its willful blindness thereto; as in other areas of the law, willfdinglgs amounts
to knowledge. See Viacom, 676 F.3d at 35 (“A person is ‘willfully blind’ or engeg in
‘conscious avoidanceamounting to knowledge where . . . .”) (emphasis addedimster, 334
F.3d at 650 (“Willful blindness is knowledge, in copyright law . . . as it is in the law gengrall
Logically, then, just as the knowledge prong d@12€) may bemetonly where the plaintiff is
able to prove actual or red flag knowledge as to the specific infringing contssuatin the
litigation, Viacom 676 F.3d at 34, so too must proof of willful blindness be tailored to that same
infringing content. To hold otherwisei.e., that instances of willful blindness as to infringing
content collateral to the litigatiomare sufficient to divest aefendanof safe harbor protectier

would swallowViacom's requirement that actual or red flag knowledge be specific to the sued

upon content. It would, as well, complicate rather than redbleeensiondescribed above
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between “willful blindness and the DMCA'’s explicit repudiation of any affimmeatiuty on the
part of service providers to monitor user content.” MP3tu2@k3 WL 1987225, at *2.

Here, it is undisputed that none of the abpwavided examples-or any other piece of
evidence Plaintiffs assert bears on Vimeo’s willful blindness to infringemsuggests that
Vimeo employees were willfully blindotinfringing content in any of the 199 VidewmsSuit.
Accordingly, while Plaintiffsexpress frustratiomith whatthey describegenerallyas Vimeo’s
“policy of willful blindness to music infringment,” (Pls.” Oct. 12 Mem. at 16he evidence they
have aduced is ultimately insufficient

Plaintiffs’ reliance on the Seventh Circuit's 2003 opinion_in In re Aimster Caglptyri

Litigation, 334 F.3d 643 (7th Cir. 2003)which they assert stands for the proposition that a
service provider can be held liable fal“infringements on its website” based on a showing of
willful blindness (PIs.” Oct. 12 Mem. at 15)s wholly misplaced. In that case, the service
provider took affirmative steps to encrypt information that would otherwisectehe songs
being share@n its system in an attempt to “shield itself from actual knowledge of the unlawful
purposes for which the service was being used.” 3344&.881. The Seventh Circuit rejected
the service provider’s attempts to “obtain immunity” through such meanguytany since the
record was devoid of “any evidence that [Aimster] ha[d] ever been used formdrimyang use.”

Id. at 653. Here, there is no dispute that the Website has margfrioging purposes, and, in

stark contrast to the defendantAmmster, there is no evidence that Vimeo took affirmative steps

to blind itself to infringement on a wholesale basis.
What remains of Plaintiffs’ willful blindness argument amounts to little more than their
frustration that Vimeo did not use sophisticated monitoring technology in its possesseek

out and remove instances of infringing content. As noted above, howev&2(r8) and
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attendant case law make clear that service providers are under no affirmative sk tout

infringement. See e.qg, Viacom, 676 F.3d at 35 (“DMCA safe harbor protection cannot be

conditioned on affirmative monitoring by a service provideICEBIll, 488 F.3d at 1113 (“The
DMCA notification procedures place the burden of policing copyright infriregegm .squarely

on theowners of the copyright. " }JMG Recordings, Inc. v. Veoh Networksc., 665 F. Supp.

2d 1099, 1112 (C.D. Cal. 2009) (“[T]he DMCA does not place the burden of ferreting out
infringement on the service provider.”). This remains the case even when a pavvider has
developed technology permitting it to do so. THelgjntiffs’ willful blindness arguments do not
prevail

3. Right and Ability to Control Infringing Content From Which
It Financially Benefits

Section 512(c) also provides that, to obtaafe harbor protection, a service provider
must “not receive a financial benefit directly attributable to the infringiniyigg in a case in
which the service provider has the right and ability to control such activity.” 17CU.S
§512(c)(1)(B). Preection is therefore lost if a service provider (1) has the right and ability to
control the infringing activity and (2) receives a financial benefit atidiie to that activity.ld.
For the reasons set forth below, the Court concludes that Vimeo lacked the rightlindoabi
control infringing activity as that language has been defined by courts siddr&512(c)(1)(B)
of the safe harbor. The Court thus need not decide whether it received a finanfidl Beelo
Grp., 586 F. Supp. 2d at 1150 (“Both elements must be met for the safe harbor to be denied.”)
(quoting_Corbis Corp.351 F. Supp. 2d at 1109).

The Second Circuit'&/iacom opinion clarified what it means for a service provider to

have “the right and ability to control,” as the term is used54Zc)(1)(B). The Court held that

the right and ability to control “requiresomething more than the ability to remove or block
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access to materials posted on a service provider’'s website &t 38 (quotingP3tunes 821 F.
Supp. 2d at 645) (emphasis addege als¢-ung 710 F.3d at 1045. It reasoned that because the
DMCA presupposes that service providers have the ability to remove or block eeatehtn
fact, requires removal in the event of actual or red flag knowledge of infrimerdefining the
control provision to require nothing more than the ability to remove or block content would
“render the statute internally inconsistent/facom 676 F.3d at 37.

As the Viacom court acknowledged, the remaining questiamhat amounts to
“something more” than the ability to remove or block contesta difficult one. Id. at 38. It
observed that:

[tjo date, only one court has found that a service provider had the right and ability
to control infringing activity under §12(c)(1)(B). InPefect 10, Inc. v. Cybernet
Ventures, In¢.213 F. Supp. 2d 1146 (C.D. Cal. 2002), the court found control
where the service provider instituted a monitoring program by which user
websites received “detailed instructions regard[ing] issues of lagppearace,

and content.” Id. at 1173. The service provider also forbade certain types of
content and refused access to users who failed to comply with its instrudtons.
Similarly, inducement of copyright infringement unddetro-Goldwyn-Mayer
Studios Inc. v. Grokster, Ltd. 545 U.S. 913 (2005) [hereinafteGrtokstef],
which “premises liability on purposeful, culpable expression and conddcat

937, might also rise to the level of control undeés1®(c)(1)(B). Both of these
examples involve a sendc provider exerting substantial influence on the
activities of users, without necessarily-er even frequenth-acquiring knowledge

of specific infringing activity.

Id. (emphasis added¥ee also Shelter Capital718 F.3d at 1030 (“[IJn order to have ‘thight

and ability to control,” the service provider must ‘exert[] substantial inflei@mcthe activities of

users.”) (quotingViacom, 676 F.3d at 38). On that precedent, the Court interprets its task here
to be to assess whether, based on the evidence in the record, a reasonable juror could find that
Vimeo “exert[ed] substantial influence on the activities of [its] users”thacefore had the right

and ability to control infringing conduct on the Website.

Viacomalso clarified that $12(c)(1)(B) “does not include a specific knowledge requirement.” F636
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In so doing, the Court finds it appropriate to use the cases cited in thecalmied

paragraph fronViacom—Cybernetand_Grokster-as analytical guideposts, both because these

cases provide the basis for Plaintiffs’ arguments that Vimeo sattbfesontrol provision and
because each supplies a idist example of conduct which the Second Circuit has suggested
could constitute “something moré®”

a. Cybernet—Substantial Influence Througha Monitoring Program

In Perfect 10, Inc. v. Cybernet Ventures, Jit13 F. Supp. 2d 1146 (C.D. Cal. 2002), an

adult magazine sued a service provider that supplied age verification seoveasetwork of
participating adult websitesld. at 115253. The participating websiteghe “users” in the
context of 812(c)(1)(B}—provided adult content for Internet wers. Id. at 1160. These
websites joined Cybernet’'s network, free of charge, to take advantagee ofeafjcation
software that ensured that patrons of their website were of legal ldgat 1157. Viewers
accessing the websites were automaticallyreeted to Cybernet’'s website, which required that
they verify their age and pay a fetd. at1158. Upon doing so, they would gain access to the
network of participating websitesld. Cybernet would then pay the participating websites a
commission._Idat 1158-59.

The Cybernetcourt considered Cybernet’'s right and ability to control in two contexts.
First, discussing the right and ability to control as an element of the plaintdéisous liability

claim, the court found:

at 38. It reasoned thd&tmporting a specific knowledge requirement intd®(c)(1)(B) renders the control
provision duplicative of $12(c)(1)(A),” i.e., the knowledge provision discussed aboxgacom 676 F.3dat 36.
Thus, safe harbor protection may be lost whareervice provider hashe right and ability to control infringing
activity, even if ithas noknowledge of the specific instances of infringennat issue in the litigation.

18 The other examples of control provided by the Second Circuitiacom are not relevant hereSee
Viacom 676 F.3d at 38 n.13 (acknowledging that control may exist “whereséhdce provider is ‘actively
involved in the listing, bidding, sale and delivery’ of items offeredsfale or otherwise controls vendor sales by
previewing products prior to their listing, editing production descriptionsyggesting prices.”) (internal quotations
omitted).
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Cybernet has a monitoring program in place. Under this program, participating
sites receive detailed instructions regard[ing] issues of layout, appea&art
content. Cybernet has refused to allow sites to use its system until they comply
with its dictates. Most importantly, it monitors images to make sure that celebrity
images do not oversaturate the content found within the sites that make up Adult
Check. It forbids certain types of images. This ability to control other types of
images belies any attempt to argue thabé&lgyet does not exercise sufficient
control over its webmasters to monitor and influence their conduct or to deny
copyright offenders the benefits of its service.
Id. at 1173. Thereafter, considering whether Cybernet was disqualified from ssafehgrbor
protection under $12(c) based on its right and ability to control, the court stated that “Cyberne
prescreens sites, gives them extensive advice, prohibits the proliferation afaldsites, and in
the variety of ways mentioned earlier exhibjisecisely this slightly difficult to define
‘something more.””’Id. at 1181-82.

Plaintiffs argue that Vimeo’s control over user content through its monitorirgygmo
similarly amounts to “something more” than the mere ability to remove or blocksatces
infringing materials, and that Vimeo therefore exerts the type of “sulatanfluence” over
users’ activities that compels a determination that Vimeo had the right and alslayttol.

Vimeo indeed has a monitoring program implemented by itdamps, the foundation
of which is its Terms of Service and Community Guidelines. The Termswt&eagreed to by
all registered Vimeo users, sets forth the Website’s prohibited conduct and wamshthas their
videos or accounts may be terminateiiateo’s discretion. (Supp. Cheah. DeclLH& Exs. 6
10.) Vimeo’'s Community Guidelines expand upon the Terms of Service, setting forth
restrictions as to the content of uploaded material. (Pls.” 582.)f For instance, the

Community Guidelines prabit, inter alia, unoriginal content as well as commercials,-esdhte

walkthroughs and “fan vids.”Id. 1 33.)
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Members of Vimeo’s Community Teamincluding the aforementioned Blake Whitman,
Dalas Verdugo and Andrea Allerenforce these content restiicts with the aid of Moderator
Tools. (d. Y 101.) Vimeo’s approximately forty Moderator Tools include:
e The “Thin Ice” and “Wiretap” tools, which allow the Community Team to monitor
the activities of specific users suspected of uploading content velativimeo’s
policies. (Pls.’ 56.1 11 160, 169.)
e The “Sweet Spot” filtering tool, which searches for and lists videos the alurati
which Vimeo has determined corresponds to the duration of uploaded television

shows or movies.Id. 1 154.)

e The “Movie Search” tool, which runs automated keyword searches for movies
currently in theaters.Id. 1 157.)

The record reflects that these monitoring efforts can be effective at remaowiesirable
content from the Website. For example, in 12@08, Vimeo instituted a policy, communicated
to Vimeo users, that it would ban “game play” videa%., videos that depict screen shots of
video games as they are played by Vimeo users or other individuals. (Whitman Dep. 152:2
153:6 & Dep. Ex. 131.) Following this decision, Community Team members, using Mwderat
Tools, began searching the Website for offending game play videos. (Verdugo Dep2@;24:3
Whitman Dep. 151:41; 155:19157:6.) To demonstrate the success of these efforts, Plaintiffs
point to an email from Verdugo responding to a user’s complaint that his gaming video was
removed. In it, Verdugo states, “[w]e are working to remove all game play videos .e . [w]
remove thousands every day and we will keep removing them.” (Frackman Decl. Ex. 13 at
VC032412.)

As to the videos that are compliant with Vimeo’s content restrictions, the egidenc
demonstrates that Vimeo staff has significant discretion to manipulate thaityisib such
content on the Website S¢eVerdugo Dep. 122:2023:10 & Dep. Ex. 182 (commenting in an

internal email that “we are just straight controlling our website,” and adding thadfihar
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Vimeo editorial fascism is important to keeping our website from becoming giteadh) In
exercising such discretion, Vimeo staff memsbmay “promote” a particular video on a popular
“channel” (such as the “Staff Picks” channel), described by Verdugo as “irhewsion of
front paging something,” (Verdugo Dep. 192:0), “like” videos or leave positive comments on
a video’s web page. As discussed above, Vimeo staff members may likewisatétia video
through the use of a “burying” tool, the effect of which is that the video does not appear on the
“Discover” tab, which displays popular videos that appear on the home screen of aitogged
user. (Pls.’56.1 1 138.)

Finally, the record contains evidence that Vimeo staff communicatedlyivath some
of its users regarding content, at times suggesting to them that it would tolergiéoting of
copyrighted material. For instancAllen responded to a question about whether a video
containing copyrighted music could be uploaded by providing Vimeo’s canned respotise fo
question:® prefaced with, “[t]he [o]fficial answer | must give you is . . . .” (AllepD 252:820
& Dep. Ex. 112.) At the bottom of thereail, however, she addgto]ff the record answer . . .

go ahead and post it. | don’t think you’'ll have anything to worry aboid.” Additionally,

19 Vimeo’s prescripted response is as follows:

While we cannot opine specifically on the situation you are refeton adding a third pty/'s
copyrighted content to a video generally (but not always) constitosight infringement under
applicable laws.

Under relevant U.S. laws, should a copyright owner come acrostipgirighted content on one
of our sites, they can submit a takeah notification requesting that we remove the content. This
same area of law affords the operator of the site some level of proteotioglaims of copyright
infringement, when dealing with usgenerateecontent. The same protection does not apply to
the actual poster of the content.

Again, we cannot provide any legal advice on this subject, so if you arenglgnconcerned, we
suggest you contact an attorney.

(Allen Dep. 252:820 & Dep. Ex. 112.
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Whitman instructed a user that “[w]e can't officially tell you that usingyright music is okay.
But...” (Dep. Ex. 418B.)

While the foregoingestablisheshat Vimeodid utilize aform of monitoring program, the
Court cannot conclude, based on the record, that ubatgfrogram amounted tihe exertion of
substantial inflenceon the activiies of usersuch that the right and ability to control test is met.
Rather, Vimeo’s monitoring programwhich, in sum and substance, consists of the Community
Team’s removal of certain content from the Website with the assistancedefr&or Tools, its
discretion to manipulate video visibility and its intermittent communication with -udacks
the “something more” thatiacom demands.

Absent from this program are the characteristics the court found presenbem@€ls
monitoring system, including guidelines that dictated to users (i.e., theigsttig adult
websites) “layout, appearance, and content,” and Cybernet’'s “refus[allotv sites to use its
system until they compl[ied] with [those] dictateCybernet 213 F. Supp. 2d at 1173. While
Vimeo’s monitoring program aims to filter from the Website content that vemrsifs mission
to provide a platform for usereated “creative works and personal moments,” it does not
purport to, and in practice does not, exert substantial influence over the content of the uploaded
material. To the contrary, Vimdeaves such editorial deaisis in the hands of its users.

Moreover, contrary to Plaintiffs’ argument, although there is evidence dénatoms that
Vimeo engaged in a conced effort to remove “game play” videos on the Website, the
evidence—including the email from Verdugo claiming that thousands of game play videos had
been removed-does not establish that Vimeo actuatlid sa In any event, it does not
necessarily followthat Vimeohad control over videos containing infringing music, or any other

content beyond its ability to remove or block it upon discovery. To conclude that evidence of
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the ability to remove certain content requires a finding of control oveueli ontent would run
contrary to $12(m)’s dictate that a service provider's safe harbor protection is not lost for
failure to “monitor[] its service or affirmatively seek][] facts indicatimfringing activity.” It
would also potentially create the perverssult that service providers stay out of the monitoring
business altogether even if monitoring efforts as to some website content migberned
fruitful to the aims of the service provider and the copyright holder ale®Viacom 2013 WL
1689071, at *8 (*YouTube’s decisions to restrict its monitoring efforts to certain groups of
infringing clips . . . do not exclude it from the safe harbor, regardless of thevatnmti.”).

The Court futher rejects the argument thecause Vimeo employees haliscretion as
to how they interact with content on the Websigs demonstrated through its manipulation of
the visibility of certain videos-it exerts substantial influence over user activity. Indeed, it is
difficult to imagine how Vimeo’'s staff of sevenfgur (as of 2012) could, through its
discretionary and sporadic interactions with videos on the Website, exert sabstélnence on
approximately 12.3 million registered users uploading 43,000 new videos each day. (Defs.’ 56.1
1 18.) Vimeo presenteevidence that, as of November 2012, the “likes” of current Vimeo
employees constituted approximately 0.2% of all “likes” on the Website and thearumleft
by current Vimeo employees constituted 1.6% of all comments. (Supp. Pile DEg)
Similarly, the Staff Picks channel representdy one of the approximately 354,000 channels
that were on the Website in November 201®1. 16.) These statistics demonstrate that the
degree of influence Vimeo exerts on user activities through its staff’sgticonor demotion of
user content is far from substantial; indeed, it is rather argdalohmnimis.

Finally, the Court rejects Plaintiffs’ argument that evidence of Vimeofsnsunication

with users with respect to the Website’s content reflects thearghability to control. As noted
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above, althouglthe Court istroubledby Vimeo employees’ responsesdertainuse questions
about possible infringementhis evidencespeaks less t@ontrol thanto those employees’
attitudes towards infringement their knowledge of it, which the Court has already addressed
The scattered examples of communication with usenply do not demonstrate a substantial
influence over users’ activities.

Having considered the totality of Vimeo’s monitoring program, theur€ rejects
Plaintiffs’ arguments and finds rioableissue as to the exertion of substantial influence on user
activity.

b. Grokster—Substantial Influence through Inducement of
Infringement

Plaintiffs argue that Vimeo’s substantial influence over users’ activitieslss a
demonstrated by its inducement of infringement. Conscious that the link between iadticem
and 8512(c)’s control provision stems froMiacom's qualified language, the Court considers
Plaintiffs’ inducement argument with cautiorgeeViacom 676 F.3d at 38 (“[[[nducement of
copyright infringement undefGrokstet, which ‘premises liability on purposeful, culpable
expression and conduct,” . .might also rise to the level of control undes82(c)(1)(B).”)
(emphasis added) (quotiggrokster 545 U.S. at 937).

In Grokster the Supreme Court considered “under what circumstances the distributor of a
product capable of both lawful and unlawful use is liable for acts of copyrightgament by
third parties.” 545 U.S. at 998. The plaintiffs sought to hold the defendants, distributors of
software products that allowed computer users to share electronic files, sggdiathée for the
copyright infringement of their users.ld. at 91921. The Supreme Court rejected the
defendants’argument that because their products were capable of substantigifrimaing

uses, they could not be held secondarily liable absent proof that they had actuatigacvile

45



specific infringement and were capable of preventingld. at 933. It held hat “one who
distributes a device with the object of promoting its use to infringe copyright, as siyoelear
expression or other affirmative steps taken to foster infringement, is liakieefoesulting acts

of infringement by third parties.”Id. at 936-37. The Court provided, however, that “mere
knowledge of infringing potential or of actual infringing uses would not be enough dere t
subject [a defendant] to liability.Td. at 937.

Following Viacom's suggestion that inducement could establish the right and ability to

control, the Ninth Circuit expounded upon the inducement theorgotumbia Pictures

Industries, Inc. v. Fungr10 F.3d 1020 (9th Cir. 2013). In that case, the individual defendant,

Fung, operated websites from which users downlkbadé&inging copies of the plaintiffs’
copyrighted works. Id. at 102324. After finding that, undeGrokster the defendants were
secondarily liable for inducing infringemeid, at 1039, thd=ungcourt proceeded to reject their
attempt for safe harbqrotection on the same basis. It found that there was:

overwhelming evidence that Fung engaged in culpable, inducing activity like that

in [Grokstet. Although Fung’s inducement actions do oatiegorically remove

him from protection under 812(c), theydemonstrate the substantial influence

Fung exerted over his users’ infringing activities, and thereby supply oneigssent

component of the financial benefit/right to control exception to th&2gc) safe

harbor.

Id. at 1046 (emphasis in original).

Fung's conclusion that evidence of “inducement actions” does mategorically
remove” a service provider from=.2(c) protection is a logical one. Reading the DMCA to
mandate that a service provider lose such protection for conduct identical to tblatwshid
subject it to affirmative inducement liability would mean that any attempts byiaes@rovider

to seek safe harbor protection upon a finding of affirmative inducement liability would

necessarily end before they could even bedh. Viacom 676 F.3d at 37 (“[[]f Congress had
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intended &12(c)(1)(B) to be coextensive with vicarious liability, ‘the statute could have

accomplished that result in a more direct manner.”) (Qquddinglter Capital667 F.3d at 1045).

Accordingly, even if Plaintiffs’mducement argument has some force here, the Court is skeptical
that, under the circumstances of this case, inducement alone could provide an adeguiatie bas
a finding that Vimeo had the right and ability to control.

Plaintiffs raise several arguments support their contention that Vimeo induced
infringement and therefore had the right and ability to contrfoinging material The Court
finds none to be compelling and rejects each in turn.

Plaintiffs first contend that Vimeo induces infringemehy ‘example*—specifically by
making videos that incorporate infringing content and by supporting and participagngup
projects involving infringement. Plaintiffs point to the following evidence to support this
contention:

e Vimeo employees uploaded ten of the Vida@osSuit, each of which is assumed for
purposes of this motion to contain infringing music. (Pls.” 56.1 1 63.)

e One of the Videosn-Suit was created by the “Vimeo Street Team,” a group of
employees at Vimeo who “create[d] videos andagefd] with the community.”
(Marcus Dep.111:11-113:12fFrackman Decl. Ex. 1 (“Lodwick Dep.at 118:11-
123:7.)

e Some Vimeo employees uploaded viddadich are not among the Videas Suit)
with copyrighted or unlicensed music, at least one of which has been the subject of a
DMCA takedown notice. (PIs56.1 11290-95;Frackman Decl. Ex. 7 Pile Dep?)
at153:21-23.)

e On two occasions, Websitsers who later became Vimeo employpadicipated in
Vimeo group projectsn which several users collatated to create videos to every
song ina The Beatleslbum. (Frackman Decl. Ex. 28 EMI 00930; Lodwick Dep.
177:3180:10 &Dep.Ex. 15.) Because staff badgare applied to content uploaded
by Vimeo employeegsincluding content uploaded prior to thdiire, a staff badge
identifies Vimeo staff members participating in these collaborations.

e A web page featuring a video entitled “Helter Skelter,” which incorporateel
Beatles’ copyrighted recording of the same name, contained a link to a lessed offe
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from the “Vimeo Video Schoof-created in late 2010 or early 2011 by Vimeo to
offer tutorials to users. The web page to which the link directs users cantaee
heading, “Related lessons from Vimeo Video School” and stated, “Check out these
lessons d learn more about how you can make videos like this one!” (Pls.” 56.1
1351; Frackman Decl. Ex. 10 (“Mellencamp Dep.”) at 18488:22 & Dep. Ex.
417.)

Vimeo created and encouraged “lip dubs.” The concept of “lip dubbing” was
explained on the Websites follows: “Lip Dubbing . . . Like a music video. Shoot
yourself mouthing along to a song. Then sync it with a high quality copy of the song
in an editing program.” (Frackman Decl. Ex. 2 (“Klein Dep.”) at 167188:2 &

Dep. Ex. 17.) The origin of lip dubbing traces to Vimeo'sfamander, Jacob
Lodwick, who uploaded to the Website a video of himseltsyipching to a
commercial musical recording. Other Vimeo employees appeared in or created
additional lip dubs, including a particularly popular lipbdareated by the entire
Vimeo staff at a holiday party. (Pls.” 56.138R, 327, 338.) Vimeo encouraged the
creation of lip dubs, asking users, “Why don’t YOU make onef@?'Y315), and it
featured lip dubs on its home page as a “Vimeo Obsession,” which has been
described as “cool things that our community was making on Vimelo.” 327.)
Others, interested in the concept of creating their own music video to a conimercia
song, created similar videos and soon lip dubs were an immensely populaf type o
video on both the Website and other vigddaring websites. Id. §261; Lodwick

Dep. 208:8-210:17 & Dep. Ex. 21; Frackman Decl. Ex. 18.)

This evidence simply does not rise to the level of that adduc&tdkste—either in

qguantity or in kind. IrnGrokster the record was “replete with evidence” that defendants “clearly

voiced the objective that recipients use [their product] to download copyrighted works.” 545

U.S. at 924. The examples supplied by Plaintiffs reflect no such thing. To be sure, some of

the videos discussed above created by Vimeo employees (for example, Lediyckub)

incorporated infringing music, and users’ submissions may have often incerptiat same.

But the relevant standard at issue hemducement by way of the exertion of substantial

influenceon theactivities of users—cannot be met by evidence of stray instances of wrongful

conduct by Vimeo employees on the Website/ana generalized effort to promote videos that

incorporate music. This is so particularly in light of the Supreme Court’'s ackihgsvieent in

Groksterthat courts be “mindful of the need to keep from trenching on regular commerce or
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discouraging the development of technologies with lawful and unlawful potential.” S5t

937. Accordingly, the Qurt rejects Plaintiffs’ argument that Vimeo employees’ purported “by

example” conduct rises to the level of inducement.

Plaintiffs next argue that evidence of Vimeo employees’ communication with, a

provision of technical assistance to, Vimeo users constitutes inducement of in&mtgeiio

support this argument, Plaintiffs cite to evidence that:

A user posted a video entitled, “Julia Attempts to Lip Dub Fergie’s Glaradithile
Driving” and described her difficulty syncing the music with the video in the
description field below the video. Lodwick posted a comment below the user’s video
saying, “I will help you export with the original audio track.” (Lodwick@dé&64:9
167:12 & Dep. Ex. 12.)

Lodwick suggested to users through a forum post that “if they have a video with
music in it, they should tag it with the word ‘music’ colon and then the name of that
artist.” (Lodwick Dep. 186:187:3.) Specifically, he wrote, “just tag the clip with
music:The Beatles or music:Beck or whatever.” (Dep.1BX.

In responding to a question about how to sync music with a video, Whitman
instructed a user on a forum post that “unless you have a clap board to sync audio and
the visual, it[']s usually just trial and error. You have to get the song prettytdose
start, and then just move the audio track back and forth until you get it close . . . good
luck!” (Whitman Dep. 204:24-205:21 & Dep. Ex. 154.)

Whitman posted a comment on the Website’s Help Center instructing a user to
“[b]ring the music into itunes, then convert the song into AIFF, then import that file
into FCP and you will be golden. Took a while for me to figure out too.” (Frackman
Decl. Ex. 28 at EMI 00571.)

Verdugo responded to a user’s inquiry about uploading lip dubbed music by writing,
“[iItl']s a pesky Windows Media problem. If you can export your videos in amothe
format, it should fix it.” (Berkley Decl. 0 & Ex. 66.)

A Vimeo Video School lesson entitled, “Video 101: Editing Sound & Music with
iMovie” states in part: “Then there’s music. Music does a great job settimgdbe

you want for your video. To add music, click the music icon below the viewer, which
will open your Music and Sound Effects libraries on the right side of the screen.
There you can choose from the iMovie and iLife Sound Effects folders as well as
GarageBand and iTunes. Once you've found the piece of music or sound effect that
you’re looking for, drag it into the timeline.” (Berkley Decl. 1 54 & Ex. 50.)
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Instructing users how to engage in an infringusg may be the kind of “active step][] . . .
taken to encourage direct infringement” that leads to a finding of inducen@@okster 545
U.S. at 936 (citation omitted). Offering technical support as to the ordinary use fice,se
however, is not indtement. Id. at 937. The aboveeferenced evidence suggests the latter. In
this case, Vimeo offered technical support as to how users could incorporatantausideos;
its instructions applied to lawfully and unlawfully incorporated music alike. A osiari that
the technical assistance itself is inducement of infringement because it may depeheby an
infringer would “compromise legitimate commerce or discourage innovation haviag/ful
promise.” |d.%°

Similarly, with respect to Vimeo employees’ communications with users, Plaintiffs
provide a handful of additional examples of Vimeo employees responding to user ingjumies
copyrighted music with statements that indictdeit, or at times explicit, acceptance of
infringing uploads. To be sure, some of these communications, such as Allen’s advize that
user “[g]o ahead and post” a video containing infringing content, (Allen Dep.-25288Dep.
Ex. 112), may have induced a particular user to infringe in that instance. But, agaileietre
standard here-inducement by way of exertion of substantidluence on users’ activitiesis
not met by the limited anecdotal evidence Plaintiffs have provided. To estdldisight and
ability to control, there must beshowing that the servigerovider'ssubstantiainfluence over
uses’ activities was significantly more widespread and comprehensive.

Next, Plaintiffs argue that certain structural aspects of the Webs#tgrivacy settings
for instance—amount to inducement of infringemenfThe Court disagrees. Nothing in the

record suggests that Vimeo’s privacy settings, or any other stbespect of the Website, were

20 This conclusion notwithstanding, the facatlsome of these examples implicate the popular artists The

Beatles, Beck and Fergie may have some bearing on the knowledge proBg2g€)&discussed in the preceding
section.
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implemented in order to enable users to upload infringing material and then r@gbycght
holders’ access to it. Even if there was such evidence, it does not naturally fudiothe
establishment of those settings on the Website would serve to induce users to infriogédor
otherwise serve to exert a substantial influence over users.

Plaintiffs further contend that evidence of inducement may be found in Vineelonsefto
implement filtering technologies that could be used to locate infringing contehtasBhe Court
explained above in response to a similar argunsgdsupraV.B.2.b), just because Vimeorta
exercise control does not mean that it must. A holding to the contrary would contticihevi
express language of8.2(m), which makes clear that service providers may not lose safe harbor
protection for failure to monitor or affirmatively seek outiimgement.

Plaintiffs also argue that Vimeo’s intent to induce infringement is reflectedghritsi
employees’ internal-enail communications regarding the current litigation. Plaintiffs cite-to e
mails in which Vimeo employees respond flippantly tlaimiffs’ efforts to thwart copyright
infringement on the Website. For instance, inanad sent to Whitman anderdugo(and also
to all@vimeo.comy Pile wrote:*"Who wants to start the felons group, where we just 8hmtty
coves of these songs andite ‘FUCK EMI’ at the end?”(Dep. Ex. 330 His and other Vimeo
employees’reactions to théawsuit however,are of no moment to the inquiry at hand, which
concerns only whether such internal commearas establisih/imeo’s exertion of substantial
influence over its users’ infringing activities. Undoubtedly, they could not.

Finally, Plaintiffs cite evidence that they claim demonstrates that Vimeo soug its us
supposed permissive policy toward infringement of musical recordings aBirg $oirt to
attract users from other videtaring websites. This argument also fails to show a substantial

influence on users’ activities. [Brokster the Supreme Court found inducement of infringement
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based, in part, on the defendant’s efforts to attract users who previously used thedeaygster
a website notorious for facilitating the download of illegal content. 545 U.S. aB®37The
record in Groksterincluded internal company documents and advertising materials aimed at
capturing Napster’'s uséase if Napster was shut dowtd. at 92425. Plaintiffs do not point to
similar evidence here, such as affirmative efforts or a desire by Vimeitetopa to position
itself as a platform for infringement. Plaintiffs instead cite only to evidémaieMimeo chose
not to implement the filtering technology that other vidbdaring websites used and evidence
that users chose Vimeo, in part, because they were able to upload videos containigiggnfrin
music.

In sum, having examined the record as a whole, the Court finds no basis to conclude that
Vimeo exerted substantial influence on its users’ activities through inducentaatcohclusion
is perhaps not surprising given the nature of Vimeo’s business model as cortgpdhed

business models at issue@mnoksterandFung Both Groksterand Funginvolved peeito-peer

networks, which are idealguited for sharing large files and are thus attractive tools for those
seeking to share and access copyrighted music and video files without autharigatkser,

545 U.S. at 920Fung 710 F.3d at 1025. The defendants in both cases provided an expansive
platform for wholesale infringement. @rokster the Court noted as much, stating that that the
“evidence gives reason to think that the vast majority of users’ downloadsctreofa
infringement, and because well over 100 million copies of the software in question are known to
have been downloaded . . . the probable scope of copyright infringement is staggétidg.”
U.S. at 923. Similarly, iffung an expert averred that between 90 and 96% of the casftent

associated files available on Fung's websites were for “confirmed oryhiiggely copyright
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infringing material.” Fung 710 F.3d at 1034 (internal quotation marks omitted). Thistbase
presents circumstances dramatically different in kind and smaller in scalecged s
Accordingly, Plaintiffs’ inducement argument fails.
4. Expeditious Removalof the Videosin-Suit

Section 512(c)(1)(C) requires that a service provider, “upon notification of caime
infringement” as described in §2(c)(3), which outlines the elements of a conforming
takedown notice, “respond[] expeditiously to remove, or disable access to, thalnhstris
claimed to be infringing or to be the subject of infringing activity.”

On three occasions, Plaintiffs sent Vimeo a takedown notice and Vimeo removed the
videos identified in those notices. On December 11, 2008, Vimeo received a letter from EMI
identifying approximately 170 videos on the Website that infringed EMI's ragiptg.  (Defs.’

56.1 151.) Vimeo removed these videos within approximately three anthaheveeks. Id.)

On June 15, 2010, EMI sent six takedown notices and the referenced videos were removed the
same day. I4. 152.) Most recently, on July 11, 2012, Vimeo removed videos after receiving a
takedown notice from EMihe same day (Id. 153.) Vimeo also removed the 199 Vidans

Suit upon receiving the complaints in this action, although some of the Mid&ust placed on

one of the Website’s channels remained accessible for download. (Supp. Cheafi D&dl9Y)

Vimeo’'s removal of the videos identified in the takedown notices satisfies
§8512(c)(1)(C). It cannot be disputed that Vimeo’s-dag response time for Plaintiffs’ June 15,
2010 and July 11, 2012 takedown notices constitutes expeditious removal. With respect to the
December 11, 2008 letter identifying approximately 170 infringing videos, the @Qudstthat,
given the number of infringing videos at issue, the three andhalh@eek peod it took Vimeo

to comply with this notice constitutes expeditious remov&ee Google, Inc. 2010 WL

53



9479059, at *9 (finding an issue of fact as to whether a service provider expeditionsiyed:
content when the evidence reflected that “sometintes diefendant] waited between four and
seventeen months to process a number of the [] notices, as well as evidenoméhabsces
were not processed at all”). Moreover, because the complaints in tlois dict not constitute
valid takedown notices, Vimeo was not obligated ®b18(c)(1)(C) to remove thenteePerfect

10, Inc. v. Amazon.com, IncNo. CV 054753 AHM(SHx), 2009 WL 1334364, at * 5 (C.D.

Cal. May 12, 2009) (noting that it would be an “absurd result” if “the complaint or any other
pleadingthat contains sufficient identification of the alleged infringement could courat as
DMCA notification”).

C. Pre-1972 Recordings

Lastly, Plaintiffs argue that, even if the Court fintdhst Vimeo is entitled to safe harbor
protection, that protection cannot extend to recordings first “fixed” (i.e., recofoefdye
February 15, 1972. Their argument is rooted in Section 301(c) of the Copyright Act which
provides, in relevant part, that:

With respect to sound recordings fixed before February 15, 1972, any rights or

remedies under the common law or statutes of any State shall not be annulled or

limited by this title until February 15, 2067.
17 U.S.C. 801(c). Plaintiffs contend that, because application of the DMCA affectsigbpy
holders’ rights and remedies,381(c) precludes such application to -pebruary 15, 1972
recordings.

In December 2011, the Copyright Office published a report concluding that the DMCA
safe harbors do not apply to gt872 records.SeeFederal Copyright Protection for P1872

Sound Recordings, (Dec. 2011), available hatp://www.copyright.gov/docs/sound/pre-72-

reportpdf (the “Copyright Office Report”). Although the Copyright Offieeportnotes that
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thereis “no reason” why DMCA safe harbors should not apply to theotipee 1972 recordings,
id. at 130, based on a reading of the statute it concludes that “it is for Congress, natthea

extend the Copyright Act to ptE972 sound recordingsid. at 132. InUMG Recordings, Inc. v.

EscapeMedia Gp., Inc., 964 N.Y.S.2d 106 (1st Dep’t 2013), the Appellate Division reached the

same conclusion after engaging in an extensive review of the statuigoatge and legislative
histories of the relevant statutory provisiond. at 110-12.

The Court sharethe viewthat“it is for Congress, not theourts, to extend the Copyright
Act to pre1972 sound recordings, both with respect to the rigtdaated under the Act and the

limitations on those rightsuch as section 512) set forth in the AdCopyright Office Reporat

132;see alsdJMG Recordings, In¢.964 F.Y.S.2d at 112 (it woulthe far more appropriate for
Congress, if necessary, to amend the DMCA to clarify its intent, thahio€ourt to do so by
fiat.”) Accordingly, the Court grants summary judgment tairRiffs for all applicable Videos

in-Suit?!

a One court in this district has concluded otherwise. MP3tunes Judge Pauley, recognizing the issue as

“one of first impression,” concluded “that there is no conflict betwssction 301 and the DMCA's safe harbors for
infringement of prel972 recordings.” 821 F. Supp. 2d at 640. Judge Pauley reasoned thaghalfnfead n
context, section 301(c) is an aptieemption provision ensuring that the grant of federal copyright piaetitl not
interfere with common law or state rights established prior to 197@id imot “prohibit all subsequent regulation of
pre-1972 recadings.” 1d. at 641. He further stated that “[lJimiting the DMCA to recordiradger 1972, while
excluding recordings before 1972, would spawn legal uncertamttysabject otherwise innocent internet service
providers to liability for the acts of thirdapties.” 1d. at 642. After the publication of the Copyright Office’s report,
Judge Pauley, deciding a motion to certify an interlocutory appeal gathe case, noted that his prior decision on
this point “may involve a substantial ground for differen€epinion, particularly in light of the Copyright Office’s
recent determination that the DMCA safe harbors do not apply @332 recordings.” Capitol Records, Inc. v.
MP3tunes, LLC No. 07 Civ. 9931 (WHP), 2012 WL 242827, at *2 (S.D.N.Y. Jan. 9, RQh&rnal quotation
marks omitted).
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V1.  Conclusion

For the foregoing reasons, a triable issue exists as to whether the ten employee-uploaded
videos were “stored at the direction of a user” and as to whether Vimeo had knowledge or
awareness of infringing content in the fifty-five of the 199 Videos-in-Suit with which Vimeo
employees interacted. Accordingly, Vimeo’s motion for summary judgment seeking safe harbor
protection is granted as to the remaining 144 Videos-in-Suit, save for those Videos-in-Suit
containing infringed-upon material recorded before February 15, 1972. Plaintiffs’ cross-motion
for partial summary judgment is granted solely as to Videos-in-Suit containing infringing
musical recordings which were recorded prior to February 15, 1972.

A telephone conference has been scheduled for October 4, 2013 at 3:00 p.m. The parties
shall jointly call Courtroom Deputy Allison Cavale at (212) 805-0162 at that time.

The Clerk of Court is respectfully directed to close the motions at docket numbers 52, 68,

79 and 99.
SO ORDERED.
Dated: September 18, 2013

New York, New York

Ronnie Abrams
United States District Judge
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