Memory Integrity LLC v. Intel Corporation

IN THE UNITED STATES DISTRICT COURT

FOR THE DISTRICT OF OREGON

MEMORY INTEGRITY, LLC
Plaintiff,
V.
INTEL CORPORATION ,

Defendant.

John Mansfield, MNSFIELDLAW, 121 SW Morrison Avenue, Suite 400, Portland, OR 97204;

Case No. 3:15-cv-00262-SI

OPINION AND ORDER

Jonathan Baker, Michael Saunders, and Gurtej SirNEY DANIELS, PC, 411 Borel Avenue,
Suite 350, San Mateo, CA 94402. Of Attorneys for Plaintiff.

Renée E. Rothauge,AdkowITz HERBOLD, PC, 1211 SW Fifth Avenue, Suite 3000, Portland,

OR 97204; Michael J. Summersgill, JordarHirsch, and Sarah Beigbeder Pettyl MERHALE,
LLP, 60 State Street, Boston, M2109. Of Attorneys for Defendant.

Michael H. Simon, District Judge.

In 2005, two sophisticated companies—I@ekrporation (“Intel”) and Sanmina-SCI

Corporation (“Sanmina”)—entered into an agreeirin which Intel agreed to disclose to

Doc. 216

Sanmina highly confidential information that Sanmina requested as part of its attempt to develop

potentially lucrative technology that would be comilla with Intel products. In return for this

information, Sanmina agreed never to sue Intep&dent infringement based on any of Intel’s
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products that included any ofeliisclosed technologies. DuriBgnmina’s development efforts,
the U.S. Patent and Trademark Office granteSianmina several patents, but Sanmina failed to
create any marketable products. Ultimately, Saameimded its researching Intel's disclosed
information and sold its patents to Memory IntggiL.LC (“Memory Integrity”). In this lawsuit,
Memory Integrity seeks to hold Intel liablerfpatent infringementyhich Intel argues is
prohibited by the covenant not to sue thi@mory Integrity expressly assumed when it
purchased Sanmina’s patents.

Memory Integrity asserts infringement claimaagt Intel under five patents: U.S. Patent
Nos. 7,103,636 (the 636 patent”), 7,107,409 (tH€9 patent”), 7,296,121 Ife 121 patent”),
8,572, 206 (the “206 patent”), al8i898,254 (the 254 patent”). Thepatents are all directed
toward maintaining cache coherence in multiprocessor computer sysBarssd on the
covenant not to sue that Ihteegotiated with Memory Integrity’s predecessor in interest,
Sanmina, Intel asks the Court to grant summuatgment in favor of Intel on: (1) all Memory
Integrity’s infringement claims; (2) Intel’'s coumtéaim for declaratory judgment; and (3) Intel's

seventh affirmative defense. For the reasossudised below, the Court grants Intel’s motion.

! Cache coherence problems arise in multiprocessor computer systems in which the
processors share a main memory. The main megstores data needed or generated by the
system, but each individual processor also uses its own smaller, faster “cache” memory to store
copies of data upon which the processor regulgserates. When the data is stored in the
processor’s cache, the processor may change theTdee data is thenwsed back to the main
memory after operations concludie the interim, changes to data in an individual cache may
cause the master copy in the main memory to become “stale” or out-of-date, and multiple
processors may be using differeetsions of the same data, leading to cache incoherence.
Methods of maintaining cache coherence, sudh@se described by the patents-in-suit, ensure
that processors have access to the most up-éoedaies of data and that the system does not
generate inconsistent versions of dééae Memory Integrity, LLC v. Intel Coyp.

2016 WL 1122718, at *4 (D. Or. Mar. 22, 2016pmput. Cache Coherency Corp. v. Via Techs.,
Inc., 2008 WL 4369770, at *2 (N.D. Cal. Sept. 23, 2008).
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STANDARDS

A party is entitled to summary judgmenttiie “movant shows that there is no genuine
dispute as to any material fact and the movaettitled to judgment as a matter of law.”

Fed. R. Civ. P. 56(a). The moving party has thelén of establishing the absence of a genuine
dispute of material facCelotex Corp. v. Catretd77 U.S. 317, 323 (1986). If the moving party
will bear the burden of proof at trial, “teovant must affirmatively demonstrate that no
reasonable trier of fact could firmdher than for the moving partySoremekun v. Thrifty Payless,
Inc., 509 F.3d 978, 984 (9th Cir. 2007). In patemgdition, contractual defenses to patent
infringement—such as a covenant not to sue omgtied license—are affirmative defenses that
the defendant must proveeeMeyers v. Brooks Shoe 1n@12 F.2d 1459, 1461 (Fed. Cir. 1990),
overruled on other groundsy A.C. Aukerman Co. v. R.L. Chaides Const, @80 F.2d 1020
(Fed. Cir. 1992]“And where the moving party has the Ban of proof on a claim or defense
raised in a summary judgmembtion, it must show that the usguted facts establish every
element of the claim or defense.RJgt-Coil Sys. Corp. v. Korners Unlimited, In803 F.2d 684,
687 (Fed. Cir. 1986) (“As the alleged infringghe defendant] has the burden of showing the
establishment of an implied license.”).

The court must view the evidence in the ligidst favorable to the non-movant and draw
all reasonable inferencestime non-movant’s favoClicks Billiards Inc. v. Sixshooters In@51
F.3d 1252, 1257 (9th Cir. 2001). Although “[c]redityildeterminations, the weighing of the
evidence, and the drawing of legitimate inferences from the facts are jury functions, not those of
a judge . . . ruling on a motion for summary judgny’ the “mere existence of a scintilla of
evidence in support of the plaintsfposition [is] insufficient . . . .Anderson v. Liberty Lobby,
Inc., 477 U.S. 242, 252, 255 (1986). “Where the recdkdrias a whole couldbt lead a rational

trier of fact to find for the non-moving [@g, there is no genuine issue for trid¥fatsushita Elec.
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Indus. Co. v. Zenith Radio Corpgl75 U.S. 574, 587 (1986) (citation and quotation marks
omitted).

BACKGROUND?
A. Sanmina’s “Project Isis” and the Covenant Not to Sue

In the mid-2000s, Sanmina and one it its subgiels, Newisys, Inc. (“Newisys”) tried to
develop a “node controller” chigapable of connecting multiple Intel processors together in a
multiprocessor computer systérBanmina called this developmenfoef “Project Isis.” In order
to make the chip compatible with Intel processors, Sanmina needed detailed confidential
information about how Intel’s processors wedk This confidential information included
specifics about how Intel’s processors mamtache coherence in a multiprocessor system.
Intel agreed to provide Sanmina with the resfed confidential information on the express
condition that Sanmina sign a covenant ndue Intel based on Intsluse of any of the
disclosed technology.

Before finalizing the covenamit to sue and delivering is®cret documents, Intel
negotiated several confidentigliagreements with Sanmina. On July 30, 2003, and August 23,
2003, Intel and Sanmina entered into two CaapwiNon-Disclosure Agreements (“CNDAS"),
which require Sanmina and its successors to maittia confidentiality of Intel’'s confidential,
proprietary, and trade et information. Additionally, Itel and Samina entered into a

Restricted Use Non-Disclosure Agreeméhe “RUNDA”) on August 23, 2005. The RUNDA

2 Because the parties assert that this aasghies highly sensitive trade secrets, the Court
limits its discussion of facts to the informatimeluded in the parties’ redacted, publicly-filed
briefs. In order to avoid disclosing potentiallynédential information, th&€ourt refers to Intel’s
cache coherence technologasy in broad terms.

% For ease of reference, theu@t generally refers to Sannaimnd Newisys collectively as
“Sanmina.”
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requires Sanmina and its successors to keep a record of all individuals who were given access to
Intel’s confidential information. According the RUNDA, Intel's confidential information
would:

remain confidential until it becomes: (a) rightfully in the public

domain other than by breachafiuty to Intel; or (b) rightfully

received from a third party viibut any limitation on disclosure; or

(c) rightfully known to Recignt without any limitation on

disclosure prior to its receiptdm Intel; or (d) independently

developed by Recipient’s employees who have not had access to

the Confidential Information, or guidance from those who have

had access; or (e) generally madaikable to third parties by Intel

without restriction on disclosufe.

Also on August 23, 2005, Intel and Sanmingeesd into an agreement (the “Intel-
Sanmina Agreement” or “ISA”)antaining the covenant not toesurhe ISA primarily concerns
Intel’s disclosure of “Common Sjem Interface” or “CSI” technologyThe ISA provides that
Sanmina and its successors “shall not ASsery CSI Patent Claimgainst Intel” based on

Intel’s “manufacture, use, import, offer for salesale of any of [Ir@l's microprocessors and

chipsets].” The ISA defines “CSI PateRights” as any rights th&anmina or its successors

“ Dkt. 171-4 1 6. The CNDAs contain similarsgeiptions of wherBanmina’s obligation
of confidentiality would terminateSeeDkt. 171-2  4; Dkt. 171-3 1 4.

® According to Eric Morton, the lead Sanmiahitect for Project Isis, “CSI was the bus
interface and protocol that Intel was desngnin 2005/2006 for their future processors.”
Dkt. 170-1 at 32. The ISA defines “CSI” as “alectro-mechanical poitb-point information
path capable of carrying cache-coherencefr#@sactions, system related transactions,
configuration management transans, interrupts and/or othedaged transactions between an
Intel microprocessor and [other components].t.00k1-1 § 1.8. “CSI” was also referred to as
“QuickPath Interconnect” or “QPI” after t@l publicly announced the process@seDkt. 170-1
at 36-37; Dkt. 181-7.

® The ISA defines “Assert” as “bring an actiohany nature before any legal, judicial,
arbitration, administrative, executiwoe other type of body or tribuhthat has or claims to have
authority to adjudicate such actionvimole or in part.” Dkt. 171-1 § 1.1.

"Dkt. 171-1 8§ 1.11, 2.1.
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own or control “at any timeluring the Capture Perictithat “but for this Agreement, would be
infringed by one or more of Intel’'s Products daevhole or in part tahose products’ inclusion
or implementation of any portion of the CSI Enabling InformatibtCSI Enabling

Information” is defined as “all information providdy Intel to [Sanmina] tt is (a) necessary or
useful in implementing CSl-enabled, CSI-comptjar CSl-related tectologies; and (but not
‘or’) (b) restricted by a duty ofonfidentiality, however arising and including that provided
under the RUNDA* The ISA also specifiethat Delaware law governs the agreement’s
interpretation-!

On March 3, 2006, Sanmina and Intel enteréa @Restricted Secret Non-Disclosure
Agreement (the “RS-NDA”) regarding Sanmina’sydtd maintain the comdentiality of Intel's
“Restricted Secret,” or “RS,” documents disdd to Sanmina. Like the RUNDA, the RS-NDA
provides:

The obligations imposed by this RS-NDA shall not apply with
respect to Restricted Secret infotioa that is: (a) rightfully in the
public domain other than bykaeach of a duty to Intel,

(b) rightfully received by [Sanmina] from a third party without any
obligation of confidentiality; (crightfully known to [Sanmina]
without any limitation on use or digsure prior to its receipt from
Intel; (d) independently developég employees of [Sanmina]; or

(e) generally made availabletturd parties by Intel without
restriction on disclosur&.

® The “Capture Period” is “any time on or prio the tenth anniveasy of the Effective
Date” of the ISA—e., from August 23, 2005, to August 23, 2015. Dkt. 178 112.

®Dkt. 171-1 § 1.10.
0 pkt. 171-181.9.
1Dkt 171-1 85.1.

12 Dkt. 171-5 at 15.
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After Sanmina signed the ISA and the several confidentiality agreements, Intel provided
confidential information to Sanmina specifigadescribing Intel's implementation of cache
coherence mechanisms used in Intel's procesSargnina’s Project Isis team then held training
sessions concerning Intel’s processor architecnd cache coherence protocol. Sanmina also
held biweekly telephone calls with Intel's engers and received caéntial RS documents
from Intel. Intel and Sanmina each handled the RS documents with extreme care. Lead Sanmina
architect Eric Morton testified that Intel provitipersonalized hard copiesthe RS documents
to the Project Isis team but did not give any Sanmina employees electronic copies of the
documents; if the Sanmina employees wantedewy the documents el&gonically, they had to
access the documents directly from Intel’'s sexvEurther, Sanmina tracked precisely who had
access to Intel's confidential documents and even housed the Project Isis team in a separate and
secure wing at the Sanmina facilities.

Among the RS documents provided by InteSanmina were: (1) “RS — Common
System Interface Specification, EnterpfidB Systems” (the “CSI Specification®};(2) “RS —

Thurley Platform Common System Interfac&S(CTraining” (the “Thurley Document™* and
(3) “RS — OEM Technical Training Beaki (BMP)” (the “Beckton Document™ These RS
documents disclosed specific details abotgllisimplementation of its cache coherence

protocol.

13 Dkt. 170-16 (Revision 0.90); Dkt. 0717 (Revision 0.8, Part A); Dkt. 170-18
(Revision 0.8, Part B).

14 Dkt. 170-15.

15Dkt. 170-14.
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B. The Patents-in-Suit

Despite Intel's disclosure of its confidential information to Sanmina, Project Isis failed to
yield marketable products. Sanmina enttedlproject in 2007. Based upon Sanmina and
Newisys’s work on solutions to the cache coheegproblem, however, the U.S. Patent and
Trademark Office issued five patents to Sanmitsasubsidiaries, or its successor in interest.
Newisys filed applications for the '636, '409, and 121 patents on May 28, 2002, March 22,
2002, and October 15, 2004, respectively. The Bagent and Trademark Office issued the
'636, '409, and '121 patents on September 5, 2006, September 12, 2006, and November 13,
2007, respectively. Newisys assgghthese three patentsSanmina on September 28, 2008. On
December 15, 2011, Sanmina filed an application for the '206 patent, but on June 4, 2013, before
the 206 patent issued, Sanmina sold all d#she coherence patents to Memory Integrity. On
September 9, 2013, Memory Integrity filed aplagation for the '254 patent, which is a
continuation of the 206 patent. The U.S. Patnd Trademark Office issued the '206 and
'254 patents to Memory Integrity on Octal9, 2013, and November 25, 2014, respectively.

The five asserted patents share commonnitors and have ovepgaing specifications.

The patents all describe rhetls of maintaining cache cohece in the same type of
multiprocessor system: a system of multiple pesor clusters interconeted in a “point-to-

point architecture® The '636 and '409 patents detail a method known as “speculative probing.”
A processor’s request for data in the multiprooesystem goes through a “serialization point,”

defined in the patents as “[a]ny maciism for ordering data access requeSt&éfore a request

16 Dkt. 170-3 at 27 ('636 pateat 20:55-63); Dkt. 170-4 &5 ('409 patent at 18:5-14);
Dkt. 170-5 at 43 ('121 patent al:23-27); Dkt. 170-6 at 24 ('2Q@atent at 20:57-59); Dkt. 170-
7 at 23 ('254 patent at 18:37-39). Docket nurskae used only in ¢hfirst citation to the
patents-in-suit.

172636 patent at 5:43-44409 patent at 4:65-66.
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arrives at a serialization point, the system’s cache coherence controller sends out “probes” to
determine whether any cache memory locatione maodified copies of the requested d4ta.
According to the patents, sending speculative diadore a request reaches the serialization
point increases the efficiency of the system.

Speculative probing helps enswache coherence, but mag@benerate excessive probe
traffic if all remote or all local caches goeobed regardless of whether they contain the
requested data. The '636 patendliiected at speculative proig of “remote” processor clusters,
i.e., those that do not contain theocessors requesting the d&tahe '409 patent is directed at
speculative probing of “lcal” processor clusterse., those that contain the processors
requesting the dafA.

The ’121 patent describes a technique fothier reducing probe traffic. The patent
purports to reduce probe traftay using a probe filtering unit (“PFU”). In the system claimed by
the patent, the cache coherence controller recaiveguest for data and then sends a probe to
the PFU. The PFU contains “probe filtering infation,” which allows the PFU to determine if
the requested data is located in cache memory within the s§/stenm cache memory contains
the requested data, the PFU doessend any probes. If the PEBtermines that a processor’s
cache may contain a copy of requested dataPHlJ sends a probe to that cache alone.

The related '206 and '254 patents each des@ technique fgpurportedly increasing

the speed of memory transactions. The patgdgsribe a multiprocessor system that has both

18636 patent at 6:16-18409 patent at 5:38-40.
194636 patent at 3:3-7.

20409 patent at 2:67-3:5.

21:121 patent at 2:67-3:1.
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“local memory” and “remote memory®Local memory is stored in the same cluster as a given
processor, and remote memory is all memocgated outside a given processor’s cluster.
“Protocol engines” process requefir local and remote memaofyThe patents describe a way
to improve the efficiency of memory transaatiorocessing by dividinthe processing workload
among multiple protocol engines, according to \wbhethe targeted memory is local or remote.
This is analogous to using omay streets to improve fifec flow and reduce congestion.

C. Memory Integrity’s Infringement Contentions Against Intel

When Memory Integrity purchased the fipatents-in-suit from Sanmina, Memory
Integrity agreed to be bound byethovenant not to sue contairiedhe ISA. Memory Integrity
expressly agreed “to be bound lbayd to honor, all Existing Agreements” specified by Sanmina,
including the covenant not to sue InteNotwithstanding its agreement to be bound by the
covenant not to sue, Memory Integrity sued liiehe U.S. District Court for the District of
Delaware on November 1, 2013. On February2035, the District Couih Delaware granted
Intel’s motion to transfer the sa to the District of Oregon.

In its responses to Intelrequests for admission, Memory Integrity acknowledges that
some of its infringement claims rest, at leagbamt, on cache coherenumctionalities that Intel
asserts it disclosed to Sanmina. In Respors&N‘Memory Integrity admits that at least one
Accused Product infringes the 636 patent in p&dtause of its Source Snooping functionality as

described in Memory Integyits infringement contentions™ In Response No. 11, “Memory

22:206 patent at 7:32-38254 patent at 7:35-40.
23'206 patent at 1:48-67254 patent at 1:51-2:4.
24 Dkt. 170-9 § 7.2; Dkt. 170-10 at 3-4.

25 Dkt, 172-13 at 7.
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Integrity admits that it contendbat [an Accused Product] ap@ia hash algorithm to addresses
to select particular Cache Boxes as describd&demory Integrity’s infringement contention&’”
And in Response No. 27, “Memory Integrity admhat it contends thgan Accused Product]
infringes the 206 and '254 patann part because of the manmn which the Cache Boxes
process transactions from the Cores asrdestin Memory Integrity’s infringement
contentions.®’

DISCUSSION

In response to Intel's motion for summangigment, Memory Integy asserts that the
ISA’s covenant not to sue does not bar Memotgdrity’s infringement claims against Intel.
Memory Integrity makes several alternative arguments for this conclusion. Memory Integrity
argues that the ISA is unenforceable due to itarailo include an essential term and also due to
vagueness. Memory Integrity further argues thatlSA does not apply to the information
purportedly disclosed by Intel to Sanmina becdnsts has not shown that this information is
“CSI Enabling Information.” According to Memorytkygrity, Intel has failed to establish that the
information is CSI Enabling Information for tnalternative reasons: (1) Intel has failed to
present sufficient evidence to establish thatinformation was useful to Sanmina in
implementing CSl-related technologies; and (2)itifh@mation was not “confidential” either at
the time of disclosure or at the time Memory gty filed its lawsuit. Finally, Memory Integrity
argues that Intel has failed to establish thaidey Integrity’s infringement contentions are

based on the information that Intel disclosed to Sanffina.

26 Dkt. 172-13 at 11.
27 Dkt. 172-13 at 18.

28 Memory Integrity concedes that Sanmina or its affiliates and successors owned or
controlled the alleged CSI Patdtights during the Capture Period.
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A. Whether the ISA Is Enforceable
1. General Principles of Contractinterpretation Under Delaware Law

In the ISA, the parties agree that Delaware law applies. Under Delaware law, “[t]he
proper construction of any contrattcluding an insurance contraist,purely a question of law.”
Rhone-Poulenc Basic Chemicals.@oAm. Motorists Ins. C0616 A.2d 1192, 1195
(Del. 1992). When a court interprets a contrdbg threshold inquiry when presented with a
contract dispute on a motion for summary juégins whether the contract is ambiguous.
Ambiguity does not exist simply because the parties disagree about what the contract means.”
United Rentals, Inc. v. RAM Holdings, In837 A.2d 810, 830 (Del. Ch. 2007) (footnotes
omitted). Additionally, “[a] term is not abnguous simply because it is not define8dssano v.
CIBC World Markets Corp948 A.2d 453, 468 n.86 (Del. Ch. 2008). Ambiguity exists “only
when the provisions in controversy are mably or fairly susceptible of different
interpretations or may have two more different meaningsRhone-Poulend16 A.2d at 1196.
A provision is not reasonabBusceptible to different ineretations when one party’s
interpretation “produces an albduesult or one that no reasof@person would have accepted
when entering the contractOsborn ex rel. Osborn v. Kem@91 A.2d 1153, 1160 (Del. 2010).

When interpreting a contractual provisionuds “will give priorty to the parties’
intentions as reflected in the four corners of the agreem®MG Capital Invs., LLC v.
Athenian Venture Partners |, L,RB6 A.3d 776, 779 (Del. 2012). Ifcaurt finds that a provision
is ambiguous, however, “the integhng court must look beyond thenguage of the contract to
ascertain the parties’ intentiong&agle Indus., Inc. v. DeVilbiss Health Care, |02 A.2d
1228, 1232 (Del. 1997 ont’l Warranty, Inc. v. Warnerl08 F. Supp. 3d 256, 260 (D.

Del. 2015) (“Delaware law requiseuncertainty in the meanirand application of contract

language’ before courts may corgigxtrinsic evidence.” (quotirigagle Indus.702 A.2d at
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1232)). The court may accomplish this task thg summary judgment procedure in certain
cases where the moving party’s record isproha facierebutted so as treate issues of
material fact."Eagle Indus.702 A.2d at 1232-33.

Delaware follows the “objective” theory abntracts—meaning that “a contract’s
construction should be that which would be enstibod by an objectiveeasonable third party.”
HIFN, Inc. v. Intel Corp.2007 WL 1309376, at *9 (Del. Ch. M2, 2007). To form a contract,
the parties must manifest “mutual asserthtoexchange and consiation,” and “[o]vert
manifestations of assentar than subjective intenbntrol contract formationRamone v.
Lang 2006 WL 905347, at *10 (Del. Ch. Apr. 3, 2006here is no mutual assent “when both
parties unknowingly attach materially difést meanings to a contract terr@dnt’l Warranty,
108 F. Supp. 3d 250, 254 (D. Del. 2015). There musalmemplete meeting of the minds on all
material terms” in order for a contract to be enforcedtenone2006 WL 905347, at *1Gee
also Intellisource Grp., Inc. v. William4999 WL 615114, at *4 (D. Del. Aug. 11, 1999)
(“[T]here can be no contract wham essential term missing.”). A contrat’s material terms
also must be sufficiently definite to be erdeable: “The material terms of a contract will be
deemed fatally vague or indefinite if they fimlprovide a reasonableasidard for determining
whether a breach has occurred and the appropriate renhedigy’. Cellular Tel., Inc. v. Barker
1997 WL 153816, at *4 (Del. Ch. Mar. 21, 1997).

2. Whether the ISA Failed to Includea Material or Essential Term

Memory Integrity argues that because theipaieft the phrase “CSI Patent Claim”
undefined in the ISA, the parties failed to inclagteessential term in thragontract. This failure,
argues Memory Integrity, renders the ISA unecéable. To determine if the definition of “CSI
Patent Claim” was a material or essential term, the Court must consider whether there is any

evidence that either party “regard[ed] theesgnent as incomplete and intend[ed] that no
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obligation shall exist until other terms [were] aseertb or until the whole ha[d] been reduced to
another written form.Intellisource 1999 WL 615114, at *5 (quotingestatement (Second) of
Contracts8 27 cmt. b (1981)). The Court must atsmsider whether “a reasonable person
would conclude that the [missingrm] would be an essential termthe purported contract at
bar.”1d. The Delaware Court of Chancery has furtheplained that theest for whether the
parties agreed on all material or essential terms is:

whether a reasonable negotiatotha position of one asserting the

existence of a contract would hasencluded, in that setting, that

the agreement reached constituted agreement on all of the terms

that the parties themsas regarded as essenteahd thus that the

agreement concluded the negotiations. . . .
Pharmathene, Inc. v. SIGA Techs., Ji2010 WL 4813553, at *8 (Del. Ch. Nov. 23, 2010)
(quotingLoppert v. WindsorTech, In@B65 A.2d 1282, 128 (Del. Ch. 2004jf'd, 867 A.2d 903
(Del. 2005)) (emphasis in original) (alteration omitted).

The ISA states:

Company [Sanmina] agrees thatn@many shall not Assert any CSI
Patent Claim against Intel, its subsidiaries or affiliates, or their
customers (direct or indirectjistributors (direct or indirect),
agents (direct or indirect) and comttors (direct or indirect) for the
manufacture, use, import, offer feale or sale of any of Intel's
Products . . 2

The ISA uses the term “CSI Patent Claim”yohe other time. The ISA’s “License Option”
provision explains that if the covenant nostee is terminated, Intel will have the option to
receive a going-forward license &&@nmina’s “CSI Patent Rightahd a corresponding release of
“all damages and claims, worldwide, for all liabilftyr asserted or unasserted CSI Patent Claims

against Intel *

2°Dkt. 171-1 § 2.1.

30 Dkt. 171-18 3.1.
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Memory Integrity is correct #t the ISA does not specificaltiefine “CSI Patent Claim.”
“CSI Patent Claim” is a short phrase thahsists of the word “SI” followed by two other
capitalized words, “Patent” and “Claim.” Th®A defines “CSl,” “CSI Enabling Information,”
and “CSI Patent Rights The ISA also defines “Assert?In addition, the term “claim” has a
common and ordinary meanirgee Borish v. Britamco Underwriters, In869 F. Supp. 316,
319 (E.D. Pa. 1994) (“Courts give undefined cact terms their common meaning. The terms
‘claim’ and ‘notice’ are standard terms . . . .” (citation omitted)). In common usage, “claim”
means “any right to payment or to an equitabhee@dy, even if contingent or provisional . . . . A
demand for money, property, or a legal remedyheh one asserts a riglasp., the part of a
complaint in a civil action specifying what relief the plaintiff asks f&dck’s Law Dictionary
301 (10th ed. 2014y

The parties would have understood the commeaning of the term “claim” at the time
of contracting. Notwithstanding étfact that the word “claim” is capitalized in “CSI Patent
Claim,” there is no evidence that the partiggarded the ISA as incomplete or otherwise
intended that no obligations existtil a further agreement was reached. To the contrary, Intel's
extensive disclosures of Restricted Secret desusnand the extensigteps taken by Sanmina
to maintain the confidentiality of those documentficate that both paes understood that they
had reached an agreement concerning the irdomthat Intel conveyed. In light of these
undisputed facts, the Court finthsat there is no gemue dispute regarding whether a reasonable

negotiator, in the parties’ position when thegoigated the ISA, would have concluded that the

31 Dkt. 171-1 8§ 1.8-1.10.
32 Dkt. 171-1 § 1.1.

% The identical definition appears Black’s Law Dictionary264 (8th ed. 2004), which is
the year immediately before the partised the word “claim” in the ISA.
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ISA constituted an agreement to all terms thatghrties themselves regarded as essential and
that the agreement concluded the negotiations., ThedSA'’s failure to define the term “CSl
Patent Claim” does not render the agreement unenforceable.

3. Whether the ISA Is Fatally Vague or Ambiguous
Memory Integrity also argues that the term “CSI Patent Claim” is susceptible to several
different interpretations and that this aguity makes the ISA unenforceable. According to
Memory Integrity, “CSI Patent @m” could, for example, refer to a claim of a patent. Intel
responds that “CSI Patent Claim” is susdaptio only one reasonabinterpretation in the
context of the ISA, and it mearithe assertion of a legalaitn based on a CSI Patent Rigfit.”
The Court looks first to the intrinsic evidentiee ISA itself, to determine whether “CSI
Patent Claim” is ambiguous. As discussbdw, the ISA defines “CSI,” which means “an
electro-mechanical point-to-poimtformation path capable cfrrying cache-coherence, 1/0
transactions, system related transactions,igordgtion management transactions, interrupts
and/or other related transactions betweemgei microprocessomal [other componentsf®
The ISA also defines “CSI Patent Rights” as:
Company’s Patent Rights that) fow or at any time during the
Capture Period are owned or catied by Company; and (b) but
for this Agreement, would be imfiged by one or more of Intel’s

Products due in whole or in pda those products’ inclusion or
implementation of any portion of the CSI Enabling Informaffon.

34 Dkt. 198 at 22.
3 Dkt. 171-1 8§ 1.8.

36 Dkt. 171-1 § 1.10.

PAGE 16 — OPINION AND ORDER



Additionally, the Licens®ption in the ISA couples the tesiCSI Patent Rights” and “CSl
Patent Claim,” discussing a going-forward license of CSI Patent Rights that correspond to a past
release of liability for CSI Patent Claims.

Memory Integrity points to unrelated agresms that Intel negotiated with unrelated
parties as evidence that “CS| Paterdi@’ could mean a “claim of a patent.The context in
which “CSI Patent Claims” appears in thé\|$iowever, precludes such a definition. The
License Option discusses a release of liability'@®l Patent Claims,” eéablishing that the term
refers only to a legal claim thabald, absent the covenant not t@ stesult in liability for Intel.
Memory Integrity does not argue that the eoaitof the ISA suggesemny other alternative
interpretation of the term as used in this particular agreement. Ionkextof the ISA, Memory
Integrity’s proposed alterrige meaning is nonsensicil.

A lack of an express definition alone da#t render a contract term ambiguous.
Sassanp948 A.2d at 468 n.86. Looking to the definition of “CSI,” “CSI Patent Right,” the
common meaning of “claim,” and the discussiothi@ License Option, the Court finds that “CSI

Patent Claim” is unambiguous and susceptible tmlyne interpretatiora legal claim based on

37 Dkt. 179 at 38.

% In the context of a motion to compel diseoy, the District Courfor the District of
Columbia similarly addressed thelevance of contracts betweeme party and non-parties to the
case. In denying the motion, the court emptesi “These contracts were made between
different contracting officers ardlfferent private contractors, different times for different
purposes.’United States v. Kellogg Bwn & Root Servs., Inc284 F.R.D. 22, 38 (D.D.C. 2012).
The court further noted that tieentract at issue “[was] notfarm agreement” but rather “a
massive, unique undertaking. [The defendaaf not explained how the contracts are
sufficiently similar to make [the plaintif] interpretation of onbinding on the other.Id.
Likewise, in this case, Memory Integrity’slemits contracts made loljfferent contracting
officers at different times for different purgssthan the ISA without explaining how the
contracts are sufficiently similar to make Intel'seirpretation of one binding on the other.
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CSI Patent Rights. Therefore, the Court fitiolst the ISA is not unenforceable due to
vagueness’

B. Whether the Disclosed Information Is C$ Enabling Information Under the ISA

The ISA defines “CSI Enabling Informatioa’ “all information provided by Intel to
[Sanmina] that is (a) necessary or usefumplementing CSl-enabled, CSI-compliant, or CSI-
related technologies; and (but not ‘or’) (b) restritby a duty of confidentiality, however arising
and including that provided under the RUNDR Accordingly, to qualify as CSI Enabling
Information, the information disclosed by Intel must have been both useful to Sanmina and
confidential. Memory Integritargues that any purportedlysdiosed information fails both
prongs of this test.

1. Intel's Disclosure to Sanmina

As a threshold matter, Memory Integrity argukat Intel has failed to identify in its
motion documents that disclosed some of thermé&tion Intel purports to have conveyed to
Sanmina. Intel asserts thatlisclosed implementation details of six different cache coherence
technologies to Sanmina: (1) source snoopingh¢2e snooping; (3) functionality for receiving
a cache access request and sending a probeg(df agarticular hashing algorithm; (5) a
caching agent (also known as a Cache Box)giatesses transactions; and (6) snoop filtering.
In its motion, Intel identifies three Restrict8dcret documents thatsdlosed the way in which
Intel implements these technologies: (1) thé S&cification; (2) th&hurley Document; and

(3) the Beckton Document.

39 Because the Court finds that the partigsnot understand an expressly agreed-upon
definition of “CSI Patent Claim” to be an essahterm and that the ISA is not fatally vague, the
Court does not reach Intel’s argument that Meniotggrity agreed that the ISA was enforceable
by purchasing the patents and agreeing “to hetddy, and to honor” the covenant not to sue.

40 Dkt. 171-1 8§ 1.9.
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Other than the caching agent technology téfc@nological implementations that Intel
purports to have disclosed torfdaina or its subsidiary are usgutedly described in the three
identified Restricted Secret documents. $ec8.5.1.1 of the CSI Speaétion describes Intel’'s
source snooping protocol. Section 8.1.1 ef @S5I Specification describes source snooping,
home snooping, and snoop filtering. In his depmsj Mr. Morton also ®plains that a figure
depicted in the Thurley Document illustrates thnctionality for receivig cache access requests
and sending probes. Further, the Beckbacument describes a hashing algorithm.

As for the technology related to a caching adleat processes transactions, Mr. Morton
identifies the Beckton Document as the sourdiisfinformation for Sanmina. He verifies that
based on the Beckton Document, he understoatdnitel’s caching agent processes specific
transactions. The questions posed to Mr. Moaienphrased slightly fierently than Intel’s
description of caching agents in its briefit nonetheless, the Beckton Document and
Mr. Morton’s testimony establishdhIntel disclosed to Sanmingormation regarding Intel’'s
implementation of caching agents thah process specific transactions.

Memory Integrity argues that Mr. Mortantestimony is conclusory and that his
understanding of the technologies may not ebithe technological descriptions set forth by
Intel in its brief. Memory Integrity, howeveoffers no evidence that calls into question

Mr. Morton’s testimony, which the text of tiRestricted Secret documents corrobor&t&ee

*1 Memory Integrity’s expert witness, Dvlatthew Farrens, asserts that Intel did not
disclose a specific implementation regagdreceiving requests and sending proBesDkt. 180
1 20. But Dr. Farrens does not dispute that Intgldsed its use of a functionality for receiving
requests and sending probes or thadlldisclosed the Thurley DocumeBee idff 21-22. He
asserts only that this more general informati@s publicly known. Dr. Farrens also mistakenly
claims that Mr. Morton does natention probes in the context of the Thurley Docunteéee
Dkt. 170-1 at 59-63. Additionally, Dr. Farrens assdniat Intel’s discloge of a caching agent
technology “would not have beearlier than August 16, 2014d. T 34. It appears from the
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Reeves v. Sanderson Plumbing Products, 580 U.S. 133, 151 (2000) (“[T]he court should
give credence to the evidenfa@oring the nonmovant as well as that ‘evidence supporting the
moving party that is uncontradictathd unimpeached, at least te #xtent that that evidence
comes from disinterested witsges.” (quoting 9A Charles Alawright & Arthur R. Miller,
Federal Practice and Procedu2529, at 300 (2d ed. 1995%)Edward J. Brunegt al,

Summary Judgment — Federal Law and PracB&11, at 345 (2014) (“the expert’s testimony
will be unopposed at trial, nothing is accomplisbgdllowing the case to be tried when a party
is unable to obtain an affidavit to rebut an eXpdaestimony.”). Therefore, there is no genuine
issue of material fact concerning whether lldisclosed its implementation of the six cache
coherence technologiésdescribes.

2. Usefulness to Sanmina

Memory Integrity argues that evenliftel disclosed how it implements the six
technologies in question, Intel has failedstmw that the information is CSI Enabling
Information. According to Memory Integrity, Iriteas not offered evidence of how or why the
information proved useful for implementing B®lated technologies. Intel responds that
Memory Integrity’s argument conflicts withe testimony of Mr. Mdon, who both led the
Project Isis team at Sanmina and servedn&sof the named inventors for the '121 patent
(concerning a probe filtering unithccording to Intel, Memory Integrity had the opportunity

fully to examine Mr. Morton at his deposition bow or why Intel’s disclosures were useful and

context of this statement, however, that Barrens meant “earlier than August 16, 2006,” which
Memory Integrity confirmed at oral argument on April 8, 2016.

2 AlthoughReevesnvolved a motion for judgment asmatter of law and was not a
summary judgment decision, the Supreme Cstneissed that “the standard for granting
summary judgment ‘mirrors’ the standard for judgings a matter of law, such that ‘the inquiry
under each is the same.” 530 U.S. at 150 (quaotinderson v. Liberty Lobby, Inc.

477 U.S. 242, 250-251 (1986)).
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cannot now persuasively argue that his exgians are simply conclusory or otherwise
insufficient.

With its motion, Intel offers extensivestimony from Mr. Morton concerning the
usefulness of the information Ihidisclosed to Sanmina. Memolytegrity does not dispute that
Mr. Morton has personal knowledge of whether listéelisclosures proved efsll to Sanmina in
developing CSl-related technologies. Accordindtto Morton, as the lead architect for Project
Isis, he was responsible for understanding C61Q@#1”) and Intel’'s achitecture and designing
and verifying a protocol that Sanmina’s nodetcoller chip would us to maintain cache
coherence while also maintaining the requiremehtatel’s architectureHe explains how and
why Intel’s source snooping technology proved useful to Sansti@i@g that the only way to
understand Intel’s source snoopm@tocol was through Intel’s disclosures to Sanmina.
Although Mr. Morton does not provide the spedfaf how and why the other five technological
implementations disclosed by Intel were usefub&mmina, he does definitively state that those
disclosures were indeed useful as well.

Additionally, the text of the ISA supporidr. Morton’s testimony. The ISA included
certain milestones that Intel hemlmeet. Among other things,&hSA required Intel to deliver
the CSI Specification within 60 days of the@gment’s effective date. This requirement
corroborates Mr. Morton’s testimony that Sananconsidered the information in the CSI
Specification about source snooping, h@neoping, and snoop filtering useful.

When evidence is “one-sided” on a factuaktera a court may decide the issue as a
matter of law on summary judgmeRaragon Podiatry Lab., Inc. v. KLM Labs., In884 F.2d
1182, 1190 (Fed. Cir. 1993). A party’s “completglgupportable, specious, or conflicting

explanations or excuses will not suffice to raiggauinessue of fact.’ld. (emphasis in
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original). Here, Memory Integrity has presentedevidence that contraudis either Mr. Morton’s
testimony on this issue or the ISA’s implicit indtion that Sanmina considered the information
in Intel’'s CSI Specification essential to Project Isis.

Memory Integrity’s criticisms of Mr. Mortos testimony, particularly in light of Memory
Integrity’s failure to present the Court withyacontrary evidence (ihading any other portions
of Mr. Morton’s testimony), does not createenuine issue of material faSee, e.g.Processed
Plastics Co. v. United State$73 F.3d 1164, 1170 (Fed. Cir. 2006) (“[T]he nonmovant ‘must
point to an evidentiary conflict created on the rdcat least by a countstatement of fact or
facts set forth in detail.” (quotinBarmag Barmer Maschinenfabrik AG. v. Murata Machinery,
Ltd., 731 F.2d 831, 836 (Fed. Cir. 1984)n. States Ins. Co. v. Sacramento Plating, Bg&1 F.
Supp. 964, 969 n.5 (E.D. Cal. 1994if'd, 99 F.3d 1145 (9th Cir. 1996) (overruling a non-
moving party’s objection to an expert’'s depasitivhen the party “had the opportunity to cross-
examine [the expert] on both his qualifications and the methods used to reach his opinion, but
chose not to provide the cowvith any portions of the depositi which would call [the same]
into question”);Pac. Gas & Elec. Co. v. Howard P. Foley Ct093 WL 299219, at *7 (N.D.
Cal. July 27, 1993) (“[I]t is unfair for Defendaritsclaim that [an expert’s] declaration . . . is
unsupported by his deposition testimony when Dééats failed to fully develop his background
themselves.”). Accordingly, the Court finds that Intel has established that the information it
disclosed proved useful to Sanmina in developing CSl-related technologies.

3. Confidentiality

Memory Integrity also argues that thesdosed information does not qualify as CSI
Enabling Information because at the time Intstttised the information, it was widely known in
the industry and therefore nairdidential. Alternatively, Memiy Integrity argues that the

disclosures do not qualify as CSI Enaflinformation because the informati@ter became
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widely known and thus no longer confidential before Memoryghiiefiled this lawsuit. In
support of these arguments, Memory Integrity cites to presentations, articles, textbooks, Intel’s
patents and patent applicatioasd the declaration of Memolgtegrity’s expert, Dr. Farrens.

Intel first responds that the tesony provided both by Intel’s representative, Pamela Hays, and
also by Mr. Morton establish thtte disclosed information wésghly confidential and subject

to a strict duty of confidentiality at the time it sveisclosed to Sanmina. Intel next argues that
regardless of whether the disclosed informataber may have become publicly known, which
Intel disputes, the covenant not to sue apmi®long as the information was confiderdighe

time of disclosure to Sanmina. Intel further argtlest even if the covenant not to sue does not
apply to information that later becomes knowntha industry, Intel’'®vidence shows that the
specific implementations that Intel disclosedmmina have remained confidential to the
present day.

a. Confidentiality at the Time Intel Disclosed the Information to Sanmina

Ms. Hays is Intel’s corporate designee iis ttase, and she was involved in negotiating
the ISA with Sanmina. In her declaration, she states that the Restricted Secret documents
disclosed to Sanmina required a strict dutymffientiality because they reveal some of Intel's
most sensitive technical information. Theseuwdoents describe how Intel’'s microprocessors,
which are Intel’s core products, function. Thetfpage of the documents includes a “Restricted
Secret” label, and the documents’ titles shberletters “RS,” signifying that they contain
particularly sensitive information. According kts. Hays, the implementation detail in these

documents represents the “crowmwgs” of Intel’s trade secrefs.

43 Dkt. 191-1 at 17.

PAGE 23 — OPINION AND ORDER



Similarly, in his deposition, Mr. Morton reptedly states thdte regarded the
information that Intel disclosed to Sanmina asficential. He testifies that Sanmina kept the
information that it received frormtel confidential and that rdoes not know of anyone from
Sanmina who violated a duty of confidentiality witspect to the materials received from Intel.
Additionally, Mr. Morton describes how Sanmiparsonalized Intel's dmments for each team
member so that the documents could be bettetrolled and tracked. According to Mr. Morton,
Sanmina also physically isolatédte Project Isiseam in a separate and secured wing at the
Sanmina facilities.

These undisputed circumstances surrounding/$rdesclosures further confirm that the
information given to Sanmina was confidentiatta time of disclosure and was understood and
treated by the parties as such. In order to lopve node controller that would work with Intel
processors, Sanmina undertook geafrnegotiations with Intéb gain access to secret
information about Intel's cache coherence protoSahmina signed four separate confidentiality
agreements, in addition to a covenant not toisugxchange for access to this information. If the
information were public knowledge at the timeotinerwise already known to Sanmina, Sanmina
would have had no need to go through satturdensome process to learn how Intel’s
processors maintain cache coherence. NoravBahmina have needed to go to such lengths—
including keeping track of who accessed Intdbsuments and physically isolating the Project
Isis team from other Sanmina employees—todrats confidentiality duties to Intel.

Memory Integrity presents an array of citeis to documents that purportedly disclosed
Intel’s cache coherence technolegjio the public before Intdisclosed the information to
Sanmina. Memory Integrity’s citations, howeven)y demonstrate thateéhgeneral concepts at

issue were known in the industry aritbe/ nothing about the specific proprietary
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implementations that Intel disclosed. An aptlogy is the difference between a restaurant’s
menu and its trade secret recipes. For exampleenu may list bucatini al savor di noci as a
pasta course, and may even liskiéy ingredients. When the dishriges at the table, a customer
may taste walnuts, honey, ginger, black pepgead,lemon, in an olive oil base. This is all
publicly available information. Buhe specific recipe needednwake this dish well would not
necessarily be public knowleddgo, too, here; the general cepts of source snooping and
other cache coherence technologiese known in the industry, bttie specifics of how Intel
implemented those technologies were not.

b. Confidentiality after the Disclosures Were Made

Memory Integrity also offers citations ttocuments that purportedly disclosed Intel’s
cache coherence technologieshte public after the discloswg¢o Sanmina were made but
before Memory Integrity filed this lawsuit.c&ording to Memory Intedy, the two CNDAs, the
RUNDA, and the RS-NDA all specify that the dutfyconfidentiality udler the agreements no
longer applies if, among other things, the disetbinformation becomes rightfully in the public
domain or Intel generally makes the informatioaitable to third partiesithout restrictions on
disclosure.

Intel responds first that the ISA doest require that disclosed informatiogmain
confidential after disclosure in order for the coast not to sue to continue to apply. The Court
again applies Delaware contract law to deiae if the terms of the ISA are ambiguous.
According to the ISA, CSI Enabling Informatiarcludes “all information provided by Intel to
Company thats . . . restricted by a duty obnfidentiality, however arising . . .**Memory

Integrity argues that use of the present tensetisans that the covenanit to sue applies only

“ Dkt. 171-1 § 1.9 (emphasis added).
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if the disclosed informationemains confidential at the tim of the proposed assertion of a patent
infringement claim or the invocation of the covehaot to sue as a defense. Intel responds that
“is” refers to the circumstances that exisé¢the time Intel agreed to disclose the information to
Sanmina, and therefore, the covenant not taappées so long as the disclosed information was
restricted by a duty of confidentiality at the time of disclosure.

As required by Delaware law and discussedve, the Court begirits analysis with
intrinsic evidence, the contract itself, to detane if the ISA is ambiguous. The ISA uses the
present tense verb “is” to describe tloaftdentiality requirements for CSI Enabling
Information. Although the Court is unaware ofyaDelaware court addressing what “is” means
in a contract, the Delaware Court of Chanceryfoand that using the present tense of a verb
can be evidence that a contract refers to the stat#airs at the time of contracting rather than
at some future evertiee Winshall v. Viacom Int’'l In2012 WL 6200271, at *6 (Del. Ch.

Dec. 12, 2012). In addition, New York courts haeklressed the precise issue of the temporal
scope of “is.” For example, iAspex Eyewear, Inc. v. Altair Eyewear, |[r861 F. Supp. 2d 210,

215 (S.D.N.Y. 2005), the court foundatha contract’s use of the wb“is” established that the
agreement did not transfer rights to patents acgaiitedthe agreement’s execution. The Fifth
Circuit, however, notes, “[T]he prest tense of a verb may sometsmefer to the past and to the
future as well as to the present. . . . [T]he present tense may be used when the time is actually
indefinite.” In re Stratford of Tex., Inc635 F.2d 365, 369 (5th Cir. Jan. 1981).

Moreover, even the cases finding that, indbetext of a specifidocument, the use of
the present tense is not fawm-looking suggest that tleentext containing the present-tense
verb should guide the interpretation Winshall the Delaware court noted both that the contract

used the present tense of verbs and thatdhtract referred to “current use.” 2012 WL 6200271,
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at *6. InAspex Eyeweathe court explained that the contfadack of “any language that could
in any way be construed as granting, or indingaan intention to granany future acquired
rights” confirmed that “is” did not iclude future time. 361 F. Supp. 2d at 2IBe Cambridge
Grammar of the English Languagenilarly emphasizes that “temporal expressions”
accompanying present-tense verbs indicate venghe present tense includes “future time
situations.” Rodney Hudd#on & Geoffrey PullumThe Cambridge Grammar of the English
Languagel31-32 (2002). For example, the sentence ‘iSipeesident until next May” expressly
includes a future time referendd. at 131 (emphasis in original).

Here, the ISA contains no relevant future time references. Similar to the fAsisar
Eyewear the ISA contains no language indicating that future occurrences affect whether
disclosed information remains CSI Enabling hmf@tion. Additionally, the ISA states that the
CSI Information “is . . . restricted by a duty of confidentialitgwever arising . . . . This
statement indicates that cordidtiality should be broadly cotnsed when determining whether
information qualifies as CSI Enabling Informatidrne statement also indicates that information
is CSI Enabling Information no matter when omha duty of confidentiaty arises. Thus, if
disclosed information is confidential, it is “tdsted by a duty of confidentiality” sufficient to
satisfy the definition of “CSI Enabling Informati,” even if it later is10 longer confidential.

Additionally, the covenant not to sue states thaturvive[s] termindion or expiration of
this Agreement” unless Intel fails to meet ondhaf listed milestones or the parties mutually
agree to terminate the covendhitellingly, the agreement does ratate the covenant not to sue

can otherwise become inapplicable based oradied and previously-confidential information

> Dkt. 171-1 § 1.9 (emphasis added).

46 Dkt. 171-1 § 2.1.
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later becoming publicly known. Th@ourt therefore finds thatéhSA is unambiguous and that
CSI Enabling Information includes information tiweds confidential at the time of disclosure to
Sanmina, regardless of whether it later may lose its confidential status.

Further, even if the ISA were ambiguouscerning the temporatope of the duty of
confidentiality and its relationship to the covahaot to sue, the undisputed extrinsic evidence
presented by the partieould yield the same resuee In re Mobilactive Media, LL.2013
WL 297950, at *15 (Del. Ch. Jan. 25, 2013) (“After exaimg the relevant extrinsic evidence, ‘a
court may conclude that, given the extringvidence, only one meaning is objectively
reasonable in the circumstances of [the] negotiation.” (Qqualusy W., Inc. v. Time Warner
Inc., 1996 WL 307445, at *10 (Del. Ch. Juel1996) (alteration in original)Zimmerman v.
Crothall, 62 A.3d 676, 690-91 (Del. Ch. 2013) (“Whemnstruing an ambiguous contract, such
as the one at issue here, the court will consatleelevant objective edence, including: overt
statements and acts of the parties, the businessxtpprior dealings between the parties, and
business customs and usage initigistry.” (footnotes omitted)).

Intel and Sanmina negotiated four other agreements that constitute relevant extrinsic
evidence. The CNDAs discuss when confidentitdrmation will cease tde confidential for
purposes of Sanmina’s liability for disclosuThe CNDAs say nothing, however, regarding
termination of the covenant not to sue omvbonstitutes CSI Enabling Information. Similarly,
the RUNDA and RS-NDA discuss mfidentiality in the context cBanmina’s rights to use and
obligations to protect the disclosed infotina. The RUNDA and RS-NDA give no indication
that they affect the coventanot to sue or what is CSI Enabling Information.

Further, Intel negotiated similar covenants toasue with other companies. None of the

agreements allow the other company to sue Intel based on disclosed information if the
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previously-confidential information later beconmsblicly known. Almost dlof the agreements
contain precisely the same text that CSI HEingldnformation “is” restricted by a duty of
confidentiality. It is not reamable to conclude &t Intel could have meant for all these
agreements to subject it to patent infringeniaility if others in the industry later
independently learn the specifickintel’s cache coherence poabl. The additional agreements
that Intel negotiated with Sannaiand other companies and the lack of any contrary evidence
presented by Memory Integrity establish thatéhemo genuine issue ofaterial fact regarding
whether the parties intended CSI Enabling Infation to exclude information that later may
become generally known in the industry.

Additionally, even ifthe ISA remained ambiguous aftemsidering extrinsic evidence,
principles of Delaware contralew would require the court to cdnse the provisions at issue in
Intel's favor. A Delawareourt has explained:

“Where the language of an agreement is contradictory, obscure, or
ambiguous, or where its meaning is ddubtso that the contract is
fairly susceptible of two constrtions, one of which makes it fair,
customary, and such as prudent men would naturally execute,
while the other makes it inequitablunusual, or such as reasonable
men would not be likely to entento, the interpretation which

makes it a rational and probableegment must be preferred to
that which makes it an unusual, aimf or improbable contract.”

Holland v. Nat'l Auto. Fibres22 Del. Ch. 99, 106-07 (1937) (quotiAgLeschen & Sons Rope
Co. v. Mayflower Gold Mining & Reduction C4.73 F. 855, 857 (8th Cir. 1909)) (cited with
approval inMatrix Grp. Ltd., Inc. v. Rawlings Sporting Goods Ct.7 F.3d 583, 591
(8th Cir. 2007) andKatell v. Morgan Stanley Grp., Inc1993 WL 205033, at *4-5 (Del. Ch.
June 8, 1993)).

The only reasonable interpretation of the covenahto sue containdd the ISA is that

the parties intended it to protect Intel from allégas of patent infringement based on Intel’s use
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of the disclosed information in its products. In exchange, Sanmina received highly confidential
information that gave Sanmina the opportunitgéselop its own potentially profitable products.
Memory Integrity’s interpretation of the ISAould massively decrease the protection for which
Intel bargained. For example, Memory Iniggs interpretation would allow for patent
infringement suits against Intel if through faalt of Intel's—such as the independent
development of cache coherence technoldgyesnother company—the industry learned the
specifics of the cache coherence protocol usedtey. Under Delaware law, the Court must
prefer the construction &b avoids an inequitable, unusuaukt. The principles of construction
under Delaware contract law confirm that CSI mfation that was confidential at the time of
disclosure qualifies as CSI Enabling Informatsubject to the ISA’s covenant not to sue.
Finally, even if the Counvere to accept Memory Integrity’s interpretation, the
undisputed extrinsic evidencet@slishes that the specifio$ Intel’s cache coherence
technologies remain confidential to this dajthough Dr. Farrens point® public documents
that purportedly disclose the information Imgelve to Sanmina, none of the documents explain
precisely how Intel implements its specific cache coherence protocol in Intel processors. As
discussed above, the documents cited by DreRardisclose the menu, whereas the information
Intel gave to Sanmina discloses the secrepeedVls. Hays confirms that the implementation
details given to Sanmina remain highly coefitial. Memory Integrity has not offered any
testimony or other evidence that conflicts wMB. Hays'’s statements that Intel’s specific
implementations of cache coherence functitiea are still unknown to the industr$ee Reeves
530 U.S. at 151. Thus, under any interpretation ®i8A, Memory Integrity has failed to raise a
genuine issue of materiadt regarding whether the information disclosed to Sanmina

constitutes CSI Enabling Informationggering the covenant not to sue.
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C. Whether Memory Integrity’s Infringement Cont entions Are Based, at Least in Part, on
the Disclosed Information

Memory Integrity argues that there is insufict evidence that, “but for” the ISA, Intel’s
Accused Products would infringke patents-in-su“due in whole or inpart to those products’

i *Intel responds

inclusion or implementation of any gimm of the CSI Enabling Informatio
that Memory Integrity’s argument conflictstwiMemory Integrity’s own binding discovery
admissions and infringement contentions.
As with other written instruments such astracts, patents are interpreted and construed

as a matter of lansee Markman v. Westview Instruments,, I52.F.3d 967, 978 (Fed.
Cir. 1995),aff'd, 517 U.S. 370 (1996) (“It follows, therefofepm the general rule applicable to
written instruments that a patent is uniquelgeslifor having its meaning and scope determined
entirely by a court as a matter of law.As the Supreme Court has explained:

With regard to the second part of this objection, that which claims

for the jury the construction of the patent, we remark that the

patent itself must be taken asdmsnce of its meaning; that, like

other written instruments, it must be interpreted as a whole, its

various provisions be taken as & practicable in connection with

each other, and the legal deducti@rawn therefrom must be

conformable with the scope and purpose of the entire document.

This construction and these dedustave hold to be within the
exclusive province of the court.

Brown v. Huger62 U.S. 305, 318 (1858) (cited with approvaMarkman 517 U.S. at 383 n.8).
Accordingly, in patent cases, summary judgimemappropriate when the only real dispute

between the parties concerns the proper meaning of a patent®tsmransmatic, Inc. v.

Gulton Indus., In¢.53 F.3d 1270, 1278 (Fed. Cir. 1995). In contrast, whether an accused product
performs the function recited by a patent clesmsually a question for the trier-of-faBlee DSC

Commc’ns Corp. v. Pulse Commc'ns, |Idd0 F.3d 1354, 1368 (Fed. Cir. 1999).

4" Dkt. 171-1 8§ 1.10.
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Here, Memory Integrity’s own binding sBovery admissions acknowledge that its
infringement contentions are basagart on three of the implemiations that Intel disclosed to
Sanmina. In Response Nos. 2, 11, and 27, Memaegiity admits that ibases its contentions
in part on the Accused Products’ use of sewsnooping, hashing algorithm functionality, and
Cache Box or caching agent functionality. Under Hederal Rules of Civil Procedure, matters
admitted in response to requests for admissierdaemed “conclusively established unless the
court, on motion, permits the admission to bthdiawn or amended.” Fed. R. Civ. P. 36(b).
Memory Integrity has not made any suchtioo to withdraw or amend its admissions.
Therefore, Memory Integrity’s admissions clusively establish that its infringement
contentions are based, at least in partthe Accused Products’ use of source snoofiing,
hashing algorithm functionality, anda€he Box or caching agent functionalfity.

Memory Integrity’s infringement contentioéso establish that Memory Integrity’s
infringement claims arise from functionalitidsclosed to Sanmina. Memory Integrity’s

March 16 and December 15, 2015 infringement cdittes accuse Intel of infringing based, in

8 Memory Integrity initially accused Intel's paucts of infringing the '636 patent based
in part on the Accused &dlucts’ use of source snoopirfgeeEx. D-2 to Memory Integrity’s
March 16, 2015 Infringement Contentions floe '636 patent, Dkt. 172-1 at 6-7. Memory
Integrity, however, later droppeldis infringement contentiolceeMemory Integrity’s
December 15, 2015 Infringement Contens, Cover Pleading, Dkt. 172-12 at 3.

9 Memory Integrity argues that it admittedly that its infringement contentions are
based on general, non-confidehtiancepts embraced by Intel’s disclosures to Sanmina.
Memory Integrity cannot dispute, however, thdtingement contentins necessarily rest on
specific implementations of technology ratkiean broad, well-known technological concepts.
When a plaintiff accuses specific products dfiirging, “the evidence uncovered by the patent
holder’s investigation must be sufficient tapé a reasonable inferea that all the accused
products infringe.’Antonious v. Spalding & Evenflo Cos., 275 F.3d 1066, 1075 (Fed.

Cir. 2002).
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part, on the Accused Prodstuse of home snoopirfunctionality involving receiving a cache
access request and sending a prolehashing algorithm for determining where to direct

memory transactions for processti@;ache Boxes or cache agentst forocess transactions in a
particular way>> and snoop filtering? The descriptions of home snooping and snoop filtering in
Memory Integrity’s infringement contentiongstks the descriptions of Intel’s home snooping

and snoop filtering implementatis in the CSI Specificatioi.Memory Integrity’s infringement
contentions also describe a functionality feceiving a cache access request and sending a probe
that closely resembles the Thurley Docutteexplanation of this functionalif.Similarly,

Memory Integrity’s infringement contentiodgscribe a proprietaityashing algorithm and

caching agent functionality like the implementas that Intel disclosed to Sanmina in the

*0 Ex. D-3 to Memory Integrity’s March 18015 Infringement Contentions for the '636
patent, Dkt. 172-2 at 7; Ex. D-3 to Memdntegrity’s December 15, 2015 Infringement
Contentions for the '636 pent, Dkt. 172-7 at 7-8.

L Ex. B-2 to Memory Integrity’s March 18015 Infringement Contentions for the 409
patent, Dkt. 172-3 at 2; Ex. B-2 to Memdntegrity’s December 15, 2015 Infringement
Contentions for the '409 pent, Dkt. 172-8 at 2.

°2 Ex. C-2 to Memory Integrity’s March 18015 Infringement Contentions for the '206
patent, Dkt. 172-4 at 9; Ex. Et0 Memory Integrity’s Marcii6, 2015 Infringement Contentions
for the '254 patent, Dkt. 172-&t 2; Ex. C-2 to Memorintegrity’s December 15, 2015
Infringement Contentions for the 206 patenttDk72-9 at 9-10; Ex. E-2 to Memory Integrity’s
December 15, 2015 Infringement Contentiongiier’254 patent, Dkt. 172-10 at 2-4, 8, 14, 16.

3 Ex. C-2 to Memory Integrity’s March 18015 Infringement Contentions for the '206
patent, Dkt. 172-4 at 2; Ex. C-2 to Memdngegrity’s December 15, 2015 Infringement
Contentions for the '206 pent, Dkt. 172-9 at 2.

>4 Ex. A-1 to Memory Integrity’s March 1015 Infringement Contentions for the '121
patent, Dkt. 172-6 at 2; Exhibit A-1 to Mw®ry Integrity’s December 15, 2015 Infringement
Contentions for the '121 pent, Dkt. 172-11 at 2.

% SeeDkt. 170-16 at 21.

%6 SeeDkt. 170-15 at 3.
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Beckton Document’ Mr. Morton confirms that the CSpecification, Thurley Document, and
Beckton Document gave Sanmina information albonctionalities that are nearly identical to
the accused instrumentalities.

Memory Integrity does not offer any contrayidence. Rather, Memory Integrity argues
that Intel has failed to show that Memory Iniggs infringement contentions rely on “the same”
technologies allegedly disclosed to Sanmina (or Newiy®)r the reasons discussed above,
however, the undisputed eeidce establishes thatéhdisclosed its spedif implementations of
cache coherence functionality to Sanmina andMtehory Integrity’s infringement contentions
rest, at least in part, on theodisclosed functionalities.

Finally, Memory Integrity argues that Inteldhailed to show that the Accused Products
infringe only because they include technologies disclosed to Sartfiltns is not, however, a
requirement of the ISA. Again, the Court lookdHhe intrinsic evidence tdetermine whether the
ISA is ambiguous. The agreement states that a CSttHRight is a patentght that “but for this
Agreement, would be infringed by oneroore of Intel’s products due in whabe in part to
those products’ inclusion or implementatiaf’cache coherence technologies disclosed to
Sanmin&® The ISA is unambiguous. Even if IntelAccused Products might infringe the

patents-in-suit in the absenokthe cache coherence functiotiak disclosed to Sanmina, the

> SeeDkt. 170-14 at 3.
*8 Memory Integrity’s Redacted Response Brief, Dkt. 199 at 14 n.3, 17.

9 Memory Integrity’s Redacted Response Brief, Dkt. 199 at 17 (“. . . Intel has not
presented evidence excluding thfa products would still infringeithoutthe implementation or
inclusion of the technologies allegedly disclosed to Newisys.”) (emphasis in original).

0 Dkt. 171-1 § 1.10 (emphasis added).
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Accused Products stiould infringein part because the products include the disclosed
functionalities. This is enough tagger the covenant not to shased on CSI Patent Rights.

The ISA’s covenant not to sue prohibits Magntntegrity from asserting any CSI Patent
Claim, which is a legal claim based on CSI PaRights. CSI Patent Righare any rights that
would be infringed due to an Intel product’sliusion of CSI Enabling Information. Under the
ISA, CSI Enabling Information is any inforitnan that is, among other things, useful in
implementing CSl-related technologies andrret&d by a duty of confidentiality. The
undisputed evidence establishes that Intelabsd CSI Enabling Information to Sanmina at
Sanmina’s request because the disclosednrdton would be useful to Sanmina in
implementing CSl-related technologies and thisrmation was restricted by a duty of
confidentiality at the time aflisclosure. Moreover, althoughetikovenant not to sue, as
contained in the ISA, does not require that ESabling Information remain confidential after
disclosure to Sanmina, the CSI Enabling Infaroraactually disclosed by Intel to Sanmina has
remained confidential, as of the time that Intel filed its motion. As shown by Memory Integrity’s
admissions and infringement contentions, Memotgdrity’s claims of ptent infringement are
based, at least in part, on t@$I| Enabling Information. Accondgly, the ISA’s covenant not to
sue bars Memory Integrity’s paieinfringement claims. No reasable trier of fact could find
otherwise, and summary judgment is appropriate.

CONCLUSION

Intel’s Motion for Summary Judgent (Dkt. 170) is GRANTED.
IT IS SO ORDERED.
DATED this 12th day of April, 2016.

&/ Michael H. Simon

Michael H. Simon
UnitedState<District Judge
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