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IN THE UNITED STATES DISTRICT COURT
WESTERN DISTRICT OF ARKANSAS
EL DORADO DIVISION

SYSTEMS SPRAYCOOLED, INC. PLAINTIFF

V. Case No. 1:16v-1085

FCH TECH, LLC; WILLIAM HENRY; and
J. MICHAEL CAMPBELL DEFENDANTS

MEMORANDUM OPINION

Before the Court is a AmendedMotion for Preliminary Injunction filed by Plaintiff
Systems Spragooled, Inc. (System¥. ECF No.61. Defendant$-CH Tech, LLC, William
Henry and J. Michael Campbell (collectively referred td2afendants”) hae filed a respores
in opposition to the motion. ECF No. 27. On December 12, 201fatiies appeared before the
Courtfor a hearing on the motionAfter the hearing, Plaintiff submitted a pdstaring brief in
support of its Motion for Preliminarpjunction. ECF No. 44 Defendants also submitted a post
hearing briéin opposition to the motiorECF No.42. The Court finds this matter ripe for its
consideration.

. BACKGROUND

This caseinvolves the alleged misappropriation of trade secrets and confidential
information from Systems Systemsis a Tennesseecorporationwith principal offices in
Nashville, Tennessee and El Dorado, Arkansas. In 1999, Systems purchased the §ystgms
Cooled technology and business from UCAR Carbon Company, Inc. SystemsCopiag
technology is a low pressure spiegoling system designed to cool furnaces and other

equipment with extreme heat loads in the steel induSlygtems’ SprayCooled technology is
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unique inthe steel industry, as most within timglustry use traditional high pressure cooling
systems

Defendants Henry and Campbell are fordogrgterm employees oSystems Campbell
was employed byystemsor one of its subsidiaries from September 1992 until February 2013.
Campbell held numerous positions witl8gstemsduring his tenure. Campbell was hired as an
engineer anceventuallyrose toExecutive Vice President dbystemsin July 2012. Henry
worked as a draftsman and designerSgstemdrom January2007 to September 201Buring
their employment with Systems, both Campbell and Henry signed employmegneents
which contained confidentiality and n@ompete provisiong€Campbell was terminated from his
position withSystemdor reasons unrelated to the instant motion, while Henry resigned from his
position voluntarily.

In October 2015, Henry and Campbell formed FCH Tech, LLTemnessee company
which provides custom designed steel plate fabrications and machine parts. HenayrgotebIC
acknowledgethat FCH Tech was formed, in part, with the intent to directly compete with
SystemsPrior to the formation of FCH Tech, Systems was the only provider of low pressure,
spray cooling equipment in the steel industry.

On September 20, 2016ystemsfiled suit againstDefendants The Complaint alleges
that Henry and Campbell executed employment agreements while employeslysatéimsthat
included norcompete and confidentiality provisions prohibiting the taking, disclosure, or use of
Systemstrade secrets arcbnfidential information. Althouglbystemsconcedes that Henry and
Campbell are no longer bound by the rtmmpete provisions of the employment agreements,
Systemsalleges that Henry and Campbell are both subject to the confidentialityipnsvistil

Ocober 2018 and February 2018, respectively.



Systems’ Complaint alleges that Henry and Campbell breached the terms of their
confidentiality provisions by taking and possessBygstems’trade secrets and confidential
information in violation of the Defense of Trade Secrets Act, 18 U.S.C. § #83&g. the
Arkansas Trade Secrets Act, Ark. Code Ann. 884601,et seq. and the Computer Fraud and
Abuse Act, 18 U.S.C. § 1036t seq In addition,Systemsasserts claims against Defendants for
breach of employment agreement, tortious interference with business agqyedbreach of
fiduciary duty, and unjust enrichment.

On November 11, 201&ystemdiled a Motion for Preliminary Injunction. ECF No. 12
On March 30, 2017, Systerfiked an Amendedviotion for Preliminaryinjunction.ECF No.61.

In the amended motigibystemsseeks tenjoin Defendants, as well as anyone acting in concert
with Defendants, from further misappropriation, disclosure and uSgstéms’ trade secrets and
confidential informatioruntil a final determination on the merits of the pending litigation has
been made In addition, Systems seeks to enjoin Defendants fobractly or indirectly
designingor supplying low pressure sprapoling eqiipment for the steel industry for a three
year period.

[Il. LEGAL STANDARD

“The primary function of a preliminary injunction is to preserve the status quo until, upon
final hearing, a court may grant full, effective relidtérry-Morse Seed Co.. Food Corn, Ing.

729 F.2d 589, 593 (8th Cir. 1984). “A preliminary injunction is an extraordinary remedy and the
burden of establishing the propriety of an injunction is on the mov@outlachevski v. AIAm.

Care Centers, In¢.648 F.3d 701, 705 (8th Cir.2011).is well-settledthat applications for
preliminary injunctions within the Eighth Circuit require tBeurtto considerthe followingfour

factors:(1) the movaris likelihood of success on the merits; (2) the threat of irreparable harm to



the movant; (3) the balance between the harm suffered by the movant and the harm that other
interested parties will incur if an injunction is granted; and (4) whether thanssuwf an
injunction is in the public interesDataphase Sys., Inc. v. C.L. Sysc.,, 640 F.2d 109, 113 (8th
Cir. 1981). The Court will separately address each of these factors.
[l . DISCUSSION
A. Substantial Likelihood of Success
a. Arkansas Trade Secrets Act
i. Whether the Information in Question Qualifies as Trade Secret

The first Dataphasefactor the Court must consider is whett&&ystemsis likely to
succeed on the merits. In order to evaligystems’likelihood of success on the merithe
Court must first determine whether the information in question constittitesde seat’ under
Arkansas lawUnder the Arkansas Trade Secrets Act, a trade siscogtfinedasinformation,
including a formula, pattern, compilation, program, device, method, technique, or ptbaess,
derives independent economic value, actual or potefrioah not being generally known to, and
not being readily ascertainable by proper means by, other persons who caneobteimic
value from its disclosure or usérk. Code Ann. 8§ 45-601(4)(A. The Act also requires that
the information at issube the subject ofeasonablefforts to maintain its secrecyArk. Code
Ann. 8 4-75-601(4R).

In addition to the definitions contained within the Arkansas Trade Secrets thet
Arkansas Supreme Court hastablishedix factors to determine whether information is a trade
secret. Arkansas courts considghe following factors to determine hether information
qualifies as a trade secret: (1) the extent to which the information is knowdeothisibusiness;

(2) the exént to which the information is known by employees and others involved in the



business; (3) the extent of measures taken by the plaintiff to guard the sediecinformation;

(4) the value of the information to the plaintiff and its competitors; (&)atinount of effort or
money expended by the plaintiff in developing the information; and (6) the ease aultgiffic
with which the information could properly be acquired by otheBaforo & Assocs., Inc. v.
Porocel Corp,991 S.W.2d 117, 12(Ark. 1999) The Arkansas Supreme Court has made clear
that despite being one of many factors to consideompany’s effort to maintain the secrecy of
information is a prominemne.ConAgra, Inc. v. Tyson Foods, In80 S.W.3d 725, 730 (Ark.
2000).

Systemscontendsthat Defendantsmisappropriated informatiomegardingits Spray
Cooled technology thagualify astechnical trade secretsicluding design drawingsSystems
further maintains that Defendants misappropriatedfirtancial and business trade secrets
including pricing estimate information, customer ljsteevenue forecasts and financial
statements The Court will consider in turvhethereach of the aforementioned categories of
informationqualifies as a trade secret.

1. Design Drawings

First, Systemgontends that its design drawingsalify astrade secrets.During the
preliminary injunction hearing, the Court heard testimony fidick Arthur, an expert on low
pressure, spragooling equipment Arthur testified abouthe techniques and featur8gdems
has developed as a result of its experience designing and supplying lowrggrepsaycooling
equipment for the steel industryArthur testified that gch features include proprietary water
distribution patterngor Systems’spraycooledroofs. Systemsasserts that the design drawings
at issue embody the water distribution padeand other featureSystemshasdeveloped and,

therefore, qualify as trade secrefsthur further testified thahe reviewed theublicly available



exhibits provided byDefendantsincluding patentsand provided his opinion that none tie
exhibitscontainedSystemstrade secrets. Arthwisotestified thainone of Defendants’ exhibits
contained specific information that canderivedfrom Systems'design drawings.

In addition,Systemsargues that it has taken reasonable measures to safeguard its design
drawings Systemsffered testimony and evidence establishimgt each of the design drawings
contains a legend indicating that the drawing is confidentiakeanldsively owned bySystems
Systemsalso offered evidence to demonstrdteat it executes confidentiality agreements with
vendors, fabricators and licensees to limit the use and disclosure of the diesigngs. The
Court also heard testimonfrom Chuck Hays, CEO of the Systems Group, concerning
confidentiality provisions containealithin employment agreements that e&ylstemsemployee
is required to sign. Hayspecifically testified that theconfidentiality provisionsrequire
employees to obtain writtesonsent prior to disclosing any confidential informatidccording
to Hays, the confidentiality provisions explicitly defim®nfidental information to include
Systems’designdrawings. Systemsntroduced evidencw® establisithat Defendants Henry and
Campbell both signed employment agreements that included the confidentialitygm®viss
also undisputed that Systems has expended a substantial amount of time and resources
developing the technology embodied within the design drawings.

In responsePefendants argue th&ystems’design drawings do najualify astrade
secrets Defendantsnaintainthat the informationneededto design competing low pressure
spraycooling systems igseadily ascertainable. Defendarggecifically asserthat Systems’
expired patents anotherpublicly availableinformation, such atechnical materialsvritten by
Systems employees, contain sufficient information to allowDefendantsto design and

manufacture @ompetingsystem using the techiogy. In support of this contention, Defendants



have submittedexhibits containingSystems’patents and other publicly available information
that according toDefendants,can be used to design spreyoling systems. In addition,
Defendant Campbell testified thaystems’'spraycooling technology is readily ascertainable and
can be reverse engineerby readingSystems’patents, as well a8y visually inspectingand
measumg equipment owned bgystemsprior customers

As previously stated, in order for information doalify as a trade secret, it cannot be
readily ascertainable to others that might be interested in leatrengformation. Ark. Code
Ann. 8§ 475-601(4)(A. Arkansas trade secret law does not protect information that is readily
ascertainable throudlegitimate meansuch as reverse engineering or simple observaigee
Coenco, Inc. v. Coenco Sales, |40 F.2d 1176, 1179 (8th Cir. 199 Reverse engeering is
describedas the “process of starting with a known product and working backward to find the
method by which it was developed.Gibraltar Lubricating Servs. v. Pinnacle Res. In486
S.W.3d 224, 226 (Ark. Ct. App. 2016)The expense andmountof effort it takes to reverse
engineer a product are factors to consider when determining whether or notatrdarns
readily ascertainabldd. at 227.

Defendants have not presented convinanglence thaSystems’design drawingsio
not qualify astrade secrets With regard toSystems’design drawings, Defendant Campbell
offered contradictorytestimony about whethespecificinformation containedvithin Systems’
design drawingsis publicly availablethrough patents and technical material$lowever
Arkansas courts have recognized thag]Vgn where information about a product or its
ingredients is publicly available, such as through a patent, it may be the cbombiaof
characteristics and components that offers a competitive advant@gardltar, 486 S.W.3d at

228. Here, Arthur testified that the patents offered by Defendants only provide Igenera



information and did not contain the specific information necessary to build a-sqwiyg
system that can be determined fr8ystems’design drawings.

In addition, although Defendants argue that a person of ordinary skill in the art of
engineeringvould be able to reverse engineer muclsgétems’alleged trade secreits theory
Defendants have not submitted any testimony or evidence to demorivatenuch time,
money or effort it would take t@ctually duplicateSystems’low pressure, spragooling
technology. Without such evidence, the Court cannot determine wisstéterms’spray-cooling
technology is indeed readily ascertainable at this stage of the litigation.

The Court concludes th&ystemshas sufficiently shown that has taken reasonable
efforts to protect the secrecy of its design drawinggslight of the sixSafao factors that the
Court must consider in determining whether information is entitled to trade sexesttion, he
Court concludes thabn balanceSystemdas offered sufficient evidence poove that its design
drawings qualify as trade secretsde Arkansas lavat this stage of the litigation

2. Pricing Information

Systemsnext argues that its pricing information qualifies as a trade se@gstems
specifically argues that an internal estimate slipgtlifies as a trade secret During the
preliminary injunction hearingSystemsntroduced testimonyrom Hays CEO of the Systems
Group, regardingthe internal estimate worksheetHays testified that the estimate worksheet is
essentially a spreadsheet and thatitfi@mation contained within the worksheet demonstrates
how Systemscalculatests prices forevery project Hays testified that the worksheet includes
historical data, such as the cost of labor to do a particular engineeringt.praggs further
testified thatSystems’estimate worksheets aiaternal documeistand not available to the

public. Systemsasserts that the pirating of this informati@amould be detrimental because



competitors would be able to easily under@ystems’ pricing. Hays further testified that
employment agreements signed Bystems’employees, including Defendants Campbell and
Henry, during the course of their employment desigfigtécing informationy” such as the
internal estimate worksheets “confidential information.”

Defendants argue that theternal estimate worksheet is not entitled to trade secret
protection. Defendants refuiystems’assertion that they currently poss&stems’internal
estimate worksheets. Furthermore, Defendants contend that any indormattained within
the estmate worksheet is now outdated and, therefore, not entitled to trade secreigorotatt
the preliminary injunction hearing, Defendant Campbell testified that the pricimgnation that
he had access while employedat Systemdss now stale. In addition, Campbell testified that
Systems’estimate worksheet would be of litikility becausdefendants use a different pricing
structure tharsystems

At the preliminary injunction hearin@ystemsprovided testimony to refute Defendants’
contentionthat the information contained within the internal estimate worksheet is dtags
testified that the estimate worksheet at issua&s recentlyused to place a bid on a project to
replace a furnace roof at one of Nucor’s facilities. Hays stated that Defendanpsagied a bid
on the Nucor projectHays further testified that, at the time of the hearthg, quotewas still
outstanding for the project.

Arkansascourts have previouslyheld that a company’s pricing information mag
worthy of rade secret protection under the proper circumstar@eglshaw v. Alpha Packaging,
Inc., 379 S.W.3d 536, 539 (Ark. ApR010). Although Arkansas courts are silent on the issue
the Eighth Circuit has considered similar trade secret laws from othey atatdeld that a trade

secretmay lose its protected status upon a showing that the information has beconw stale



outdated. Synergetics, Inc. v. Hurs#77 F.3d 949, 958 (8th Cir. 2007) (applying Missouri trade
secrets law)‘Determination of when traglsecret information becomes stale cannot be made by
reference to a bright line rule and necessarily requires fact specific catisiénd. (internal
citation omitted).

In Hurst, the Eighth Circuit rejected the defendantsnclusoryargument that the
plaintiff's trade secretgrew stale andinworthy ofprotection.ld. at 957. TheEighth Circuit
agreed with the district courtBnding that the defendant’s argument lacked merit because the
defendants failed to offer any evidence in support of their position or provide “etsyaiad
circumstances to suggest that the information [was] stialedt 958.

Similar to the defendants idurst, Defendants have failed tdfer any convincing facts
to suggest that the information contained within Systems’ estimate worksheet isSststems
presented evidencehich establishedhat the internal estimate worksheiecludes numerous
formulasused to calculate the pnng for a particular project.Although Defendants maintain
that information such as raw materials, labor and shipping change overttappears that this
information may be easily adjusted within Systems’ worksheet. Moreoveruiiciear if the
formulas wthin the worksheet used to calculate pricing are staks. a result the Court is
unconvinced that theformation contained within the internal estimate workshestig.

Moreover, the Court finds th&efendants’ argumerthat theywould not benefi from
Systems’pricing information to benapposite Regardless of whether Defendants utilize a
different pricing schem¢han Systemsknowing howSystemsestimates its cost®r particular
projectsprovides a competitive advantatgeits competitors Accordingly, the Court finds that
Systemshas sufficiently shown thats internal estimate worksheet is entitled to trade secret

protection at this stage.
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3. Customer Lists

Systemsfurther contends that its customer listpialify as trade secrets.Systems
maintainsthatits customer lists compile large quantities of information, inclutheghames and
contact information of itsustomers.Systemsalso notes that themployment agreements signed
by Systems’employees, including Defendants Campbell and feshuring the course of their
employmentesignateustomer listas“confidential nformation.”

Defendants contend th&ystems’ customer lists do not qualify as a trade secret.
Defendants specifically argue thaystems’customer lists are readily asta@nableand are not
kept as confidential becau§ystemshas published the names and contact information of its
customers on prior versions of itgebsite. Defendants further maintain ttf&tstemshas
provided its customer lists to trade publications, such as the Association for IiSteek
Technology, as well as trade directories.

The Arkansas Supreme Court has held that customer lists obtained through the use of
business efforts and the expenditure of time and maneyfforded trade secret protectsEm
long as the lists are not readily ascertainable and are kept confideAtieh v. Johar, 823
S.W.2d 824, 8227 (Ark. 1992) (holding thaa customer listand fileswhich included detailed
information about customers such as “personality traits, hobbies and likes, credyt, fisying
habits and pricing agreementahd were kept confidential qualified as trade secrets)the
present case, the Court finds tlsatstemshas not proven that its customer lists tisehe level
of trade secrets at this stage of the litigati®@pecifically, Systemshas failed to show that its
customer lists differ from the information that can tsadily obtained from the internet.
Defendants presented testimony and evidence imglicthat many oSystems’customer names,

contact information and the type of service provided can be found on the internet from older
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versions ofSystems’websiteand within trade publications. AlthougBystemsis correct in
noting that customer lists may qualify as trade secrets and that its employmesrheggs
designate such lists as confidential, the Court concludeSyistéémshas failed to show that the
information contained within its customer lists is not readily ascertaimablectually kept
confidential at this stage.

4. Revenue Forecasts and Financial Statements

Lastly, Systemsargues that itsevenue forecasts and financial statements qualify as trade
secrets.Systemsspecifically contends that its annually prepared revenue forecasts amddina
statements qualify as trade secrets because the reports show the oeer@hlfstructure of its
business. Systemshasalso submitted evidence at the preliminary injunction hearing indicating
that the reports are considered confidential information Egstems’standard employment
agreement.

Defendants gue that this information is updated annually and that any information
Defendants had access to is noutdated and no longer worthof trade secreprotection.
Defendant Campbell also testifiglat he was responsible for creating the annual revenue
forecasts while employed witBystemsand that the report was never stamped or labeled as
confidential. Campbell’s testimony also revealed that the ahrneports were saved @ystems’
network in a manner where all employees could retribeen With regard to the financial
statements, Campbell testified that he did not recall seeing a confidentiality stamp on th
documents.

After reviewing the record and the exhibits introduced at ttetimpinary injunction
hearing, the Court finds th&ystemshas failed to provide sufficient evidence regarding its

efforts to maintain the secrecy of isvenue forecasts and financial statemeifttslso appears
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that neither of these documentgssintroduced into evidence for the Court’s inspection. As a
result, he Court concludes that it lacks sufficient evidence to determine wh&ys&ems’
revenue forecasts and financial statements qualify as trade s#¢hetstage
il. Whether Systems'Trade Secrets were Misappropriated

Having found thatSystemshas sufficiently demonstrated that its design drawings and
internal estimate worksheet qualify as trade secrets, the Court must neidecomhether
Defendants misappropriated them. The Arkansas Trade Secrets Act autbauizeso issue an
injunction against actual or threatened misappropriation of trade secrets. o8e&kAGn. § 4-75-
604(a). Theactdefines “misappropriation” as acquisition of another’s trade secret by @npers
who “knows or has reason to know that the trade secret was acquired by improper melans.” A
Code Ann. 8 45-601(2)(A). The act defines “improper means” as “theft, bribery,
misrepresentation, breach or inducement of a breach of a duty to maintain ,secespionage
through electronic or other means.” Ark. Code Ann.-85401(1). Misappropriation also
occurs when a person acquires another’'s trade secrets through improper meanshaatl, wi
consent, discloses or uses the trade secret. Ark. Code Anf/5%0L(2)(B)(i). Lastly,
misappropriation occurs when a person ldses or uses another’s trade secret and knew or had
reason to know that his knowledge of the trade secret(aderived from a person who
acquired the tragl secret through improper mea()} acquired under circumstances giving rise
to a duty to maintain its secrecy or limit its use(3) derived from a person who owed a duty to
the trade secret owner to maintain its secrecy or limit its use. Ark. Code Anr/58 4

601(2)(B)(ii).
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1. Whether Defendants Misappropriated Systems’Trade Secrets
via Electronic Storage Devices

Systems maintasithatits trade secrets were misappropriatedD@fendants in multiple
ways! Systemsfirst argues thaDefendants acquireds trade secretby improper means.
Systemsspedfically argues thatDefendants Campbell and Henry connected external storage
devices to theiBystemsssued laptops andownloadechumerous filexontaining trade secrets
such asdesign drawings and internal estimate workshe&txording to Systemsneither
Campbell nor Hery returned any of the external storage devices to Systems after |&aing
company.

Systems offered testimony from Yaniv Schiff, a computerforensics expert who
performed an analysis of Defendants’ Systésssed computers. Schiff statdtht Defendan
Campbell connected an external storage detaides laptop two days aftélis employment was
terminated Schiff also testified thaDefendant Henry connectexternal storage devicés his
laptop after submitting his notice of resignation but befoie last day of employment.
According toSchif, several folders on the external storage devices matchednhesof folders
listed on SystemsServers. Systemsarguesthat thesefindings demonstrateéhat Defendants’
external storage devices contained a substantial amo8yst#ms confidential information and
trade secrets.

On November 11, 2016, Systems filed trginal Motion for Preliminary Injunctionas
well as aMotion for Expedited covery. TheMotion for Expedited Discovery included a
request for Defendants to produce for inspection any hard drives and external deviags

used by DefendantsDefendantssubsequently produceddr inspectionfile listings and other

Y In its posthearing brief, Systems argues that Defendants misappepita design drawings by disclosing the
drawings to a third party. On March 2, 2017, the Court entered an order sthigiegitence Systems offered in
support of this assertiorseeECF No. 50.Accordingly, the Court will not consider the merits of this claim.
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data contained otwo computers useldy DefendantdHenry and CampbellAn analysis of this
information by Schiff revealed that the operating systems on the computers were installed on
November 14, 2016. The analysis further revealed that CCleaner, a program usedeto delet
unwanted files fron hard drives, wasin on Campbell’s computer on November 17, 2016 and on
Henry’s computer on November 19, 201&efendants laterevealedthat thecomputer hard
drives had been replaced and destroVedthe ordinary course of businésas a result of
technical issues.

On February 22, 2017, the Court issued an order granting Systems’ Motion for Default
Judgment or, Alternatively, an Adverse InferenceeeECF No. 46. In the order, the Court
found that Defendants intentionally destroyed their hard drives in order to pregtems from
inspecting them in this litigation. As a result, the Court awarded Systems aseathference
instruction as well as attorneys’ fees and castxonnection with the filing ofts motion for
sanctions.

Systemaiow argues that Defendants’ spoliation of the computer information is evidence
that Defendants misappropriated Systems’ trade sedefendants maintain Systems has failed
to prove that its trade secrets were misappropriated asithacedirect evidencenithe record
that they currently possess or have access to any of Systems’ pricingatndor@and design
drawings.

“Direct evidence of theft of trade secret is rarely available and not required in @rder t
maintain the actiof. Sw. Energy Co. VEickenhorst 955 F. Supp. 1078, 1085 (W.D. Ark.
1997),aff’'d, 175 F.3d 1025 (8th Cir. 1999)Instead, a plaintiff may maintain an action for theft
of trade secrets based entirely on circumstantial evidentgk.” Although there is no direct

evidence thaDefendants misappropriated Systems’ trade sedtedsgestruction of the hard
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drives supports the conclusion that Defendants likielgtroyed evidence of misappropriation.
See e.gRKI, Inc. v. Grimes177 F. Supp. 2d 859, 877 (N.D. lll. 2001) (finding that spoliation of
computer data“support[ed] a negative inference that defendants destroyed evidence of
misappropriation.”) Accordingly, the Court finds that Systems has demonstrated a substantial
likelihood of succes®n the merits in proving that ittsade secrets were misappropriated by
Defendants through the usetbé aforementioned electronic storage devices
2. Whether Defendants Misappropriated Systems’Trade Secrets

by Knowingly Inducing Nucor to Breach its Duty to Maintain

Secrecy

Systemsnext argues thaDefendantsmisappropriated its trade secrets kiyowingly
inducingNucor to disclos&ystems’design drawings. Nucor Bystems'largest customeand
the design drawings at issue are of the low pressure,-spaiing equipment locateat Nucor’s
Yamato facility Nucor is giverdesign drawings fothe equipment it purchases froif8ystems
Defendants began to perfornonsulting work for the Nucor Yamato facility in 2015.
Defendants received the design drawings from Nucor and subsggused the drawings to
prepare a report for Nucor regarding modifications to part of a furnace raatedbat the
Yamato facility.

Systemsmaintains thatNucor was under a duty to maintain the secrecytloé design
drawings In support of this contern, Systemgpoints to a confidentiality provision contained
on each of its design drawing$he confidentiality provisiorstates as follows

The materials and information, including the principles of design represented by

this print, is the exclusive pperty of Systems Spragooled Equipment, and it is

confidential information. Accordingly, this information is submitted to you with

the agreement that it is not to be produced, copied, or loaned in part or in whole.

Nor is the information to be relayed &my other individual or company. All

materials contained herein originating with Systems Spr@geded Equipment
shall remain the property of Systems Spray-Cooled Equipment.
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Plaintiff's Ex. No. 20.

Systemsasserts that the above confidentiality provision prohibited Nucor from disclosing
Systems’design drawings to another company or individual, including Defendaftsthe
preliminary injunction hearingsystemantroduced two emails sent from Defendant Henry to an
employee at Nucor’'s Yamato facility. In the emails, Defendant Henry asks the Hoqaoyee
to request a set of roof design drawifigen Systems.The emails further reveal that Defendants
obtained at least some of the requested design drawifystemsasserts that Defendants
Campbell and Henry prepared and approved some of the design drawings at isaadantkr
empbyees, knew that eachadving contained aconfidentiality provision. As a resultSystems
maintains that Defendants misappriated its trade secrets by knowingly inducidgcor to
breach it-duty to maintain the secrecy of the design drawings.

Defendants maintain they did not misapproprtageYamato facilitydesign drawingsin
essencePefendants argue th&tucor did na owe Systemsa duty to maintain the secrecy or
limit the use 6 the design drawingand, thereforeNucor waswithin its contractual rights to
provide them withSystems’design drawings Defendantsfirst cite Chuck Hays' testimony
which revealghat Systemsells its equipment to customers instead of entering into a licensing
agreement Defendants alsdighlight the testimony oDick Arthur, whichprovidedthat other
companiesperform maintenancen equipment sold byystemsat its respective customse
facilities.

In addition,Defendant Campbell testified that Nuecepresentethat the design drawings
were owned by Nucor. Defendant Campbell a¢stifiedthat during his tenure witBystemsit

was customary foiSystems’customers to provid&ysems’ design drawings tdhird party

17



contractorsfor the purpose of performing maintenancBefendant Campbell further testified
that Systemsvas aware of this practice during his tenure with the company.

Defendants also point to the contraetsered im evidenceas proof thatNucor was
within its contractual rights to share the design drawind3efendants highlight several
contractual provisions within the various Nucor contracts in support of their contention.
Defendants note that one of the contraatevidence included the “design” of the equipment in
the price paid to Systems. Defendants argue that this is evidence that Nucor geaddfsign
drawings, as well as the equipment. MoreoBsfendantsassertthat all of the contracts in
evidenceindicate that Nucor is responsible for repairing or replacing equipmenttpattare
used in normal operation, damaged or outside of warrabgfendants further assert tredt of
the contracts obligat8ystemsto protect Nucor’'s confidential informath and do not mention
Systems’ confidential information. Defendant@so note that none of the Nucor contracts
explicitly prohibit Nucor from inspecting, disassembling or reverse engmgea@ny of the
equipment Nucor purchases frddystems Lastly, Defendantsighlight that all of the Nucor
agreements have “merger” clauses which state that the terms of the agreementsldaneeex
and in lieu of any other commercial terms and conditions of sale.”

A review of the Nucor contracts reveals thia¢ terms of each contract are different.
Although Defendants areght in their assertion that the contract for Nucor's Alabama facility
contains language in the Price and Sale provisiditating that the total price of the sale of
equipment include&design,” the contract between Systearsd Nucor’'s Yamato facility does
not contain similar language. In addition, all of the confidentiality provisions codtaiitlin

the contractappear to be silent with regardthee confidentiality of Systems’ degi drawings.
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“[O] ne must have notice of both the fact that the information claimed to be a trade secre
is in fact secret anthe fact that disclosure lifie third person is a breach of duty before one is
subject to liability for the use atisclosure othe trade secret."CurtissWright Corp. v. Edel
Brown Tool & Die Cg. 407 N.E.2d 319, 323Mass. 1980) (citing Restatement of Torts §
757(c)). “Thus, if the actor knows (or should kndahat the informatiomproffered to him by one
person is the trade get of another he is put on inquiry as to the forsmeuthority to disclose
the information.”ld. “Knowledge or the likelihood that a defendant knew of the wrongful
character of the disclosure can and often must be proved by the weight of crediinetamtal
evidence.”Id. (internal citation omitted).

Upon consideration, the Court concludes that this stage in the litigatiorthere is
insufficient evidence in the record to determine whelefendantknowinglyinducedNucor to
breach its duty tenaintain secrecy. First, there is insufficient evidence with regard to whether
Nucor had a duty to maintain the secrecy of the design drawings. Systemsinmaimha
Nucor’s duty to maintain the secrecy of the design drawiagses from the confidentity
provisions locatean each of its drawings. Howevdhere is also mcontroverted evidence in
the record which establishes thtatvas Systems’ practice to provide its customers with design
drawings with the knowledge that its customers will share the information with thitgd pa
contractors.

In addition, there is insufficient evidence in the record to determine whetlfendaats
knewthat obtaining the drawings would be a breach of Nucor’s duty to maintain its seciecy. A
stated above, the contracts in evidence are silent regarding the confideottiSystems’ design
drawings. Moreover, while each of the design drawings contains a confidentralitgion,

Defendand maintainthat Nucor informedhemthat the drawings were, in fact, owned by Nucor.
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Systems’argument that Defendants are former Systems employees and, thus, wereofawar
Nucor’s duty to maintain the secrecy of the drawings is also unavaililight of the evidence
presented indicating that Systems has previously provided its design drawingsustatsers
with knowledge that those customers would provide the drawings to subcontractors to make
repairs to equipmeras is the case in the present actidiecordingly, the Court finds thaat this
stage of the litigation, Systems has failed to demonstrate that Defendants apsapgd its
trade secrets by knowingly inducing Nucor to disclose Systems’ design dsawing

Systemsfurther argues that Defendamsisappropriated its trade secrets by using its
design drawing$or the aforementioned study regarding modifications to paat fofnace roof
located at the Yamato facilitecauseltte Court finds that Systems hiasled to demonstrate
that Defendants misappropriated the design drawlygseceiving them from Nucpthe Court
finds that this argument also fails.

3. Inevitable Disclosure Doctrine

Systemaext argueshat the inevitable disclosure doctrine applieshis tase.Arkansas
has adopted the inevitable disclosdoetring which allows a plaintiff to prove a claim of trade
secrets misappropriation by demonstrating that a deféisdaatv employment will inevitably
lead him to rely on the plainti trade secrets.’'Bendinger v. Marshalltown Trowell C®94
S.W.2d 468, 474 (Ark. 1999) (citingepsiCo, Inc. v. Redmon84 F.3d 1262, 1269 (7th Cir.
1995)) Systems maintains that Defendants, as former employees, had full krewleds
trade secrets and have formed a business that is in direct competition witnsSystée low
pressure, spragooling equipment market. As a result, Systems contentlg th@nevitable that
Defendants will disclosand rely upon its low pressure, spi@olingtrade secrets through their

work.
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Defendants contend that the employment agreements signed by DefendapleiCand
Henry preclude Systems’ reliance upon the inevitable disclosure doctribefendants
specifically argue that the restrictive covenants at issue expired after geawgeriod.The
provision at issue, which is identical in both Defendants’ employment agreemaies, &
follows:

“Upon termination of employment, Employee agrees for a period of twenty

months thereafter not to develop, manufacture or attempt to sell, directly or

indirectly, goods that compete with Systems Spray Cooled, Inc.’'s engigeeri

designs or products.”
Plainiff's Exs. 5 and 6. It is undisputed that the rammpete provisions within Defendants’
employment agreements have expired. Defendants assert that Systems’ rehatite o
inevitable disclosure doctrine is an attempt to extend the/eé@ao noneompete peod.

At least one courfaced withsimilar facts hasejected the application of the inevitable
disclosure doctrine.In Multiform Desiccants v. Sullivarthe parties executed aemploymnent
agreement which containeal oneyear covenant not to compete following the defendant’s
termination. No. 98CV-0283E(F), 1996 WL 107102, at *1 (W.D.N.Y. Mar. 8, 1996)he
plaintiff was a manufacturer of desiccant products, and the defendant wasea tpe+evel
managemwho was terminated from his positiond. The defendanlater began working for a
corporation that directly competed with the plaintifid. The plaintiffs filed suit against the
defendant alleging that he breached his covenant not to compete, as wed@s opisated and
divulged the plainff's trade secrets.ld. at *2. Citing Seventh Circuit precedent, thkintiffs
sought to enjoin the defendant, arguing that disclosure of its trade secrets would tableevi

because of the nature of the defendant’s previous employment, as well“l@askisf candor”

regarding his failure to return some of the plaintiff’'s confidential informatlidn.
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The Sullivan court noted thathe parties expressly agreed to a-gaar period of non
competition which had already expiredd. The court further noted that restrictive covenants
were viewed unfavorably in New Yorkd. As a result, the court found that the ®@ar period
of non-competition governed and could not be extended by the inevitable disclosure dattrine.

Arkansas courts have expressed a similar disfavor for restrictive covernaess.
Federated Mut. Ins. Co. v. Bennedtl8 S.W.2d 596, 597 (Ark. App. 199Covenants not to
compete are not looked upon with favor by the law.”). Moreoverntimcompete provisios
executed betweerthe partieshave already expired. Accordingly, the Court finds that
Defendants’ non-compete provisions govern and should not be extended.

In sum, the Court finds th&ystemshas showra substantidikelihood of success on the
merits of their trade secret claim with regard to the design drawangsinternal estimate
worksheets.The Courtfurther finds that Systemshas not shown aubstantiallikelihood of
success on the merits of their trade secret claim with regard to its cusgiswrother financial
documents.

b. Breach of Employment Agreement

Systems also argues that it has shown a substantial likelihood of success omitthe me
regarding its claim that Defendants breached their employment agreer@gsiisms argues that
Deferdants Campbell and Henry signed identical employment agreements witlnSyste
August 5, 2012. Systemscontendsthat the employment agreemegtintain posemployment
confidentiality provisions whichrequire Defendantsto maintain the secrecy of Systems’
“confidential information.” The confidentiality provisions state, in part, as falow

No copies of Confidential Information shall be kept by Employee or removed

from [Systems’] custody by photostatic, computers, electronically orvoise
Furthermoregeach party will use all reasonable efforts to prevent the disclosure of
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any Confidential Information to employees or agents who do not require &ocess
such information to properly perform their duties.

Plaintiffs Ex. No. 5 and 6. Confidential infortian is definedin the agreemerasincluding
designs, drawings, planspecifications, customer lists, and pricing information related to Spray
Cooled equipment. According to Systems, Defendants breached their employmemieatgee

by taking Systems’ dégn drawings. In addition, Systems asserts that Defendants breached the
agreements bgequesting and obtaining Systems’ drawings from Nucor.

Defendants counter that the evidence in the record does not support a finding that
Campbell or Henry have breached or are likely to breach the confidentiality provisions.
Defendantgprimarily argueSystems has failed to demonstrdtat Campbell or Henrpossess
any of Systems’ confidential information disclosed to them during their empfaymén
addition, Defendnts argue there is no evidence tkisy have disclosed any confidential
information to third parties.

The Court disagrees. As previously noted, the Court foundDigfendantsntentionally
destroyed evidence whicsupports an inference that they misappropriated some of Systems’
trade secrets and confidential information. Accordingly, the Court finds thdaen$yshas
demonstrated a substantial likelihood of successits claim that Defendants breached
confidentiality provisions contained within tkeployment agreements.

B. Threat of Irreparable Harm

The secondDataphasefactor the Court must consider the threat of irreparable harm
that Systemswill suffer if the Court does not grant an injunctiofiin order to demonstrate
irreparable harm, a party must show that the harm is certain and great suah olmminence
that there is a clear and present need for equitable rel@fi&a Utilities Bd. v. F.C.C.109 F.3d

418, 425 (8th Cir. 1996). Ifrepardle harm occurs when a party has no adequate remedy at law,
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typically because its injuries cannot be fully compensated through ad afvdamages. Gen.
Motors Corp. v. Harry Brown's, LLG63 F.3d 312, 319 (8th Cir. 2009\ movant’s “filure to
demonstrate irreparable harm is a sufficient ground to deny a prelimmangtion” 1d. at 320.

Systems offers two primary arguments to demonstrate that it has bg@anablg harmed
by Defendants. First, Systenasgues that Defendants’ misappropaat of its trade secrets
cannot be measured in money damages and, thus, creates a presumption dblerapara
Systems cites Second Circuit case law in support of this propositM@. Corp. v. Taiwan730
F.2d 61, 63 (2d. Cir. 1984) (holding th&hé loss of trade secrets cannot be measured in money
damages” because “[ahdesecret once lost is . . . lost forevgr

The Court must first note that prior decisions from this district have held thaguall f
Dataphasdactors “must be weighed be®deciding whether to issue a preliminary injunction,
regardless of the subject matter of the underlying laws8péars 929 F. Supp. 2d at 871
(making no presumptions of irreparable harm as to Arkansas Trade Secrafigifs). In
addition, the SeconcCircuit has held that such a presumption of irreparable harm is not
automatic and may be unwarranted ‘f@te a misappropriator seeks only to use those seerets
without further dissemination or irreparable impairment of valirepursuit of profit. Faiveley
Transp. Malmo AB v. Wabtec Corp59 F.3d 110, 118 (2d Cir. 2009). TRaiveley court
reasoned that a presumption is not warranted in such cases “because an awarges daima
often provide a complete remedy for such an injuiy.”118-19.

In thepresent case, the Court finds that a presumption of irreparable harm is unwarranted.
Even considering Second Circuit precedent, Systems has failed to show ithas ey danger
that Defendants will disseminate its trade secrets to others oDéfi@ncants havedisclosed

Systems’ trade secrets to third parties. The record is also sparse vatd tegwhether
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Defendants’ misappropriation has caused or threatened to cause any irrejpgpabi@ent to
the value of Systems’ trade secrets. The currerdrdemeflects that Defendants have only
solicited Nucor for its business, and Nucor was already in possession ofstasdeae of
Systems’ trade secrets, such as design drawings. Without evidence that abisfend
disseminated, disclosed or otherwise irreparably diminished Systeme’ semrets, the Court
cannotpresume that Systems has been irreparably harmed. Asitredeycourt noted, the only
injury a plaintiff may suffer in such situations “is loss of sales to a congpgtroduct . . .
[which] should be fully compensable by money damages.at 119 (quotingseritrex Corp. v.
Dermarite Indus., LLC910 F.Supp. 955, 966 (S.D.N.Y.1906)

Next, Systems argues that it has suffered irreparable harm as a resuttesefendant
Henryaddressetb Gary McQuillis, a technical manager of Nuaayncerning this actionin the
letter, which is datedSeptember 25, 261 Henry wrote that ifSystemsis successful inthe
instant lawsuit, it will “be able to extend [its] monopoly and high pricing onagpcooling
furnace equipment for the next decade.” Plaintiffs Ex. No. The letter also states that
“Nucor has suffered undeSystemg monopoly for almost 20 years.ld. Systemsoffered
testimony to establish that Nucor is its largest, most ilmpbtustomer Systemsalsoprovided
testimony from Chuck Hays, CEO of the Systems Group, sthtedthat if Nucor chose to
believe the information contained withime letter Systemsould go out of business.

Although the letter is addressed to McQaillihere is conflicting evidence in the record
regardingwhether McQuillisactually receivedt. Dick Arthur, Systems’expert on low pressure
spray cooling equipmentestified that it appeared the lettead been serib McQuillis. Arthur
later testifiél on crossexamination that he had no actual knowledge of whether the letter was

sent. Defendantscounterthat there is no evidence in the record to establish thdéttiee was
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sent toor seen byMcQuillis. As a result, Defendants argue that Systems cannot prove a threat of
irreparable harmHowever, it is undisputethat the letter wasentto the personal email address
of another Nucomanager, Charles Clark

“Harm to reputation and goodwill is difficulif not impossible, to quantify in terms of
dollars” Med. Shoppe Int'l, Inc. v. S.B.S. Pill Dr., In836 F.3d 801, 805 (8th Cir. 2003)s a
result, the Eighth Circuihas establishethat “[I] oss of intangible assets such as reputation and
goodwill can constitute irreparable injury.td. (citing United Healthcare Ins. Co. v.
AdvancePCS316 F.3d 737, 741 (8th Ci2002)) see alsdNVave Form Sys., Inc. v. AMS Sales
Corp., 73 F. Supp. 3d 1052, 1058 (D. Minn. 20{%)arm to reputationrad goodwill . .. can
form sufficient irreparable harm grant a preliminary injunction.”).

The Courtfinds thatSystems hademonstratethat it is threatened with irreparatiiarm
becaus®f the letter Despite the conflicting evidence presented by the padgerdingwhether
the letter wasctuallysent to McQuillis as intended, it is undisputed that the letter was emailed
to one of McQuillis’ colleagues at NucoAlthough McQuillis may not have received the letter,
the fact that Defendantsdisparaging ledr wasreceived by aemployee of Nucor could cause
irreparableharm to Systems’ reputation and goodwill by damaging a longstanding business
relationshipwith Nucor and affecting future dealings between the companies. In light of the
foregoing, the Courtinds that Systems hawfficiently established a threat of irreparable harm.
Therefore, this factor weighs in favor of an injunction.

C. Balance ofEquities

The Court must next balance the potential for harm to the moving party against any

potential harmd the nonmoving party in the event an injunction issustaphase 640 F.2d at

114. Systemsclaimsthatif the Court does not issue an injunctignstands to lose customers
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and customer goodwill that #pent yeargultivating On the other hand)efendants take the
position that if Systems’ request for an injunction is granted, they will be put busifess.

The Court agrees that, absent an injunction, Systems could potentially lose csistomer
Defendants are able to develop a competing lowsore, spragooling system usin@ystems’
trade secrets. Conversely, the Court agtkat granting an injunctiowill have animpact on
Defendants’ businegsit is enjoined from developing and supplying competing products to the
steel industryHowever, therecord demonstrates that Defendants are engaged in business other
than developing and supplying lowressure, spy-cooling equipment. For instance,
Defendants have conducted studies and recommendddicationsto existing furnace roofs at
Nucor facilities Accordingly, theCourt findsthat thebalance okquitiesdoes not clearly favor
either party.

D. Public Interest

The final Dataphase factor that the Court must consider its analysisis whether the
issuance of an injunction is in the public intere§ataphase 640 F.2d at 114.Defendants
assert that issuance of an injunction would be against the public interest becauge linit
Defendants’ ability to use publicly available patents to develop a comgetdgct. The Court
finds Defendants’ argument unavailing considering Bydtems has established a substantial
likelihood of success on the merits with regard to Defersdantsappropriation of its design
drawingsand internal estimate worksheetB addition,Defendantdhave failedto demonstrate
thatthe information needed to desigirtompeting low pressure spragoling system is readily
ascertainablérom publicly available patentsThe Court thusoncludes that the public interest
in preservingair competition angbrotectingtrade secrets weighs in favor of granting injunctive

relief.
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In conclusion, the Court finds that a balance of the factors weighs in favor oingranti
Systems’ request for a preliminary injunctiomhe Court, thus, concludes that Systems should
be granted temporary injunctive relief.

E. Scope of the Injunction

Because the Court has found that the balance of factors weighs in favor of granting an
injunction, the Court must next consider the appropriate scope of the injunction. “Thierdeci
to issue an injunction, and the injunction’s scope, are committed t&dlet's discretiori.
Mooney v. Allianz Life Ins. Co. of N. AiiNo. CIV. 06545, 2011 WL 1792966, at *4 (D. Minn.
May 11, 2011) (citingrhompson v. Edward D. Jones & C892 F.2d 187, 189 (8th Cit993).
However, the Court’s discretion to fashionuinctive relief is not unlimited CocaCola Co. v.
Purdy, 382 F.3d 774, 790 (8th Cir. 2004). The Eighth Circuit has cautionedisitrattccourts
should tailor injunctions to remedy the harm suffer&eeE.E.O.C. v. HBE Corp.135 F.3d
543, 557 (8th Cir. 1998) Provisions of an injunction may be set aside if they are broader than
necessary to remedy the underlying wrdng.

In its Amended Motion for Preliminary Injunction, Systems requests th&dhg enjoin
Defendants, as well as anyone actingoncert with Defendants, from further misappropriation,
disclosure, and use of Systems’ trade secrets and confidential iitornoatil a trial on the
merits can be held. In addition, Systems requests that the Court enjoin Deferslareh,as
anyoneacting in concert with Defendants, from directly or indirectly designing or suqgplgw
pressure, spragooling equipment for the steel industoy a three year periodSystems further
requests that the Court order Defendants to sign affidavits oegtifiyeir compliance with the

specific terms of the Court’s order.
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As noted previously, Systems has demonstrated a substantial likelihood of success on the
merits in proving that its design drawings and internal estimate worksteessitutetrade
secrets andhat theywere misappropriated by Defendants through the use of electronic storage
devices. Accordingly, the Court finds that is appropriate to enjoiDefendants from further
misappropriating, disclosing or using Systems’ design drawings and inéstimhtewvorksheets
until a trial on the merits can be helduntil the Court decides otherwise.

Systems alseequess that the Courénjoin Defendants and anyone acting in concert with
themfrom designing or supplying lowressure, spyacooling equipment for the steel industry
for three years.The Court finds this request overbroatihe Court first notes that Systems has
failed to sufficiently explain why the duration of the proposed injunction should extend for a
period of three years. In addition, the Court recognizes that Defendants haveta utie
their own knowledge and experienaklow pressure, spragooling equipment and technology
to develop a competing product for the steel industry. This recognition is furtéegtbgned in
light of the employment agreement entered into by Systems and Defendantsahig Campbell
which included a two year nesompete provisiothathas since expiredAs a result, the Court
finds it appropriate to issue a more limited injunctiamedy by enjoiningoefendants from
usingthose itemdound to be trade secrets in this Memorandum Opinion to design and supply
low pressure, spragooling equipment for the steel industry until a trial can be held on the merits
or until the Court decides otherwise.

Lastly, the Court finds Systems’ request that the Court direct Defendantsnto sig
affidavits certifying their compliance with the Court’s order to be unwiéech The Court, thus,

finds that Systems’ request should be denied.
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F. Security Bond

Finally, the Court must consider the amount of secuhiit Systems is required to post
prior tothe issuance of the injunctiorederal Rulef Civil Procedures5(c) provides that “[t]he
Court may issue a preliminary injunction . . . only if the movant gives security in an arhaunt t
the court considers proper to pay the costs and damages sustained by any party fouad to hav
been wrongfully enjoined or restrained.” The purpose of Rule 65(c) is “to enalsieaaned or
enjoined party to secure indemnification for any costs, usually not includinget®fees, and
any damages that are sustained during the period in which a wrongfully issuetlleaqrdar
remainsin effect.” 11A Charles Alan Wright, Arthur R. Miller & Edward H. Coopé&ederal
Practice & ProcedureCivil § 2954 (3d ed. 2002The amount of the bond . . . is plainly in the
discretion of the district court.Curtis 1000, Inc. v. Youngblad&78 F.Supp. 1224, 1279 (N.D.
lowa 1995) (citingRathmann Grp. v. TanenbauB89 F.2d 787, 789 (8th Cir. 1989)).

Although Systems has demonstrated a likelihood of success on the merits agto$ st
the litigation the Court concludes that Defemds will face financialdamage if it is later
determined that they were wrongly enjoinasl a result of the preliminary injunction.As a
result, the Court believes that requiring a security bond in some amowuatremted Taking
into account the express language provided in Rule 6{&)evidence presented thus, e
amount of damages souglatnd the purpose of the bond requirement, the Court finds that a
security bond in the amount of $5,000,000 is appropriate.

V. CONCLUSION

In light of the above findings, the Court finds that a preliminary injunction should be

issued. Accordingly, the Court finds thaBystems’AmendedMotion for Preliminary Injunction

(ECF No.61) should be and herelare GRANTED IN PART and DENIED IN PART . The
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Court further finds that Systems’ Motion for Preliminary Injunction (ECF No. A@lsl be and
hereby iDENIED AS MOOT . An order of even date consistent with this Opinion shall issue.
IT 1S SO ORDERED, this Ith dayof May, 2017.
[s/ Susar®. Hickey

Susan O. Hickey
United States District Judge
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