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2t al v. Dish Network Corporation et al Do

UNITED STATES DISTRICT COURT
CENTRAL DISTRICT OF CALIFORNIA

NBC STUDIOS, LLC; UNIVERSAL CASE NO. CV 12-4536 DMGFFMX)
NETWORK TELEVISION, LLC,

OPEN 4 BUSINESS PRODUCTIONS E?R@PQSED] PROTECTIVE
ttg and NBCUNNERSAL MEDIA, RDER
’ o NOTE CHANGES MADE BY THE
Plaintiffs, COURT

V.

DISH NETWORK CORPORATION;
DISH NETWORK L.L.C.,

Defendants.

WHEREAS, the Court has reviewed {barties’ Stipulated Protective Order
dated July 25, 2012, and GOQIAUSE appearing therefor,

ITISHEREBY ORDERED THAT:

1. Asused in this Order, “Litigation Material(s)” includes: (a)
documents, exhibits, answers to inbgatories, responses to requests for
admissions, deposition testimony and traqg@ns (including exhibits), and all
written, recorded, graphic or electronigastored matters (and all identical and
non-identical copies thereof); (b) any copiestes, abstracts summaries of such
information, and the information itself; afc) any pleading, affidavit, declaration,
brief, motion, transcript, including exhtbito any of these, or other writing
containing such information.
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2. Litigation Materials containing pprietary information, including
pricing, rates, customers/subscrib@@npany security matters, customer lists,
financial data and ber non-public commercial, finaiad, research or technical
information, may be degnated “Confidential” by @y producing party or non-
party. Litigation Materials containing trade secrets, special formulas, proprietary
software and/or computer programs, cur@niuture marketing plans, current or
future business plans or strategies, curoerfititure plans for products or services,

customer and subscriber data and infation, agreements with third parties,

© 00 N OO O A WO DN PP

information regarding current or futurediess or financial transactions, internal
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financial reports or plans, current or future pricing, rates or planning informatign,
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financial data, production th internal notes, memorandags or other data, and
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other highly sensitive non-public commercial, financial, research or technical
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information that the producing party won-party believes, igood faith, should be
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afforded the highest level of confidentiality by the Cooray be designated

=
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“Highly Confidential” by any poducing party or non-party.
3 AL itiati : :

=
(@]

N D N N N DN P P
o A W N P O © 00 N

N
(o))

other-litigation-orproceeding—ln-additio(F-FM) Litigation Mateials designated

“Confidential” or “Highly Confidential,” and the contentlereof, shall not be
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s.“f;m[‘f*' 28| disclosed other than as provided by the terms of this Order.
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4. Any Litigation Materials thathe producing party or non-parny
anyone else (FFM) has properly made available tetheneral public prior to their
production in this litigation or during the course of this litigation shall not be
designated “Confidential” diHighly Confidential.”

5. Nothing in this Order affects theght of the party or non-party that
produced Litigation Materials to use or disclose any Litigation Materials, or the
contents thereof, in any way.

6. (a) (i) Any party or non-party magesignate Litigation Materials, or
portions thereof, which are considehfidential or highly confidential by
marking them “Confidential” or “Highly @nfidential.” In order to provide the
parties adequate opportunttydesignate Litigation Matmls as “Confidential” or
“Highly Confidential,” all Litigation Mateals produced in this case shall be
deemed “Highly Confidential,” whether aot stamped with that legend, for a
period of fifteen (15) business day#idaving production, unless the Litigation
Materials are within the scope paragraph 4 of this Order.

(i)  The failure to designate Litigatm Materials as “Confidential” or
“Highly Confidential” within that fifteen15) business day period shall not waive
party’s or non-party’s righto later designate sudlitigation Materials as
“Confidential” or “Highly Confidential” with prospetive effect. If Litigation
Materials claimed to be “Confidentiatir “Highly Confidential” are produced
without that designation, such Litigatiddaterials and all copies thereof shall
within five (5) days of any written noticeqeesting their return, be returned to thg
designating person for suchsignation, destroyed, astamped “Confidential” or
“Highly Confidential,” as requested byeliesignating person. The receiving pal
may challenge the designation of the docuti@s provided in this Order, but the
inadvertent production of Litigation Merials (including, without limitation,
testimony) claimed to be “Confidentiatt “Highly Confidential” without the
designation shall not constitudewvaiver of confidentiality.
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(b) For deposition testimony, counsahy invoke the protections
of this Order by stating on the record during the deposition that testimony give
the deposition is designated “Confidaditior “Highly Confidential,” or by
designating the deposition transcript or portions thereof as “Confidential” or
“Highly Confidential” within fifteen (15) business days after that counsel has
received the final deposition transcripim opposing counsel. All information
disclosed during a deposition shall eethed “Highly Confidential” until the
expiration of such fifteen (15) businesyqeeriod as to counsel for all parties,
whether or not any portion of the transcitis been so designated previously an
thereafter shall remain “Contuatial” or “Highly Confidental,” as applicable, if so
designated. No person shall be présduring any portion of any deposition
designated at the deposition as “Confiddhba “Highly Confidential” or any
portion of any deposition wherein “Coaéntial” or “Highly Confidential”
Litigation Materials are discked, unless that person isauthorized recipient of
Litigation Materials containing suatonfidential or highly confidential
information under the terms of this Order.

7.  The party or non-party designagi any Litigation Materials as
Confidential” or “Highly Confidential” shiy in the first instance, determine in
good faith whether it constitutes “Condidtial” or “Highly Confidential”

information covered by thi®rder. Another party magbject in good faith to such

“Confidential” or “Highly Confidential” designation. The objecting party and the

other person(s) involved shall follow theopisions of Local Rule 37-1, et seq. of
the Central District of California in (&eir attempt to informally resolve their
designation dispute and (b) any motion picacbefore this Court should such
dispute not be resolved informally.ng Litigation Materials, the designation of
which are subject to such dispute, lsba treated as designated pending further

order of the Court. The p®on asserting the confideriiig of any such Litigation
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Materials shall bear the burden of e$itdbng that the Litigation Materials are
entitled to be classified as designated.

8. If any Litigation Materials desiged “Confidential” or “Highly
Confidential” pursuant to this Order areedsduring the course of a deposition, th
portion of the deposition record reftagy such “Confidential” or “Highly
Confidential” information shall be dgnated as “Confidential” or “Highly
Confidential,” and access thereto shallibgted pursuant to the terms of this
Order.

9. Litigation Materials designated or tredtas “Confidential,” copies or
extracts therefrom and the information conéai therein, may bdisclosed, given,
shown, made available, or communichte only the following (and then only for
purposes of the prosecution, defes appeal of this litigation):

a. employees of the parties provideatithey are deposition or trial
witnesses or are otherwise aeli involved in the prosecution,
defense or appeal of this litigati and have executed the attached
Schedule A;

b. outside counsel retained by thetpes to assist in the prosecution,
defense or appeal of this litigan, including employees of such
counsel’s firms, and any companiasjependent contractors or other,
litigation support service personneittivwhom such counsel works in
connection with this litigation;

C. in-house counsel for the parties (ahdir paralegal, clerical and/or
secretarial assistants) who are agihinvolved in the prosecution,
defense or appeal of this litigation;

d.  consultants and/or experts retained by counsel or a party in conne
with this litigation to whom its necessary that “Confidential”
Litigation Materials be shown for ¢hsole purpose of assisting in, or
consulting with respect to, ithlitigation, and only upon their

)
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10.

agreement to be bound by this Protective Order evidenced by
execution of the attached Schedule A,

any person expressly identifigdany “Confidential” Litigation
Materials as an author, a re@pt, or having knowledge of the
“Confidential” Litigation Materia$, and any person for whom a
reasonable foundation may be laid that he or she is an author, a
recipient, or has knowledge of théonfidential” Litigation Materials;
any person employed by the partattproduced the “Confidential”
Litigation Materials;

the Court in this litigation, and any members of its staff to whom it
necessary to disclose Confidentigtigation Materials for the purpose
of assisting the Court in this litigation.

stenographers, videognaers and court reporters recording or
transcribing testimony relatirtg this litigation and who have
executed the attached Schedule A;

other persons only upon writtenrisent of the producing person
(which agreement may be recorded deposition or other transcript)
or upon order of the Court aftaffording the producing person due
notice and an opportunity to be heard.

Litigation Materials designated tneated as “Highly Confidential,”

copies or extracts therefroamd the information contained therein, shall be treat

as “Attorneys’ Eyes Only” and may be dissdal, given, showmade available, or

communicated to only the following (and then only for purposes of the

prosecution, defense or agg of this litigation):

a.

outside counsel retained by thetpes to assist in the prosecution,
defense or appeal of this litigan, including employees of such

counsel’s firms, and any companiasjependent contractors or other,
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litigation support service personneittivwhom such counsel works in
connection with this litigation;

up to four (4) in house counseho are actively involved in the
prosecution, defense or appeal o$tlitigation and have executed the
attached Schedule A, but who are not involved in any business
negotiations regarding programmiraitiliation, content licensing or
retransmission agreements;

consultants and/or experts retained by counsel or a party in conne
with this litigation to whom it isvecessary that “Highly Confidential”
Litigation materials be shown fordtsole purpose of assisting in, or
consulting with respect to, ithlitigation, and only upon their
agreement to be bound by this Protective Order evidenced by
execution of the attached Schedule A,

any person expressly identifiadany “Highly Confidential”

Litigation Materials as an authoryecipient, or having knowledge of
the “Highly Confidential” Litigaton Materials, andny person for
whom a reasonable foundation may be that he or she is an author
a recipient, or has knowledge ogtlHighly Confidential” Litigation
Materials;

any person employed by the pattat produced the “Highly
Confidential” Litigation Materials;

the Court, and any members ofstaff to whom it is necessary to
disclose “Highly Confidential” Litigtion Materials for the purpose of
assisting the Court in this litigation;

stenographers, videognaers and court reporters recording or
transcribing testimony relating toigHitigation who have executed th¢
attached Schedule A;
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h. other persons only upon writtenrtsent of the producing person
(which agreement may be recorded deposition or other transcript)
or upon order of the Court aftaffording the producing person due

notice and an opportunity to be heard.

11. Source Code. Each party may d@site documents, information, or
things as “Highly Confidential Sourc@ode Information,ivhich means Source
Code, as that term is defoh®@elow, which is to be pretted in the same manner g
what is set forth in this Order, subjeotadditional protections provided below.

A.  Source Code means human-raalé programming language
text that defines software, firmware,&ectronic hardware descriptions and/or
instructions (hereinafter referred to as “Source Code”). Source Code includes
without limitation, computer code, spts, assembly, object code, Source Code
listings and descriptions of Source Codeject code listings and descriptions of
object code, formulas, engineering speaeifions, or schematics that define or
otherwise describe in detail the algorithansstructure of software. Source Code
documents at least include (1) printed doeuts that contain or refer to selected
Source Code, components (“printed SouwCoele”); (2) electronic communications
and descriptive documents, such as#sndesign documents and programming
examples, which contain or refer toessted Source Code components (“describg
Source Code”); (3) electronic Source Codeuwtoents that reside in a Source Coc
repository from which softwarand related data files mée compiled, assembled
linked, executed, debugged and/or tested |ff&e® Code files”); and (4) transcripts
reports, video, audio, or other methat include, quotesite, describe, or
otherwise refer to Source Code, Source Code files, and/or the development th
Source Code files include, but are hotited to documents containing Source
Code in “C”, “C++”, Java, Java spting languages,ssembler languages,
command languages and sheligaages. Source Cod&e$ may further include

“header files,” “make” files, project filedink files, and other human-readable tex

8
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files used in the generation, compilatitranslation, and/or building of executablg
software, including software intended fxecution by an interpreter. The

definitions of “Source Code,” “printe8ource Code,” “desibed Source Code”
and “Source Code files” dmot include documents or information that merely
describe the functionality of a deviaervice or feature (e.g., the Hopper,
PrimeTime Anytime, Auto Hop or Sling Agter). However, these definitions arg
meant to include documents or infation that reveal how Source Code
effectuates or accomplishes the functiggaf a device, service, or feature.

B. Documents and things producedring the course of this
litigation designated as “Highly Confidenti&ource Code Information” shall be
protected in accordance withe “Highly Confidential” designation provided in
this Order, and are also subject to tbhdiaonal protections in this paragraph 11.
Nothing in this Order shall obligate therpas to produce any Source Code nor a
as an admission that any particulource Code is discoverable.

C. The producing party may redaaty Source Code that may be
contained in a document with a mix ohet information and may then produce th
redacted document in the same maraseany other document covered by this
Protective Order.

D. The producing party shall prode Source Code files by making
them available electroniltg on a stand-alone, non-netvked computer without
Internet access provided by the produgeagty (“the Source Code Computer”).
The Source Code Computer provided by the producing party shall run a reasag
current version of a mutually agreed npuperating system such as Apple OS X,
Microsoft Windows or Linux. Source Codiees must be produced as they are
stored in the ordinary course of busiae The Source Code Computer shall be
produced, stored, and seatdiia the Los Angeles officex the producing party’s
outside counsel or such other appropriately secure facilisyragtually agreed
upon by the parties (termecdh# designated facility”).

9
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E. Such materials shall be maaeailable for inspection only by
the following persons to whoutisclosure is authorized pursuant to this Protectiv
Order:

I Approved experts and consuita for the receiving party
who have executed tlatached Schedule A;

. Approved outside counselrfthe receiving party who
have executed the attached Schedule A;

The names and curriculum vitae alyaexperts, consultants and outside
counsel for the receiving party whonetreceiving party seeks to designate to
inspect source code must be provided to the producing party at least four busi
days prior to the time of inspection bycbundividual (for expedited discovery,
this shall be two business days). Tmeducing party shall have three business

days to object to inspection of sour@@le by a particular individual (for expediteq

discovery, this shall be one business da&ich objection must be for good cause

stating with particularity the reasons tbe objection, and must be in writing.
Failure to object within three business dafall constitute appwal (for expedited
discovery, this shall be one business ddf/}he parties are unable to resolve
objections, application may be made to @wurt to resolve thematter. No more
than a total of 10 individuals identified ltlye receiving party shall have access tdg
the Source Code Computer.

F.  Source Code shall be made available for inspection and, if
necessary, production with thdléwing additional protections:

I. The producing party shall prade Source Code files as
they are stored in the ordinary course of business and shall deliver one copy ¢
Source Code files to the designatecilfey for review on the Source Code
Computer. For sake of clarity, theopucing party may provide the Source Code

files in read-only form. To the exteatparty considers production of specifically
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identified Source Code files in executaflem necessary, thearties shall meet
and confer.

. The Source Code Computeradbe made available from
9 a.m. to 6 p.m. local tiey Monday through Friday (ekling federal holidays) on
the business days for which a reasonaddigiest for inspection has been made.
The receiving party must provide at lease week’s notice (two business days fg
expedited discovery) to the producing party prior to reviewing the Source Cod
Computer for the first time and one bless day’s notice before reviewing the
Source Code Computer on any homsecutive business day thereatfter.

lii.  Proper identification of all@proved individuals shall be
provided prior to any access to the segomn at the designated facility or the
Source Code Computer. Proper identtfima requires showing, at a minimum, a
photo identification card sanctioned by t@/ernment of any State of the United
States, by the government of the Unitedt&t, or by the nation state of the
authorized person’s current citizenship.

iv.  The producing party shall install tools that are sufficien
for viewing and searching the code pmodd, on the platform produced, if such
tools exist and are presentlged in the ordinary course of the producing party’s
business. The receiving party may requiest commercially available software
tools for viewing and searching SourCede be installed on the Source Code
Computer, provided, however, that swather software tools are reasonably
necessary for the receiving party tofpem its review of the Source Code

consistent with all of the protectionsram. Specific tools may include, but are

not limited to multi-file text search toossich as “grep”, dtSearch, Understand for

Java, Understand for C, Visual SliEklit, Source-Navigator, PowerGrep and

ExamDiffPro or similar programs. Wheegecutable Source Code is installed on

the Source Code Computer, the receivingypshall be entitledo install and use

appropriate compilers, debuggeansd text editors so long as the receiving party
11
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agrees that no edits may be perforrmnadhe Highly Confidential Source Code
Information. The receiving party mustoprde the producing party with the CD of
DVD containing such licensed software topls least ten (10) days in advance o
the date upon which the receiving partyghes to have the additional software
tools available for use on the Sourcedé Computer (four business days for
expedited discovery).

V. The producing party shall makeailable a laser printer
with commercially reasonable printing speddr on-site printing during inspectior
of the Source Code. Saar Code may only be primten watermarked pre-Bates
numbered paper, which dhie provided by the produgy party. Upon printing
any such portions of Source Code, thated pages shall be collected by the
producing party. The producing partyafiiBates number andbel with “Highly
Confidential Source Code Informatioahy pages printed by the receiving party
and deliver them to the receiving partyotject within three business days of the
receipt.

vi.  The receiving party may print portions of the Source

Code only when reasonably necessary togmepourt filings or pleadings or other

papers (including a testifying expert’s expert report or for use as deposition
exhibits). The receiving party shall mmint Source Code in order to review
blocks of Source Code elsewhere in thistfinstance, i.e., an alternative to
reviewing that Source Code electronicailly the Source Code Computers. Printe
portions that exceed 50 corious pages or 10% or more of a specific software
release (operating systems and applicajishall be presumed excessive and not
done for a permitted purpose. If, afteretirg and conferring, the producing part)
and the receiving party cannot resolve tbjection, the producing party shall be
entitled to seek a resolution from the Cafrivhether the printed Source Code in
guestion is narrowly tailored and was peith for a permitted ppose. The burden
shall be on the receiving party to demonstrate that such printed portions are n
12
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more than is reasonably necessary fpeanitted purpose ambt merely printed
for the purposes of revieand analysis elsewhere.

vii.  The printed pages shall constitute part of the Source
Code produced by the producing party iis @hction. Only those consultants,

experts and outside attorneys who havenbepproved to inspect source code, an

who have executed the attacl®chedule A, may v& access to the printed pages.

Each consultant, expert, or outside attorney will record on a log every page of
Source Code that has been printed (“pigis’). Print logs should be secured in §
locked and secure roowhen not in use.

viii. Any external storage media containing Source Code sl
be disconnected from and/or removed fritgrSource Code Computer and stored
in a locked room, safe or storage cabinwbken it is not actually being accessed.

iXx.  The Source Code Computand the safe or storage
cabinet must be kept in a locked a®ture room (the “Source Code Review
Room”).

X. No recordable media or recable devices, including
without limitation sound recorders, mputers, cellular telephones, PDAs,
peripheral equipment, canaer, CDs, DVDs, or drives of any kind, shall be
permitted into the Source Code ReviBwom. The receiving party’s outside
counsel and/or experts shize entitled to take noteslating to the Source Code
but may not copy the Source Code inte tfotes and may not take such notes
electronically on the Source Code Computieelf or any other computer. No
copies of all or any portion of the SeerCode may leave the room in which the
Source Code is inspected except as otlserprovided herein. Further, no other
written or electronic record of the ScerCode is permitted except as otherwise
provided herein. A phornghall be made availabdin the secure room.

xi.  The producing party may monitor the activities of the
receiving party’s representatives duremgy Source Code review, but only to

13
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ensure that no unauthorized electromicards of the Source Code and that no
information concerning the Source Code heing created or transmitted in any
way. Such monitor shall not remaintie Source Code Rew Room and shall
not be able to listen to any activity takipface in the Sourc8ode Review Room.
No video may be made of any activigking place in the Source Code Review
Room, nor shall the monitor be permittedeport on any activities therein other
than as may relate to the above-refeeed purpose of the monitoring.

xii.  Unless otherwise agreed in advance by the parties in
writing, at the conclusion of each daySdurce Code inspection, the receiving
party shall remove all notes, documemd all other materials from the room that
may contain work product and/or attorrdient privileged information. The
producing party shall not be responsitdeany items left in the room following
any inspection session, nor shall the presence of such materials bar the prody
party from entering or using the inspection room.

xiii. Except as specifically permittexa this Paragraph 11, the
receiving party will not copy, remove, otherwise transfer any Source Code fror
the Source Code Computer includingtheut limitation, copying, removing, or
transferring the Source Code onto any rdable media or recordable device. Th
receiving party will not transmit any Saer Code in any way from the producing
party’s facilities or the offices afs outside counsel of record.

xiv. The Source Code Compuimnd/or external storage
media used to store the Source Code simpassword protected and, at the optic
of the producing party, further protectesing PGP or congrable encryption.

xv. No electronic copies of Sioce Code shall be made
(including by way of examplonly, the receiving party may not scan the Source
Code to a PDF or photogtaphe code), other than \atile copies necessarily
made in the course of loading, assmg, compiling, modeling and/or executing
the Source Code or running data proaggslystems that use or incorporate the
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Source Code on the Source Code Computaages or copies of Source Code
shall not be included in correspondebetween the parties (references to
production numbers shall be used insteadyl shall be omitted from pleadings ar
other papers whenever possible. If a party reasonably believes that it needs t
submit a portion of the Source Code as pé# filing with the Court, the parties
shall meet and confer as to howntake such a filing while protecting the
confidentiality of the Highly Confidentigbource Code and such filing will not be
made absent agreement from the prauyiparty that the confidentiality
protections will be adequate.

xvi. The receiving party’s outside counsel of record may
make no more than five (5) additionalpes copies of any portions of the Source
Code received from a producing party, maluding copies attached to court
filings or used at depositions, and shaliman a log of all paper copies of the
Source Code received from a producing party that are delivered by the receivi
party to any approved individual. The Isigall include the names of the reviewer
and/or recipients of paper copies and lmoet where the paper copies are stored
Upon reasonable notice to the receivingydy the producing party, the receiving
party shall provide a copy ofithlog to the producing party.

xvii. Copies of Source Code thate marked as deposition
exhibits shall not be provided to theurt reporter or attached to deposition
transcripts; rather, the deposition recond identify the exhibit by its production
numbers. All paper copies of SouCede brought to a deposition shall be
securely destroyed in a timely manner following the deposition.

xviii. Any printed pages of Source Code shall be stored in a
locked safe or storage cabiwehen not actually in use.

xix. The receiving party shall maintain a log of all individua
who have accessed the SouBme Computer. The logahbe made available to
the producing party upon reasonable requé&see log shall include the name of

15
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each person who accessed the SoGae Computer. Such log and any
information from it shall be inadmissibie this litigation except in connection
with proceedings before the Court regjag any alleged violations of this
Protective Order.

At the end of this action (includinghg related appeals), any entity receivin
Source Code will certify that: (a) all pted copies of Source Code have been
returned, with the exception of exhibitatiwere attached to filed pleadings or
admitted into evidence; (b) any elextic storage or memory media that may
contain Source Code has been returndly, feformatted, andt destroyed; and
(c) any access logs maintained by couhsek been archived along with counsel
other records from this litigation. Other than set forth in this subparagraph, col
may not maintain a fileapy of Source Code material.

12. Nothing in this Order shalllaw non-testifying experts and
consultants to be deposed or otherwiséheesubject of discovery other than as
provided under the Federfdlles of Civil Procedure.

13. (a) Nothing in this Order shall prevent or otherwise restrict coun
from rendering advice to theilients and, in the course thereof, relying generally
on “Confidential” or “Highly Confidential'Litigation Materials; provided, that in
rendering such advice and otherwise commatimg with such client, counsel sha
not make any disclosure of the spexgubstance of Litigation Materials so
designated except as othergvelowed in this Order.

(b) If, at any time, any Litigatin Materials in the possession,
custody or control of any person otheantthe person who originally produced
such Litigation Materials are subpoenaed or requested by any court, administf
agency, legislative body or other person or entity, the person to whom the
subpoena or request is directed shrathiediately provide written notice to each
person who originally produced suchigiation Materials or designated them
“Confidential” or “Highly Confidential,”and the person to whom the subpoena g
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request is directed shall not takeatverse position to such producing or
designating person(s) who oppose the subp@ request for such Litigation
Materials. Nothing herein shall be construed asrelieving anyone from fully
complying with any legal obligationsimposed by a duly issued subpoena or
other court, administrative, or legidative process. (FFM)

14. Except as agreed to in writing bgunsel of record or as ordered by
the Court, Litigation Matealls designated or treated“&@onfidential” or “Highly
Confidential” shall be submitted andiadged for filing filed (FFM) under seal in
accordance with Local Rule 79-5.

15. Nothing herein shall prevent any of the parties from using
“Confidential” or “Highly Confidential” Litigation Materals in any trial in this
litigation or from seeking further protection with respect to the use of any
“Confidential” or “Highly Confidential” Litigation Materals in any trial in this
litigation. Means to preserve the comidiality of Litigation Materials presented
at any trial of this matter shall bertsidered and implemented prior to the
beginning of such trial. “Confidentieor “Highly Confidential” Litigation
Materials that are not received irgeidence at trial shall retain their
“Confidential” or “Highly Confidertial” status under this Order.

16. The terms of this Order shall apply to all manner and means of
discovery. The provisions of this Order yrtze modified at any time by stipulation
of the parties, approved by order of the Godin addition, a pdy may at any time
apply to the Court for modification of thi@rder. Nothing in this Order shall
constitute (a) any agreemeatproduce in discovergny testimony, document or
other information; (b) a waiver of any rigto object to or seek a further protective
order with respect to any dseery or other matter in thier any other litigation; or
(c) a waiver of any claim or immunity, peation, or privilege with respect to any

testimony, document or information.
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17. Inthe event that Litigation Matials designated or treated as
“Confidential” or “Highly Confidential” are disclosed to someone not authorized
to receive such information under thisd®r, counsel of record for the party
making that disclosure shall, promptlpon learning of such disclosure, give
notice to counsel of record for the desitmg person and to counsel of record for
the producing person (if different)n@ shall describe the circumstances
surrounding the unauthorized disclosure.

18. If any person inadvertently produdesdiscovery any information
subject to attorney-client privilege, wopkoduct doctrine or any other privilege,
protection, or immunity, and the requirem® of Federal Rule of Evidence 502(b)
have been satisfied, the producing parsay (promptly upon learning of such
production) notify the receiving party(ies) of such production and seek the retu
and/or destruction of such informationset forth below. Upon such notification:
the receiving party(ies) shall promptigturn to the produeg person or shall
destroy all such information (includingjttvout limitation, all originals and copies
of any documents containing or comprising such information); the information
(including, without limitation, all original and copies of amjocuments containing
or comprising such information) shall dome to be privileged, protected, and/or
immune; and no use shall be madswéh information (including, without
limitation, all originals and copies of anpcuments containing or comprising sud
information) by the receiving party(ies), nor shall it be disclosed to anyone by {
receiving party(ies). The receiving pdrés) shall promptly provide to the
producing person a written ceitidtion of the complete return or destruction of

such information (including, without lindtion, all originals and copies of any

documents containing or comprising suctormation); provided that, to the extent

any receiving party has incorporated angtsunformation in its own work product,

it may (instead of providing such wopkoduct to the produng person) destroy

such information incorporated in that skk@roduct and promptly certify to such
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destruction. Nothing herein, howeveraBipreclude the receiving party(ies) from
subsequently challenging that such malerare privileged, or that any such
privilege has not been waived.

19. Upon termination of this litigatioand the request of the producing
person, the originals and all copies, Wiegtexact copies or compilations, digests
or non-exact copies in any form, of Litigan Materials shall, within thirty (30)
days, be returned to the person who poedissuch Litigation Materials (with the
resulting shipping expense to be paid by the producing person), or shall be
destroyed (together with a written certifiicen of the complete destruction of the
Litigation Materials), or shall otherwise ldesposed as may lmautually agreeable
among the applicable persons. The obiayato return/destroy Confidential (as
opposed to Highly Confidential) materials Blee limited to reasonable efforts.
Nevertheless, counsel of record may retheir file copies of all court filings,
official transcripts and exhibits, providéhat counsel continues to treat all
Litigation Materials in the manner providien this Order. Notwithstanding the
provisions of this paragraph, inaccessitipies of confidential or proprietary
material, including electronic copies cre@through the routine operation of the
recipient(s)’ standard archival and backarpcedures, do not need to be returned
or destroyed.

20. This Order shall remain in forcea effect until modified, superseded
or terminated by agreement of the partieseto or by order of the Court. The
termination of this action shall not reliethe parties from complying with any
limitations imposed by this Order, and theutt shall retain jurisdiction to enforce
this Order.

21. The entry of this Order does noepent either party from seeking a
further order of this Court pursuant tolR26(c) of the Federal Rules of Civil

Procedure.
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22. The parties hereto agree that thlf act in accordance with the
terms and conditions ofithOrder upon its execution by both parties even thoug
it may not yet have been so-erdd and entered by the Court.

23. This Order shall govern all discayeundertaken in this action.

IT IS SO ORDERED

Dated: July 26, 2012 I$REDERICK F. MUMM
Hon. Frederick F. Mumm
United States Magistrate Judge
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Schedule A

By my signature, | helyy acknowledge that | have read the Stipulated
Protective Order, dated July __, 2012e(tProtective Order”) entered MBC
Sudios, LLC, Universal Network Television LLC, Open 4 Business Productions
LLC, and NBCUniversal Media, LLC v. DISH Network L.L.C. and DISH Network
Corporation, Case No. 12-cv-04536 DMG (FFM>xgending in the United States
District Court for the Central Districtf California and hereby agree to be bound
by the terms thereof. | further agree ttmathe extent thany employees are
provided with “Confidential” and/or “Higiyl Confidential” Litigation Materials, |
will instruct such employees regarding teems of the Protective Order. | further
agree to subject myself to the jurisdictiminthe United States District Court for thy
Central District of California with respetd all matters relating to compliance of

the Protective Order.

Dated:
City and State:

Signature:

1%

Title:
Address:
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