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XR Communications, LLC, dbdivato Technologies, Cisco Systems, Inc., (all t

above collectively the “Parties,” individualy“Party”), by and through their respective

counsel of record, stipulate that the follogiStipulated Protective Order shall apply in
the above-captioned action, subjecapproval and entry by the Court:
1. PURPOSE AND LIMITS OF THIS ORDER

The Parties agree discovery in this action is likely to involve confidential,

he

proprietary, or private information requirisgecial protection from public disclosure and

from use for any purpose other than this &tign. Accordingly, the Parties hereby
stipulate to and petition the Court to enter Siigpulated Protectiv®rder. The Parties

acknowledge that this Order does not cobfanket protections on all disclosures or

responses to discovery, and the protectigivies from public discleure and use extends

only to the specific material entitled to corditial treatment undeéhe applicable legal
principles. The Parties further acknowledbat this Order does not automatically

authorize the filing under seal of matem@signated under th8rder. Instead, the

Parties must comply with L.R. 79-5.1 if thegek to file anything under seal. This Order

does not govern the use at trialnofterial designated under this Order.
2. DESIGNATING PROTECTED MATERIAL

2.1 Over-Designation Prohibited Any party or non-party who designates
information or items for mtection under this Order as “CONFIDENTIAL,” “HIGHLY
CONFIDENTIAL — ATTORNEY EYES ONLY,” or “HIGHLY CONFIDENTIAL —
SOURCE CODE” (a “designator”) must onlysignate specific material that qualifies

under the appropriate standard® the extent practicable, lgrthose parts of document
items, or oral or written communications tihetjuire protection sl be designated.
Designations with a higher confidentialitywtt when a lower level would suffice are
prohibited. Mass, indiscriminate, or rouzad designations are prohibited. Unjustifiec
designations expose the designator to sams, including the Court’s striking all
confidentiality designations made by thasid@ator. Designation under this Order is
allowed only if the designation is necesstarprotect material that, if disclosed to
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persons not authorized to view it, wowlause competitive or other recognized harm.
Material may not be dggnated if it has been made pubbcf designation is otherwise
unnecessary to protect a secrecy interest.désignator learns that information or item
that it designated for protection do not quafir protection at all or do not qualify for
the level of protection initially asserted, tloksignator must prortlg notify all parties
that it is withdrawing the mistaken designation.

2.2 Manner and Timing of DesignationsDesignation under this Order
requires the designator téfia the applicable legenCONFIDENTIAL,” “HIGHLY
CONFIDENTIAL — ATTORNEY EYES ONY,” or “HIGHLY CONFIDENTIAL —
SOURCE CODE”) to each page that contginstected material. For testimony given
deposition or other proceeding, the designalall specify all protected testimony and
the level of protection being assertedmbly make that desigtian during the depositior
or proceeding, or may invoke, on the recordy written notice to all parties on or
before the next business day, a right to have up ttag4 from the deposition or
proceeding to make its designation.

2.2.1A party or non-party that makes original documents or materials

available for inspection need not designdem for protection until after the

inspecting party has identitievhich material it would like copied and produced|

During the inspection and before the desigma all material shall be treated as
HIGHLY CONFIDENTIAL — ATTORNEY EYES ONLY. After the inspecting
party has identified the documents itndscopied and produced, the producing
party must designate the documents, otipos thereof, that qualify for protectiot
under this Order.

2.2.2Parties shall give advance noticeéhéy expect a deposition or other

proceeding to include designated materialhed the other parties can ensure tha

only authorized individuals are presenttaise proceedings when such material|i

disclosed or used. The use of a docunasrdn exhibit at a deposition shall not i
any way affect its designation. Trangtsi containing desigied material shall
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have a legend on the title pageting the presence of signated material, and the

title page shall be followed by a list alf pages (includingjne numbers as

appropriate) that have bedasignated, and the level mfotection being asserted.

The designator shall inform the coweporter of these requirements. Any

transcript that is prepared befdhe expiration of the 21-day period for

designation shall be treated during tpatiod as if it had been designated

HIGHLY CONFIDENTIAL — ATTORNEY EYES ONLY unless otherwise

agreed. After the expiration of the 21-dagriod, the transcript shall be treated

only as actually designated.

2.3 Inadvertent Failures to DesignateAn inadvertent failure to designate do
not, standing alone, waive protection unties Order. Upon timely assertion or
correction of a designation, all recipients mustke reasonable efforts to ensure that t
material is treated acating to this Order.

3. CHALLENGING CONFIDENTI ALITY DESIGNATIONS

All challenges to confidentiality degaations shall proceed under L.R. 37-1
through L.R. 37-4.

4. ACCESS TO DESIGNATED MATERIAL

4.1 Basic Principles A receiving party may usgesignated material only for

this litigation. Designated material may disclosed only to the categories of persons
and under the conditions deibed in this Order.

4.2 Disclosure of CONFIDENTIAL Material Without Further Approval .
Unless otherwise ordered by the Courpermitted in writing by the designator, a
receiving party may disclose any ma¢designated CONFIDENTIAL only to:

4.2.1The receiving party’s outside coungélrecord in this action and
employees of outside counsel of record to whom disclosure is reasonably

necessary,
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4.2.2The officers, directors, and employed#ghe receiving party to whom
disclosure is reasonably necessang ho have signed the Agreement to Be
Bound (Exhibit A);

4.2.3Experts retained by the receiving party’s outside counsel of record to

whom disclosure is reasonably necessangl who have signed the Agreement t
Be Bound (Exhibit A);

4.2.4The Court and its personnel;

4.2.50utside court reporters and themf§t professional jury or trial
consultants, and professidwvandors to whom disclosure is reasonably necess
and who have signed the Agreemb to Be Bound (Exhibit A);

4.2.6During their depositions, witnessestie action to whom disclosure i
reasonably necessary antdawhave signed the Agreement to Be Bound (Exhibi
A); and

4.2.7The author or recipient of a docent containing the material, or a
custodian or other person who othemsvmssessed or knew the information.
4.3 Disclosure of HIGHLY CONFIDENTIAL — ATTORNEY EYES ONLY

and HIGHLY CONFIDENTIAL — SOURCE CODE Material Without Further
Approval. Unless permitted in writing by the desi¢mra a receiving party may disclose
material designated HIGHLY CONFIDENAL — ATTORNEY EYES ONLY or

HIGHLY CONFIDENTIAL — SOURCE CODEwithout further approval only to:

4.3.1The receiving party’s outside coungélrecord in this action and
employees of outside counsel of rectwdvhom it is reasonably necessary to
disclose the information;

4.3.2The Court and its personnel;

4.3.30utside court reporters and themf§t professional jury or trial
consultants, and professidvandors to whom disclosure is reasonably necessa
and who have signed the AgreermenBe Bound (Exhibit A); and
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4.3.4The author or recipient of a docent containing the material, or a
custodian or other person who othemvgssessed or knew the information.
4.4 Procedures for Approving or (bjecting to Disclosure of HIGHLY
CONFIDENTIAL — ATTORNEY EYES ON LY or HIGHLY CONFIDENTIAL —
SOURCE CODE Material to In-House Counsel or ExpertsUnless agreed to in

writing by the designator:
4.4.1A party seeking to disclose to in-remicounsel any material designa

HIGHLY CONFIDENTIAL — ATTORNEY EYES ONLY must first make a
written request to the designator providing the full name of the in-house coun
the city and state of such counsel'sidence, and such counsel’'s current and
reasonably foreseeable future primanlg fduties and responsibilities in sufficient
detail to determine present or potentiiolvement in any competitive decision-
making. In-house counsel are not authorized to receaterial designated
HIGHLY CONFIDENTIAL — SOURCE CODE.

4.4.2A party seeking to disclose to axpert retained by outside counsel G
record any information or itethat has been designated HIGHLY
CONFIDENTIAL — ATTORNEY EYES ONY or HIGHLY CONFIDENTIAL —
SOURCE CODE must first make a writteequest to the designator that (1)
identifies the general categoriesHiGHLY CONFIDENTIAL — ATTORNEY
EYES ONLY or HIGHLY CONFIDENTIAL— SOURCE CODE information that
the receiving party seeks permission to diselto the expert, (2) sets forth the fu
name of the expert and the city andesi@ithis or her primary residence, (3)
attaches a copy of the expgerturrent resume, (4) idafies the expert’s current
employer(s), (5) identifies each persmrentity from whom the expert has
received compensation or funding for wamkhis or her areas of expertise
(including in connection with litigation) ithe past five years, and (6) identifies
(by name and number of the case, filingedand location ofourt) any litigation

where the expert has offeregslpert testimony, including by declaration, report, ¢

[PROPOSED] STIPULATED 5 CASE NO. 8:17-cv-0596-AG(JGC»
PROTECTIVE ORDER RE: CISCO

ted

sel,

L
\




© 00 N OO O b~ W N PP

N NN NN NNNDNRRRRRRER R PR PR
0 N O O N W NP O O 0 ~N O o b W NP O

testimony at deposition or trial, in the pasge years. If the xpert believes any of

this information at (4) - (6) is subjectéoconfidentiality obligation to a third party

then the expert should provide whatewvdormation the expert believes can be

disclosed without violating any confidiality agreements, and the party seeking

to disclose the information to the experakive available to meet and confer wit

the designator regarding any swadnfidentiality obligations.

-

4.4.3A party that makes a request and provides the information specified in

paragraphs 4.4.1 or 4.4.2 yndisclose the designated nraéto the identified in-

house counsel or expert unless, within seven days of delivering the request, the

party receives a written objection from thesignator providig detailed grounds
for the objection.
4.4.4All challenges to objections frothe designator shall proceed under

L.R. 37-1 through L.R. 37-4.
5. SOURCE CODE

5.1 Designation of Source Coddf production of source code is necessary, a
party may designate it &#HGHLY CONFIDENTIAL — SQURCE CODE ifitis, or
includes, confidential, proprietargr trade secret source code.

5.2 Location and Supervision of InspectionAny HIGHLY CONFIDENTIAL —
SOURCE CODE produced instiovery shall be made alable for inspection, in a

format allowing it to be reasonably reviewanld searched, during normal business hqgurs

or at other mutually agreeable times, ab#fice of the designating party’s counsel or
another mutually agreeable location. Hoerrce code shall be made available for
inspection on a secured stand-alone comthat is, a computer not connected to a
network, the Internet, or any peripheral aeviexcept that the stand-alone computer n
be connected to a printer or printers aodl-display monitors and will have a mouse
connected, all other ports must be disabie@ secured room, and the inspecting party
shall not copy, remove, or otherwise transiny portion of the source code onto any
recordable media or recordalolevice. No recordable medor recording devices of any
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kind, including without limitation camerasellular telephones, G DVDs, and disk

drives, may be permitted into the room @ning the source code computers (other than

the non-networked computer that the producing party will provide for purposes of typing

notes).The producing party may visually rmonthe activities of the inspecting party’s
representatives during angwsce code review, but only emsure that there is no
unauthorized recording, copying, or transmission of the source code.

The receiving party’s outside counsel and/or expert shall be entitled to take n

relating to the source code. Such notes stulbe used as an end-run around the limits

on printing source code set forth in thisd@r. The receiving party’s outside counsel
and/or expert may copy terms used in therse code into the notes only to the extent
reasonably necessary to support or rebut thiensl and defenses of the parties in this
case. The receiving party’s outside coursel/or expert may n@opy complete code
modules or lines of the source code inte tiotes. If the notes contain any source cods
then the notes will be treated and neatlas “HIGHLY CONRDENTIAL — SOURCE
CODE.” Otherwise, such notes shalldmnsidered and marked as “HIGHLY
CONFIDENTIAL — ATTORNEYS’ EYES ONLY."To the extent that the receiving
party’s outside counsel and/or expert requests to take notes electronically, rather tk
handwriting, the producing party shall provide a non-networked laptop computer in
room in which a source code computeloisated, which the receiving party’s outside
counsel and/or expert mayeu type their notes. The laptop will be connected to a
nonnetworked printer and shall include both Notepad++ and sdelete software utiliti¢
The receiving party’s outside counsel and/or expert may print a copy of their notes
end of each day of review only on paper prarked with the appromte confidentiality
designation, which will berovided by the producing party. Such notes shall be
considered the work product of the receg/party; and the produng party shall make
no attempt to retrieve the receiving pastyotes from the non-networked computer. T
receiving party’s expert may scan the print@tes into electronic files so long as the
notes do not contain source code. Such scanning may be performed only on a non
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networked scanner (to Ipeovided by the producing party) connected to the non-
networked laptop computer in the room inig¥ha source code computer is located. S

scanned copy of the notes may be coffiech the non-netwdied laptop onto an

encrypted flash drive (the Producing Parill provide two such flash drives, which may

be reused throughout the actipwhich the reviewer may takeith them at the end of th
day. Any notes generated from the soummgecreview may be shned with outside
counsel and with any outsideperts or consultants who aapproved to view material
designated “HIGHLY CONFIDENTIAL- SOURCE CODE” or “HIGHLY
CONFIDENTIAL — ATTORNEYS’ EYES ONLY”under paragraph 4.3 of this Order.
One paper copy of the reviewer’s notesyrba made for outde counsel, and one
additional paper copy mde made for each authorized side expert or consultant (up
to a maximum of 5 copies total for all exfgeand consultants). No electronic “soft”
copies of the reviewer’s notes may bed@m&xcept as otherwise permitted under this
Order. Notice shall be provided to the PradgdParty when any copy of a reviewer’s
notes is created or transmitted under thisgrazh. Except as permitted above, no cog
of all or any portion of soge code may leave the roomvitmich the source code is
inspected except as otherwise provided inefeurther, no other written or electronic
record of source code is permitted exagpbdtherwise provided herein. Finally, there
shall be no wholesale copying of source code.

5.3 Persons Having Access to Source CodAt least five (5) business days pric
to the date on which first access by a particuldividual is soughto the secured stand-
alone computer (five-day notice period), odéstounsel of record for the inspecting
party shall provide a list of individuals, including attorneys, seeking to access to the
stand-alone computer. The producing partyl $teeve the right to object to such acces
in accordance with this Section 4.4. Durthg pendency of the five-day notice period
no listed individual shall havaccess to the stand-alone computer, unless otherwise

agreed by the parties. If an objectioratty specific listed individual is made, that
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individual shall not have access to thendtalone computer until resolution of such
objection.

5.4 Paper Copies oBource Code ExcerptsExcept as otherwise provided here
no copies of any portion of the source cotkey leave the seculecation in which the
source code is inspected. Further, exesgprovided herein, no written or electronic
record of the source code is permittétbtwithstanding the foregoing, the inspecting
party may request printed copies of sfie@ortions of source code designated as
HIGHLY CONFIDENTIAL - SOURCE CODE.Within two (2) business days of the
printing request, the producing party must eiitieprovide up to three (3) paper copies
of source code designated as HIGHLORFIDENTIAL — SOURCE CODE including

n,

Bates numbers and appropriate confidentialibela when printed, as they appear on any

stand-alone computers, of each requesteddorrelated to thbeginning Bates number
of the corresponding print-out, or, alternatiyehe producing paytmay brand printouts
with the filepath and filename of each files it appears on any stand-alone computer;
(ii) object that a printing request is excessavel/or not done for a permitted purpose.

The producing party must retain copies of aoytions of source code printed. The en
code or an unreasonably large portion of théecmust not be requested. The inspecti
party is not entitled to request copies in ormereview blocks osource code designate
as HIGHLY CONFIDENTIAL — SQRCE CODE elsewhere in the first instance, i.e.,

an alternative to reviewing the materialsctronically on the stand-alone computers

or

[ire

ng

|®N

as

provided by the producing party, as thetjggracknowledge and agree that the purpose of

the protections herein would be frustrabgdprinting portions otode for review and
analysis elsewhere. Printouts of the sourmmedahat exceed 50 continuous pages or 1
or more of a specific softwe release will be presumedcessive unless the inspecting
party provides a compelling justification trstch printed portions are necessary. For
example, if the requested portion of the seutode comprises a complete code modu
that is directly relevant to the operationtloé accused instrumentality, yet that request
portion exceeds the aforementioned plagés, such request may be deemed a
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compelling justification. If the producing parbbjects within two (2) business days of

printing request that the printing request is excessive and/or not done for a permitted

purpose, the producing party and inspectindgypaill meet and confer within two (2)
business days of the producing party’gechbon. If the producing party and the
inspecting party cannot resolve the objectibie, inspecting party may, within two (2)

business days after the meet and conésk she Court’s resolution of whether the

a

request is narrowly tailored for a permiti@arpose. The burden will be on the inspecting

party to demonstrate that such portionsrarenore than is reasonably necessary for a
permitted purpose, and not merely for the pagoof review and analysis in another
location.

5.5 Access RecordThe inspecting party shall maimta record of any individual
who has inspected any portion of tlseisce code in eleanic or paper fornand such
record shall include (i) the name of egdrson who accessed thaurce code; (ii) the
date of access; and (iii) the location of &asceThe inspecting party must produce suc
log to the producing party within one morahfinal disposition of this action or, during
this action, upon seven (7) business daglsaace notice to inspecting party only wher
the producing party has a good faith reasonbases for believing that a violation of
Section 5.4 of this Stipulated Protectived®r has occurred and explains the basis for
such belief in writing at the time of the reguéor the log. The inspecting party shall
maintain all paper copies of any printed pari®f the source code a secured, locked
area at the office of the inspecting party’s algsiounsel of recorith this action. The
inspecting party may not reproduce the pajogries of the souraade, absent written
agreement of the producing party. Thgpeacting party shall not convert any of the
information contained in the par copies into any electronic format other than for the
preparation of a pleading, exhibit, exppeeport, discovery document, deposition
transcript, or other Court document. Anyppacopies used during a deposition shall b
retrieved at the end of eadhy and must not be left wincourt reporter or any other
unauthorized individual.
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5.6 Use of Source Code in DepositioA party that wants to use any printouts o
Source Code designated as HIGHLY RIDENTIAL — SOURCE CODE at a
deposition must notify the prading party in writing at least three (3) calendar days
before the date of the depositiabout the specific pages tharty intends to actually usg
at the deposition by Bates production numiaed the producing party will bring printeg
copies of those portions of the code todleposition. Copies dource code designated
as HIGHLY CONFIDENTIAL — SOURCE CODIhat are marked as deposition exhib
must not be provided to the court reporteattached to deposition transcripts; rather t
deposition record will identify such an ekitiby its production numbers. All printouts ¢
source code designated as HIGHLY CRINENTIAL — SOURCE CODE brought to a
deposition must be collected by the produ@agy at the conclusion of the deposition
In addition (or as an alternative to thews printouts at a deposition), the producing
party shall, on request, make a copy ofgbarce code available on a single stand-alo
computer (but otherwise in the same formatvhich the sourceadle is available under
Section 5.2 above) during depositions of wigses who would othgise be permitted
access to such source code. The requestityg $iaall make such geiests at least sever
(7) calendar days before the depositidine producing party shall make reasonable
efforts to comply with such a request maetes than seven (7) calendar days before a
deposition, provided the requéstmade in good faith anauald not reasonably under th
circumstances have been made sooner.

5.7 Electronic Images and Elettonic Copies of Source Code Except as
provided herein, absenkgress written permission from the producing party, the
inspecting party may not create electramages, or any other images, or make
electronic copies, of the source catsignated as HIGHLY CONFIDENTIAL —
SOURCE CODE from any papeopy of the source coder use in any manner
(including, by way of example only, thesipecting party may not scan source code
designated as HIGHLY CONFIDENTIAL SOURCE CODE to a PDF or photograph
the code). Paper copies of the sowmee designated as HIGHLY CONFIDENTIAL —
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SOURCE CODE also may nbé converted by the inspecting party into an electronic
document, and may not Beanned using optical claater recognition (“OCR”)
technology. The exception to this restrictistior the inspecting party’s expert reports,

including any rebuttal reports, and for filings with the Court (subject to the limitations

below). In order to safeguard the producingyia source code that may be replicated in
an expert report, the parties agree that apyes of such reports that include any portion
of the producing party’s soce code may not be transmittel@ctronically, but must be
served by hand delivery or via FedEx ndaly delivery. If hard copy documents
containing material degnated “HIGHLY CONFIDENTAL - SOURCE CODE” are
transported via FedEx, the documents ningssecured in a document lock-box.
Documents may also be dedined via FedEx next-day delivery on an encrypted USB
drive. For avoidance of doubt, copiessath reports where aspurce code has been
redacted or removed may be transmittestebnically subject, however, to the other
provisions herein. Images or copassource code designated as HIGHLY
CONFIDENTIAL — SOURCE CODE must nbt included in correspondence betwee

the parties (references to gration numbers must be usedtead), and must be omitted

—

from pleadings and other papers whengassible. If the receiving party reasonably
believes that it needs to submit a portodrsource code degnated as HIGHLY
CONFIDENTIAL — SOURCE CODIas part of a filing with ta Court, the parties must
meet and confer as to how to make sadting while protecting the confidentiality of
the source code. If the parties are unableach agreement at the meet and confer apout
how such filing shall be madthe inspecting party agretrsat it must observe the
following minimum protections in making thiging: (i) the inspecting party will rely on
expert declarations or other means to describe the relevant feature or functionality |of the
source code (including by identifying therresponding production number(s) and line
number(s) of the referenced soaiicode), rather than copyipgrtions of the source code
into a filing, to the extent possible; (ii) @ny portion of source code is included in a
filing, the inspecting party will copy the minirtn@amount of source code that is necessary
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for purposes of that filing; (iii) thaling will be made onlyunder seal, and all
confidential information concerning the souomele must be redacted or removed in a
public versions of the filed documentsida(iv) the inspecting party’s communication
and/or disclosure of electronic files ohet materials containingny portion of source
code in connection with a filing must at athies be limited solelfo individuals who are
expressly authorized to view source code utigieiprovisions of this Order, and all suc
individuals must be identified on the log asiesvers and/or recipients of paper copies
accordance with Section 5.4..
6. PROSECUTION BAR

Absent written consent from the designasoy individual who receives access
HIGHLY CONFIDENTIAL — ATTORNEY EYES ONLY or HIGHLY
CONFIDENTIAL — SOURCE CODE inforation shall not be involved in the

prosecution of patents or patent applicatiomscerning the field of the invention of the

patents-in-suit for the receiving party ordsquirer, success@redecessor, or other
affiliate during the pendency of this action and for one year after its conclusion, inc
any appeals. “Prosecution” means drafteagending, advising on the content of, or
otherwise affecting the scope or contenpafent claims or specifications. These
prohibitions shall not preclude counsairir participating in reexamination mter partes
review proceedings to challengedefend the validity ofrey patent, but counsel may n¢

participate in the drafting of amerdielaims in any such proceedings.

7. PROTECTED MATERIAL SUBPOENA ED OR ORDERED PRODUCED IN
OTHER LITIGATION

7.1 Subpoenas and Court OrdersThis Order in no way excuses non-compliar
with a lawful subpoena or court order. Ti@rpose of the duties described in this secti
Is to alert the interested pari® the existence of this Ordend to give the designator &
opportunity to protect its confidentiality imests in the court where the subpoena or

order issued.

[PROPOSED] STIPULATED 13 CASE NO. 8:17-cv-0596-AG(JGCy
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7.2 Notification Requirement If a party is served with a subpoena or a court

order issued in other litigation that compdisclosure of any information or items
designated in this action as CEBMENTIAL, HIGHLY CONFIDENTIAL —
ATTORNEY EYES ONLY, orHIGHLY CONFIDENTIAL — SOURCE CODE, that
party must:
7.2.1Promptly notify the designator in writing. Such notification shall
include a copy of the subpna or court order;
7.2.2Promptly notify in writing the party who caused the subpoena or o

to issue in the other litigation that sommeall of the material covered by the

subpoena or order is subject to this @r&aich notification shall include a copy of

this Order; and
7.2.3Cooperate with all reasonableopedures sought by the designator

whose material may be affected.

7.3  Wait For Resolution of Protective Order.If the designator timely seeks a

protective order, the party served with timdgoena or court order shall not produce any

information designated in this action@®NFIDENTIAL, HIGHLY CONFIDENTIAL —
ATTORNEY EYES ONLY orHIGHLY CONFIDENTIAL — SOURCE CODE before a
determination by the court where the subpoamarder issued, unless the party has
obtained the designator’s permission. Theigleator shall bear the burden and expens
of seeking protection of its congdtial material in that court.

8. UNAUTHORIZED DISCLOSURE OF DESIGNATED MATERIAL

If a receiving party learns that, by inadesce or otherwise, it has disclosed

designated material &y person or in any circumstanoa authorized under this Orde

it must immediately (1) notify in writing the@esignator of the unauthorized disclosures

(2) use its best efforts totrezve all unauthorized copied the designated material, (3)
inform the person or persons to whom uhautzed disclosures we made of all the
terms of this Order, and (4) use reasonafitats to have such pson or persons execut
the Agreement to Be Bound (Exhibit A).

[PROPOSED] STIPULATED 14 CASE NO. 8:17-cv-0596-AG(JGCy
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9. INADVERTENT PRODUCTION OF PRIVILEGED OR OTHERWISE
PROTECTED MATERIA

When a producing party gives notice that aartaadvertently produced material
subject to a claim of privileger other protection, the obligations of the receiving part
are those set forth in Federal Rule of Civil Procedure 26(b)(5)(B). This provision is
intended to modify whatever procedure mayeb&ablished in an e-discovery order tha
provides for production without prior privie review pursuant to Federal Rule of
Evidence 502(d) and (e).

10. FILING UNDER SEAL

Without written permission from the designatw a Court order, a party may not

file in the public record in this action adgsignated material. A party seeking to file
under seal any designatetaterial must comply with R. 79-5.1. Filings may be made
under seal only pursuant to a court order augimay the sealing of the specific material
iIssue. The fact that a docent has been designhated undées @rder is insufficient to
justify filing under seal. Insteagarties must explain the $ia for confidentiality of each
document sought to be filathder seal. Because a partii@tthan the designator will
often be seeking to file degiated material, coopéian between the parties in preparin
and in reducing the number aextent of, requests for undezad filing is essential. If a
receiving party’s request to file designatedenial under seal pursuant to L.R. 79-5.1
denied by the Court, then the receiving pangy file the material in the public record
unless (1) the designator seeks reconsideratithinvfour days of the denial, or (2) as
otherwise instructed by the Court.

11. _FINAL DISPOSITION

Within 60 days after the final disposition thiis action, each party shall return al

designated material to thegiignator or destroy such material, including all copies,
abstracts, compilations, summaries, anda@hwgr format reproducing or capturing any
designated material. The receiving partystraubmit a written certification to the
designator by the 60-day deadline that (1) idiexs (by category, where appropriate) al

[PROPOSED] STIPULATED 15 CASE NO. 8:17-cv-0596-AG(JGCy
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the designated material that was returnedestroyed, and (2) affirms that the receivin

party has not retained any cepj abstracts, compilationsnsonaries, or any other format

reproducing or capturing any thfe designated material. Thpsovision shall not prevent

counsel from retaining an archival copy tdfeadings, motion papers, trial, depositiol

and hearing transcripts, ldgaemoranda, correspondencepdsition and trial exhibits,

expert reports, attorney wopkoduct, and consultant and exipsork product, even if

such materials contain desigréiteaterial. Any such archival copies remain subject t(

this Order.

IT IS SO STIPULATED, THR@GH COUNSEL OF RECORD.

DATED: March 2, 2018

[PROPOSED] STIPULATED
PROTECTIVE ORDER RE: CISCO

Respectfully submitted,

RUSS AUGUST & KABAT

By: /9 Christian W. Conkle
Marc A. Fenster

Reza Mirzaie

Philip X. Wang

Kent N. Shum

Christian W. Conkle
Minna Y. Chan

Attorneys for Plaintiff
XR COMMUNICATIONS, LLC,
dba VIVATO TECHNOLOGIES

KIRKLAND & ELLIS LLP

By: /s Sarah E. Piepmeier

Sarah E. Piepmeier

Email; sarah.piepmeier@kirkland.com
Adam R. Alper

Email: adam .alper@kirkland.com
Sarah L. Forney

Email: sarah.forney@Kkirkland.com
555 California Street

16 CASE NO. 8:17-cv-0596-AG(JGCy

9

-

O




© 00 N OO O b~ W N PP

N NN NN NNNDNRRRRRRER R PR PR
0 N O O N W NP O O 0 ~N O o b W NP O

San Francisco, CA 94104
Tele: 415/439-1400
Fax: 415/439-1500

Michael W. De Vries _

Email: michael.devries@kirkland.com
KIRKLAND & ELLIS LLP

333 South Hope Street

Los Angeles, CA 90071

Tele: 213/680-8400
Fax: 213/680-8500

Attorneys for Defendant
CISCO SYSTEMS, INC.

SIGNATURE ATTESTATION

Pursuant to Local Civil Rule 5-4.3&)(2), the undersigned attests that the

signatories listed, and on whebehalf this filing is subitied, concur in the filing’s

content and have authorized the filing.

DATED: Mard 2, 2018

/s Sarah E. Piepmeier
Sarah E. Pemele

PURSUANT TO STIPULATION,T IS SO ORDERED.

DATED: Mardc 6, 2018

[PROPOSED] STIPULATED
PROTECTIVE ORDER RE: CISCO

Qogwora)le Judge Jy C. Ganlhi

Ited States Mgistrate Jdge
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