Strike 3 Holdings, LLC v. John Doe subscriber assigned IP address 162.225.207.215
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UNITED STATES DISTRICT COURT
FOR THE EASTERN DISTRICT OF CALIFORNIA

STRIKE 3 HOLDINGS, LLC, No. 2:18-cv-01667-MCE-GGH
Plaintiff,
V. ORDER

JOHN DOE SUBSCRIBER ASSIGNED
IP ADDRESS 162.225.207.215,

Defendant.

Plaintiff filed this complaint on Jung 2018, ECF No. 1, alleging that it holds the
copyright on various adult films, and thdgfendant is infringing on those copyrights by
downloading Strike 3's films andistributing them to others.dlat 14 3-4. Further, since
defendant downloads and distributes the films anmusly, plaintiff is only able to identify him
or her by way of IP address through which thmdiare acquired and digtuted. Id. at § 5.
Because the identity of defendant is not othge known, plaintiff has now has brought an ex
parte application to engageempedited discovery, Fed. R. Civ. 2 (f) (sic, Rule 26(d)(1)), in
order to serve a third-party subpoena purst@afked. R. Civ. P. 45 on defendant’s internet
service provider (“ISP”), AT&T Inc. (AT&T U-vem), to acquire the trugame and address of

the defendant in this action. ECF No. 6-1. Plaintiff argues that without the subpoena for
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identifying information it will be unable to serve the Complaint on defendant and will, therefore,
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be prevented from vindicating i€®pyright. t. at 7:5-7.
DISCUSSON
A. Federal Rules of Civil Procedure 26(d) and (f)

Rule 26(d) states that “[a] gg may not seek discovery froamy source before the parties

have conferred as required by Rule 26(f), except in a proceeding excepted from initial disglosure

under Rule 26(a)(1)(B), or whenthorized by these rules, bymtiation, or by court order.”
Rule 26(f) contemplates a presdovery conference between the gsrto the suit in order to
develop a discovery plan thatlixgontrol throughout ta litigation. Obvioust, in the absence of
knowledge of the actual party being sued, noadiscy conference can Ield; thus plaintiff

seeks relief from that requirement from the ¢oGourts in the Ninth Circuit apply the “good

—J

cause” standard in deciding whether to permityediscovery. _Semitool, Inc. v. Tokyo Electror

America, Inc., 208 F.R.D. 273, 276 (N.D.Cal. 2002ro0d cause exists ‘where the need for

expedited discovery, in consideration of the adstiation of justice, outwghs the prejudice to
the responding party.” ld. Good cause éapedited discovery Bebeen found in cases
involving claims of infringement and unfair compien. 1d. In infringement cases, expedited
discovery is frequently limited to allowingahtiffs to identify Doe defendants. See UMG

Recordings, Inc. v. Doe, 2008 WL 4104207, a{N3D. Cal. Sept. 4, 2008) (granting leave to

take expedited discovery for documents that woeNeal the identity and contact information for
each Doe defendant).

B. Standard to be Applied etermining to Issue the Requested Subpoena

In Arista Records, LLC v. Doe 3, 604 F.3d 110, 119 (2nd Cir 2@it)g Sony Music

Entm’t Inc. v. Does 1-40, 325 F.Supp.2d 556,565-565 (S.D.N.Y. 2004), the Second Circuit

articulated a five point test to lag@plied in a situation such asstif defendant seeks to quash 3

subpoena: (1) prima facie claim of actionable hg@&nthe specificity of the discovery requests;
(3) the absence of atteative means; (4) theeed for subpoenaed information to advance the
claim; and (5) defendant’s expectation of priva@&fthough there is no appearing defendant as o
yet, and hence no motion to quash pending, tmelatd enunciated in Arista is useful in

determining whether to allow the requested subpaetias time. Plaintifhere meets this test
2
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insofar as it has stated a prima facie clainpbigviding a list of downloadsf its copyrighted
films that had been downloadedtte subject IP address, seekdy discovery of the name and
contact information for the party using thatdédress, and has demonstrated that without
identification if that party, it will be unable fwroceed with its action tprotect its copyright
and will, therefore, be unable to advance igsnal To simply issue the order for expedited
discovery requested here, howewvaises a serious constitutibgaestion of the IP address
owner’s reasonable expectatiohprivacy — the last eleemt of the Arista test.

C. The Need for Privacy Protection

As the United States Supreme Court meléar in_Griswold v. Connecticut, 381

U.S. 479, 485 (1965), “specific guarantees m Bl of Rights have penumbras formed by
emanations from those guarantees that give therand substance.” Gmsld found a right to
privacy emanating from several Amendmenttably the First, Third, Fourth, Fifth and
Fourteenth. Privacy can encoass fundamental and traditiorsattivities such as marriage,
medical records, or more recently found rights saglcommercial privacy. The right to privac
is, of course, balanced againstat societal interests, especialiythe litigation context, See

Soto v. City of Concord, 162 F.R.D. 603, 618 (N@al. 1995) discussing production of medic

records anditing Whalen v. Roe, 429 U.S. 589, 599-6001Z). This court believes that the
limited privacy protection afforded under the Consiitt must be considered for the person th
will be identified by the procedearof serving the subpoena oniaternet provider. Here, the

assumption:

that the person who pays for Internet accessgaten location is the same individual w
allegedly downloaded a singbexually explicit film is tenuas, and one that has grown
more so over time. An IP address providey @né location at whit one of any number
of computer devices may be deployed, miikdna telephone number can be used for g
number of telephones. As one introductory guide states:

If you only connect one computer to timernet, that coputer can use the
address from your ISP. Many homes tpdaough, use routete share a single
Internet connection between multiple qmuters. Wireless routers have become
especially popular in recent yeaaspiding the need taun network cables
between rooms. If you use a router targhan Internet comation, the router
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gets the IP address issued directlyrirthe ISP. Then, it creates and manages 4
subnet for all the computers connected to that router.

Thus, it is no more likely that the subscrib@lan IP address g#&d out a particular
computer function—here the purportedgié downloading of a single pornographic
film—than to say an individual who pays ttedephone bill made a specific telephone ¢

In re BitTorrent Adult Film Copyright Infringaent Cases, 296 F.R.D. 80, 84 (E.D.N.Y. 2012);

see also Manny Film LLC v. Doe Subscril#esigned IP Address 50.166-88-98, 98 F.Supp.3

693, 695 (D.N.J. 2015)ucting Malibu Media, LLC, 2014 WL 229295 *8-9 (D.N.J. 2014):

[D]iscovering the identity of the internstibscriber may not eqigato discovering the
identity of the infringing party. Establishirigat the person identified by discovery is th
person who infringed upon the copyright will likely require additional proofs beyond
fact that the individuais listed as the subscriber on the account from which the infrin
activity originated. See Modern Woma696 LLC, 2013 WL 707908, at *5 n. 4 (noting
that, by permitting discovery of the personadlgntifiable information, the court did not
permit plaintiff to rely solely on that discaweto prove that the subscriber committed t
acts alleged in the complaint); Next Pé&3istribution, 284 F.R.D. at 172 (noting the
“high likelihood” that the requsted discovery could lead ttalse positives” as to the
identity of the alleged infringer.)

Finally, consideration must lggven to the fact that thigarticular case, focused on the
theft of pornographic films, would have a differefitect on an individual wrongly identified as
defendant that would occur with a run of th#l oopyright infringement accusation. Here, the
wrongly named defendant would likely feel exposeémbarrassment and reputational dama
in the community at large before he or she ceunigage counsel and litigate the issue of mista
identity through a motion to quash. Also, the possibility exists iofderced into a settlement

to avoid the effects of such “exposure.te3n re BitTorrent, supra, 296 F.R.D. at 90.

CONCLUSON

In light of the foregoing ITS HEREBY ORDERED that:

1. Plaintiff's Ex Parte Application for@ave to Service Third Party Subpoena Prig
to a Rule 26(f) Conference is GRANTED to theguee that it may engage limited expedited
discovery to establish the identiby the owner of the IP addse identified in the Complaint by
serving a subpoena on the ISP provigiethe above-captited IP address;
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2. The ISP shall be served with a sudap® seeking only on the true name and

address of the person or entibywhom the ISP is assigned,;

3. Once plaintiff has obtained the actual identity of the person or entity associated

with the IP address captied herein, it may serve on that persosrdity a copy of this Order; n
formal service of process shall be permitted absent further order of this court;

4. The parties, both plaintiff and the potehtiafendant, are hereby invited to atter
an informal chambers conference before the wsigleed at the Eastern District of California,

Federal District Court, 50lStreet, Sacramento, CA 95814, 1 8bor on for the following

purposes:
a. A discussion of the potential to enter into a settlement;
b. In the absence of an agreed settlement, to establish a procedure to fu
protect the identity of #h defendant, if warranted,
C. To set a schedule that will allow the defendant an opportunity to file
motion to quash the subpoena if there are true and adequate grounds therefor;
d. Procedures for service pfocess or waiver thereof.
5. The parties are advised that attendatseich a conference is voluntary and wi
not itself constitute a waiver of service of the Ctengt, or result in a finding of “appearance” i

the litigation, unless the case is resolved atterence and a settlement is placed on the rg
of the court, or the potential d@dant agrees to waive service.

6. Plaintiff shall notify the court, by a stiststatement filed no later than 45 days
from the date of this Order, that the foregpservice of this Order has been effected, and
whether defendant has acceded to attendartbe aiformal chambers conference, without
identifying the defendant other than by listing théeddant as a John or JaDee at the specific
IP address captioned above, aftéich the court will, if appropria, schedule such a conferen

7. A decision by the person identifiedtae owner of th&vithin- captioned IP
address not to attend the above-described infocorekrence will leatb an order substituting
the now identified defendant by name, permitting ordinary service of process, and

commencement of the litigation.
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8. Plaintiff is cautioned that, uhpermission is given by the ad, it is not to reveal

the identity of the defenda&in or out of court.

9. Nothing in this Order would preclugéaintiff and defendant from reaching a

settlement without court participan before any informal conference is held or formal service

process is effected.
ITISSO ORDERED.
Dated: September 3, 2018

/s/ Gregory G. Hollows
UNITED STATES MAGISTRATE JUDGE
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