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3
4 UNITED STATES DISTRICT COURT
5 NORTHERN DISTRICT OF CALIFORNIA
6
PROTEGRITY USA, INC.,ET AL.,
7 Case No. 15-cv-02515-YGR
Plaintiffs,
8
V. ORDER GRANTING MOTION FOR JUDGMENT
9 ON THE PLEADINGS
NETSKOPE, INC.,
10 Re: Dkt. No. 43
Defendant.
11
= 12 Defendant Netskope, Inc. moves for judgtnemthe pleadings, guing the asserted
o S
8 % 13 || claims of the patent-in-suit—which broadly cover methods for limiting access to database
O
= O . . . . . . .
By 14 information on a per-user basis—are invaliceagodying an unpatentable “abstract idea” undel
QO =
o fg’ 15 || Section 101 of the Patent AgDkt. No. 43.) Plaintiffs Prote@y Corporation (the patent’s
= 0
S = . . :
0 2 16 || owner) and Protegrity USA, Inc. (the patergiglusive licensee) opp@she motion. (Dkt. No.
T =
% é’ 17 || 47.) Having carefully considerdde papers submitted, the patensuit, the record in this case,
o
-2 18 || and the arguments of counsel at the Septe2®e2015 hearing, and good cause shown, the Court
19 || GRANTS the motion.
20 |.  BACKGROUND
21 The plaintiffs accuse defendant of imiging U.S. Patent Number 7,305,707 (the 707
22 || Patent” or the “patent-in-suit”). The patent is entitled “Metlddor Intrusion Detection in a
23 || Database System.” The patent addressegrtidem of preventing a user who has access to a
24 || particular database from exceeding the scomed#fined policy—for instance, one limiting the
25 || amount of information the user is permitted to asde a given period of time—in real time. 707
26 || Patent at 1:20-2:12.
27
28 ! The '707 Patent is attachéslthe complaint as Exbit D. (Dkt. No. 1-4.)
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According to the '707 Patent’s specifiaati the prior art includka number of methods
for detecting improper or suspicious activity byiadividual with authoried login credentials to
access a server. The methods referenceddacl(1) network-basedetection (e.g., “packet
sniff[ing] to detect suspicious behavior on a netnas [it] occur[s]”), (2 server-based detection
(i.e., analyzing “log, configuratioand data files from individual sgers as attacks occur”), (3)
security query and reporting tools (that “do no¢i@e in real-time”), andyritically, (4) inference
detection (“detection of specific fparns of information access, deemed to signify that an intrus
is taking place, even though the user is autleorto access the information”). '707 Patent at
1.27-2:12.

The patent-in-suit includes amty-two method claims, twaf which are independent.
Generally, the patent covers methods for creating access policies for authorized users and li
their access if they excg¢he terms of the applicablecass policy, such as by downloading a
large amount of data in a short period of time;essing suspicious combinations of data, or the
like. The plaintiffs apparently accuse defendant’s “Active Platform” of infringem&steDkt.

No. 1-1atl))

Claim 1 of the '707 Patent, one of theotimdependent claims, reads as follows:

A method for detecting intrusn in a database, comprising:

defining at least one intris detection policy for the
database;

associating each user with ooiethe defined policies;
receiving a database query from a user;

determining if the results of the query violate the intrusion
detection policy;

and altering the user’s authorimat if the intrusion detection
policy has been violated.

'707 Patent at 6:2-12. The othedependent claim, claim 12, mors the limitations of claim 1
but contemplates multiple users and multiple “intrusion detection” poli@es.id at 6:52-65.
[I. LEGAL STANDARD

Under Federal Rule of Civil Procedure 12({apggment on the pleadings may be granted
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when, accepting as true all material allegatiomstained in the nonmoving party’s pleadings, the
moving party is entitled to judgment as a matter of I@kavez v. United State883 F.3d 1102,
1108 (9th Cir. 2012). The applicable standardsseatially identical to #astandard for a motion
to dismiss under Rule 12(b)(6)nited States ex rel. Cafasso v. Gen. Dynamics C4 Sys.631c.
F.3d 1047, 1054 n.4 (9th Cir. 2011). Thus, althoughGQburt must accept well-pleaded facts as
true, it is not required to accept mere conalysdlegations or conclusions of ladee Ashcroft v.
Igbal, 556 U.S. 662, 678-79 (2009).

In ruling on a motion for judgment on the pleags, the Court “need not . . . accept as tru
allegations that contradict matters properly subjegidaial notice or by ¥hibit” attached to the
complaint. Sprewell v. Golden State Warrioi266 F.3d 979, 988 (9th Cir. 2001) (citation
omitted). A challenge under Section 101 @& Batent Act may be brought as a motion for
judgment on the pleadingSee Open Text S.A. v. Box, M@ F. Supp. 3d 1043, 1045 (N.D. Cal.
2015) (citingbuySAFE, Inc. v. Google, In@.65 F.3d 1350, 1352 (Fed. Cir. 2014)). A court may
decide such a motion prito claim constructionSee Bancorp Servs., L.L.C. v. Sun Life Assur.
Co. of Canada (U.S.p87 F.3d 1266, 1273-74 (Fed. Cir. 2012%{faim construction is not an
inviolable prerequisite to a validity determimmen under 8 101. We note, however, that it will
ordinarily be desirable—and often necessary—solkes claim constructiodisputes prior to a §
101 analysis, for the determinatiohpatent eligibilityrequires a full understanding of the basic

character of the claindesubject matter.”).

1. DISCUSSION

A. Claim Construction

In its opposition brief, plaintiffs argue claim construction is nequtexn to resolution of
defendant’s motion, pointing to pending claim construction innglthe same patent in the
District of Connecticut ifProtegrity Corporation et al. v. Gazzang, In€ase No. 14-cv-00825.
Defendant stipulated to tlagloption of those constructiopsoposed by plaintiffs iGazzang

solely for purposes of resolving the instant motigDkt. No. 48 at 4.) The constructions follow:
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Term Claims Construction

Associating each user with onel, 2, 8, 9, 10, 12, 13,19, 20, 21  Assigning one of the defined

of the defined policies intrusion detectin policies to g
user
Authorization 1,9, 11, 12, 20, 22 Lead access to the databass

Intrusion detection policy 1,2,8,9,10, 12,18, 20, 21| A policy that specifies at least
one item access rate or
inference pattern to discover a
user who is authorized to
access certain items but abuse
this authority

Item access rates 2,3,4,5,6,7, 13, 14, 15, 1®efines the number of rows in
17,18 the database that a user may
access from an item (e.g. a

column of a table) at one time
or over a certain period of time

Use 1,9,11, 12, 20, 22 An entity including but not
limited to a user, role,
program, process, application
or server

Inference patter 8,10, 11,19, 21, 22 A policy that sets forth a

plurality of items that when
accessed in combination may
expose unauthorized
information

(Dkt. No. 47-2 at 3-4.)

At the hearing, plaintiffs pointed—for thiest time—to several additional terms they
believe require constructionipr to the Court ruling on the instant motion; however, they
provided a proposed construction as to only orth@se terms: “altering . . . authorization.”
Plaintiffs argued that aappropriate construction of that temould state that #naltering process
must occur in “real time,” a construction more limited than the scope of the term’s plain and
ordinary meaning. Plaintiffs’ decision to spgithese un-briefed issues defendant and the

Court at the hearing suggests gamesmarfship.

% Notably, plaintiffs did not offethis proposed construction in tlazzangase,
explaining their reasoning atethearing: the defendant@azzanglid not raise a Section 101
challenge, so plaintiffs presumably felt no néegropose a constructionlcalated to overcome a
8 101 challenge that would also lirtiie scope of the patent’s claims.

4
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As to the terms identified but for which gonstructions were proposed or analyses
offered, the Court notes that where a patenteg t@aifexplain which terms require construction o
how the analysis would change” were thosestructions adopted, tl@ourt may rule on the
validity challenge prior t@onstruing claimsSee Cyberfone Sys., LLC v. CNN Interactive Grp.,
Inc., 558 F. App’x 988, 991 n.1 (Fed. Cir. 2014@g also Ultramercial, Inc. v. Hulu, LLZ72
F.3d 709, 719 (Fed. Cir. 2014) (“Normal claim construction wagquired because the asserted
claims disclosed no more than ‘an abstraetidarnished with acces&s’ and there was no
‘reasonable construction that wouddng [them] within patentablsubject matter.””) (alteration in
original); Boar’s Head Corp. v. DirectApps, Inéo. 2:14-CV-01927-KJM, 2015 WL 4530596,
at *7 (E.D. Cal. July 28, 2015) (“Although it is deftants’ burden to show ineligibility, a court
should look to the plaintiff to show somectual dispute requiringaim construction.”).

As to the term for which a construction wafered at the hearing, the Court need not
consider this untimely argumengee Finjan, Inc. v. Sophos, Inklo. 14-CV-01197-WHO, 2015
WL 890621, at *8 (N.D. Cal. Mar. 2, 2015) (fimdj arguments raised for the first time at
Markmanhearing, but not included in bfieg, were waived). It appesathat plaintiffs’ failure to
include the additional proposedrstruction in their opposition brief was a calculated attempt tg
prevent defendant from providing a fulsomepasse thereto. Nevertheless, even adopting for
purposes of this order the additibroanstruction proposed at the hegr the patent is invalid for
the reasons discussed below. Moreover, no odasonable constructions save the claims from
invalidity.

B. Section 101

The scope of subject matter eligible for patemttection is defined in Section 101 of the
Patent Act: “Whoever invents discovers any new and useful pess, machine, manufacture, or
composition of matter, or any new and useful ioy@ment thereof, may obtain a patent therefor
subject to the conditions and reaments of this title.” 35 U.8. § 101. The Supreme Court hag
“long held that this provision contains an impattanplicit exception: Laws of nature, natural
phenomena, and abstract ideas not patentable.Alice Corp. Pty. v. CLS Bank Int134 S. Ct.

2347, 2354 (2014) Rlice”) (quoting Ass’'n for Molecular Pathology v. Myriad Genetics, |33
5
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S. Ct. 2107, 2116 (2013)). In applying this exo®p courts “must distinguish between patents
that claim the building blocks ¢fuman ingenuity and those thatagrate the building blocks into
something more."Alice, 134 S. Ct. at 2354 (internal quotations and alterations omisiee also
Mayo Collaborative Servs. v. Prometheus Labs., I®2 S. Ct. 1289, 1301 (2012).

Thus, in determining whether claims are p&ieeligible, a court must first determine
whether they are directed to a patent-inelggidoncept, such as an abstract id8aeDiamond v.
Chakrabarty 447 U.S. 303, 309 (1980). “A principle,time abstract, is a fundamental truth . . .
[which] cannot be patented Gottschalk v. Bensod09 U.S. 63, 67 (1972)nfernal citations and
guotations omitted). “Phenomena of nature, though just discovered, mental processes, and
abstract intellectual concepts are not patentalsi¢hey are the basiedis of scientific and
technological work.”ld.; see also CyberSource Corp. v. Retail Decisions, %! F.3d 1366,
1371 (Fed. Cir. 2011) (“[M]ental processes arepaient-eligible subject matter because the
‘application of [only] human intelligence to thelston of practical problems is no more than a
claim to a fundamental principle.”). To detdma whether patent clainese directed to an
abstract idea, the Court must “digfithe gist of the claim[s].”Open Text S.A78 F. Supp. 3d at
1046 (citingBilski v. Kappos561 U.S. 593, 611-12 (2010)).

If the claims are directed to an abstraetada court must then consider whether they
nevertheless involve an “invenéconcept” such that “thgatent in practice amounts to
significantly more than a patent upthre [ineligible concept] itself.’Alice, 134 S. Ct. at 2355
(quotingMayaq, 132 S. Ct. at 1294%ee also DDR Holdings, LLC v. Hotels.com, L /7.3 F.3d
1245, 1255 (Fed. Cir. 2014) (“Distinguishing betweennetaihat recite a patéeligible invention
and claims that add too little topatent-ineligible atract concept can be difficult, as the line
separating the two is not alwaygat.”). “For the role of a coputer in a computer-implemented
invention to be deemed meaningful in the context of this analysis, it must involve more than
performance of ‘well-understoorhutine, [and] conventional activities previously known to the
industry.” Content Extraction & Transmission LMC Wells Fargo Bank, Nat. Ass76 F.3d
1343, 1347-48 (Fed. Cir. 2014) @ation in original)see alsduySAFE, Inc. v. Google, In@.65

F.3d 1350, 1354 (Fed. Cir. 2014) (“The Courfiice made clear that a claim directed to an
6
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abstract idea does not move igtction 101 eligibilityterritory by ‘merelyrequir[ing] generic
computer implementation.™) (gration in original).

The burden of establishing indity rests on the movaniSee Microsoft Corp. v. i4i Ltd.
P’ship, 131 S. Ct. 2238, 2245 (2011) (citing 35 U.&.( 282). However, on a motion for
judgment on the pleadings for invalidity, where ntriesic evidence is comdered, the “clear and
convincing” standard for weighing evidence in det@ing a patent’s vality is inapplicable.See
Shortridge v. Found. Constr. Payroll SeruLC, No. 14-CV-04850-JCS, 2015 WL 1739256, at
*7 (N.D. Cal. Apr. 14, 2015) (citinylodern Telecom Sys. LLC v. Earthlink, Indo. 14-CV-
0347-DOC, 2015 WL 1239992, at *7-8.(T Cal. Mar. 17, 2015)).

After Alice, the Federal Circuit has held a numbepatent claims directed to abstract
ideas to be invalid. A sampling follows:

e “[Dligital image processing” claims were directed to “an abstract idea because
[they described] a process of organg information through mathematical
correlations and [were] not tied &ospecific structure or machineDigitech Image
Technologies, LLC v. Electronics for Imaging, |it58 F.3d 1344, 1347, 1350
(Fed. Cir. 2014).

¢ Claims covering “methods and machine-r@ald media encoddd perform steps
for guaranteeing a party’s performancatsfonline transaction” were merely
“directed to creating familiar commeatiarrangements by use of computers and
networks.” buySAFE, Inc. v. Google, In@65 F.3d 1350, 1351 (Fed. Cir. 2014).

e Patent “directed to a method for dibtiting copyrighted media products over the
Internet where the consumer receive®pyrighted media product at no cost in
exchange for viewing an advertisemewts directed to an abstract idea, and
“routine additional steps such as updatingetivity log, requiring a request from
the consumer to view the ad, restricti@mspublic access, and use of the Internet
[did] not transform [the] otherwise abstrad¢a into patent-eligible subject matter.
Ultramercial, Inc. v. Hulu, LLC772 F.3d 709, 709, 716 (Fed. Cir. 2014).

e Patents covering a method for opticahidcter recognition in connection with
7
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scanning hard copy documents were diretbegh abstract ideand, even if limited
“to a particular technolagal environment,” were invalid because “[s]uch a
limitation has been held insufficient to save a claim in this cont&xbritent
Extraction & Transmission LLC Wells Fargo Bank, Nat. Ass'i76 F.3d 1343,
1348 (Fed. Cir. 2014).

e Patent relating to a “method of pricetiopization in an e-commerce environment
. .. claims no more than an abstraeadoupled with routendata-gathering steps
and conventional computer activity . . .OIP Technologies, Inc. v. Amazon.com
Inc., 788 F.3d 1359, 1360 (Fed. Cir. 2015).

e Claims directed to “tracking financitansactions to determine whether they
exceed a pre-set spending limit (i.e., buagp” covered “an abstract idea and
[did] not otherwise claim an inventive concepttitellectual Ventures | LLC v.
Capital One Bank (USAY92 F.3d 1363, 1367, 1370 (Fed. Cir. 2015).

Notably, however, ilDDR Holdings, LLC v. Hotels.com, L,Rhe Federal Circuit upheld a
finding of validity as to a patemtith claims “directed to systms and methods of generating a
composite web page that combines certain visigahents of a *host’ website with content of a
third-party merchant.” 773 F.3d 1245, 1248 (Reul. 2014) (“For example, the generated
composite web page may combine the logo, baxkgt color, and fonts dhe host website with
product information from the merchant.”). TRederal Circuit found the patent “address|es] a
business challenge (retaining websitgtors) . . . particular to thinternet,” but cautioned “that
not all claims purporting to adelss Internet-centric challenges are eligible for patddt.at
1257-59.

i. Abstract Idea

As a threshold matter, the Court must determahether the asserted claims are directed
an abstract idea. The Court finthgit the claims at issue arengeally directed to the abstract
concept of limiting access to information based on specified crit8ea.Cogent Med., Inc. v.
Elsevier Inc. 70 F. Supp. 3d 1058, 1063-65 (N.D. Cal. 2Q()ding claims covering cataloging

a database of information and culling informatibat may be particularly relevant to a certain
8
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user constitute “the abstract idea of maintagrand searching a libmaof information”).

The two independent claims, as noted, arengisdly the same, except that claim 1 applies

to a single-user environment while claim 12 involves more than one user and more than one
policy. The method described is essentialljodlsws: define intruon detection policies;
associate each user with a policy; receive a database query from a user; and determine if thg
results of the query violate thpg@icable policy. If the querwould result in a policy violation,
alter the user’s authorization (in “real time”) such tihaly cannot access the results.

Dependent claims add further limitations, detg the types of access limitations that may

acc

1”4

be employed on a user- or group-specific basis (e.g., limiting the number of database rows that

may be access&ih a period of timé,or detecting patterrsf suspicious activitysuch as by
“accumulating” results from a number of quefjesThe core abstract idea remains essentially th
same in all instances, with the addition in the latter cases that the access limitation is based
detection of suspicious activity. This sao@cept, in its essential form, has long been
implemented by various indduals and organizations.

Indeed, such methods—abserd generic reference to a “dhase’—substantially predate
modern computers, arising in contexts suchrgsical security and aess policies regarding a
variety of sensitive information housed inrij rooms or warehouses. Different individuals
within an organization might have permissioridbeck out” a certain number type of files,
with attempts to exceed those iiations, or other suspicious actiitrestricted. Thus, all claims
of the '707 Patent are directed to abstract ideaswill only survive the msent challenge if they
include an inventive concept.

ii.  Inventive Concept

As noted, the claims are directechtustract ideas—namely, limiting access to

information based on access policies or suspiciapsests. Where claims are directed to abstract

% Claims 2-8, 13-19.

* Claims 3, 5, 6, 14, 17, 18.
®Claims 8, 10, 11, 19, 21, 22.
® Claims 9, 11, 20.

e
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ideas, they may still be valid sonig as the claims put forth an “inventive concept.” However, th
mere inclusion of well-understood, routine, aodwentional activities—such as those present in
the prior art—does not save a clai®eeContent Extraction & Transmission LLZ76 F.3d at
1347-48.

Here, the independent claims merely desciibbroad strokes, the implementation of an
abstract idea in a general purpasenputer environment. Referendesa “database” or “database)
gueries” do not save the claimSee DietGoal Innovations LLC v. Bravo Media L.I33 F. Supp.
3d 271, 287 (S.D.N.Y. 2014) (describing “a stored lokzta” as “one of themost basic functions
of the generic computer”). While the specificataso contemplatesdtuse of “a number of
clients,” “a server,” “encrypted data,” “a proxy server,” “an access control system” and an
“intrusion detection module,” the claims aret limited to that particular embodimeree
Phillips v. AWH Corp.415 F.3d 1303, 1323 (Fed. Cir. 200Bdting that “although the
specification often describes very specific embughts of the inventionwe have repeatedly
warned against confining the afas to those embodiments”Moreover, that embodiment also
fails to constitute an inventive concept. Indeudst of the elements discussed are merely gensg
computer components or processgse Accenture Global Servs., GmbH v. Guidewire Softwarg
Inc., 728 F.3d 1336, 1344 (Fed. Cir. 2013) (invalidgtclaims involving “a combination of
computer components including an insurance trammsadatabase, a task libyadatabase, a client
component, and a server compongttich includes an event processor, a task engine, and a t3
assistant”)intellectual Ventures Il LLC v. JP Morgan Chase & (¥o. 13-CV-3777 AKH, 2015
WL 1941331, at *14 (S.D.N.Y. Apr. 28, 2015) (fimgj features such as encryption and access
rules to be no more than “well-understood, reef conventional activity). The “access control
system” and the “intrusion detection module” apparently no more than shorthand terms for
systems—potentially “software” systems—that implement the steps discussed in the claims i
general purpose computer environmebgeBascom Research, LLC v. LinkedIn, | F. Supp.
3d 940, 951 (N.D. Cal. 2015) (invaliding “claims [that] amount to instructions to apply an abst
idea—i.e., the concept of establishing tielaships between documents and making those

relationships accessible to other users”).
10
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The additional limitations of the independetdims, summarized ithe preceding section,
also fail to save those claims from invaliditfhe Court addresses each category of limitation in
turn.

As to the first category, “item access rates,"stigulated construction for purposes of thig
motion is as follows: “Defines the number of romghe database that a user may access from g
item (e.g. a column of a table) at one tim®wer a certain period of time.” The concept of
limiting the amount of data a usean access is obvious and subsumete “inference detection”
category of prior art disclosed liye specification. Under thapjaroach, restricting item access
rates would constitute a basic methoddetecting suspicious requestee 707 Patent at 2:1-8;
see alsdEnfish, LLC v. Microsoft Corp56 F. Supp. 3d 1167, 1175 (C.D. Cal. 2014) (“A
conventional element may be one that is ubiquitous in the field, insignibcatvious.”) (citing
Mayo Collaborative Servs. v. Prometheus Labs., 82 S. Ct. 1289, 1298, (2012)). Thus, the
claims that merely add this basic limitationmtt embody an inventive concept. Tracking acces
rates over time also fails to save the clairSse Alicel134 S. Ct. at 2359 (mere “use of a
computer to create electronic records, track multiple transactions, and issue simultaneous
instructions” does not constitute an inventive concéfitfamercial, Inc, 772 F.3d at 712, 715
(characterizing a step of “recording [a] trartsat event to [an] actity log, . . . including
updating the total number of times” the event hazuioed, as “routine, conventional activity”).
The inference pattern appréeedetecting suspicious actiy#-along with other specific
approaches encompassing “item access rates” solskd in the specification as derived from
prior art. See’707 Patent at 1:27-2:12.

As to the second category, restricting asceased on detected suspicious activity—
including, for example, by aggregating attempter time and running the analysis thereon—
similarly does not constitute amventive concept. As noted, tepecification discloses “inference
detection” prior art which subsumes these limitations.

Plaintiffs argue the patent-suit departs substantially frothe prior art by undertaking the
analysis and response in “real time,” as opposeeviewing logs after-théact, once the data in

guestion has already been retriévdHowever, despite its latessertion that “[n]Jone of these
11

1N




United States District Court
Northern District of Califorra

© 00 N oo o b~ w N P

N N N N DN DN DN NN R R R R R R R R R
0o ~N o 00~ W N PP O © 00w ~N o o M W N B O

[prior art] solutions are . . . @rely satisfactory [because] thelf @oncentrate on already effected
gueries,” '707 Patent at 2:9-12¢tlkpecification plainly disclosegrtain prior art methods also
functioning contemporaneously with the requests at issuat 1:29, 1:43, 2:4. The specification
suggests the patent-in-suit improves upon the pridoecause it permits access to be restricted
beforeinformation is transmitted to a user where an impermissible request is detdcim?2:9-
12. The straightforward idea ohmediately restricting access whemimpermissible retrieval is
attempted, rather than merely logging the actitotyfuture consideration, does not constitute an
inventive concept sufficient to save the claims.

Finally, while the machine-or-transformation teshot the conclusive test for determining
whether a process is patent-eligiblenay be a “useful and important clueBilski, 561 U.S. at
604. The methods at issue are not tied to a patiooshchine. “[T]o confepatent eligibility on a
claim, the computer ‘must play a significgart in permitting the claimed method to be
performed, rather than function solely asodwious mechanism for permitting a solution to be
achieved more quickly . . . .Cogent Med.70 F. Supp. 3d at 1066 (quotiB¢RF Tech., Inc. v.
Int'l Trade Comm’'n 601 F.3d 1319, 1333 (Fed. Cir. 2010))ere, each step claimed could be
mentally performed by a human intermediary or tracked on pen and [#g®tlanet Bingo, LLC
v. VKGS LLC576 Fed. App’x 1005, 1008 (Fed. Cir. 2014ndfng claims lacked an “inventive
concept,” despite being limited to computer-aideethods and systems, where the steps at issue
could be “carried out in @sting computers long in us&hd “done mentally”) (quoting
Gottschalk 409 U.S. at 67). Moreover, nothing iretblaims—which merely address controlling
access to data and otherwise have no physicaifessation or tangible result—constitutes a
transformation under the tessee, e.g., CyberSourd@b4 F.3d at 1370 (“The mere collection ang
organization of data . . . is insufficientrtzeet the transformation prong of the tesBancorp
Servs., L.L.G.687 F.3d at 1273, 1278 (upholding districur finding that claims that “do not
transform the raw data into ahytg other than more data aack not representations of any
physically existing objects’ . . . do not ett a transformationtinder the machine-or-

transformation test).
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V. CONCLUSION

For the foregoing reasons, the CABRANTS the defendant’s motion for judgment on the
pleadings, finding all claims of thEatent-in-suit to be invalid. light of this ruling, the Case
Management Conference set for October 26, 20¥3ATED. Defendant shall file a proposed
form of judgment, approved &s form by plaintiffs, byOctober 23, 2015.

This Order terminates Docket Number 43.

| T IsSo ORDERED.

Dated: October 19, 2015

YVONNE GO aAL E%OGERS E

NITED STATESDISTRICT COURT JUDGE
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