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Pursuant to Local Rules 6-1(b) and 6-2, Plaintiffs Cisco Systems, Inc. and Cisco 

Technology, Inc. (together, “Cisco”) and Defendant Beccela’s Etc., LLC (“BecTech” and together 

with Cisco, the “Parties”) hereby stipulate and agree as follows: 

WHEREAS, Cisco filed its Complaint on January 22, 2018, ECF No. 1; 

WHEREAS, BecTech filed a Motion to Dismiss the Complaint (the “Motion”) on March 

29, 2018, ECF No. 22, that was set for hearing on August 16, 2018 at 9:00 a.m.; 

WHEREAS, Cisco advised BecTech that it desired to file an amended complaint; 

WHEREAS, the Parties entered into a stipulation on July 16, 2018, by which the hearing for 

the Motion would be vacated, Cisco would provide a proposed Amended Complaint on August 3, 

2018, and BecTech would inform Cisco that it would either stipulate to or oppose amendment of 

the Complaint by August 7, 2018, and that Cisco would file any stipulation by August 10, 2018; 

WHEREAS, Cisco provided BecTech on August 3, 2018 with a copy of its proposed 

Amended Complaint, which seeks to add additional defendants and claims in this action; 

WHEREAS, BecTech does not oppose Cisco’s request to file Plaintiffs’ [Proposed] 

Amended Complaint attached hereto as Exhibit A (“Amended Complaint”); 

WHEREAS, the Amended Complaint adds Arbitech, LLC (“Arbitech”) and another 

company as Defendants; 

WHEREAS, Arbitech is the parent of BecTech and is represented by the same counsel;  

WHEREAS, Arbitech has agreed to accept service of the Amended Complaint and respond 

to the Amended Complaint on the same agreed schedule as BecTech below; and, 

WHEREAS, good cause exists to permit the extensions of time and stipulated briefing 

schedule in the interest of efficiency and preserving the time and resources of the Parties and the 

Court. 

IT IS THEREFORE STIPULATED AND AGREED that this Stipulation shall be deemed 

entered and the Amended Complaint, which is attached hereto as Exhibit A, shall be electronically 

filed as a separate docket entry by Cisco on or before August 14, 2018. 

IT IS FURTHER STIPULATED AND AGREED that: 

a. Defendant BecTech and Arbitech shall file their responses to the Amended 
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Complaint on or before September 11, 2018, 28 days from the Complaint filing 

deadline above; 

b. Should Defendant BecTech and/or Arbitech move to dismiss, Cisco shall file its 

opposition to BecTech’s motion on or before October 9, 2018, 28 days from the last 

day for filing of any such motion to dismiss; and, 

c. BecTech and/or Arbitech shall file any reply brief by October 23, 2018, 14 days 

from the last day for filing of Cisco’s opposition. 

IT IS SO STIPULATED. 

DATED: August 10, 2018 Respectfully submitted, 
 
HUESTON HENNIGAN LLP 

 
 
 By: 

 
 
/s/ Douglas J. Dixon 

 Douglas J. Dixon 
Attorneys for Defendant 
Beccela’s Etc., LLC 
 

 
 
DATED: August 10, 2018 SIDEMAN & BANCROFT LLP 
 
 
 By: 

 
 
/s/ Richard J. Nelson 

 Richard J. Nelson 
Attorneys for Plaintiffs 
Cisco Systems, Inc. and Cisco Technology, Inc. 

 
 

PURSUANT TO STIPULATION, IT IS SO ORDERED.  
 

 
 
 
Dated:      
        Beth Labson Freeman 

United States District Judge 
  

August 10, 2018
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	Ex A - First Amended Complaint
	I. INTRODUCTION
	1. As set forth in detail below, Cisco has uncovered a significant and willful infringement scheme by Defendants, which involves the purchase and resale of counterfeit and otherwise non-genuine and infringing “Cisco” branded products, offered to the p...
	II. THE PARTIES
	2. Plaintiff Cisco Systems, Inc., is, and at all times mentioned herein was, a California corporation, with its principal place of business at 170 W. Tasman Drive, San Jose, California 95134.  Plaintiff Cisco Technology, Inc., is, and at all times men...
	3. Defendant BecTech is, and at all relevant times was, a California limited liability company, operating in the County of Orange, in the State of California.  During the time period relevant to this matter, Beccela Etc., LLC, did business as BecTech ...
	4. Defendant Arbitech, previously identified as DOE 1, is, and at all times mentioned herein was, a California limited liability company, with its principal business location in the County of Orange, California.
	5. Defendant HongKong Sellsi, previously identified as DOE 2, is a business entity that, upon information and belief, is a Chinese Limited Company with its principal business location in Hong Kong, China.  HongKong Sellsi conducts business throughout ...
	6. Cisco is currently unaware of the true names and capacities of Does 3 through 50, inclusive, whether individual, corporate, associate, or otherwise. Due to the surreptitious nature of Defendants’ actions, the identities of Does 3 through 50 have be...
	7. Cisco is informed and believes, and thereon alleges, that each of the Defendants designated herein as a Doe is legally responsible, in some manner, for the events and happenings herein referred to, and legally caused damages to Cisco as herein alle...
	8. At all times relevant to this action, each defendant, including those fictitiously named defendants, was the agent, servant, employee, partner, joint venturer, representative, subsidiary, parent, affiliate, alter ego, or co-conspirator of the other...
	9. Indeed, as alleged in further detail below, each Defendant played a necessary role in the infringing distribution chain that ultimately resold counterfeit and otherwise infringing Cisco branded products to the public.  As such, each Defendant is jo...
	III. JURISDICTION
	10. This is an Action for violations of the Trademark Act of 1946, 15 U.S.C. §§ 1051 et seq. (the “Lanham Act”), violations of the Digital Millennium Copyright Act, 17 U.S.C. §§ 1201 et seq. (“DMCA”), and related causes of action.  This Court has orig...
	11. This Court has supplemental subject matter jurisdiction over the pendent state law claims under 28 U.S.C. § 1367, because these claims are so related to Cisco’s claims under federal law that they form part of the same case or controversy and deriv...
	12. This Court has personal jurisdiction over Defendants, who have engaged in business activities in this district, misled consumers in this district, knowingly and purposefully directed business activities at this district, and have committed tortiou...
	13. Cisco is informed and believes, and thereon alleges, that the Arbitech Defendants are citizens and residents of the State of California, and/or are doing business in the State of California, and/or participated in or undertook obligations or right...
	14. Cisco is informed and believes, and thereon alleges, that Defendant HongKong Sellsi is doing business in the State of California, and/or participated in or undertook obligations or rights arising out of the subject events and happenings herein ref...
	IV. VENUE AND INTRA-DISTRICT ASSIGNMENT
	15. Venue is proper in this district, pursuant to 28 U.S.C. § 1391, because a substantial part of the events or omissions giving rise to Cisco’s claims occurred in this judicial district, and a substantial part of the property that is the subject of t...
	16. In accordance with Civ. L.R. 3-2(c), this action is properly assigned on a District-wide basis because it relates to Intellectual Property Rights.
	V. FACTUAL ALLEGATIONS RELEVANT TO CISCO, ITS INTELLECTUAL PROPERTY, AND DEFENDANTS’ UNLAWFUL SCHEME
	A. Cisco’s Business And History
	17. Founded in 1984, Cisco is the worldwide leader in developing, implementing, and providing the technologies behind networking communications, and information technology products and services.  Cisco develops and provides a broad range of networking...
	18. Since its founding, Cisco has pioneered many of the important technologies that created and enabled global interconnectivity.  During the past three decades, Cisco has invested billions of dollars, and the time and dedication of thousands of its e...
	19. Cisco has also built up tremendous goodwill and brand reputation among consumers, including corporate and government consumers, through significant investment in advertising, promoting, and delivering products, software, and services of the highes...
	B. Cisco’s Trademarks
	20. CTI owns all rights, title, and interest in the Cisco Marks, which are included on the Principal Register of the U.S. Patent and Trademark Office.  The Cisco Marks are well-known.  They are used in connection with Cisco’s networking hardware and s...
	21. The Cisco Marks are distinctive, having no meaning outside of their use by Cisco in its course of business operations and in its advertising to distinguish its products and services.  Cisco uses the Cisco Marks to advertise through a wide variety ...
	22. Cisco has attained one of the highest levels of brand recognition among consumers due to its extensive advertising and promotional efforts and its continuous use of its core Cisco Marks for the past three decades.  As a result of Cisco’s longstand...
	23. Cisco’s customers associate Cisco’s famous and well-known trademarks, including, among others, CISCO and the Cisco Logo exclusively with Cisco and Cisco’s products and services. When consumers encounter these marks and decide to purchase goods and...
	C. Counterfeit And Otherwise Materially Different “Cisco” Products
	24. Counterfeit products that bear markings similar to the Cisco Marks provide customers with a false assurance that the products they have purchased (1) are reliable and conform with Cisco’s high standards, (2) come with applicable warranties, (3) ca...
	25. In addition to harm to customers, the sale of counterfeit Cisco products also harms Cisco in many ways.  Among these, counterfeit Cisco products which fail or degrade create the false impression that Cisco products are unreliable, thereby improper...
	26. Cisco and its customers are also harmed when high-quality Cisco-authorized accessories and/or components are replaced with accessories/components of unknown quality by counterfeiters or other unauthorized resellers.  Cisco-authorized accessories/c...
	27. Cisco switches and similar products that are sold outside the United States include power cords that are specific to the region or country in which the product is sold.  Cisco carefully selects power cords that provide reliable, safe electricity t...
	D. Cisco’s Copyrights and Protection of Access to Software
	28. Cisco has also expended significant resources and effort to research and develop world-class software products that enable, enhance, and interoperate with its high-quality hardware.  CTI has caused numerous Cisco software copyrights to be register...
	29. The above software copyright registrations includes software for the CISCO Catalyst switches referred to in the Complaint below.
	30. CISCO has instituted certain technological measures to control access to its copyright-protected software, including the software identified above.  One of those technological measures is the use of authentication checks that control access to the...
	E. Cisco’s Warranty and Support Programs
	31. Cisco supports its products through several means, including: (1) a warranty program that varies based on the product, ranging from 90 days to a limited lifetime warranty (“Warranty”), and (2) a more comprehensive suite of service and support offe...
	F. Cisco’s Sales and Distribution Channels
	32. Cisco is one of the United States’ largest and most innovative companies.  The volume of Cisco’s yearly sales revenue of hardware, software, and related services is approximately $50 billion dollars world-wide.  In order to support this global mar...
	33. Authorized Resellers are required to enter into contractual relationships with Cisco that allow them to purchase Cisco products and services at a partner discount from Cisco’s authorized distributors.  The most common contractual relationship is c...
	34. Cisco’s Authorized Resellers are the direct interface with the customers who use Cisco’s products and services.  Cisco’s Authorized Resellers identify sales opportunities, provide technical assistance in selecting products, recommend solutions to ...
	G. Misleading Marketing and Advertising
	35. BecTech operates a website at www.bectechglobal.com.  On July 10, 2017, the “About Us” page on the BecTech website claimed that they “have developed powerful partnerships with industry leading suppliers to ensure that our clients have immediate ac...
	36. BecTech stated on the “Returns” page of its website that they accepted returns within 30 days of receipt.  BecTech does not disclose that the Cisco products it sells do not come with a manufacturer warranty.  While not disclosed, knowing the diffe...
	37. BecTech also operates a storefront on Amazon.com.  On July 10, 2017, BecTech made the same misleading claim on the Amazon storefront that it had “powerful partnerships with industry leading suppliers.”
	38. BecTech also operates a storefront on eBay.  On July 10, 2017, BecTech advertised 37 separate Cisco products on the eBay store.  All except for four products were advertised as “BRAND NEW FACTORY SEALED.”  On information and belief, Cisco asserts ...
	H. Arbitech’s History Of Unlawful Importation And Sales Activity
	39. On or around August 26, 2011, Arbitech sold four “Cisco” WS-C3750X-48T-S switches to another reseller.  The switches were then drop-shipped to the end customer, CPI Aerostructures Inc., which according to its website is involved in the “contract p...
	40. On July 18, 2014, Cisco sent a letter to Arbitech detailing activity related to Arbitech transacting illegal business with Cisco partners.  The letter specifically highlighted Cisco’ contractual relations with its sales partners and demanded that ...
	Cisco demands that Arbitech immediately cease its fraudulent business practices.  As Arbitech is aware, Cisco maintains a channel sales organization, with authorized Tier One partners (distributors) and authorized Tier Two partners.  Arbitech must cea...
	41. On or about June 22, 2016, U.S. Customs and Border Protection (“CBP”) seized two counterfeit “Cisco” switches that were being imported by Arbitech.  The model numbers for the switches were WS-C3750X-24S-S and WS-C2960X-48TD-L.  The exporter of tho...
	42. On April 20, 2017, counsel for Cisco contacted Arbitech regarding sales by Arbitech to an authorized Cisco channel sales partner, Zunesis, of two N3K-C3548P-10GX Cisco switches that were potentially stolen or counterfeit.  The switches were sold b...
	We also need to discuss Arbitech’s sale of Cisco products to Cisco channel partners.  As you know, Cisco channel partners are contractually prohibited from purchasing Cisco products from an unauthorized source, and Arbitech is not an authorized source...
	43. On April 20, 2017, Frank Llaca, Arbitech’s president, responded and said that Arbitech had the switches and would keep them in quarantine pending resolution of the matter with Cisco.  On April 27, Cisco requested Arbitech to send the switches to C...
	44. In further support of the willful and intentional nature of the infringement by the Arbitech Defendants, on June 19, 2017, counsel for Cisco sent a letter to counsel for Arbitech regarding the importance of avoiding the sale of counterfeit “Cisco”...
	Cisco is considering developing and making available a system that would permit Arbitech and others to provide the serial number and other pertinent information about Cisco products in its possession, and to obtain a near-instant response indicating w...
	45. On July 5, 2017, counsel for Arbitech responded, stating that Arbitech would not use the tool that Cisco was considering developing to check whether Cisco products were counterfeit before selling them.  Accordingly, the Arbitech Defendants opted f...
	I. Sales Of Counterfeit Cisco Products By HongKong Sellsi Into The United States
	46. Between March 2015 and November 2017, CBP seized products bearing counterfeit CISCO Marks being exported into the United States by HongKong Sellsi on at least 32 occasions.  A list of the known seizures is below:
	1. Further Violations and Illegal Conduct By Defendants
	a. Sale of Counterfeit Switch in April 2016
	52. An investigator engaged by Cisco made a purchase on or about April 8, 2016, from BecTech Global’s online store (www.bectechglobal.com), of a Cisco WS-C2960X-48FPS-L switch, within the Northern District of California.  BecTech advertised the switch...
	53. Cisco is informed and believes, and thereon alleges, based on the apparent lack of any invoice between Arbitech and BecTech, that Arbitech is the actual entity that managed and fulfilled the sale of the switch, even though BecTech offered it for s...
	54. The switch was examined by Cisco engineers, who determined that it was counterfeit.  The product appears to have been originally manufactured as a lower grade product (a 24 port Catalyst 2960-X series switch) and then modified post-manufacture wit...
	This additional component is non-standard and has different components and different component layout from a genuine Cisco board.  This unapproved component is materially different from a genuine Cisco part, and has not undergone the rigorous testing ...
	55. In addition, this counterfeit switch had another implanted component, whose function was to bypass Cisco’s software authentication processes, which run during bootup.  Cisco’s software authentication processes are technological measures that effec...
	56. The packaging and labels further constitute both false designations of origin, misrepresenting the product as being approved, endorsed, and authorized by Cisco, and also false and misleading representations/descriptions of fact as to the product i...
	57. Reselling materially-altered Cisco branded products with these non-genuine components slapped on has undermined, and continues to undermine, Cisco’s supply chain and quality control processes and usurped Cisco’s right to control the quality of pro...
	58. There are other material differences between Defendants’ counterfeit 48 port Cisco Catalyst 2960-X series switch and a genuine Cisco 24 port Catalyst 2960-X switch.  For example, the power supply specified by Cisco for a the 48 port switch is diff...
	b. Sale Of Materially-Altered Switches in January 2017
	59. An investigator engaged by Cisco made purchases from Defendant BecTech on January 9, 2017 and January 11, 2017.  The January 9 purchase was made from BecTech Global’s store on Amazon.com, of a Cisco WS-C2960X-48FPS-L switch.  The switch (serial nu...
	60. The January 11 purchase was made from Tuksy’s store on Amazon.com, for a WS-C2960X-48FPS-L switch.  Tuksy advertised the switch as “New (Factory Sealed),” at a steep discount from Global List Price:
	61. The switch related to the January 11 purchase (serial number FCW2048B7CM) was sold into and sent by the Arbitech Defendants to El Cerrito, California, within the Northern District of California.
	62. Cisco is informed and believes, and thereon alleges, that Arbitech is the actual entity that managed and fulfilled the sale of the switch, even though BecTech offered it for sale and made the actual sale, through its Tuksy storefront.  In addition...
	63. Among other things, the switches sold by Defendants were materially different from Cisco switches sold in the United States as each had a different power cord than the genuine one included by Cisco when it manufactured the product.  Using non-stan...
	c. Sale of Potentially Stolen Transceivers in April 2016
	64. When the investigator purchased a switch from BecTech Global’s online internet store on or about April 8, 2016, he also purchased two SFP-10G-SR transceivers.  The transceivers were represented by BecTech to be “New (Factory Sealed)” at a steep di...
	65. Cisco is informed and believes, and thereon alleges, that Arbitech is the actual entity that managed and fulfilled the sale of these transceivers, even though BecTech offered it for sale and made the actual sale, through its BecTech Global storefr...
	66. According to Cisco’s records, transceivers with these serial numbers were delivered to Cisco in San Jose, California, on or about April 2, 2015, for its internal use/demo evaluation only.  Cisco has no sales records for these transceivers.  Thus, ...
	d. Sale of SMARTnet Contract in April 2016 that the Arbitech Defendants Induced Cisco Authorized Reseller to Sell in Violation of the Authorized Reseller’s Contractual Obligations
	67. An investigator engaged by Cisco purchased from the Arbitech Defendants a SMARTnet contract on or about April 11, 2016, for the counterfeit WS-C2960X-48FPS-L switch that had been purchased on or about April 8, 2016.  The Arbitech Defendants sold t...
	68. Cisco SMARTnet contracts are intended only for Cisco products that have been procured through the authorized distribution channel.  If a customer desires a SMARTnet contract that is not procured through the authorized distribution channel, that pr...
	FIRST CLAIM FOR RELIEF
	Federal Trademark Infringement
	(15 U.S.C. § 1114)
	Against All Defendants
	69. Cisco incorporates by reference each of the allegations in the preceding paragraphs of this Complaint as though fully set forth here.
	70. The Cisco Marks are valid, protectable trademarks that have been registered as marks on the principal register in the United States Patent and Trademark Office.  Cisco is the owner and registrant of the Cisco Marks.
	71. As described in more detail above, Defendants have used and counterfeited the Cisco Marks in connection with the marketing, promotion, and sale of their goods and services without Cisco’s consent, in a manner that is likely to cause, and has actua...
	72. The Cisco Marks and the goodwill of the business associated with them are tremendously valuable in the United States and worldwide because they are distinctive and universally associated in the public perception with the highest quality network an...
	73. Defendants have sold, offered to sell, distributed, and advertised—and continue to sell, offer to sell, manufacture, distribute, and advertise—infringing networking hardware products bearing Cisco Marks.
	74. The differences between Defendants’ unauthorized products and genuine Cisco goods are material, as consumers would consider those differences, alleged further above, to be material to their purchasing decisions.
	75. Defendants’ actions have caused, and are likely to continue to cause, confusion, mistake, and deception as to the origin and quality of Defendants’ unauthorized products because they are intentionally calculated to mislead the general purchasing p...
	76. Upon information and belief, Defendants’ infringing actions were committed fraudulently, willfully, and in bad faith, with knowledge of Cisco’s exclusive rights to and goodwill in the Cisco Marks, or with willful blindness to the same, and with th...
	77. Defendants’ unauthorized use of the Cisco Marks constitutes trademark infringement of the federally registered Cisco Marks and has caused substantial damage to Cisco and to the reputation and goodwill symbolized by the Cisco Marks in violation of ...
	78. Cisco has been, and continues to be, damaged by Defendants’ infringement, including by suffering irreparable harm through the diminution of trust and goodwill among Cisco consumers and members of the general consuming public and the trade.  Cisco ...
	SECOND CLAIM FOR RELIEF
	Federal Trademark Counterfeiting
	(15 U.S.C. § 1114)
	Against All Defendants
	79. Cisco incorporates by reference each of the allegations in the preceding paragraphs of this Complaint as though fully set forth here.
	80. The Cisco Marks are valid, protectable trademarks that have been registered as marks on the principal register in the United States Patent and Trademark Office.  Cisco is the owner and registrant of the Cisco Marks.
	81. As described in more detail above, Defendants have used and counterfeited the Cisco Marks in connection with the marketing, promotion, and sale of their goods and services without Cisco’s consent, in a manner that is likely to cause, and has actua...
	82. Defendants have publicly advertised, sold, offered to sell, and distributed counterfeit Cisco products in interstate commerce in direct competition with Cisco and without authorization or consent to use the Cisco Marks but with full knowledge of C...
	83. Defendants’ counterfeit Cisco products reproduce, counterfeit, copy, and colorably imitate the Cisco Marks or display a spurious designation that is identical with, or substantially indistinguishable from, the Cisco Marks.  Defendants have applied...
	84. Defendants’ unauthorized use of the Cisco Marks on or in connection with Defendants’ counterfeit products was conducted intentionally and with notice and full knowledge that the use was unauthorized by Cisco.  Accordingly, Defendants’ actions cons...
	85. Cisco has been, and continues to be, damaged by Defendants’ infringement, including by suffering irreparable harm through the diminution of trust and goodwill among Cisco consumers and members of the general consuming public and the trade.  Cisco ...
	THIRD CLAIM FOR RELIEF
	Federal Unfair Competition
	(15 U.S.C. § 1125)
	Against All Defendants
	86. Cisco incorporates by reference each of the allegations in the preceding paragraphs of this Complaint as though fully set forth here.
	87. Defendants’ resale of infringing products that are designed to appear identical to genuine Cisco products and thereby employ the same nature, style, look, and color as genuine Cisco products.  Moreover, as alleged above, Defendants sell products t...
	88. Further, Defendants represent that their products are “new” and “factory sealed.”  This is false, as reflected in the purchases of switches in January 2017, which had been opened and repackaged—thus, no longer “new” or “factory sealed”—and which h...
	89. Defendants’ actions, including the unauthorized use of the Cisco Marks in commerce, constitute false designation of origin, false or misleading descriptions of fact, and false or misleading representations of fact, which have caused, and are likel...
	90. Defendants, in commercial advertising and promotion, misrepresent the nature, characteristics, qualities, or geographic origin of the Cisco products they sold, by falsely advertising that the infringing goods were genuine Cisco products and that t...
	91. Defendants’ unauthorized and misleading use of the Cisco Marks constitute willful infringement of the Cisco Marks in violation of 15 U.S.C. § 1114(1)(b) and entitling Cisco to treble damages and/or enhanced statutory damages under 15 U.S.C. §§ 111...
	92. Defendants’ actions described above, including its unauthorized and misleading use of the Cisco Marks in commerce have caused, and unless enjoined, will continue to cause, substantial and irreparable injury to Cisco and to the business and goodwil...
	FOURTH CAUSE OF ACTION
	Violations of the Digital Millennium Copyright Act
	(17 U.S.C. § 1201, et seq.)
	Against All Defendants
	93. Cisco incorporates by reference each of the allegations in the preceding paragraphs of this Complaint as though fully set forth here.
	94. As set forth in more detail above, Cisco employs technological protection measures that effectively control access to Cisco’s Copyrighted Works.
	95. As set forth in more detail above, Defendants’ added components and related software is used to circumvent a technological protection measure put in place by Cisco, because it avoids, bypasses, removes, descrambles, decrypts, deactivates, and/or i...
	96. As set forth in more detail above, Defendants have manufactured, imported, offered to the public, provided, or otherwise trafficked in a technology, product, service, device, component, or part thereof, that is primarily designed or produced for t...
	97. Defendants’ circumvention devices have only limited commercially significant purpose or use other than to circumvent a technological protection measure that effectively controls access to copyrighted works, or are marketed by Defendants for use in...
	98. Cisco is informed and believes, and thereon alleges, that Defendants have realized significant profit, and that Cisco has sustained significant damages, as a result of the above violations of the DMCA.
	99. Cisco is entitled to recover actual damages it has suffered and/or any profits gained by Defendants as a result of their violations of the DMCA  Cisco is also entitled to recover full statutory damages, enhanced damages, fees, costs, injunctive re...
	FIFTH CAUSE OF ACTION
	California Statutory Misleading and Deceptive Advertising,
	Against the Arbitech Defendants
	100. Cisco incorporates by reference each of the allegations in the preceding paragraphs of this Complaint as though fully set forth here.
	101. Defendants BecTech and Arbitech have made false and misleading statements about their relationship and/or association with Cisco.
	102. Defendants also misleadingly advertised its Cisco products as new, and “factory sealed” when in actuality the products were counterfeit, as confirmed by Cisco brand protection engineers, or pre-owned.
	103. Defendants knew that these statements were false or misleading, or with reasonable care, should have known them to be false or misleading.
	104. Defendants’ statements have misled, or are likely to mislead, a reasonable consumer into believing that Defendants were selling products as an authorized Cisco reseller, and that the “Cisco” products sold by Defendants are new, original, and elig...
	105. The conduct alleged above constitutes false and misleading advertising, in violation of Section 17500, et seq. of California's Business and Professions Code.
	106. Plaintiffs have suffered loss of money as a result of Defendants’ misleading and false advertising.  Defendant has, and will continue to cause, irreparable injury to Plaintiffs, including injury to Plaintiffs’ reputation and goodwill. Defendants’...
	107. Cisco incorporates by reference each of the allegations in the preceding paragraphs of this Complaint as though fully set forth here.
	108. Under the terms of Cisco’s ICPA, Cisco’s Authorized Resellers are contractually required to sell Cisco products and service contracts only to End Users, and to purchase Cisco products and service contracts only from Cisco or an authorized source ...
	109. Cisco is informed and believes, and on that basis alleges, that the Arbitech Defendants have intentionally caused Cisco’s Authorized Resellers to breach their contracts with Cisco, or otherwise disrupted performance of those contracts, including ...
	110. As a direct and proximate result of the Arbitech Defendants’ intentional inducements of breaches and/or disruptions in performance of the ICPA identified herein, of which the Arbitech Defendants’ conduct was a substantial factor in causing, Cisco...
	111. Cisco incorporates by reference each of the allegations in the preceding paragraphs of this Complaint as though fully set forth here.
	112. On information and belief, the Arbitech Defendants intentionally took possession of Cisco products which had been provided to Cisco for its own internal use and were not for sale, and sold them.  Cisco owned and had a continued right to possess t...
	113. As a proximate result of the Arbitech Defendants ’ acts of conversion, Cisco has lost valuable product.
	114. But for the Arbitech Defendants’ acts of conversion, Cisco would have maintained control of their products and would have fully profited from the sale of them, if it decided to sell them, or would have enjoyed the benefits of their continued use.
	115. The Arbitech Defendants intentionally and substantially interfered with Cisco’s property by taking possession of the products that were converted from Cisco and then selling them.
	116. Cisco did not consent to the conversion.
	117. The Arbitech Defendants ’ actions have caused and, unless restrained by this Court, will continue to cause irreparable injury to Cisco.
	118. The Arbitech Defendants’ conduct was a substantial factor in causing Cisco damages and harm resulting from the above alleged conversion.
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