Malibu Media, LLC v. Doe Doc. 33
Case 3:18-cv-01369-JAM Document 33 Filed 08/13/20 Page 1 of 8

UNITED STATESDISTRICT COURT
DISTRICT OF CONNECTICUT

MALIBU MEDIA, LLC ,
Plaintiff,

V- No. 3:18€v-01369(JAM)

JOHN DOE
Defendant

ORDER DENYING MOTION FOR DEFAULT JUDGMENT

Imagine thasomeone&ccessethe internevia a particular internet protocol (“IP”)
addresandillegally downloads movies. That IP address was assigned Infyeanet service
provider (“ISP”)to one of its subscriber accounisit fair to saythat thelSPaccount
subscriber—the person who paythe internet bil—is theindividualwho must have engaged in
the illegal activityand who should pay a large damages award if he or she does not appear in
court to deny doing anything wroné® a time wherwireless internet networkand personal
electronic deviceare ubiquitous, andghennetworkpasswords, logins farV streaming
servicesand Amazon accoungse freely sharedith family, friends roommatesbusinesses,
and even strangersdon’t think so.

Thisissuearises in the context of an unopposed motion for default judgment by plaintiff
Malibu Media,LLC, a maker and distributor of adult films that have been chronically subject to
illegal downloading activity on the internet. Defendant John Doe is the named subscriber to a
Cox Communications internet service account that is associated with the |IBstuairesas

used to unlawfully download several of Malibu Media’s filrBecause Malibu Media does not

! Because otompelling reasons not to disclose the true name of the defendant in this agtéoriet! Malibu
Media’s request to file this motion under seal. Doc. #28. Accordingly, the detseddentified as “John @e”
throughout this ruling.
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allege any additional facts beyoBo€s subscriber status to show that he engaged in the
unlawful downloading of Malibu Media films, | conclude that Malikledia has not alleged
plausible grounds for relief and will deny Malibu Media’s motion for default judgment without
prejudice.
BACKGROUND

The following facts are taken from plaintiff Malibu Media’s complant are accepted
as true for the purpos# ruling onthis motion. On August 13, 2018, Malibu Medihg owner
of the copyrighted adult films at issud#ed this action againstohn Doe, the then-unknown
subscriber of the account assignedP address 72.192.32.104, alleging violations of the
Copyright Act.Doc. #1. Malibu Mediallegesthatthe IP addresi question was used to
illegally distribute its copyrighted movies, after its investigator establisheda @icd/IP
connection with the IP address and determined that the “BitTorrent file distrilmetwork,” a
peerto-peer file sharing system, was used to copy Malibu Medilahs without authorization.
Doc. #17at 24 (11 1623) (amended complaintMalibu Media’s investigator proceededuse
“proven IP address geolocation technology,” which it claims has “consistently warkedilar
cases,” to trace the IP address to a physical address located witDisttiee of Connecticutld.
at -2 (1 5).

The Court grantetMalibu Medids motion for leave to serve a third-party subpoena on
Cox Communicationt obtain thenameof the owneiof the internesubscriber account that was
assigned to the IP addreststhe relevant timeDocs. #8, #10. Pursuant to that subpoena, Malibu
Media determinethe name othelisted owner of the internet subscriber account.

In March2019, Malibu Media filed an amended complaint nanidogas defendant,

allegingthathe “downloaded, copied, and distributed a copy of Plaintiff's movies without



Case 3:18-cv-01369-JAM Document 33 Filed 08/13/20 Page 3 of 8

authorization” andhat he'is a habitual and persistent BitTorrent user and copyright ggrih

Doc. #17at 4(11 23, 25) As its single cause of action, Malibu Media asserts direct infringement
of copyright under 17 U.S.C. § 1@6seqld. at 56 (1 2833). In its amended complaint,

Malibu Media states this cause of action specifically ag&nst without further reference to an

IP address.

Malibu Media alleges only that its investigator “connected, over a course of tithe, w
Defendant’s IP addresdd. at 4( 24).The amended coplaint does not allege that anyone ever
spoke with or contacteldoe personally. Nor does the amended complaint state facts to suggest
thatDoehas exclusive access to tineernetaccount assigned to the specified IP address. But
Malibu Medianonetheless avers that its investigation established[a¢]'— himself,
personally—“downloaded, copied, and distributed a complete copy of Plaintiff’'s works without
authorization.ld. at 4(f 23);see also idat 3, 5 (11 18, 30) (respectively allegitht
“Plaintiff's investigator downloaded from Defendant” digital media files, d&ad tDefendant
copied and distributed” elementstbe protectedideos).

Doe was personallgerved with a summons and amended compédient address in
Wethersfield Connecticut Doc. #23. He did not answer or otherwise appear in the action. In
May 2019, the Court granted a motion for default eagginstDoe Docs. #25, #26. Malibu
Mediahas now filed an unopposed motion for entry of default judgment, seeking statutory
damages in the amount of $7,500, a permanent injunction, and an award of attorney’s fees and
costs. Docs. #29; #29-1 at 1, 16.

DISCUSSION
“It is an ancient common law axiom that a defendant who defaults thereby admits all

well-pleaded factual Egations contained in the complainEity of New York v. Mickalis Pawn
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Shop, LLC 645 F.3d 114, 137 (2d Cir. 2011) (internal quotations and citations omitestral
Rule of Civil Procedure 55 “provides @vo-step procesdor the entry of judgment agnst a

party who fails to defend: first, the entry of a default, and second, the entry of a default
judgment.”ld. at128; Fed. R. Civ. P. 55(&l). Once the clerk enters a default pursuant to Rule
55(a),“the court may, on plaintiffsotion, enter adefaultjudgmentf liability is established as

a matter of law when the factual allegations of the complaint are taken aBuniakldyers&

Allied CraftworkersLocal 2, Albany, N.Y. Pension FurndMoulton Masonry & ConstLLC,

779 F.3d 182, 187 (2d Cir. 2015).

Although it is true that “a defendant who defaults thereby admits allplezided factual
allegations contained in the complaint,” it is also true that “a district court néedree that the
alleged facts constitute a valid cause of actidfickalis Pawn Shop654 F.3d at 137That is to
say, a default “only establishes a defendant’s liability if those allegatiossiffi@ent to state a
cause of action against the defendahaizhou Zhongneng Import & Export Co. v. Koutsobjnas
509 F. App’x 54, 56 (2d Cir. 2013) (default judgment wrongly entered on breach of contract
claim against party who was not a party to the congmadtin the absence of further factual
allegations to show that the non-party was subjecgilepiercingliability for breach of
contracj.

A court should not grant a motion for default judgment simply because a plaintiff alleges
in a conclusory fashion that a defendant has violated the law. Insteéaftttred allegationsn
support of default judgment must establish plausible grounds for relief. Thus, a court must
evaluate whether the factual allegations set forth as a basis for the plefgoient motion
would surviveachallenge by way of a motion to dismiss for failure to state a claim under Rule

12(b)(6) of the Federal Rules of Civil ProcediBee, e.gBelizaire v. RAV Investigative & Sec.
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Servs. Ltd.61 F. Supp. 3d 336, 344 (S.D.N.Y. 2014f; Recording Corp. v. Brennab34 F.
Supp. 2d 278, 283 (D. Conn. 2008). As the Supreme Court has notptiusibility standard
that governs the adequacy of the factual allegations of a complaint “is not akin to a fiyobabil
requirement, but it asks for more than a sheer possibility that a defendant has aetkdlyila
Ashcroft v. Igbal556 U.S. 662, 678 (2009).

Notwithstanding Malibu Media’s well-pleaded allegations that somadriegedits
copyright, thassue herés whether it has plsibly alleged that iwasDoe who did so. On the
one handsome courts conclude that, if there has beerpgright infringement traced to a
particular IP addresg,is plausible to conclude thdte subscriber to th&SP accounthat
corresponds to this IP address is the one who engaged in the acts of copyright infrin§eejent.
e.g, CountrymarNevadal LC v Pitts, 2014 WL 7178077, at *2 (M.D. Fla. 2014Mjalibu Media
LLC v JohnDoes1-11 2013 WL 373283%t*4 (S.D.N.Y. 2013).

On the other hand, a growing weight of authority runs to the contrary, with courts
concluding that a defendant’s status as subscriber of the ISP aassaaiated with the IP
addressised to infringe a copyright, standing alomerely makes it possiblerather than
plausible—that it wasthe defendanivho engaged in the acts of unlawful infringemesee, e.g.
Malibu Media LLC v. Duncar2020 WL 567105, at *4-6 (S.D. Tex. 2Q4@ollecting cases)
Malibu Media v. Park2019 WL 2960146, at *6 (D.N.J. 2019) (denying motion for default
judgment against subscriber to ISP account associated with IP address uskeithdgang
activity); Malibu Media, LLC v. Dog2018 WL 6446404, at *3 (N.DI. 2018) (granting motion
to dismiss by subscriber to ISP account associated with IP address used fonmawtiity).

The Seond Circuit has yet to address the issue, but the Ninth Cirasiitersuasively

explained whya plaintiff like Malibu Media does not state plausible grounds for relief by
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alleging only that a defendaisttheregistered owner of the internet sahiber account assigned
to thelP addressssociateavith the infringement activitySeeCobbler Nevada LL@®.
Gonzalez901 F.3d 1142 (9th Cir. 2018). “Although copyright owners can often trace
infringement of copyrighted material to an IP address, it is not always easy tapimgoi
particular individual or device engaged in the infringemdnt.at 1146.[S]imply establishing
an account [that is associated with an IP address] does not mean the subsa@neadsessing
the internet, and multiple devices can access the internet under the same K"ddidtes
Another courhasalsoaptly explained why it is speculative to conclude that unlawful

activity involving a particular IP address should be attributed to the subscriber 8Ptlaedount
that is associated withdhlP address:

[1]t is no more likely that the subscribj@f anISP account assigned]

to an IP address carried out a particular computer furetimne the

purported illegal downloading of a single pornographic-f#than

to say an individual who pays the telephone bill made a specific

telephone call.

Indeed, due to the increasjhgopularity of wireless routers, it [is]

much less likely.... [A] single IP address usually supports multiple

computer deviceswhich unlike traditional telephones can be

operated simultaneously by different individuals. Different family

memlers, or even visitors, could have performed the alleged

downloads. Unless the wireless router has been appropriately

secured (and in some cases, even if it has been secured), neighbors

or passersby could access the Internet using the IP address assigned

to [the ISP account of aparticular subscriber and download the

plaintiff’s film.
In re BitTorrent AdultFilm Copyright InfringemenCases296 F.R.D. 80, 84gport and
recommendation adopted sub ndmatrick Collins, Inc. v. Doe1, 288F.R.D.233(E.D.N.Y.
2012).

Beyond alleging thaDoeis the subscriber of the ISP account associated witliPthe

address used for infringing activity, Malibu Media does not allege any additionaldantke it
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plausible to conclude that it w®e—rather than other persons—who was responsible for the
infringing activity. For example, Malibu Media does not allege any facts about whether the
physical address corresponds to a sirfigiely home or a multunit apartment buildingNor
doesMalibu Media allege any facebout the number of persons who reside at the physical
address that corresponds to the ISP subscriber account and IP address. Noridoddeda
allege any facts about the network configuration at the physical address, suddtlesthere is
wireless internet or whethéne network is secured or unsecur@dmpare Malibu Medid,LC
v.Doe 2019 WL 8301066, at *2 (N.D. Ill. 2019) (denying motion to dismiss by defendant
subscriber of ISP account becaubtalibu Media’s [new] allegations about Doe’s background
in computer science and presence as the lone adult male in the residence duringdioé per
infringement further make it plausible that Doe, and not another individual, was thgenft).

To be sure, | understand that “the technology limitations potentially puts a plaikéff [I
Malibu Media] in a difficult position in naming the correct defendant,” but “suchdiions do
not relieve a plaintiff of alleging sufficient facts so that a court can realsanédy that the
named defendant is the actual infringéidlibu Media v. Park2019 WL 2960146, at *6.
Without additional allegation$]i]t thus remains just as possible that the IP address was used by
family members, roommates, guests, friends, and neighidasiiu Media v. Duncan2020
WL 567105, at *6. Accordingly, | will deny the motion for default judgment without prejudice to
reneval on the basis of additional allegations to plausibly showittiaats Doewho engaged in
the alleged infringing activity.

CONCLUSION
For the reasons set forth above, the motion for default judgment (DQds#2BNIED

without prejudice. Malibu Media may file a renewed motion for default judgmeSégember
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14, 2020. If Malibu Media does not file a renewed motion for default judgment by thattdate,
Court may dismiss this action for failure to prosecute.

It is so ordered.

Dated at New Haven this3th day of August 2020.

[seffrey Alker Meyer
Jeffrey Alker Meyer
United States District Judge




