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IN THE UNITED STATES DISTRICT COURT
FOR THE DISTRICT OF COLUMBIA

UNITED STATES OF AMERICA, et al.,
Plaintiffs,

V. Case No. 1:11-cv-01560-ESH

AT&T INC., et al.,

Defendants

MEMORANDUM OF DEFENDANTS IN OPPOSITION TO NON-PARTY
GOOGLE INC."S MOTION TO AM _END THE PROTECTIVE ORDER

The Protective Order in this case refldatis carefully negotiated agreement of the
Department of Justice (“DOJ”) and Defendantgareling the appropriafgrocedures to protect
the confidential information of paes and non-parties that will lessential to the resolution of
this case. Google Inc. (“Google”) — alone amdimg more than 60 companies that have already
received notice of the Protective Order, becdleg provided confidential information to the
DOJ or the Plaintiff States (“&tes”) during their extensive psett investigations — has moved
to modify the Protective Order in three wayihe Court should deny Google’s motion because
the modifications it proposes are prepidi to Defendants, unnecessary, and unduly
cumbersome for a case on an expedited schedule.

First, Google would require Defendants teega non-party five ds’ advance notice of
the identities of Defendants’ consulting and pttgnestifying experts before disclosing that
non-party’s confidential information to thosepexts. Moreover, Google would grant each non-
party the right to veto thosestiosures and require Defendantseéek Court approval before
disclosing the information. Defendants’ abilitypiepare their case witle severely prejudiced

if, before providing a non-partysonfidential information to their chosen experts, they must
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obtain permission from — or persuade this Coundverride the veto of —each of the dozens of
non-parties producing relevant ca@ntial material in this case. Moreover, Google’s proposal
would force Defendants to identifigeir consulting and potentials#fying experts to dozens of
non-parties, even though the Federal Rules wf Erocedure protect éhidentities of those
experts from disclosure. In all events, Googlleroposal is unnecessary: experts must abide by
the Protective Order’s terms and are subjectgoiitant sanctions should they violate them.

Second, Google would require Defendantpriwvide each non-party with three days’
advance notice before filing confidential matewdth the Court. The Local Rules of the Court,
as well as the Protective Order, ensure phedidings containing or attaching confidential
material must be filed under seal. The needonfiotions to seal provides non-parties with both
notice and all necessary safeguards. Moreavstrict three-day notcperiod is impractical,
particularly as trial approaches ah@ pleading cycle for filings shortens.

Third, Google would require Defendantgpi@vide non-parties 24 hours’ advance notice
that they might introduce their confidential infeation at trial and three days’ advance notice
that they might do so in pre-trial proceedingsoo@e’s proposal is likely to impede the efficient
conduct of court proceedings aimd particular, the trial. Diendants may not know 24 hours in
advance that they may seek to use a non-partyiidential material at trial, whether on cross-
examination or during rebuttalsitmony. Nor can Defendants anticipate every matter that may
arise at a pre-trial haag, for which Google proposes thregyglaadvance notice to non-parties.
Google’s proposed rule would force Defendsatiot choose between forgoing the effective
presentation of their case and repeatedtingsthe Court to delay the trial or pre-trial
proceedings. In all events, the Court alreadyshidficient ability to protect confidential material

from public disclosure.



BACKGROUND

On March 20, 2011, AT&T Inc. ("AT&T”) enteed into a stock purchase agreement to
acquire T-Mobile USA, Inc. (“T-Mobile”) fom its parent compg, Deutsche Telekom AG
(“DT"), and to merge the two companiesbhile wireless telecommunications services
businesses. During the course of the DOJ’sthadbtates’ investigations into the proposed
merger, more than 60 companies other thanmizfets produced material to the DOJ and the
States pursuant to Civil Invessiive Demands (“CID”) or Subpoenas.

On August 31, 2011, the United States filecaation under § 7 of the Clayton Act, 15
U.S.C. § 18, seeking permanently to enghia transaction. On September 15, 2011, the United
States filed an unopposed motiorettter the Protective Ordefhe same day, the Court granted
that motion and entetiehe Protective Ordér.

Pursuant to the terms of the Protectiveler, Google received notice of the DOJ’s
intention to produce Google’s CID materialfxefendants so they may prepare for trial.
Following discussions with counsel for Defendaanhd the government concerning the scope of
protection offered by the Protae Order, Google filed a matn for relief under the Protective
Order on September 26, 2011.

ARGUMENT
GOOGLE’'S PROPOSAL WOULD PREJUDICE DEFENDANTS BY HANDING
NON-PARTIES A VETO RIGHT OVER DEFENDANTS’ CHOICE OF EXPERTS

AND VIOLATES THE FEDERAL RULES BY REQUIRING DISCLOSURE OF
EXPERTS WITHOUT A SHOWING OF EXCEPTIONAL CIRCUMSTANCES

A. Google proposes to require Defendantsdtify a non-party atdast five days in
advance of disclosing that non-party’s confitigrinformation to a consulting or potential

testifying expert. This proposal would grawvery non-party the effective ability to veto

1 On September 30, 2011, following the additiomafumber of Statess Plaintiffs, the
Court approved an amended Protective Ordeeflect the additional parties to the case.
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Defendants’ choice of experts, by denying tremroess to confidential information that is
necessary to their work as experts in tase. Faced with objections from non-parties,
Defendants would be forced to choose betvwadgandoning their choserpert and incurring the
time and expense of engaging in motions pra¢tefere this Court to challenge the non-party’s
objections.

Given the number of non-parsi¢hat have already providdte DOJ and the States with
confidential information — and the many redhat soon will respond to subpoenas —
Defendants may be required ek permission from many dozens of non-parties. Moreover, the
decision that a non-party’s confidential informatiomakevant to the workf a particular expert
will be made on a rolling basis, as counsel fofeldDdants’ review the matal that the DOJ, the
States, and subpoenaed entities pcedusoogle’s proposal, thereforaises “the potential for a
long series of expert vetoesMedtronic, Inc. v. Guidant CorpNos. Civ. 00-1473(MJD/JGL) &
Civ. 00-2503(MJD/JGL), 2001 WL 34784493, at *3 (D. Minn. Dec. 20, 2081, 2002 WL
171711 (D. Minn. Jan. 29, 2002). Because “[f]inding an appropriate expert can be a time
consuming and expensive process’and this case is proceadiunder expedited deadlines for
expert reports and depositions — Defendants dvbel severely prejudiced if non-parties could
effectively veto their chosen expertsl. These vetoes, moreover, would “needlessly ‘bog
down’ the discovery process” and delay these proceedidgs.

In support of its proposal, Google cites (at B&Gpk of New York v. Meridien BIAO Bank
Tanzania Ltd.171 F.R.D. 135 (S.D.N.Y. 1997), but thate&sinapposite. In that case, the
Bank of New York objected to the defendargsperts viewing a meow, specific set of
documents that “collectively indicate [the pitff’s] credit policies, provide a specimen

signature for its officers, and a@nstrate how [the plaintiff’shternal audit procedures are



developed to prevent fraudld. at 141 (internal quotation marlomitted). After emphasizing
that the objecting party bearfi@avy burden of proving that “egptional circumstances” justify
its request for advance notice, the court grahieited relief that requed the defendants to
identify any expert who planned to view tl@ev specific documents at issue and allowed the
plaintiff an opportunity tambject to that expertld. at 144-45. Google’s request, by comparison,
seeks carte-blanche authority &rerynon-party to object to an expert viewiagy partof that
non-party’s confidential documents. Even ags@wn documents, Google merely alludes
generally to the confideial nature of the documents it produdedesponse to the DOJ’s CID.
SeeMem. at 10. Google has thus failed to deni@s “exceptional circustances” that justify
allowing it — or any other third part— this veto power, particulariy light of the prejudice it
would impose on Defendants.

B. The Protective Order already proe@oogle and other non-parties from the
potential for misuse of their confidential infoatiron. Before receiving confidential information,
experts must sign Appendix A to the Protective@yin which they “agree to be bound by the
terms of the Protective Orderihd to use confidential informatidionly for the purpose of this
litigation,” and acknowledge théafailure to abide by the ternaf the Protective Order” will
subject the expert “to civil and criminal penadtifor contempt of Court.” Protective Order
App. A.

Because the Court has the full “spectrunsarfictions” at its disposal to “deter” the
improper use of confidential informationp@gle’s claim to require advance notice of
Defendants’ experts’ iddities is unwarrantedNational Hockey League v. Metropolitan Hockey
Club, Inc, 427 U.S. 639, 643 (1976) (per curias®e id.(reinstating sanctions for violations of

discovery orders “to deter those who might bregted to such conduct in the absence of such a



deterrent”);Quinter v. Volkwagen of Ap676 F.2d 969, 974 (3d Cir. 1982) (sanctioning an
expert for revealing informatioobtained under a protective ordetl); Tek Bags, Ltd. v. Bobtron
Int’l, Inc., 144 F.R.D. 379, 383-84 (C.D. Cal. 1998pting the availabilityof sanctions under
Federal Rule of Civil Procedure 37 to det®lations of a protective order).

Sanctions are a serious penalty for expertsattiodneys alike, and may harm an expert’s
professional reputationCf. Johnson v. Board of County Comm®88 F.3d 489, 492-93 (10th
Cir. 1996) (noting that disqualification ordersenction “could harm kior her professional
reputation”). Google’s speculati¢at 10) that an expert for BEndants who also works for “a
significant competitor of Google” will risk thosev@re sanctions and misuse its — or another
non-party’s — confidential information is fewo speculative to constitute “good cause” for
modifying the Protective Order. Fed. R. Civ. P. 26¢eg Phillips ex rel. Estates of Byrd v.
GMC, 307 F.3d 1206, 1210-11 (9th Cir. 2002) (“[fpwod cause to exist, the party seeking
protection bears the burden of showing #peprejudice or harm will result”)Arvco Container
Corp. v. Weyerhaeuser G&No. 1:08-cv-548, 2009 WL 311124t *5 (W.D. Mich. Feb. 9, 2009)
(“Where a business is the pargeging protection, it isbliged to show that ‘disclosure would
cause significant harm to its competitive andiriitial position. That showing requires specific
demonstrations of fact, supported where poss$iplaffidavits and concrete examples, rather
than broad, conclusory allegatioofspotential harm.””) (quotingpeford v. Schmid Prods. Go.
120 F.R.D. 648, 653 (D. Md. 1987)).

C. Google’s proposal regarding Defendantgerts is additionally flawed because it
violates the Federal Rules’ peations against disclosure mbn-testifying experts. Google
would require Defendants to reveal the ideasitbf their consultingnd potential testifying

experts to dozens of non-parties. More tB@rcompanies and individis received CIDs or



subpoenas or otherwise providedtemngls to the DOJ or the Séstin connection with their
investigation of the merger; dexzs more have already receivapoenas in this litigation.
Under Google’s proposal, every one of these pamies would have the right to learn the
identities of Defendants’ experts.

Google has failed to show “exceptional circuamstes” to justify revaling the identities
of non-testifying experts retained solely for consulting purposes. Fed. R. Civ. P. 26(b)(4)(D);
seelLayne Christensen Co. v. Purolite C?71 F.R.D. 240, 251 (D. Kan. 2010) (noting that Rule
26(b)(4) extends to “‘the identity, and otlmllateral information’ concerning any non-
testimonial expert who is retained or specialgployed in anticipadn of litigation”) (quoting
Ager v. Jane C. Stormont Hosp. & Training Sch. for Nyr622 F.2d 496, 503 (10th Cir. 1980)).
Moreover, Google’s proposed language wouldldse Defendants’ notestifying experts to
dozens of other non-parties theve not made any showing to warrant an exception to the
Federal RulesSeeln re Pizza Time Theatre Sec. Lifig13 F.R.D. 94, 98 (N.D. Cal. 1986)
(“When these decisions relate to the identity of experts whaatitlestify, they should be
disclosed only after a very substantial showingexd.”). This propos&andangers Defendants’
important interest in maintaining the confidentiality of the identity of their consulting experts.

Nor is Google (or any other ngrarty) entitled tdearn the identities of Defendants’
testifying experts prior to thettesignation as such. The CtsiScheduling Order adopted two
deadlines: one for designation of experts thaheae will call for itgespective case-in-chief
(November 22, 2011), and a latetedfor designation of rebuttaxperts (December 7, 2011).
Until those deadlines pass and Defendants designatedividual as a testifying expert, he or
she remains a “non-testifying expert,” whose idensitgrotected from disclosure, subject only

to the “exceptional circumstances” standard in Rule 26(b)(4)8@ FMC Corp. v. Vendo Co.



196 F. Supp. 2d 1023, 1044 (E.D. Cal. 2002) (“Pastiemsild be encouraged to consult experts
to formulate their own cases, to discard thegeerts for any reason, and to place them beyond
the reach of an opposing party, if they have ne@wdicated an intentioto use the expert at
trial.”) (internal quotation marks omitted).

Il. GOOGLE'S PROPOSAL REGARDING COURT FILINGS IS UNNECESSARY

AND BURDENSOME, AND EXISTING SAFEGUARDS ADEQUATELY
PROTECT NON-PARTIES’ CONF IDENTIAL INFORMATION

Google’s request for three days’ advanoéice before confidential information is
attached to court filings wouldthpose a heavy burden on partiegprotect against a negligible
risk to non-parties. If Defendés seek to file a pleading, marti, or other paper with the Court
containing confidential information — whetheraparty or a non-party — they must file that
document under seal, unless tlvay convince the partp withdraw or waive its designation.
The Local Rules contain extensive safeguardshfe protection of @nfidential third-party
information attached to filings, requiring physiiéihg of documents undeseal to be marked
““DOCUMENT UNDER SEAL’ or ‘' DOCUMENTSSUBJECT TO PROTECTIVE ORDER,’ or
the equivalent.” LCvR 5.1(d), (j)(2). The Peotive Order imposes obligans consistent with
that Local Rule.SeeProtective Order 1 D.12.

Defendants will comply with these requiremerds well as LCVR 5.1(j)(1), by filing a
motion to seal in conjunction with its filingsahinclude confidential material. Those motions
will identify the owner of the confidential inforrtian included in the document, whether that is
a party or a non-party. These toos ensure that ngparties can learn wheheir confidential
information is filed under seal and allow the Gdorput the burden on the non-party to justify
maintaining that information undseal if the Court questions thalidity of the confidentiality
designation.See Leucadia, Inc. v. Applied Extrusion Techs., 888 F.2d 157, 166 (3d Cir.

1993) (“[T]he party seeking to maintain the sealilld have the burden of proof with respect to
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those documents.”f;avoulareas v. Washington Post Cbll F.R.D. 653, 658 (D.D.C. 1986)
(holding that non-parties carryetburden of proving that their confidential documents should
remain under seal).

Google offers no reason to believe thede@aards are inadequate why its proposed
three-day notice is necessary. As trial draves a@d pleading cycleme expedited, a strict
three-day rule will become ever more clardgome and inefficient, unfairly prejudicing
Defendants in their ability to rka use of confidential informain to present their arguments.
Moreover, Google’s proposal iscompatible with the deadlinestine Court’'s Order [ECF No. 46]
appointing the Special Master, which providesy 48 hours for responses to discovery motions
and 24 hours for replies.

. GOOGLE’'S REQUEST FOR ADVANCE NOTICE OF THE POTENTIAL

USE OF CONFIDENTIAL INFORMATION IN COURT PROCEEDINGS

IS UNNECESSARY ANDWOULD UNFAIRLY HAMPER DEFENDANTS’
ABILITY TO PRESENT THEIR CASE

Google’s request for advance notice — @itB4 hours or three days — before
Defendants use any confidential documents, ottzar thhose on their exhildist or in deposition
designations, in pre-trial pceedings or at trial is unfoundl@nd would unfairly prejudice
Defendants, especially at trial. The Protec@reer already includes safieards to ensure that
non-parties receive written notiog any trial exhibits or deposition testimony containing their
confidential information, as well as a preain whereby non-parties may object to such
disclosure in advance of triabeeProtective Order § D.13(a). Google, however, would like to
go further and impose an additional three-daiice period for pre-trial proceedings and a
24-hour notice period for trial. Such infible rules are unrealistic and burdensome.

In particular, Google’s proposal would unfgiand unreasonably s&rict Defendants’

ability to introduce confidential informatiaom cross-examination in order to impeach



unexpected witness testimon@f. United States v. Vedt16 F.3d 1179, 1187 (7th Cir. 1997)
(noting the need for “flexibility’during cross-examination of expevitnesses at trial). Without
the ability to use confidentiaiformation — the need for whicmay not be anticipated 24 hours
in advance — Defendants will not fully be ablestmgage in “[v]igorous cross-examination” and
“presentation of contrary evidence,” both of whi@are the traditional ahappropriate means of
attacking shaky but admissible evidencBaubert v. Merrell Dow Pharm., Inc509 U.S. 579,
596 (1993). Defendants may also not know 24 houaslance that they will use a non-party’s
confidential information during rdirect questioning or in preating rebuttal evidence. If
Google’s 24 hours’ notice requirement were in place, Defendants would have to choose between
forgoing the use of that evidence and asking thetdo delay the trial piceedings to give the
non-party the required notice. Such a requir@meuld inevitably delay trial proceedings,
interfere with the Court’s management of its kigtc and threaten Defenas’ right to a fair
hearing.

Likewise, Google’s request (at 8-9) forek days’ advance notice of the potential
disclosure of confidential information in pteal court proceedings would cause Defendants
significant harm. It would stifle preparatiorr fore-trial hearings, which may be convened on
short notice, and constrain Defendants’ abtlityeference confidential materials in court,
including in response to gskoning from the Court.

In the event that Defendants have reasantroduce additional information marked
confidential, the Protective Order already camta built-in remedy. The Court must decide
whether to seal the courtroom each time Defendants or another party seeks to introduce
confidential information nopreviously designateas a trial exhibit.SeeProtective Order

1 D.13(b). To the extent they can anticipatsthoccasions, Defendants have a strong incentive
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to notify the non-party in advance and requleat the non-party wagvits designation, which

will allow trial or pre-trial hearingsto proceed without interruptiorif the non-party declines to
waive its designation, Defendantsaaquest that counsel for the non-party be present in the
courtroom, so that the Court will not need téagtigoroceedings in order to hear argument from
the non-party on whether to close the courtrodfalting the proceedings each time Defendants
need to use a non-party’s confidential informatdoes not serve the ingsts of Defendants or
the Court.

CONCLUSION

For the reasons set forth aboves @ourt should deny Google’s motion.

2 Defendants interpret Section D of the Bmtive Order (“Disclosure of Confidential
Information in This Action”), and in partidar Paragraph D.13, to encompass pre-trial
proceedings.SeeProtective Order T A.1(k) (“‘This Amn’ means the above-captioned action
pending in this Court, includingny pretrial, trial, post-trialpr appellate proceedings.”).
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Dated: October 11, 2011

Respectfully submitted,

/s/ Mark C. Hansen

Mark C. Hansen, D.C. Bar # 425930
Michael K. Kellogg, D.C. Bar # 372049
Kellogg, Huber, Hansen, Todd,

Evans & Figel, P.L.L.C.
1615 M Street, NW, Suite 400
Washington, DC 20036
(202) 326-7900

Richard L. Rosen, D.C. Bar # 307231
Donna E. Patterson, D.C. Bar # 358701
Arnold & Porter LLP

555 Twelfth Street, NW

Washington, DC 20004-1206

(202) 942-5000

Wm. Randolph Smith, D.C. Bar # 356402
Kathryn D. Kirmayer, D.C. Bar # 424699
Crowell & Moring, LLP

1001 Pennsylvania Avenue, NW
Washington, DC 20004

(202) 624-2500

Counsel for AT&T Inc.

George S. Cary, D.C. Bar # 285411
Mark W. Nelson, D.C. Bar # 442461
Cleary Gottlieb Sten & Hamilton LLP
2000 Pennsylvania Avenue, NW
Washington, DC 20006

(202) 974-1500

Richard G. Parker, D.C. Bar # 327544
O’Melveny & Myers LLP

1625 Eye Street, NW

Washington, DC 20006

(202) 383-5300

Counsel for T-Mobile USA, Inc. and
Deutsche Telekom AG
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CERTIFICATE OF SERVICE

| hereby certify that on October 1101, | caused the foregoing Memorandum of
Defendants in Opposition to Non-Party Google Inc.’s Motion To Amend the Protective Order to
be filed using the Court’s CM/ECF system, which will send e-mail notification of such filings to
counsel of record. This document is avalgafor viewing and downloading on the CM/ECF
system.

Two copies of the foregoing Memorandum, togethith cases and other cited materials,
shall be served on Special Master Richard A Levie.

/s/ Mark C. Hansen
Mark C. Hansen




