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IN THE UNITED STATES DISTRICT COURT
FOR THE NORTHERN DISTRICT OF GEORGIA
ATLANTA DIVISION

KAREN KRISE, et al.,
Plaintiffs,

V. CIVIL ACTION FILE
NO. 1:14-CV-1209-TWT

SEI/AARON'S, INC.

a franchisee of Aaron's, Inc.
doing business as

Aaron's Sales and Leasing, et al.,

Defendants.

OPINION AND ORDER

The Plaintiffs Karen Krise, Corie Casddhauncey Robertson, Sr., and Jamie
Robertson allege that the f2adant SEI/Aaron’s, Inc. afranchisee of Aaron’s, Inc.
— unlawfully accessed their computers fromemnote location and collected private
information stored therein. It is be@the Court on the Dendant’s Motion for
Summary Judgment [Doc. 97], Motion Exclude the Testimony of Micah Sherr
[Doc. 104], and Motion to Exclude the Testimony of Michael Maschke [Doc. 111].
For the reasons set forth below the Delf@nt’s Motion to Exclude the Testimony of

Micah Sherr [Doc. 104] is GRANTED in gaand DENIED inpart; the Defendant’s
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Motion to Exclude the Testimony of Miakl Maschke [Doc. 111] is DENIED; and
the Defendant’s Motion for Summary Judgment [Doc. 97] is GRANTED.
l. Background

The Defendant SEI/Aaron’s, Inc. (“8f— a Georgia corporation with its
headquarters in Atlanta, Georgi#s in the rent-to-own businesBetween 2010 and
2011, it operated approximatebeventy franchise storewhich were located in
Connecticut, Kentucky, Ma&) Massachusetts, New Hampshire, New York, Rhode
Island, and VermorttFrom October 5, 2010 tod@ember 27, 2011, the Defendant
installed a software program — PC Rémtgent (“PCRA”) — on all computers it
leased to its custometsPCRA, which was owned by a company named
DesignerWare, enabled the Defendanirémder a computer inoperable” by simply
logging onto the DesignerWare website and placing a computer on “lockdown”

mode? Once the computer was locked, a custpoould not use it and had to contact

an SEI store to have the computer unlocké&h August 8, 2011, DesignerWare

! Pls.’ Statement of Facts § 21.

2 Def.’s Statement of Facts 1 1.
s Id. 1 3.

4 Id. § 10.

° 1d.
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added a geolocation feature to PCRBhis feature “directed the PCRA software
installed on a computer to include the-fiVsignals the computer picked up in its
periodic reports.” Finally, DesignerWare offered the “Detective Mode” feature on
computers with PCRA installédDetective Mode could beemotely installed and
activated, and once activatéd;ould capture keystrokes aadition to the content of
the computer screen and clipbodréiny data captured bRetective Mode would
automatically be sent every twomnies to a designated email addréss.

The Defendant states that it maintained a policy of informing customers during
the lease closing that PCRA was instalbedtheir computers, and that the software
enabled SEI to track, monitorn@ lock down the leased computérdoreover,

according to the Defendant, each customer signed an Addendum to the lease

° Id. 1 34.

7

Id. T 35. It is undisputed that SElvez attempted to track any of the
Plaintiffs’ computers using the geolocation feature{fd105, 143.

8 Id. 7 11.

9 Id. 11 12. Itis undisputed that PCRBy; itself, could not capture this type
of data._Id.] 14.

0 d. 712
t Id. 1 18.
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agreement acknowledging that he or slas aware of the software’s capabilittés.
The Defendant also contends that it iretd ownership of each computer until a
customer exercised one of two purchase optidbtrsadherence tSEI policy, the
Defendant asserts that thengeal manager of each SEI gtvad the credentials to log
onto the DesignerWare website and lock down a com@uken. Detective Mode,
only the district managers and SEI's &itor of Operational Support, Tennyson Cox,
had the log in credentials tostall and activate the featureThe Defendant stopped
using Detective Mode on May 6, 20%10n or about January 23, 2012, the Defendant
removed PCRA from all leased cpaters connected to the internet.

The Plaintiffs Chauncey Robertson, Sr. and Jamie Robertson leased their laptop

on October 7, 2010 from an SEbst in Meriden, Connectictit.According to the

12

Id. The Plaintiffs deny signing the Addendum. PIs.” Resp. to Def.’s
Statement of Facts  19.

13 Def.’s Statement of Facts § 21.

o d. 122
15 Id. 1 26.
16 Id. 1 31.
o Id. 1 37.
18 Id. 1 49.
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Defendant, Ms. Robertson executedl&é@se documents, including the Addenddm.
The Plaintiffs deny that Ms. Robertson signed the Adderdudm November 9,
2010, SEI activated Detective Mode the Robertsons’ computéDetective Mode
was deactivated on November 10, 261Dhe Defendant characterizes the activation
as an error. It states that a different oosgr reported his computer as stolen, and SEI
was attempting to locate that cputer by activating Detective Mod&The Defendant
contends that the mix up occurred becahsecomputers were the same brand with
a similar or identical model numb&The Plaintiffs counter that the activation was
not in error®® Beyond the Detective Mode activati, the Robertsons contend that

their computer was slow and eventually returned the computer on June 27 2011.

19 Id. § 51.

20 PIs.’ Resp. to Def.’s Statement of Facts { 51.
2t Def.’s Statement of Facts 1 61.

22 Id. § 65.

23 Id. 11 53, 61-62.

24 Id. 1 62.

% PIs.’ Resp. to Def.’s Statement of Facts { 65.

26 Def.’s Statement of Facts | 70, 77.
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The Plaintiff Corie Cason leased hengmuter on March 4, 2011, from an SEI
store in Buffalo, New York! The Defendant asserts that Cason executed both the
computer lease agreement and #haédendum, but it does not possess either
document® The Plaintiffs deny that Cason signed the AddenéuSimilar to the
Robertsons, Cason contends thatibased computer was “sluggistiBased on the
computer’s allegedly slow speed, Casonught it in for service in 2012 and 20%4.
She eventually returned theroputer to SEI in March of 2014.The Defendant
contends that, in 2011, only three montheraghe leased the computer, Cason learned
about PCRA through a news article and the Plaintiffs’ counsel’'s wéb¥iet, she

chose to keep the computer until 24 @ason testified that she learned about PCRA

27 Id. § 85.

28 Id. 1 86.

2 PIs.’ Resp. to Def.’s Statement of Facts { 87.
% Def.'s Statement of Facts 1 90.

3 Id. 91 96-97.

32 Id. § 100.

3 Id. 1 91-92.

3 Id. 7 94.
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through a news article and bate, but could not recall what date she learned about
PCRA®

The Plaintiff Karen Krise leased hmymputer on August 24, 2011, from an SEI
store in Massena, New YofkThe Defendant asserts that Krise signed the PCRA
Addendum on the same day she leased her compufbe Plaintiffs, however,
dispute this account. Krise denies that she signed the Addendum at the time of the
lease®® Soon after leasing the computer, Krisgdreto make late and/or partial lease
payments? Because of the late payments, on October 14, 2011, SEI placed Krise's
computer in lockdown mod®That same day, Krise mabler lease payment and was
given a code to unlock the computéKrise alleges that, oBctober 13, 2011, using
the leased computer, sheggtin E-bay auction that was scheduled for the nextday.

She claims that once she unlocked her coerpatl of her dathad been deleted and

% PIs.” Resp. to Def.’s Statement of Facts T 93.
% Def.’'s Statement of Facts { 106.

37 Id. § 107.

¥ PIs.” Resp. to Def.’s Statement of Facts { 107.

39 Def.’s Statement of Facts 9 110-16.

40 Id. 1 119.
“ Id. 1 120.
42 Id. 1 117.
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the computer had been restored to factory setfif§scause her computer data was
deleted and she was unable to use hepcoen while on lockdowrKrise alleges that
she lost potential E-bay bi@Then, on October 15, 2011, Krise went on Herman
Gerel's website, “wbcamlawsuits.conf? There, she learned about PCRA and the
litigation surrounding use of the softwdfeDespite the potential presence of the
software, Krise kept the computer until December 19, 20Krise, however,
contends that between Octolbb@d December she rarelyegsthe computer and would
cover the webcam with tagé.

On April 23, 2014, the Plaintiffs fitka class action complaint against SEI.
They seek to represent a class of “(aparsons who have purchased, leased, and/or
rented (“Lease-Purchase” or “Leaser¢hased”) from SEI psonal computers on
which PC Rental Agent had been installathaut such persons’ consent, and (b) all

members of each such person’s househ8ldlie Plaintiffs allege that SEI did not

43 Id. 1 121.
4 Id. 1 124,
° Id. 7 131.
40 Id.

47 Id. 1 139.

% PIs.” Resp. to Def.’s Statement of Facts { 134.

4% Second Am. Compl. § 1.
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disclose to its customers that it inst&SRA on its leased computers or that it used
Detective Mode to obtain data from the computeFurthermore, they allege that
PCRA harmed the leased computers by, among other things, making therh slow.
They allege five counts, including imsian of privacy; computer trespass, O.C.G.A.
8 16-9-93(b); computer invasion of paisy, O.C.G.A. 8§ 16-9-93(c); and violation of
the Electronic Communications Paisy Act (‘ECPA”), 18 U.S.C. § 251%.The
Defendant now moves for summary judgment on each of the Plaintiffs’ ctaims.
Il. Legal Standards

A. Daubert Motion

Federal Rule of Evidence 702 goverthe admission of expert opinion
testimony. Pursuant to that rule, before admitting expert testimony a court must
consider: (1) whether the expert is catgnt to testify regarding the matters he
intends to address; (2) whether thetmoelology used to reach his conclusions is

sufficiently reliable; and (3) whether thetiesony is relevant, in that it assists the jury

® 1d.73.

1 SeePls.’ Resp. Br., at 31-32.
>2 Second Am. Compl. 1 51-74.
3 [Doc. 97].
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to understand the evidencedatermine a fact in issiéln ruling on the admissibility
of expert testimony, “[tlhe focus must teolely’ on the expert’s ‘principles and
methodology, not on the conclosis that they generate’™If the expert predicates his
testimony on an assumption that is beligdhe evidence, the expert’s testimony is
properly excluded® The party offering the expertsstimony has the burden to prove
it is admissible by a preponderance of the evidéhce.

B. Motion for Summary Judgment

Summary judgment is appropriate only when the pleadings, depositions, and
affidavits submitted by the pisgs show no genuine issuerohterial fact exists and
that the movant is entitled to judgment as a matter ofidive court should view the

evidence and any inferences that may k@vdrin the light most favorable to the

54 Fed. R. Evid. 702; Daubert Merrell Dow Pharm., Inc509 U.S. 579,
589 (1993).

> KW Plastics v. United States Can C181 F. Supp. 2d 1289, 1292 (M.D.
Ala. 2001) (quoting Dauberb09 U.S. at 594-95).

> Ferguson v. Bombardier Services Cofl4 Fed Appx. 944, 949 (11th
Cir. 2007).

> Allisonv. McGhan Medical Corp184 F.3d 1300, 1306 (11th Cir. 1999).

*  Fep.R.Civ.P. 56(a).
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nonmovant® The party seeking summary judgnt must first identify grounds to
show the absence of a genuine issue of material’fabe burden then shifts to the
nonmovant, who must go beyond the pleadings and present affirmative evidence to
show that a genuine issuerpfiterial fact does exist‘A mere ‘scintilla’ of evidence
supporting the opposing party’s position will reoiffice; there must be a sufficient
showing that the jury could reasonably find for that pafty.”
[ll. Discussion
A. Daubert Motions
1. Micah Sherr

The Defendant moves to exclude th&titaony of the Plaintiffs’ expert Micah
Sherr. The Defendant does not challenge Sherr’s qualifications. Instead, the Defendant
contends that Sherr’s testimony fails tosfg the relevance prong, because he did not
apply his principles and methods reliably to the facts of the case. The Defendant
asserts that Sherr’s opinions regardind@@®A are unreliabledzause they are based

on an incorrect legal standard. The FAC is only applicable to electronic

>9 Adickes v. S.H. Kress & Cp398 U.S. 144, 158-59 (1970).

%0 Celotex Corp. v. Catretd77 U.S. 317, 323-24 (1986).

°> Anderson v. Liberty Lobby, Inc477 U.S. 242, 257 (1986).

6 Walker v. Darby 911 F.2d 1573, 1577 (11th Cir. 1990).
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communications that are interceptedeaning acquired “contemporaneous with
transmission ® The Eleventh Circuit defines éatemporaneous with transmission”
to mean the electronic commauation is captured “in flight>* The Defendant states
that Sherr’s reports and testimony do nmals the “in flight” standard. Specifically,
SEl argues that “Sherr opines that a camioation can be ‘intercepted’ for purposes
of the ECPA if it is captured ‘in close time proximity’ to transmission, rather than
during transmission®® In response, the Plaintiffs assert that Sherr is not creating a
different legal standard, and that 8fsetestimony should not be excluded merely
because he did not use the phrase “in flighThey point out that Sherr testified that
Detective Mode’s functions could capt@lectronic information contemporaneously
with its transmissiof\’

The Court finds that the expert $tie opinion should not be excluded. Some

courts have concluded thatceipt of the electronmmmunication “within a second”

03 United States v. Steige318 F.3d 1039, 1047 (11th Cir. 2003).

o4 Id. at 1049-50.

% Def.’s Mot. to Exclude Sherr, at 6-7.

% PIs.’ Resp. to Def.’s Mot. to Exclude Sherr, at 3.
7 1d. at 2-3.
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is contemporaneoyd. But what qualifies as contemporaneous with transmission is
“not so well-defined or beyond reasomaldrgument that th[e] issue[] should be
effectively decided by @aubert order.®® Sherr opined that Detective Mode’s
keystroke feature is capable of intercegtcommunication “nearly at the instant the
communication is transmitted over the netwdfkHe further noted that “[s]ince
PCRA with Detective Mode continuously ¢apes keystrokes as they occur, any and
all typed communication will bantercepted at the time in which the user inputs the
communication.”™ Sherr's opinions and testomy do not strike the Court as
unreliable. They provide at least @asonable argument as to what qualifies as
contemporaneous in the context of DétecMode. The Court therefore declines to
exclude Sherr’s opinionsd testimony regarding the@wrtemporaneous interception
of electronic communications. The issoBwhat constitutes a contemporaneous
interception will be addresden the context of the Defendant’s Motion for Summary

Judgment.

% United States v. Szymuszkiewj&22 F.3d 701, 706 (7th Cir. 2010).

69 In re Southeastern Milk LitigNo. 2:08-MD-1000, 2010 WL 5102974,
at *2 (E.D. Tenn. Dec. 8, 2010).

0 Def.’s Mot. for Summ. J., Ex. MSherr Oct. 5, 2016 Expert Report 1 8-

71 ﬁﬂﬁ
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Next, the Defendant seeks to excluderBa®pinions related to the Plaintiffs’
computer trespass claims. The Plaintifiege that theDefendant committed
computer trespass under OQ3CA. § 16-9-93(b). To commatcomputer trespass under
0.C.G.A. 816-9-93(b), a person must use apaer with the knowledge that he or
she is without authority to use it and witte intention of “[o]bstructing, interrupting,
or in any way interfering with the af a computer program or datarh addition,
the plaintiff's person or property must be damaged via the computer tréSphss.
Plaintiffs here allege that the instaitan of PCRA constitutes a computer trespass
because PCRA made the leased compstaggish. In support of their allegations,
the Plaintiffs rely on Sherr's opinionsgarding PCRA’s purported flaws. In his
expert report, Sherr identifighree alleged flaws — wealashsecurity, memory leak,
and data loss — which the Plaintitfsntend caused tradleged sluggishnes$The
Defendant argues that Sherr’s opiniorgareling the purported flaws are speculative,
because they are based dimdted review of the PCRAource code, not on an actual
computer with PCRA installed. The Defendlalso notes that Sherr’s testimony fails

to account for obvious alternaticauses for the alleged damage.

Z 0.C.G.A. § 16-9-93(b)(2).
?  1d. § 16-9-93(qg).

“  Def.’s Mot. for Summ. J., Ex. ISherr July 15, 2016 Expert Report |
14, 24, 26.

T:\ORDERS\14\Krise\msjtwt.wpd -14-



The Court agrees with the Defendante8is opinions with regard to the speed
of the computers are unsupported speculationslthabt assist the trier of fact. In his
report, Sherr opines that by removing various security features on the computer
operating system, PCRA increasee fikelihood of a malware infectioi.And
because malware may caussoanputer to run slow, PCR#ay be to blame for the
alleged sluggishneg$.For memory leak and data loss, Sherr opined that “[bJoth
memory leaks and memory corruption @amtribute to (1) the ‘sluggishness’ of a
computer and (2) the stability of the soft@aunning on that computer,” and that he
“found numerous instances in whiclCRA can cause loss of user data‘For
example, PCRA could cause the contentaroemail that is being composed in an
Internet browser to be permanently lo&tditionally, PCRA may cause additional
data loss by preventing access to critical ponents of the operating system that are
intended to help the asrecover lost datd®These equivocal statements with regard

to the cause of the alleged computer danagag®ot assist the trier of fact to determine

& Id. 11 14-23.
® Sherr Dep., at 25-28.

7 Def.’s Mot. for Summ. J., Ex. ISherr July 15, 201Expert Report {1
25-26.

% d.
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causatiorn’? To assist the trier of fact, the egitce presented must be relevant. Federal
Rule of Evidence 401 defines relevanidewce as having “any tendency to make a
fact more or less probable thidawould be without the evidencé”Sherr’s consistent
use of “may,” “can,” and “could” makes 8h’s statements merely possible, not more
probable’® A statement that something is menedssible “does not ‘logically advance
a material aspect oft{e Plaintiffs’] case.”® Thus, the Court grants the Defendant’s
Motion to Exclude Sherr’s opinions regarding computer performance.
2. Michael Maschke

The Defendant seeks to exclude the amaiof the Plaintiffs’ expert, Michael
Maschke. The Defendant assdhat Maschke’s opinionseaanreliable, because they
are based on cursory and unscientifi@mamations of computers with PCRA.
However, the Court finds the Defendant’s Mo to be premature. The Plaintiffs do
not rely on Maschke’s opinions in theesponse to the Defendant’'s Motion for

Summary Judgment. Moreover, the Plainstste that they have not decided whether

9 Bowers v. Norfolk Southern Cor®37 F. Supp. 2d 1343, 1368 (M.D.
Ga. 2007).

80 FED. R.EvID. 401.
8. Bowers 537 F. Supp. 2d at 1368.

8 |d. (quoting_Allison v. McGhan Med. Cori84 F.3d 1300, 1312 (11th
Cir. 1999)).
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they will use the Maschke’s testimony at tfal.he Court therefore denies without
prejudice the Defendant’s Motion to Exclude the Testimony of Michael Madthke.

B. Robertsons’ Claims

1. Standing

The Defendant asserts that the PlmChauncey Robertson, Sr. and Jamie
Robertson do not have stangito allege any claims bad on the Defendant’s use of
Detective Mode. The Robertsowere not originally pamf the instant lawsuit. They
were added as a party omné 18, 2014, when the Plaintiffs filed a First Amended
Complaint®® In the original Complaint, none of the named Plaintiffs alleged that
Detective Mode was installexh their computers. As agelt, the Defendant contends
that because “at least onamed class representativegnbave Atrticle Il standing
to raise each subclaim” in a Complaing tRlaintiffs cannot amend their Complaint

to add the Robertsons’ claims based on Detective Kfode.

8 PIs.’ Resp. to Def.’s Mot. to Exclude Maschke, at 2-3.

8 See, e.gJohnson v. Allstate Ins. GdNo. 1:06-cv-14(WLS), 2006 WL
2617127, at *1 (M.D. Ga. Sept. 12, 2006@1igting without prejudice a motion to
exclude expert testimony because thkpest testimony was not germane to the
pending motion for summary judgment).

% [Doc. 31].

8 Def.’s Mot. for Summ. J., at 7 (quoting Prado-Steiman v. B2&h F.3d
1266, 1279-80 (11th Cir. 2000)).
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The Court disagrees. The case the Defehdi&es in support of its argument is

distinguishable. In Wright. Dougherty County, Georgi¢he Eleventh Circuit held

that because a plaintiff lacked standing to bangclaimagainst the defendant, the
plaintiff “also lack[ed] standing to ameiiide complaint to consolidate with a party
who may have standingd”Here, the Defendant does not challenge the original
Plaintiffs’ standing to assert claimsdeal on the Defendant’s use of PCRA. And
because the original Plaintiffs have standoassert their original claims, the original
Plaintiffs also have the right to seek ledg amend their Complaint to add additional
plaintiffs. Indeed, the Plaintiffsosight leave, and the Court grantetf ithe Court

therefore concludes that the Robertsons Istaeding to assert all of their claims.

87 Wright v. Dougherty Cnty., Ga358 F.3d 1352, 1356 (11th Cir. 2004).

88

SeeFeD. R. Civ. P.15(a)(2) (“[A] party may amend its pleading only
with the opposing party’s written consent a tourt’s leave,” and “[t]he court should
freely give leave when justice so requires.”).
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2. Invasion of Privacy - Detective Mode

In Count | of their Second Amended Comptathe Plaintiffs assert an invasion
of privacy/intrusion on seclusion claim. &liPlaintiffs allege that the Defendant’s
activation of Detective Moden the Robertsons’ computevaded the Robertsons’
privacy. The Defendant contends that tli&tsons’ invasion of privacy claim based
on the Detective Mode activation is bartydthe applicable statute of limitatiofts.
For privacy torts, Georgia applies a two-yst@tute of limitations, and “the statute of
limitation generally begingo run at the time darmga caused by a tortious act
occurs.®™ As noted above, Detective Mode was activated on the Robertsons’
computer on November 9-10, 2010. Thti®e Robertsons’ statute of limitations
expired on November 10, 2012, which is,colurse, well before the filing of the
instant class action on April 23, 2014. Moreqg\eecause no classtions were filed

prior to November 10, 2018p class action tolled the Ratsons’ claim. As a result,

89 Under Georgia choice of law, foreign statutes of limitations are

procedural in nature. Thus, a federal ¢aifting in diversity applies the applicable
Georgia statute of limitations and tolling provision. 8eanch v. SickertNo. 2:10-
cv-128-RWS, 2011 WL 796783, at *2 (N.@a. Feb. 28, 2011) (“Georgia law
generally regards foreign statutes of litidas as procedural and will apply its own
statute of limitations.” (citing Hudnall v. Kelly388 F. Supp. 1352, 1354 (N.D. Ga.
1975))).

% 0O.C.G.A.89-3-33; Rivell v. Private Health Care Sys., 1887 F. Supp.
2d 1277, 1284-85 (S.D. Ga. 2012) (quoting Everhart v. Rich’s,286.Ga. 798, 801
(1972)).
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the Robertsons’ invasion of privacy of e¢taiinsofar as it is based on the Defendant’s
activation of Detective Mode, is time barred.
3. Invasion of Privacy - PCRA

The Plaintiffs also allege that thi@efendant’s installation of PCRA on the
Robertsons’ computer invaded the Robents’ privacy. The Defendant, once again,
asserts that the Robertsons’ claim isetilmarred. The Robertsons returned their
computer to SEI on June 27, 2011. Assule any invasion of privacy claim had to
be filed by June 27, 2013. However, the Riffis contend that, pursuant to the rule

of American Pipe & Construction Co. v. Utdtthe Robertsons’ claim was tolled by

a prior class action. On March 5, 20@&yendolyn Sneed filed a putative class action
against SEI, alleging claims for invansi of privacy basedn SEI's activation of
Detective Mode and installation of PCRAThen, on May 20, 2014, Sneed
voluntarily dismissed her case prior to the district court’'s ruling on class
certification?® According to the Plaintiffs, the Sneadtion tolled the Robertsons’

invasion of privacy claim.

% 414 U.S. 538 (1974).

%2 Sneedv. SEl/Aaron’s, IndNo. 1:13-cv-00982-TWT (N.D. Ga.), [Doc.
1].

% |d. at [Doc. 44].
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In American Pipethe Supreme Court held tHf#tie commencement of a class

action suspends the applicable statute atditions as to all asserted members of the
class who would have beenrpas had the suit been permdt® continue as a class
action.”® If and when class certification is denied, the limitations period begins to
run?® The Defendant counters that the Rokamt’ claim cannot be tolled because the
Sneedaction was voluntarily dismissed. It is generally accepted that a voluntarily
dismissed complaint does not toll the statute of limitattétiBhis is because the law
treats a voluntarily dismissed complazas if it never had been filed”The question
therefore becomes how the general regarding voluntarily dismissed complaints
affects a subsequent classi@t based on the same conduct.

In arguing that the general rule is indpable, the Plaintiffs rely on Sawyer v.

Atlas Heating and Sheet Metal Works, fAdhere, the SeventCircuit held that

% American Pipe414 U.S. at 554.

% Crown, Cork & Seal Co., Inc. v. Parkei62 U.S. 345, 353-54 (1983).

% SeeWeldon v. Electronic Data Sy<.38 F. App’x 136, 138 (11th Cir.
2005) (finding that a voluntarily dismissed complaint did not toll the statute of
limitations); GHARLES ALAN WRIGHT & ARTHURR. MILLER, 9 FD. PRAC. & PrROC.

Civ. § 2367 (3d ed.).

o7 In re IndyMac Mortgagé3acked Securities Litig718 F. Supp. 2d 495,
504 (S.D.N.Y. 2010).

% 642 F.3d 560 (7th Cir. 2011).
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“[tlolling lasts from the day a class dhaiis asserted until the day the suit is
conclusively not a class @an — which may be becauttee judge rules adversely to
the plaintiff, or because the plaintifads the handwriting on the wall and decides not
to throw good money after ba&. Thus, the Seventh Circuit held that a voluntarily
dismissed class action does toll the putatilass members’ individual claims. The
Seventh Circuit then answered an addiil, more contested question: whether a

successive class action tmalies on American Pipetolling principle may proceed

as a class action when theor class action complaint was voluntarily dismissed. In
answering this question in the affirmatitiee Seventh Circuit held that a successive
class action is precluded by a prior claggacmnly when a “court denies certification
for a reason that would be equally applicablany later suit — for example, that the
supposed victims are too few to justifyass$ litigation . . . then members of the
asserted class are bound by that decisi®®ut if the court denied certification in the
first class action because the class reptasiga was inappropriate, “then there is no
basis for binding other members of the putaclass, who have yet to receive a

judicial decision on the question whether a class is certifiable under Rul& 23.”

9 Id. at 563.
100 1d. at 564.
101 Id
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The Eleventh Circuit disagrees witletBeventh Circuit’'s approach regarding

prior class actions. In_Ewing Indussie€Corp. v. Bob Wines Nursery, Indhe

Eleventh Circuit, citing Griffin v. Singletaryheld that a prior class action that was

dismissed because of an inadequate cigsesentative — and not because of a defect

in the class itself — did not toll the statute of limitations for a subsequent class

action!®Thus, unlike the Seventh Circuit.in Sawytdie Eleventh Circuit found that
every proposed classrist entitled to at least onétampt at class certificatioff: The

court noted that its holding prevented “fatential for multiple rounds of litigation
as the class seeks an adequate class representdtivadcordance with the principle

laid out in Ewing Industriegshe Court finds that the Sneadtion did not toll the

Robertsons’ class claim rfanvasion of privacy. If a named plaintiff's voluntarily
dismissal of a class action tolled all fréuclass action claims, the potential for
“piggybacked” class actionsiaes. The initial class counsel could determine a class
representative is inadequated preemptively seek a voluntarily dismissal. Then, the
class action could be filed again and agavith the hopes of finding an adequate

representative. The Eleventh Circuit waragginst “adopt[ing] any rule that has the

102 795 F.3d 1324, 1328 (11th Cir. 2015).
103 1d. at 1326.
104 1d. at 1328.

T:\ORDERS\14\Krise\msjtwt.wpd -23-



potential for prolonging litigation about class representation even furfhédrtie
Court will follow the EleventiCircuit’s warning: the Robertsons may not pursue their
invasion of privacy claim as a class claim.

Nevertheless, the Court finds that B@bertsons may pursue their invasion of

privacy claim as an individual claim. Relying on In re IndyMac Mortgage-Backed

Securities Litigationthe Defendant argues that Rebertsons’ individual invasion

of privacy claim should be dismissed. Iratltase, the plaintiffs argued that their

claims were tolled by a prior class action compldhBut the Southern District of

New York held that the American Pipgle does not apply where the initial complaint
was dismissed voluntarify? The court stated thaebause a voluntarily dismissed
complaint is treated as if it was nevded, the initial complaint cannot toll the

plaintiffs’ claims!® It is unclear to the Court, however, whether_the In re IndyMac

court was referring to the plaintiffs’ claskims or individual claims. The court’s
opinion does not clearly delineate betweenttiwe Even so, it seems rather harsh to

find a putative class member’s individuaiohs are not tolled based on the whims of

105 |d. (quoting_Griffin v. Singletary17 F.3d 356, 359 (11th Cir. 1994)).

1% In re IndyMac Mortgage-Backed Secs. Litigl8 F. Supp. 2d 495, 504
(S.D.N.Y. 2010).

17 Id. at 505.
108 ]d. at 504-05.
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the class representative. As a reshig, Court finds that the American Pipde is

applicable to the Robertsons’ individual invasion of privacy claim based on the
Defendant’s use of PCRA.

Next, the Defendant argues that fRRebertsons’ PCRA invasion of privacy
claim fails because no private data wastaagul. Before the Court can address this
issue, however, it must determine whetl&eorgia law is applicable to the
Robertsons’ invasion of privacy claim. Thefendant contendsahConnecticut law
should apply to the Plaintiffs’ claim. Thgh not completely clear to the Court, the
Plaintiffs appear to assehat Georgia law should appl¥?.A federal court sitting in
diversity applies the choice of law rulestbé forum state to determine which law
appliest’® Therefore, the Georgia choice of lawkes apply here. Georgia follows the
doctrine oflex loci delicti:***

The general rule is that the place of the wrong)abes delecti, is the

place where the injury was suffereather than the place where the act
was committed, or, as it is sometinmasre generally put, it is the place

19 The Plaintiffs specifically conceddat New York law applies to the
Plaintiffs Cason’s and Krise’s invasion ofyacy claims. The Plaintiffs fail to note
whether they agree with the Defendantwice of law analysis with regard to the
Robertsons’ claim. Sdels.” Resp. Br., at 34 n.8.

110 Klaxon Co. v. Stentor Elec. Mfg. G813 U.S. 487, 496 (1941).

111 Brenner v. Future Graphics, L1258 F.R.D. 561, 571 (N.D. Ga. 2007).
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where the last event nessary to make an actiaible for the alleged tort
takes placé*?

Thus, the substantive law of the jurisdictiwhere each Plaintiff suffered harm would
apply to their claims. However, Geaagchoice of law doctrine applies a unique
exception to théex loci delicti doctrine. When a harm is suffered out of state, the
application of that state’s laws “is limitéd statutes and decisions construing those
statutes.” If no statute is relevant, Georgiammon law applies to the parties’
claims!*

Nevertheless, Georgia common lawllwot apply if its application is
inconsistent with due pross. To determine whether thpplication of Georgia law
to the Plaintiffs’ claim is consistent witlue process, “the court must analyze whether
the State of Georgia has ‘significant contacsignificant aggregation of contacts to

the claims asserted by each [Plaintiff], contacts creatingtate interests, in order to

ensure that the choice of Geord@wv is not arbitrary or unfair.”® Here, the

112

Id. (quoting_Risdon Enters., Inc. v. Colemill Enters., |A@2 Ga. App.
902, 903 (1984)).

113 In re Tri-State Crematory Litig215 F.R.D. 660, 667 (N.D. Ga. 2003)
(quoting Frank Briscoe Co., Ine. Georgia Sprinkler Co. Inc713 F.2d 1500, 1503
(11th Cir. 1983)).

114 Brenner 258 F.R.D. at 571.

115 Id. (quoting_Phillips Petroleum Co. v. Shyt&72 U.S. 797, 821-22
(1985)).
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Defendant SEI is a Georgiarporation with its principal place of business in Atlanta,
Georgia. SEI purchased PCRA from itdahta office and made payments for the
spyware from its Atlanta officE? But these are the onlgontacts to the state of
Georgia. The Robertsons, who live in Correet, leased their coputer from an SEI
store in Connecticut. PCRA was installedlogir leased computer at the Connecticut
store, and any information gathered thro®§eRA would have been sent to an SEI
employee at the Connecticut store. Finallg,Robertsons do not allege that they used
their computer outside of the state of Connectitas a result, the Court finds that
Connecticut law should apply to thelbertsons’ invasion of privacy claim.
Connecticut follows the Restatement (&ad) of Torts’ definition of intrusion
upon seclusion: “intentionally intrud[ingdhysically or otherwise, upon the solitude
or seclusion of another or his private affairs or concerns . . . if the intrusion would be
highly offensive to a reasonable persofi. The Defendant contends that the

Robertsons’ claim fails because PCRAmthout Detective Mode installed and

116 PIs.’ Resp. Br., Ex. D.
117 Def.’s Statement of Facts { 83.

118 Tedeschi v. Kason Credit CordNo. 3:10cv00612 DJS, 2014 WL
1491173, at*6 (D. Conn. April 15, 2014) (qQuotingFRATEMENT(SECOND) OFTORTS
8 652B (1977));_see algBoodrich v. Waterbury Republican-Am., In&88 Conn.
107, 128 (1982).
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activated —was incapablearfllecting private informatio:’ Rather, PCRA was only
capable of capturing the IP addresstloé computer, which, according to the
Defendant, is not highly offensive to a reaable person. In response, the Plaintiffs
argue that mere installation of PCRA femisive to a reasonable person, because the
Defendant was capable of installing tBeive Mode through PCRA. They cite

Koeppel v. Spiertn support of their argument.

In Koeppe) the lowa Supreme Court addragskee question of “whether the
harm sought to be remedied by the [intrusion upon seclusion] tort is caused by
accessing information from the plaintiff anprivate place or by placing mechanisms
in a private place that@icapable of doing so tite hand of the defendartt® After
a review of the relevant case law, the Koepqmelrt held that placing a device into
private place that is capaldé capturing private informatn is sufficient to state an
intrusion upon seclusion claitf.

Based on a review of Connecticut case law, it does not appear that the
Connecticut courts have vgtied in on the issue. Nevertheless, the Court finds that

the instant case is distinguishaftvtem the circumstances in Koeppkel Koeppelthe

119 Def.’s Statement of Facts T 14; Kelly Dep., at 40-46, 53, 65.
120 Koeppel v. Speirs808 N.W. 2d 177, 184 (lowa 2011).

2L ]d. at 185-86.
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plaintiff brought suit against her employadter it was discovered that the employer
installed a hidden cameima workplace bathroon? The employer contended that
the plaintiff could not assert an invasiohprivacy claim, lecause the camera never
actually worked? But the plaintiff submittedevidence that the camera was
potentially capable of working vem a fresh battery was in plaééThe court held
that because there was eamde that the camera was paigly capable of working,
the plaintiff's claim could survive summary judgmefit.

Here, the parties do not dispute tP&ZRA was incapable of capturing any
private information. The Defelant needed to separatelgtall and activate Detective
Mode in order to potentially capture private information. The Court finds that this fact
differentiates the instant case from the castsl by the Plaintiffs. Those cases all
involve circumstances where a personsvgaibjected to a functioning recording

device!?® Qutside of the two days Detectiode was installedn the Robertsons’

22 1d. at 178-79.

125 |d. at 185.
124 Id
2,

126 See, e.gAmativ. City of Woodstock, 11].829 F. Supp. 998, 1010 (N.D.
lll. 1993) (finding that the placing of aecording device to capture private
conversations is sufficient to assertiatiusion upon seclusion claim, even if the
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computer, the Robertsons’ computersvealy installed with PCRA. Because PCRA
was incapable of capturing private information, the Robertsons’ intrusion upon
seclusion claim cannot survive. The Caherefore grants the Defendant’s Motion
for Summary Judgment with regard to the Robertsons’ invasion of privacy claim.
4. Georgia Computer Systems Protection Act

The Georgia Computer Systems Protection Act (“GCSPA”) prohiiitsy,
alia, “computer trespass” anddmputer invasion of privacy:* “Any person whose
property or person is injured by reasoraofiolation” of the GCSPA may bring an
action for damage'$® The Robertsons allege thagtinstallation of PCRA constitutes
both a computer trespass and a compuatasion of privacy. The GCSPA does not
apply extraterritorially?® Thus, in order to assert a claim under the GCSPA, a
plaintiff's claim must have a sufficienbonection to Georgia. The Defendant argues
that none of the alleged injuries or unlaldats took place in Georgia. It points to the

following facts. The Robertsons, who amsidents of Connecticut, leased their

defendant failed to listen to the private conversations).
127 0.C.G.A. § 16-9-93.
128 |d. § 16-9-93(9)(1).

129 Peterson v. Aaron’s, Inc108 F. Supp. 3d 1352, 1354 (N.D. Ga. 2015)
(noting that “no part of the GCSPA indicates that it applies extra-territorially”).
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computer from an SEI store in Meriden, ConnectiéiPCRA was installed on the
Robertsons’ computer by an SEI employee at the Meriden’$tdilee Robertsons
never used their computer outside of the state of Connetfidny data received
through PCRA was routed through a Desri\iare server in Pennsylvania and was
emailed to SEI emplaes in Connecticdt® The employee who activated Detective
Mode on the Robertsons’ computer was located in Connetticut.

According to the Defendant, this caserésy similar to_Peterson v. Aaron’s,

Inc.’**In Petersorthis Court held that the plaiff§ could not assert a claim under the
GCSPA because none of the alleged ieisidr illegal conduciccurred in Georgi&®
There, the plaintiffs, who were resims of Colorado and Oklahoma, leased a

computer from a Montana-based frhisee store located in Coloratféln response,

130 Def.’'s Statement of Facts  49.
131 Id

132 Jamie Robertson Dep., at 71; Pls.’ Re® Def.’s Statement of Facts
83.

133 Kelly Dep., at 8, 82-84.

13 Debroisse Aff. T 16.

135 108 F. Supp. 3d 1352 (N.D. Ga. 2015).
136 |, at 1354-55.

137 Id
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the Plaintiffs point out a fe differences between Petersomd the instant action. First,

SEl is a Georgia-based franchisee.@ek; SEI purchased PCRA from its Atlanta
office and made payments for the spysvdrom the Atlanta office. Third, the
Plaintiffs allege that SEI's employeeased “Aarons.com” enllaaddresses for the
installation and operation of PCRA, and thmynt out that the Aaron’s email server
is located in Atlanta®

Despite SEI's connections to Georgia @ourt finds that the Plaintiffs cannot
bring a claim under the GCSPA. To be sure,ittstant case is a closer call than the
Petersorcase. Nevertheless, all of the gie injuries and illegal conduct occurred
outside the state of Georgia. The only allegation of illegal conduct that touches
Georgia is contradicted by the evidentée Plaintiffs allegahat the Defendant
installed PCRA through its employees’ Aas.com email addresses. But, according
to the DesignerWare instruction manual,cbmputer does not connect to the internet
until the installation process is complét&Moreover, an SEI employee testified that

PCRA was installed using a disktbumb drive, not over the internéf.It was only

13 Pls.’ Resp. Br., at 20.
139 Kelly Dep., Ex. 5, at 184.
140 Cox Dep., at 51-53.
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after PCRA was successfully installed amshmected to the internet that an email
would be sent to an SEI employee confirming the installation of PERA.

The Plaintiffs also argue that SEI's payments to DesignerWare from its Georgia
office are sufficient contacts to Geordidey cite the venue provision of the GCSPA
in support of their contention. The venueyasion states: “any violation of this article
shall be considered to haveen committed . . . (3) img county in which any act was
performed in furtherance of any tranan which violated this article[.}** But, as
the Defendant points out, this venue prausis only for the purpose of determining
venue. Where, as here, alltb€ allegedly unlawful aceand injuries occurred outside
the state of Georgia, the Court is unconvinced a plaintiff should be able to bring a
claim under the GCSPA. Accordinglyhe Defendant’'s Motion for Summary
Judgment with regard to the Rolsems’ GCSPA claim should be granted.

5. Violation of the Electronic Communications Privacy Act

The Robertsons assetaims under 18 U.S.C. § 2511(1)(a)(c) and (d) of the

Electronic Communications Protection ACECPA"). As previously discussed, the

ECPA imposes criminal and civil liability any person who “intentionally intercepts

141 Cason Dep., Ex. 1, at 1.

142 0.C.G.A. § 16-9-94(3).
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... any wire, oral or electronic communicatidf? The ECPA also imposes liability

on any person who “intentionaltirscloses” or “intentionallyises” the contents of an
electronic communication if that persondws, or has reason to know, that the
communication was intercepted in violation of the AtTherefore, in order to assert

a claim under the ECPA, a plaintiff must prove that his or her communication was
“intercepted.” The Eleventh Circuit has adeghta narrow reading tfie term intercept

in the context of electronic communicatio@pecifically, to prove an interception
occurred, the electronic communimms must have been acquired
“contemporaneously with their transmissidfr.Electronic communications are not

intercepted under the ECPA ifeth are retrieved from storag@In United States v.

Steiger for example, the Eleventh Circuield that a computer hacker had not
“obtained [information] through contemporaneous acquisition of electronic

communications while in flight. Rather glevidence show[ed] that the source used

43 18 U.S.C. § 2511(1)(a).
144 1d. § 2511(1)(c), (d).
145 United States v. Steige318 F.3d 1039, 1049 (11th Cir. 2003).

146 Id
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a Trojan Horse virus that ahled him to access and dowrdoaformation on . . . [the]
personal computers*”

What qualifies as a contemporaneous interception is hotly disputed in most
ECPA cases. This case is no different.do@ve Mode is capable of capturing four
different kinds of data from a computer:een shots, clipboambntent, key strokes,
and web camera images and/or vid€d$8ut both parties specifically focus on
screenshots and keystrokes in their biaeid expert reports. BDefendant contends
that the Plaintiffs cannot prove a cemtporaneous interception occurred, because
Detective Mode cannot capture communimasi while they are “in flight.” The
Defendant’s expert, Professor Patrick Ddmiel, concluded that Detective Mode
“collects data from memory wheraststored locally on the machin&?For example,
“any data collected from the keyboarawd not be captured simultaneous with
transmission because it woulddmlected before it was senf®Professor McDaniel

also noted that common tools for capturintpda flight — wiretapping, network data

1“7 1d. at 1050.

148 Def.’s Mot. for Summ. J., Ex. 1], McDaniel My 11, 2016 Expert
Report, at 13.

149 Id

0 ]d. at 15.
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packeting sniffing, and packet capturewere not contained within the PCRA
software™!

In response, the Plaintiffs cite thekpert, Micah Sherr, who opined that PCRA
is capable of capturing information simultaneously with its transmission. Sherr
asserted that “screenshot interceptions caghe contents of the user’s display the
instant the screenshot was také&l.Moreover, Sherr noted that PCRA captures
keystrokes “as they occur, and herag typed form of communication will be
intercepted at the time at whittte user inputs the communicatioi®Tn a deposition,
however, Sherr testified that PCRA captiinformation “[ijn close proximity” or
“near in time” to its transmission? This “near in time” capture happens at the

“endpoints,” meaning at the local machine, not over the netWoHor example,

when PCRA takes a screenshot, PCRAczgoture an image afcommunication from

o 1d.

132 Def.’s Mot. for Summ. J., Ex. K, Sherr Expert Report, at 12.
S 1d.

134 Sherr Dep., at 80.

15 1d. at 82.
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one computer to another very soon iafiee communication Isaarrived at the
recipient’s computet®

The issue, therefore, is whethéZRA’s “near in time” capabilities constitute
an interception under the PCRA. Forkeystroke function, the Court finds PCRA
does not “intercept” within the mearg of the ECPA. Based on the evidence put
forth, it is clear that the keystroke fummm records typed-letters before they are
transmitted, and thus it is only capturing thransmissions between the keyboard and
the computer. Several courts have found that such keystroke functions are not
capturing “electronic communitians” that affect commercé’

Detective Mode’s screenshot functiompents a more difficult question. Few
courts have examined screenshethinology under the ECPA. Nevertheless, the

Plaintiffs contend that Shefts v. Petradigports their argument that a screenshot that

captures an image of a communication @omputer is contemporaneously copying

1% 1d. at 15.

157 SeeUnited States v. Barringtos48 F.3d 1178, 1202 (11th Cir. 2011)
(“[U]se of a keylogger will not violate the Wiretap Act if the signal or information
captured from the keystrokes is not attiime being transmitted beyond the computer
on which the keylogger is installed (onihg otherwise transmitted by a system that
affects interstate commerce).Renev. G.F. Fishers, In817 F. Supp. 2d 1090, 1094
(S.D. Ind. 2011) (agreeing with Barringtand holding that a keylogger intercepted
keystrokes that were not electronic commutiee that affect interstate commerce).
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the communication as it is transmitted. In _Shefte plaintiff alleged that the

defendants intercepted ssages from his web-based email account by using a
software called SpectorPtd. Similar to Detective Mde, SpectorPro operated by
taking images of the user’s activities on the comptitdihe Sheftgourt held that the
screen-captures constituted an interception under the E€RAound that “any
emails sent by Plaintiff on his Yahoo! acmt via his desktop computer would have
been captured by SpectorRasthey were transmitted to Yahoo! via the internet:®

The Court, however, finds that Sped?ro is distinguishable from PCRA'’s
Detective Mode. According to the Sheftsurt, SpectorPro was “always on,” meaning
it was constantly capturing screenshét3.herefore — by default — it “capture[d] all
communications simultaneously with their transmissiéhBut Detective Mode’s

screen-capture function was not alwaysning. Instead, according to the Plaintiffs’

138 Shefts v. PetrakjsNo. 10-cv-1104, 2012 WL 4049484, at *8 (C.D. IIl.
Sept. 13, 2012).

19 |d.

160 |d. at *9.
161 |1d. (emphasis in original).
162 |d, at *11 n.25,

163 Id
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expert, it took screenshots every two mindfé$his means that Detective Mode did
not automatically capture all communications simultaneously with their transmission.
In fact, Detective Mode’s screen-captuanction is more akin to a different
intercepting device discussed in Shefipecifically, the Sheftsourt found that
“where the allegedly intercepting devioperates only intermittently (rather than
continuously, as in the SpectorPro argte), the amount of time between the
transmission and interception by the spy is not the primary determining factor, but
rather the fact that interception was automatically triggered by transmission or
reception.?® The court went on to find that becauthe intercepting device at issue
“did not acquire the text messages as tleye transmitted to or from Plaintiff, but
acquired them from the Blackirg at predetermined intervals,” it could not find that
the device intercepted the messages under the E€P&re, Detective Mode’s
screen-capture function is not triggeredtuy transmission or reception of electronic
communications. Instead, it took a screenshptedetermined intervals. Even if the
Plaintiffs can show that a screensloottwo occurred in close proximity to an

electronic communication, that does notean the screenshot captured the

164 Def.’s Mot. for Summ. J., Ex. K, Sherr Expert Report, at 12.
165 Shefts 2012 WL 4049484, at *11.

166 Id

T:\ORDERS\14\Krise\msjtwt.wpd -39-



communication simultaneously with its teanission. Indeed, there is no evidence to
demonstrate that a screensivas ever triggered by a communication. As a result, the
Court finds that Detective Mode’s semshot function did not intercept the
Robertsons’ electronic communications urttie ECPA. The Defendant’s Motion for
Summary Judgment with regard to the Plaintiffs’ ECPA claim is granted.

C. Cason’s and Krise’s Claims

The Plaintiffs Corie Cason and Karen Krallege both invasion of privacy and
violation of the GCSPA. In their Response Brief, the Plaintiffs agreed with the
Defendant’s choice of law analysis andtet that Cason’s and Krise’s common law
invasion of privacy claims should be dismiss€dAccordingly, the Defendant’s
Motion for Summary Judgment regarding flaintiffs Cason’s and Krise’s common
law invasion of privacy claims is grantes for Cason’s and Krise’s GCPSA claims,
the Court reaches the same conclusiondad with regard to the Robertsons’ GCPSA
claim. The Plaintiff Cason leased her qauter from an SEI store in Buffalo, New
York and never took the computer to Geor§i®CRA was installed on her computer

at the Buffalo storé®® Detective Mode was neversialled on Cason’s computer and

167 PlIs.’ Resp. Br., at 34 n.8.
188 Def.’s Statement of Facts T 85; Cason Dep., at 111-12.

169 Def.’s Statement of Facts  85.
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any information gathered from PCRA wouldve been emailed to a Buffalo store
employe€™® Similarly, the Plaintiff Krise éased her computer from a store in
Massena, New York! PCRA was installed on her mputer at the time of the
lease' Krise does not allege that she ever took the computer to GéGrhiss
undisputed that Detective Mode was mewstalled on Krise’s computer, and any
information gathered through PCRA would have been sent to an employee at the
Massena stor€? Moreover, both lockdowns of the Plaintiff Krise’'s computer were
executed by employees at the Massena sfofs the Court explained above, it is
unwilling to allow the Plaintiffs’ GCSPA clais to move forward when none of the
alleged illegal conductral injuries occurred in Georgia. The Defendant’s Motion for

Summary Judgment is granted as to the Plaintiffs Cason’s and Krise’'s GCSPA

claims!’®
170 Id. 7 104.
171 Id. 7 106.
172 Id.

173 Krise Dep., at 138.
174 Def.’s Statement of Facts Y 142-43.
175 Cox Dep., at 51-53; Hunt Aff. 11 14-15.

176 The Defendant also raises the issiespoliation, asserting that the

Plaintiffs Cason’s and Krise's claims shobkldismissed under FadéRule of Civil
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V. Conclusion

For these reasons, the Defendant’didoto Exclude the Testimony of Micah

Sherr [Doc. 104] is GRANTEI part and DENIED in p& the Defendant’'s Motion

to Exclude the Testimony of Michael Blehke [Doc. 111] is DENIED; and the

Defendant’s Motion for Summary Judgment [Doc. 97] is GRANTED.

Procedure 37. Sdeef.’s Mot. for Summ. J., a48-50, 56-57. Because the Court is
granting the Defendant’s Motion for Summaudgment as to all of Cason’s and
Krise’'s claims, it will not address thBefendant's spoliation allegations. The
Defendant may bring a motion for sanctidmssed on the alleged spoliation if it

wishes.
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SO ORDERED, this 18 day of August, 2017.

/s/IThomas W. Thrash
THOMAS W. THRASH, JR.
United States District Judge
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