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IN THE UNITED STATES DISTRICT COURT
FOR THE NORTHERN DISTRICT OF ILLINOIS
EASTERN DIVISION

MINTEL INTERNATIONAL GROUP, )
LTD., a United Kingdom corporation, )
)
Raintiff, )
) CaséNo. 08-cv-3939
V. )
) Judgd&RobertM. Dow, Jr.
MEESHAM NEERGHEEN, an individual, )
) MagistratdudgeMaria Valdez
Defendant. )

MEMORANDUM OPINION AND ORDER

On July 11, 2008, Plaintiff Mintel Intertianal Group, Ltd. (“Mintel”) filed a seven-
count complaint against Defendant Meesham glezzn (“Neergheen”)Jlaging thatNeergheen
(i) violated the Computer Fua and Abuse Act, 18 U.S.C. § 1034, seq, (ii) violated non-
disclosure, non-compete, and non-solicitation f@ons found in his employment contracts with
Mintel, and (iii) misappropriated Mintel tradecsets pursuant to the lllinois Trade Secret Act
(“ITSA”), 765 ILCS 1065/1, et seqt Mintel seeks injunctig relief, restitution, and
compensatory and punitive damages. Mintsbdlas moved for sanctions, up to and including

entry of default judgment, on the basis NEergheen’s alleged slation of evidencé.

1 on January 23, 2009, Plaintiff filed a motion fieave to amend its complaint [207] to add an

additional count (Count VIII) for negligence/spoliatiohevidence. Because Plaintiff sought “leave to
amend a pleading after the passage of the deadlitteeitrial court’'s scheduling order” for amending
pleadings, Federal Rule of Civil Procedure 16(b)liadp “To amend a pleading after the expiration of
the trial court's Scheduling Order deadline toeaoh pleadings, the moving party must show ‘good
cause.” Trustmark Ins. Co. v. Gener&l Cologne Life Re of Americd24 F.3d 542, 553 (7th Cir. 2005).

Applying the Rule 16(b) standard, the Court coutd find “good cause” for the tardiness in Plaintiff's

assertion of a spoliation claim and denied Plaintiff's motion for leave to amend its complaint.

2 On January 22, 2009, Magistrate Judge Valdezisan opinion [205], in which she denied Plaintiff's
motion for sanctions. Plaintiff filed objections [21é] Magistrate Judge Valdez’s opinion. In its April
17, 2009 opinion [243], this Court explained thatvituld treat Magistrate Judge Valdez’'s January 22
order as a report and recommendation subjedetacnovoreview and that it would take additional
evidence on the spoliation issue. On April 30 ang Ma2009, the Court heard extensive testimony from
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Neergheen filed three counterclaims, but subsatjeithdrew one. [See 212.] The remaining
two counterclaims seek a declaratory judgm#nat the restrictivecovenants found in his
employment contracts are irichas a matter of law.

On January 26 and 27, April 30, and MayQ@09, the Court conducted a bench trial and
heard testimony in two phases; the first phasesedon fact withesses, the second on experts.
Subsequently, the parties submitted proposed findafidact and conclusions of law. Having
considered the evidence presented at trial asaseathe relevant legal standards, the Court finds
that Neergheen breached his employment conwéht Mintel, but that he did not violate the
Computer Fraud and Abuse Act or the lllinois Te&kcrets Act. The Court also concludes that
Mintel is not entitled to anyaward of sanctions on the basisitsf allegations that Neergheen
engaged in spoliation of evidencEinally, as to Neergheen’'senterclaims, the Court finds that
the restrictive covenants, whitererly broad in some respectse awot entirely invalid as a matter
of law.

. Findings of Fact®

Mintel, headquartered itondon, England, pwides consumer, product, and market
research to its clients around the world. Neergheen worked for Mintel's marketing department
from June 30, 1997 until April 30, 2008. His caree¥lattel started witha voluntary internship.
Approximately three months aftéNeergheen started, Mintelrad him full-time as Assistant

Editor of Global New Products Database in the London office.

experts for both parties relating to Plaintiff's chesghat Defendant engaged in spoliation of evidence
purportedly contained on a laptop computer and several USB devices.

® To the extent any finding of fact might be deemed a conclusion of law, it should be considered as a
conclusion of law. SeBlitchell v. U.S, 2005 WL 2850113, at *1 (N.D. Ill. Oct. 26, 2005). The same is
true as to any stated conclusion of law. Bee



As a condition of Neergheen’s employmaeiith Mintel, on June24, 1998, he signed and
executed a contract of employment. The @witmcluded the followingestrictive covenant:

You will not for the first twelve monthat the end of your eployment with us,

either on your own account or on b#haf any other legal person and in
competition with the Company, or any subsididirectly or indirectly engage in,

or be connected with, trade lousiness carried on by usamy of our associates at

the end of your employment * * * * You will not, for the first twelve months after

the end of your employment with us, soliaway from us or our associates any
person who is and was, when your eoyphent ended, employed by us or an
associate as a director, senior manager or sales person for whom you were
responsible, or who was a member oy alepartment/project/team in which you
worked during the last twelve months of your employment.

The contract also included a confidentiality clause:

In the course of your employment yodllwhave access to certain of Mintel's
trade secrets and other proprietary @nfidential information of Mintel,
including without limitation, ppcedures, processes, information related to design,
production, marketing or distribution, datigtabases, computer software, source
codes, all methods and means daésign, drawing, recording, reproducing
information or storing information (iheding but not limitedto electronic or
computerized methods or means), syppburces or potential supply sources,
customer lists or potential customer ljstsdding policies or procedures or any
information concerning pricing or finaimg policies or procedures * * * * You
agree that all such records, methods, lists, materials, names and information, as
well as any information and document®yded to, generated by or received by
you in the course of your employment and tontents thereof, is confidential and
is and will remain the sole property of Mintel. Such confidential information will
not be used or disclosed by you otharthn connection with your performance
of services for Mintel or such confideritiaformation shall be returned to Mintel
upon the cessation of your employment.

In 2003, Mintel transfeed Neergheen to its Chicagdffice. On August 4, 2003, Neergheen
signed a non-compete agreement which stated:
The undersigned Employee hereby agreestaotompete, either directly or
indirectly, with thebusiness of Mintel or any ats subsidiaries, branches or
divisions, at any locatioworldwide at any time during the Employee’s term of
employment, and for a period of one (1) year following his termination of
employment with Mintel, regardless oftheason or cause for such termination.

The non-compete agreement containedftiiowing confidentiality clause:



The undersigned Employee acknowledged tintel may, in reliance upon the

terms of this Agreement, supply or prdeithe undersigned Employee with access

to Mintel's trade secrets, customer lists or other information of a confidential or

proprietary nature. In consideratidior his employment with Mintel, the

undersigned Employee agrees to keep centidl all such information, and not to

use such information for his own benefit or to disclose same to any third party.

The non-compete agreement also included agpapa preventing the Boitation of Mintel
employees and customers:

In further consideration of the undeysed Employee’s employment with Mintel,

the undersigned Employee further agrees**he will not solicit or recruit any of

Mintel's employees to undertake ahative employment, including any

competitive employment, for a period of one (1) year after the undersigned

Employee’s termination date with Mintelithout the expreswaritten consent of

Mintel's CEO or U.S. General Manager. The undersigned Employee further

agrees that in the event of his terntioa of employment wh Mintel, regardless

of the reason or cause for such termination, he will not solicit any of Mintel's

customers for a period of one (Jear after the undersigned Employee’s

termination date with Mintel.

In October 2007, Mintel decided to restruettine marketing department in its Chicago
office. As a result, Minteinformed Neergheen that his position as Marketing Operations
Manager would be eliminated at the endJahuary 2008. On November 8, 2007, Neergheen
interviewed for a new position within the depaeint. However, Sabine Popp, the new head of
Mintel's marketing department, @linot offer Neergheen the new role because she felt that “[h]e
didn’t have the project managenteskills, the marketing experience, the strategic marketing
skills that were required for [the new] role.She also informed Neergheen that he had “two
realistic options”: (1) to “posBly find an alternative role withiMintel;” or (2) “to discuss and
finalize an exit strategy.”

In a December 4, 2007 e-mail between Mintel executives Steve Charlton and Peter
Haigh, Charlton wrote, “I'm goingp do it gently and give him f@w weeks severance but right

now there don't seem to be any other optibon©n December 7, 2007, Charlton informed

Neergheen that his role would be made redanhty the end of January 2008. On December 20,



2007, Neergheen was notified that there wasla awailable on the s@ces team; however,
because the role was distinabrin the marketing arena and provided a smaller annual salary than
Neergheen’s former position, he declined. On January 16, 2008, Neergheen was offered a
temporary role. In a letter dated that satag from Charlton to Neergheen, Charlton wrote:

This letter will discuss upcoming changes with regard to your employment

relationship with Mintel International.We have had many prior conversations

about the pending changes in the Markefapartment and the fact that Mintel

has made the business decision to ielat®e your position with the company.

Although an alternative services role svdiscussed on the same package, you

decided it was too junicand would consider it a demion. Therefore, we hope

you will accept a Temporary role as a PRecutive, reporting to Sabine Popp. It

is important to note that this ptisn will end effective April 20, 2008.
Neergheen accepted the temporary role irpth#ic relations department on January 17, 2008.

From January through April 2008, Mintel svaware that Neergheen was interviewing
with other companies. On January 11, 2008, je®mn sent his resumeda acquaintance who
worked at Datamonitor, a competitof Mintel. Neergheen stated that he preferred “to remain in
marketing as a marketing manager, with a stroogdmn relationship building with clients, trade
show management, campaign manageraad analysis, leveraging all contacts that | have with the
current trade associations tecsre free booth presence, d@¥aopportunities, complimentary
sponsorships/advertising.” Neergheen began ietemg with Datamonitom February 2008, and
in March 2008, Datamoniteffered Neergheen the gibon of Partnershipand Alliances Manager
within the Distributors Business Unit. Neeegim accepted within a few days and began his
employment at Datamoniton May 2, 2008.

Initially, Datamonitorplanned to utilize Neergheeam the area of consner product goods.
On February 15, 2008, Jeff Ward of Datamonitor commenmteto three other Datamonitor

employees as follows: “I think this guy woulte good for Distributors but, as importantly,

excellent for [consumer goods]. | would expéah to go after existing Mintel partnerships



initially.”  However, upon learning that éérgheen was subject to a non-compete clause,
Datamonitor executives decidedatiNeergheen’s role would be @mmercial partnership role
where he would target trade pightions, associations and evemganizers across all vertical
markets with the exception of @sumer/Retail.” According to D@monitor withesses, Neergheen
was prohibited from working in theonsumer product group area; etthe was to focus his efforts

in two core areas, Pharmateals and Technology.

On April 23, 2008, Neergheen informed el that he would be “leaving the
employment of Mintel at theoniclusion of [his] temporary camatct, effective Wednesday, April
30, 2008.” Concerned that the mggive covenants in Neergheerémployment contracts might
not withstand scrutiny, Charlton sent aamail to Popp on Apri28 acknowledging that
“severance may be a good idea aétk,” and suggesting thaté¢rgheen should be “remind[ed]
about the non-compete, however weak it iBOpp suggested offering Neergheen severance but
requiring that he sign a new non-competeergheen was offered $2,000 in exchange for
signing a new non-compete agreement, but he declined. He did not receive any severance pay.

In 2007, Mintel provided Bergheen with a laptop, which leed, along with electronic
storage devices, for his work lsintel. Mintel's human resources department schedules an exit
interview with terminatecemployees on their last day andaages for the tarn of company
property, including security fobs, office keysngmany manuals and otheroprietary information,
and any additional company-owned or issued ptgpeDuring his exit interview, Neergheen was
not asked to return his laptop or his electroricagfe devices, and he continued to use the laptop
that he had received from Mintel to surf thebwand check e-mail until 3u2008. During trial,
Charlton acknowledgethat it was his understanding thslintel's “IT department * * * was
responsible for insuring the retushthe laptop computersis part of the exit tarview, but that did

not occur at the time of Neerggn’s departure from Mintel.



By reason of Neergheen’'s employment at Elinke had access Mintel’s confidential
and proprietary informatiof. On April 23, Mintel began seating and monitoring Neergheen’s
e-mails. On April 24 and 29, 2008, Neergheen sagiit Mintel files to his personal e-mail
address. Those files dealt with Mintel's nketing activities, projes, and initiatives, and
included information regarding specific vendoggospective clients (and their addresses),
budgets, trade shows, and a web seminar (“webieatitled Comperemad. Neergheen sent
additional Mintel files to his peonal e-mail address during the five months between when he
learned his position was being eliminated andrésgnation date. Neergheen also used USB
devices issued by Mintel to hotthd transfer Mintel files. KBhough Mintel was aware prior to
Neergheen’s last day that Neergheen had sefitis private e-mail address information that
Mintel considered proprietary and confidehtiao one asked Neergheen about those e-mails
until after he left Mintel. Atsome point shortly after he leftlintel contacted Neergheen and
told him that he should not do ahyrig with any Mintel information.

Mintel filed its complaint for injunctiverad other relief on July 11, 2008. On July 15,
2008, counsel filed an appearance on behaNadrgheen. A hearing dvlintel’s motion for a
temporary restraining order (“TRQO”) was held &y 15, 2008. On July 16, the Court entered a
TRO that required Neergheen to return to Minall copied, printedpor downloaded files,
materials, and information taken from Mintel awdprovide Mintel withforensic copies of all

personal desktop or laptop comgrgt, and prohibited Neergheen from deleting any files from his

4 Mintel does not prohibit its employees fronmailing documents to their person e-mail accounts,

downloading Mintel documents onto hard drives, zip disks, USB sticks, or compact disks, or printing
Mintel documents. When Mintel employees sendudeents to their personal e-mail accounts, the
integrity of such documents is not impaired, theilabdity of such documents is not impaired, and no
programs or computer systems are impaired.



personal desktop or laptop computelated to or taken from Mintel. Neergheen turned over

his laptop computer on July 18, 2008.

Neergheen testified that he occasionalbuld e-mail documents to his personal account

and use USB drives to save his documentsraer to work outsidehe office. Neergheen

testified that he did not delete from the laptoyy files relating to Mirel after July 11, 2008.

Neergheen maintains that he did not sharedte Mintel documents with Datamonitor and

did not transfer the documents in electronic fortoatny other device aromputer. Mintel did

®> By agreement of the parties, the TRO has remaimedfect until the issuance of today’s opinion. It
stated in full as follows:

A.

Defendant, his agents, servants, employees, officers, attorneys, successors and
assigns, and all persons, firms, awdrporations acting in connection or
participation with him or on his behalgre enjoined from using, referencing,
evaluating, or copying all originalsnd copies of information or documents
misappropriated from Mintel in hard copy or electronically stored;

Defendant, his agents, servants, employees, officers, attorneys, successors and
assigns, and all persons, firms, amdrporations acting in connection or
participation with him or oris behalf, are enjoined from revealing or disclosing in

any manner information and documents mgapriated from Mintel in hard copy

or electronically stored;

Defendant is required to return to Mihall copied, printed, and/or downloaded
files, materials, and information taken from Mintel;

Defendant is required to produce foiensopies of all pemnal desktop and/or
laptop computers;

Defendant, his agents, servants, employees, officers, attorneys, successors and
assigns, and all persons, firms, awedrporations acting in connection or
participation with him or on his behalf, are prohibited from deleting anyffibes
Defendant's personal desktop and/or daptomputer related to or taken from
Mintel;

Defendant is prohibitefdtom contacting or soliciting any Mintel customer or client
that Defendant had contact with during th&t tvelve (12) months of his respective
employments with Mintel;

Defendant is prohibited from sofiog or contacting any Mintel employee for
purposes of working at Datamonitor or any other competitor of Mintel.



not offer any evidence from which the Court cootthclude that it is more likely than not that
confidential Mintel documents were transfekrfom Neergheen’s laptop or USB devices to
Datamonitor. Nor has Mintel offered evidencattit is more likely than not that Neergheen
engaged in the destruction of any relevant documeritss case. Normal computer usage, even
leaving a computer on without aatly using it, can result in thehanging or overwriting of data
on a computer.

In addition, Mintel has not offered argvidence that Neergheen has solicited any of
Mintel's customers or accepted orders for productservices competitive with Mintel from
customers he dealt with during his employment Wiihtel. Perhaps this is not surprising, given
that shortly before Neergheerftldlintel, Steve Charlton emaideJon Butcher, CEO of Mintel
Americas, stating, “I'm not as concerned abth# TAs [trade associations]. He has been
transitioning out of that role over the last smonths anyhow.” Mintel also has not offered any
evidence that it lost any customegsodwill, or continuity of busirss relationships as a result of
Neergheen'’s activity or his employment with Datamonitor.

Il. Conclusions of Law

In deciding whether to grant injunctive relief court considers: (1) whether the plaintiff
has a reasonable likelihood of success on thatané€2) whether the plaintiff will have an
adequate remedy at law or will be irreparably harmed if the injunction does not issue; (3)
whether the threatened injury to the plaintitftweighs the threatened harm the injunction may
inflict on the defendant; and (4yhether the granting of the injunction will harm the public
interest. N.L.R.B. v. Electro-Voice, Inc83 F.3d 1559, 1567 (7th Cir. 1996jaheem-El v.
Klincar, 841 F.2d 712, 716 (7th Cir. 1988\ permanent injunction isot provisional in nature,
but rather is a fial judgment. Sewalgreen Co. v. Sara Creek Property Q66 F.2d 273, 275

(7th Cir. 1992). Thus, when theaintiff is seeking a permanemjunction, the firg of the four



traditional factors is slightly modified. The issue is not whether the plaintiff has demonstrated a
reasonabldikelihood of success on the merits, but whether he ihafact succeeded on the
merits. Seémoco v. Village of Gambel80 U.S. 531, 546 n. 12 (198 Plummer v. American
Institute of Certifiel Public Accountants97 F.3d 220, 229 (7th Cir. 1996).

Mintel seeks injunctive relief on the follomg claims: (1) violabns of the Computer
Fraud and Abuse Act; (2) violatis of the non-compete, non-disclosure, and non-solicitation
covenants within his employme contracts; and (3) misampriation of trade secrets.
Additionally, while Mintel does nohave a “claim” for spoliatiof evidence, Mintel has moved
for default judgment against Neergheen as agtexy sanction for allegedly destroying evidence
related to this lawsuit. In éhevent that the Court declines to grant a default judgment, Mintel
asks the Court to draw an adverse inferetinzg the allegedly “ldsevidence” would weigh
against Neergheen on the underlying claims.

A. Spoliation

On August 29, 2008, Plaintiff filed a motionrfoule to show cause, for discovery
sanctions, and for sanctions because of evidsepokation [61]. Mintelargued that Neergheen
had a duty to presentbe hard drive on the lagp from the date the complaint in this case was
filed, and that he failed to do so. On Jayu22, 2009, Magistrate Judge Maria Valdez, who
handled several discovery issues in this caseiedePlaintiff's motion [205]. In reaching that
decision, Magistrate Judge Valdez determined Nedrgheen’s acts adirning on the computer,
accessing the Internet, and allowing an autothatefragmentation (“defrag”) program to run
during the one week period at issue (July 11 thralugy 18) did not result in the destruction of
relevant evidence [205 at 7]. Furthermore, sherdened that Mintel fided to demonstrate that
any actions by Neergheen were motivated by bl f&, put another wayhat any destruction

of data had been done intentionally for the puepokhiding adverse information [205 at 7-8].

10



On January 30, 2009, Mintel filed jelstions [214] to Magistratdudge Valdez’s Order [205]. In
an Order [242] dated April 17, 2009, this Coursewed ruling on Plaintiff’'s objections to
Magistrate Judge Valdez’'s Ord@05] until after completion of #nbench trial, at which experts
for both sides presented extensive testimony ersgioliation issue. The Court now considers,
de novothe issues presented by Plaintiff's motionganctions for allegespoliation [61].

A party asserting spoliatiomust show by “clear and nwincing evidence” that the
opposing party intentionallglestroyed evidenceRodgers v. Lowe’slome Ctrs., Ing 2007 WL
257714, at *7 (N.D. Ill. 2007) (citinliksis v. Howard 106 F.3d 754, 763 (7th Cir. 1997), and
Crabtree v. Nat'| Steel Corp.261 F.3d 715, 721 (7th Cir. 2001)). *“Absent exceptional
circumstances, a court may not impose sanctioder [the Federal Rules of Civil Procedure] on
a party for failing to provide eléonically stored information losas a result of the routine,
good-faith operation of an electronic infornmati system.” Fed. RCiv. P. 37(e). *“A
prerequisite to the imposition of sanctions for spoliation is a determination that the party, which
destroyed the documents, had afigattion to preserve them.Cohn v. Taco Bell Corp1995
WL 519968, at *5 (N.D. IllAug. 30, 1995). Parties in litigatidrave a duty to preserve relevant
evidence “over which the nongserving party had controlnd reasonably knew or could
reasonably foresee was material to a potential legal actiria Ocean Shipping (Group) Co.,
v. Simone Metals, Inc1999 WL 966443, at *3 (N.D. Ill. Sep. 30, 1999).

“Because a default judgment deprives a party of a hearing on the merits, the harsh nature
of this sanction should usually be employed itreare situations where there is evidence of
willfulness, bad faith, or fault by the noncomplying partpanis v. USN Communications, Inc.,
2000 WL 1694325, at *33 (N.D. IllOct. 23, 2000). “Bad faith” mans destruction “for the
purpose of hiding adverse informatioathis v. John Moren Buick, Inc.136 F.3d 1153, 1155

(7th Cir. 1998). “[W]illfulness andad faith are associated witbrduct that is intentional or

11



reckless * * *.”Long v. Steeprd213 F.3d 983, 987 (7th Cir. 2000%ault” is uncorterned with

the non-complying party’s subjective motivation, lbather describes the reasonableness of the
conduct.Langley v. Union Electric Co107 F.3d 510, 514 (7th Cir. 1997). Fault may include
“gross negligence” or “a flagrant disregard’tbé duty to “preserve and monitor the condition”
of material evidenceMarrocco v. Gen. Motor966 F.2d 220, 224 (7th Cir. 1992).

The destruction of evidence presumption has two elements: (1) the totality of the
circumstances must show that the destructioniwdsd faith, and (2) if the first prong is met,
then the court “may * * * infer from this state ofind that the contents of the evidence would be
unfavorable to the partif introduced in court.”S.C. Johnson & Son, Inc. v. Louisville &
Nashville RailroadCo., 695 F.2d 253, 258 (7tir. 1983). “An employe[é$ destruction of or
inability to produce a document, standing alow®es not warrant an inference that the
document, if produced, would have containefbnmation adverse to the employe[e]|'s case.”
Park v. City of Chicago297 F.3d 606, 615 (7th Cir. 2002). Ratherorder to draw an inference
that destroyed evidence contained adverse irdbom, “[the court] must find that [the party]
intentionally destroyed the documents in bad faitkdas v. Sears, Roebuck & €632 F.3d
633, 644 (7th Cir. 2008); see alstask-Morton v. Motel 6 Operating L.P’534 F.3d 672, 681
(7th Cir. 2008). “Thus, the crucial elementnist that evidence was destroyed but rather the
reason for the destructionFaas 532 F.3d at 644 (quotinBark, 297 F.3d at 615) (internal
guotation marks omitted)). “A document is degtd in bad faith if it is destroyed for the
purpose of hiding adverse informationRummery v. Ill. Bell Tel. Cp250 F.3d 553, 558 (7th
Cir. 2001);see also Trask-Mortgrb34 F.3rd at 681. More than mere speculation is necessary to
find that the documents contained adverse informaommery250 F.3d at 558.

Mintel's expert contends &t because Neergheen used the laptop at all, spoliation

occurred. However, what this Court forbid time temporary restraining order — drafted by

12



Mintel and entered at its requestvas the deletion oing files relating to otaken from Mintel.

The Court did not forbid Neergheen from tumgn on the computer, accessing the internet, or
deleting files not related to Mintel. If Mintddad wanted such restrictions, it should have
requested them. During trial, Malts expert admitted that he did not find any evidence that any
confidential Mintel files were ever transmiftérom Neergheen’s computer to Datamonftoin

regard to the alleged “wiping” of the USB ulees, there are contradicting opinions of two
forensic experts regarding the hexadecimal value “FF” found on the unallocated space of both
drives. Mintel’s expert found no traces of gimg program on the USB drives apart from the
presence of the “FF” pattern and he did notestaat he was familiar with any wiping program

that leaves an “FF” hexadecimal pattern. bBeen’s expert offered a reasonable explanation
for the “FF” pattern in the absence of any ottadence of wiping. Inddition, the fact that two
Mintel-related documents — neithef which has been shown t@ave been transferred to any
Datamonitor device — actually remained on théUievices provides evidence that there was no
intentional “wiping” of the device. Sdgryant v. Gardner2008 WL 4966589, at *15 (N.D. Ill.
2008) (“Had Defendants purposefully deleted unfavorable evidence from the laptop, the Court
finds it unlikely that [ ] other documents favoralePlaintiff would have remained”)). In any
event, it seems rather unlikely that if Neergheamhom Mintel has parayed as a sophisticated
computer user — had wished to “wipe” the lapéop the USB devices, he would have used one

of the many wiping programs that Mintel’spett acknowledged are comrorlly available.

Tr. 384-389.

® Mintel's forensic expert condue forensic analysis of the US@Bives produced by Neergheen and

found that a document contained on one USB drive had been printed on Datamonitor's print server
“Thames.” With respect to the Thames printérwas determined that Neergheen had printed his
resignation letter on a Datamonitor printer. Hisignation letter was not a confidential document nor
was it proprietary Mintel information. The documeasmo bearing on any of the claims or defenses in
the present litigation.

13



The parties do not dispute that data andinmetadata” on the laptop at issue was
destroyed after the filing ofhe complaint on July 11, 2008. However, there has been no
evidence presented that the d#it@t was destroyed was releta Mintel argues that the
“evidence” at issue is not juttte existence of Mintel confidential documents on the laptop, but
also the metadata which sh®whe activities done by or rbugh the laptop, including the
attachment of USB devices, the calling up otiMsoft Office programs, and links to documents
or websites. Mintel's expe opined that Neergheen undmk activities which rendered the
ability to fully document all ofthat activity (from May 2008 tbugh the date of imaging)
impossible. On the other side, Neergheeaigert admits that da was destroyed and
overwritten, but opines that nothing Neergheeah (dr allowed to take place by virtue of using
the computer to check e-mail and “surf the web”), on a computer that he thought was his own,
was the least bit suspicioos out of the ordinary.

In regard to Mintel's allegations conoéng programs on the laptop that would have
destroyed metadata or overwritten files, theu@ finds that the expetestimony presented at
trial, as well as expe affidavits and deposition testimonkad to the conckion that those
programs were not user initiatedRather, they were automatpdograms that had virtually no
effect on the hard drive. Specifically, the an&ted antivirus program did not have any effect
on the last access dates of any substantive filatimg to this litigation. The virus scan software
did not alter the file metkata of the files beingcanned. The only files that would have had their
last access dates updated are the few files asseidth the McAfee program itself, rather than
substantive documents. Additionally, any defpaggram that was run on the computer was not
user initiated; rather, the laptop’s operatiggstem was set to run a “boot optimization”

automatically, and the effect of the automatifralg on the hard drive was “virtually none.”
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The facts surrounding the alleged spatiatido not support an inference that any
unrecoverable material would have been unfavorbeergheen. No inference is appropriate
because the evidence did not establish that itm@® likely than not that any of Neergheen’s
actions were taken in bad faith. As the Seventh Circuit opin&lummery 250 F.3d at 558,
more than mere speculation is necessaryfind that the documents contained adverse
information, and looking at thettdity of circumstances, theselt urged by Matel is grounded
in too much speculation. In short, Neerghsaronduct really was “innocent-looking actions
that meld[ed] into what could be construasl ‘typical’ computer usage,” rather thampattern
that is easily recognized by forensic expertspaliation. Accordingl, like Magistrate Judge
Valdez! the Court concludes that none of the sians sought by Mintelincluding default or
adverse inferences, are warranted fere.

B. Violation of the Computer Fraud and Abuse Act

The Computer Fraud and Abuse Act (“CFAA18 U.S.C. 8§ 1030, provides for the entry
of civil injunctive relief as well as the recayeof money damages for a violation of its

provisions? See 18 U.S.C. § 1030(g) (providing tHainy person who suffers damage or loss

" Consistent with the discussion above, the Court ovesmlintel’s objections [214] to Magistrate Judge
Valdez’s order of January 22, 2009 [205].

® That Neergheen continued to use the laptop ceenjgditer his separation from Mintel strikes the Court
as neither surprising nor sinister in view of the fact {fh) Mintel did not ask him to return the laptop at
his exit interview and (2) even at the outset of litigation, Mintel was unclear as to whether the laptop
belonged to Neergheen or Mintel. For instance, int&is Motion for Rule to Show Cause, filed on July
22, 2008, and in Mintel's second Motion for Rute Show Cause for Discovery Sanctions and for
Sanctions because of Evidence Spoliation, filed on Au2®s2008, Mintel makes repeated reference to
“Defendant’s personal computefDefendant’'s computer,” or “Neergheen’s computer.” [%eg, 21 &
61.]

® Congress amended several portions of the CFifdctive September 2008. However, the Court will
apply the terms of the CFAA that were in effectidgrthe time of the complained of conduct. Seg,
Motorola v. Lemko Corp 609 F. Supp. 2d 760, 765 (N.D. R009) (“Congress recently amended several
sections of the CFAA [however] the court will apphe terms of the CFAA as they existed during the
course of the defendants’ alleged conduct.”).
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by reason of a violation of thisection may maintain a civil aoti against the violator to obtain
compensatory damages and injunctive reliefotiver equitable relief’). Mintel alleges that
Neergheen violated the CFAA because he “edpiemailed to his personal address and/or
printed confidential and proprietary trade seenédbrmation from his work computer on April
29, 2008.” With respect to specificovisions, Mintel appears tdlege that Neergheen violated
88 1030(a)(5)(B)(iii), 1030(a)(4)and 1030(a)(2)(C) of the CFAA, although Mintel's proposed
conclusions of law do not make refece to the specific provisions.

The CFAA provides for civil liability if one “intentionallyc@esses a protected computer
without authorization, and asrasult of such conduct, causdamage * * *” 18 U.S.C. §
1030(a)(5)(A)(iii). A plaintiff mst demonstrate damage in order to recover under this provision
of the CFAA. SedéViotorola, Inc. v. Lemko Corp609 F. Supp. 2d 760, 766 (N.D. Ill. Feb. 11,
2009);Garelli Wong & Associas, Inc. v. Nichols51 F. Supp. 2d 704, 708-09 (N.D. Ill. 2008).
The CFAA defines “damage” as “impairment to theegrity or availabilityof data, a program, a
system, or information.” 18 U.S.C. § 1030(¢e)(8).

Neergheen argues that hitegedly unauthorized acts obpying and e-mailing Mintel’s
computer files did not impair the integrity or availability of the information in Mintel’'s system,
and this Court concurs. As several judges indistrict have recently found (or confirmed), the
“underlying concern of the Act [is] damage taafaand “the statute was not meant to cover the
disloyal employee who walks offith confidential information.” Kluber Skahan & Assocs. v.
Cordogan, Clark & Assocs2009 WL 466812, at *8 n. 14 (N.D. Ill. Feb. 25, 2009); see also
Garelli Wong & Assocs., Inc551 F. Supp. 2d at 708-08am’s Wines & Liquors, Inc. v. Hartig
2008 WL 4394962 (N.D. Ill. Sept. 24, 2008) (findi no damage where an employee stole
plaintiff's customer data from plaintiff’s computand took the informatin to one of plaintiff's

competitors). Instead, the plain language of the statute appears to refer to situations in which
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data is lost or impaired because it was erasedtherwise destroyed, or in which computer
networks or databases are disabled. Thus, thistQiker other courts in this district, finds that
copying, e-mailing or printing electronic files froncamputer database is not enough to satisfy
the damage requirement of the CFAA. Rathegréhmust be destruction or impairment to the
integrity of the underlying dataNeergheen did not ersny files from Mintel's database, nor
did he install any destructive safire that would compromise the integrity of the data or disable
Mintel's computers or its netwks. Thus, Mintel has not demdreged that it suffered the type
of damage contemplated byl830(a)(5)(A)(iii) of the CFAA.

To the extent that Mintdk attempting to assert ctas under §§ 1030(a)(2) or (a)(4),
Mintel must demonstrate either “daneagr loss.” See 18 U.S.C. 8§ 1030(§KF USA, Inc. v.
Bjerkness636 F. Supp. 2d 696, 720 (N.D. Ill. 2008)ptorola, 2009 WL 383444, at *4. Since
the Court has already determined that Mintel inatisdemonstrated damage as it is contemplated
by the CFAA, it must demonstrate “loss.” Liklamage, the term “loss” also has a specific
meaning under the CFAA: it refets “any reasonable cost to awigtim, including the cost of
responding to an offense, conducting a damaggessment, and restoring the data, program,
system, or information to its condition prior to thféense, and any revenue lost, cost incurred, or
other consequential damages incurred becafsenterruption of service.” 18 U.S.C. §
1030(e)(11).

Here, Mintel claims that its losses consist & fhes that it paid to its expert to assess
Neergheen’s allegedly improper actions. HoweWintel's expert was not assessing whether

Neergheen had “damaged” Mintel's computergdata, as the CFAA contemplates “damage”;

19 A person violates § 1030(a)(2) if he intentionally accesses a “computer without authorization or
exceeds authorized access and thewdiains information from any protected computer if the conduct
involved an interstate or foreign communicatiomd’ person violates § 1030(a)(4) if he “knowingly and
with intent to defraud, accesses a protected computieout authorization or exceeds authorized access,
and by means of such conduct furthers the inteéfideid and obtains something of value * * *.”
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rather, the expert was hired fagsastance in Mintel's lawsuit agist Neergheen. While that is
certainly a legitimate business concern, it doestransform any harms allegedly suffered by
Mintel into “losses” under the CFAA. The allegieds must relate to the investigation or repair
of a computer or computer system following al&tion that caused impaient or unavailability
of data or interruption of seice. See 18 U.S.C. § 1030(e)(1Dgl Monte Fresh Produce, N.A.,
Inc. v. Chiquita Brands Int’l Inc.2009 WL 743215, at *4 (N.D. Ill. Mar. 19, 200%jrst
Mortgage Corp. v. Base008 WL 4534124, at *3 (N.D. Ill. Apr. 30, 2008). Thus, costs that
are not related to computer impairment ompaoiter damages are not cognizable “losses” under
the CFAA. SeedCassetica Software, Inc. Computer Sciences Cor2009 WL 1703015, at *4
(N.D. 1. June 18, 2009) (findinthat to state a claim based upmioss, “the alleged loss must
relate to the investigation or repair of angmter system following a violation that caused
impairment or unavailability of data”BKF USA636 F. Supp. 2d at 721 (lost revenue caused by
copying confidential information not compensable “loss” under CFAYE); Monte,2009 WL
743215, at *4 (in absence of impainmteor unavailability of competized data, costs incurred
for “damage assessment” not recoverableleunthe CFAA). Because Mintel has not
demonstrated that it suffered costs related to damage to its computers or that it suffered any
service interruptions, it hdailed to show any loss resksable under the CFAA.

C. Violation of the Illinois Trade Secret Act

To prevail on a claim under thiinois Trade Secrets Act, plaintiff must prove (1) the
existence of a “trade secret” and (2) “appropriation” of that trade secrePepsiCo, Inc. v.
Redmond54 F.3d 1262, 1268 (7th Cir. 1995); see &s@ta Marketing, Inc. v. Murphy,40
N.E.2d 1166, 1176 (lll. App. Ct. 1st Dist. 2000) (fingithat plaintiff mustestablish that the
information at issue was (i) a tedecret, (ii) that was misapproped, and (iii) that was used in

the defendant’s businesdjtagellan Intern. Corp. vSalzgitter Handel GmbH76 F. Supp. 2d
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919, 927 (N.D. Ill. 1999). Under Section 2(d) oé tAct (765 ILCS 1065/2(9l) a trade secret is
defined as follows:

[llnformation, including but not limitedo, technical or non-technical data, a

formula, pattern, compilation, prograndevice, method, technique, drawing,

process, financial data, @st of actual or potential custners or suppliers, that:

(1) is sufficiently secret to derive econienvalue, actual or potential, from not

being generally known to other personsoacan obtain economic value from its

disclosure or use; and (8 the subject okfforts that are@asonable under the

circumstances to maintain its secrecy or confidentiality.

The protection afforded trade secrets reflextbalancing of conflictip social and economic
interests. Where an employer has invested soitstéime, money, and effoto obtain a secret
advantage, the secret should be protecteoh fan employee who obtains it through improper
means. Sed G Industries, Inc. v. Scot73 N.E.2d 393, 396 (lll. 1971)Nevertheless, in a
competitive market, an employee must be exttitio utilize the general knowledge and skills
acquired through experience in pursuing his chosen occupatioreBaee Centers of Chicago,
Inc. v. Minogue535 N.E.2d 1132, 1135 (lll. App. Ct. 1st Dist. 1989).

The key factor to establisig secrecy “is the ease with which the information can be
readily duplicated without involving coitkerable time, effort or expense.'Stampede Tool
Warehouse, Inc. v. Mag51 N.E.2d 209, 215 (lll. App. Ct. 1Bist. 1995). Where information
is not “readily ascertainable” from a public soulné is developed oveaime with a substantial
amount of effort and expense, the information is “secrtét.”at 216. Information meeting the
ITSA “secrecy” criterion includes customists that are not readily ascertainakitk)( pricing,
distribution, and marketing planBépsiCo 54 F.3d at 1268); and sales data and market analysis
information @arrier, Inc. v. Stanley Work§9 F.3d 1112, 1117 (Fed. Cir. 1996)).

The documents that Neergheen e-mailed tosklf are trade secrets. Those files dealt

with Mintel's marketing activitis, projects, and initives, and includednformation regarding

specific vendors, prospective clients (and tredresses), budgets, trade shows, and the web
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seminar Comperemedia. The information contained in those documents meets the standard of
being sufficiently secret to deg economic value from not gy generally known to others who
can obtain economic value from its disclosure @. usloreover, Mintel took reasonable steps to
safeguard its confidential information. Thestimony at trial demonstrated that only those
employees who needed to know the contenthefe documents to perform their job functions
were given access to the documents. Heeer Miller, Inc. v. Landis625 N.E.2d 338, 342 (lll.
App. Ct. 1st Dist. 1993) (finding only the empé®s who needed to know the information had
access to it). Mintel had security measures atelthat restricted access to certain information,
and only employees in Mintel’'s marketing depamingad access to the documents at issue. See
Service Centers of Chicago, Inc. v. Minogt85 N.E.2d 1132, 1136 (1st Dist. 1989) (finding
trade secret protection maintained when tHermation is used by a person in his business
operations and is known only by such person aitl §mited other persons to whom it may be
reasonably necessary to confide it). Furiin@e, Mintel required Neergheen to sign non-
disclosure agreements, which clearly stated that such information was not to be disseminated and
needed to be returned at the end of his employment.REednc. v. Grimes177 F. Supp. 2d
859, 875 (N.D. lll. 2001) (considerirtge signing of a non-disclosuagreement as one factor in
determining whether company took reasonable stepafeguard its confidential information).

In addition to demonstrating that the docutseat issue are tradecrets — which Mintel

successfully has dofe— Mintel also must demonstrateathNeergheen “misappropriated” the

1 Prior to trial, Mintel requested that certain doents introduced at trial be placed under seal because
those documents constitute trade secrets. Mintel apatelgrhas parsed its trial exhibits to eliminate

from its request portions of documents that clearly do not satisfy the standard for protection as a trade
secret. Neergheen objected to this request, arguinththdbcuments were not trade secrets. Generally,
documents that “influence or underpin [a] judicial decision are open to public inspection unless they meet
the definition of trade secrets or other categories of bona fide long-term confidentiality. Bagee

Intern., Inc. v. Abbott Laboratorie97 F.3d 544, 545 (7th Cir. 2002). Since the Court has concluded
that the documents at issue arad&r secrets, the Court orders thia following documents be placed
under seal: MN0000704-MN0000873 (within Joint Bx. MNTL0O0558-MNTLO00588 (within Joint Ex.
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trade secrets. Put another way, Mintel must sti@t/ Neergheen used the trade secrets at issue
“for purposes other than semng the interests of” Mintel.RFI, 177 F. Supp. 2d at 875. The
evidence presented at trial indicated that wheeriyheen sent the documents to himself, he was
upset about losing his job and had ulterior motividewever, he was “caught” by Mintel almost
immediately and simply was toloy Mintel representatives not tese the information. Mintel
has not shown that since that time Neergheen uosetisclosed to a third party (particularly,
Datamonitor) the trade secrets at issue. @liftas not demonstrated that Neergheen (or
Datamonitor) solicited business from Mintel's arsers, or that Neergheen or Datamonitor has
used the documents at issue in any way.fath, as a condition of Neergheen’s employment,
Datamonitor required him to sign an agreemeahimiting him from disclsing any confidential
information or trade secrets to Datamonitoremen discussing his former employment with
Mintel. Datamonitor also has prohibited Neexgh from contacting any customers with whom
he was in contact while employed at Mintel. $keat 876 (finding thabne of the factors to
consider when determining whether trade seawvétsnevitably be used is “the actions the new
employer has taken to prevent the former empldsaa using or disclosing trade secrets of the
former employer.”). Finally, Datamonitor sigorohibited Neergheen from working in the
consumer product goods and retsélctors, which comprisegproximately eighty percent of
Neergheen’s work at Mintel.

The guestion remains whether it is “inevigbthat Neergheen will use the information

that he obtained through improper meankigcurrent job at DatamonitoRFI, 177 F. Supp. 2d

6); MN0000529-MNO0000575 (within Joint Ex.;7MNTL00437-MNTL00481 (within Joint Ex. 7);
MNO000315 (within Ex. 101C); MNO000579-MNO00589 (within Ex. 101D); MN000627-MN000642
(within Ex. 101E); MNO0000893 (within Ex. 101l); MNO0000875-MN0000882 (within Ex. 101L);
MNO0000329-MN0000370 (within Ex. 101N);MNO0000221-MNO0000234 (within Ex. 1010);
MNO0000885-MN0000886 (within Ex. 101Q);MNO000505-MNO000509 (within Ex. 101R);
MNO000102-MNO000110 (within Ex. 101U);MNO0000113-MNO0000114 (within Ex. 101Z);
MNO0000191-MN0000209 (within Ex 101CC); MNO0000117-MNOOO0Z27 (within Ex. 101ll);
MNOO000505-MNO0000509 (within Ex. 201MM).
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at 875; see also ITSA 8§ 3 (permitting an injunctto issue to prevent even threatened use or
disclosure of trade secrets). The factors to idensn determining whéer disclosure of trade
secrets is inevitable are: (1) the level ompetition between the former employer and the new
employer; (2) whether the employee’s positioithwthe new employer is comparable to the
position he held with the former employer; &3l the actions that the new employer has taken
to prevent the former employee from using actbsing trade secrets tife former employer.
PepsiCo, Inc. v. Redmonti996 WL 3965, at *20 (N.D. Ill. Ja2, 1996). In this case, Mintel
and Datamonitor are direct competitors. ¢diion, Mintel has demonstrated that Datamonitor
hired Neergheen to fill a role that is somewhat similar to his former role at Mintel in that
Neergheen continues to work marketing and with trade assdoias, as he did at Mintel.
However, at Mintel, Neergheen’s focus was aamsumer packaged goods and retail sectors,
while at Datamonitor he works primarily ithe pharmaceuticals and technology sectors.
Therefore, although the basic knledge and experience he gaingtile working at Mintel —
e.g., marketing techniques, negotiating partnershipsv to approach amat/ deal with trade
associations, etc. — is beinglized by Datamonitor, Neergheerspecific experience related to
consumer packaged goods and retail, as wasgllhis connections in those sectors and the
particular insight to be gleandtbm the trade secrets at issts been shelved. The second
factor therefore cuts both ways — although it istiveepeating that Neergheen’s boss at Mintel,
Steve Charlton, stated around thediof Neergheen’s departureatthe was “not as concerned
about the TAs [trade associatifhbecause Neergheen had beemarisitioning out of that role”
during his last six months at Malt Finally, Datamonitor has takeseveral steps to ensure that
Neergheen does not use disclose Mintel's trade secretisicluding requiring him to sign an

agreement prohibiting him from disclosing angnfidential information or trade secrets to
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Datamonitor, prohibiting him from discussingis former employment with Mintel, and
forbidding him to contact any customers with whibenwas in contact while employed at Mintel.

Although Mintel alleges that, unless Neezgh is enjoined under the ITSA, he “will
continue to have access and théitgito make use of Mintel's trde secrets,” such allegations of
the “potential” for use of Mintel’s trade se@etre not enough to stadeclaim under the ITSA.
SeeTeradyne, Inc. v. Clear Communications Corf07 F. Supp. 353, 356-57 (N.D. Ill. 1989).
Based on the foregoing, Mintel has not demonstirahat Neergheen used or has designs on
using the improperly acquired information to Mih$ detriment in the future and thus its
misappropriation claims faifs.

D. Breach of Contract: Violations of the Non-Compete, Nondisclosure, and

Non-Solicitation Covenants in Neerpeen’'s Non-Compete Agreement and
Contract of Employment

lllinois courts disfavor and closely scrutg restrictive covenants because they are
“repugnant to the public policy encouraging an open and competitive marketitaberge v.
Quialiteck Int'l, Inc.,2002 WL 109360, at *4 (N.D. Ill. Jan. 28, 2002) (citiBghop v. Lakeland
Animal Hosp.,268 Ill.App.3d 114, 644 N.E.2d 33, 36 (IApp. Ct. 1994)). The basic test
applied by lllinois courts in determining the erdeability of a restrictive covenant is “whether
the terms of the agreement are reasonable and necessary to protect a legitimate business interest
of the employer.” Outsource Intern., Inc. v. Bartpd92 F.3d 662, 666 (7th Cir. 1999) (quoting
Office Mates 5, North Shore, Inc. v. Haz&34 Ill. App. 3d 557, 599 N.E.2d 1072, 1080
(1992)). This determination “necessarily turnstioa facts and circumstances of each case.”
lllinois law requires that in ordebe enforceable, a covenambt to compete must secure a

“protectable interest” of the employeCurtis 1000, Inc. v. Suesg4 F.3d 941, 944 (7th Cir.

2 1n any event, the Court is in a position to makee that Neergheen can never use the improperly
acquired information, and has crafted itsmglon Mintel's breach of contract claim, se&a, to prohibit
Neergheen from ever using this information.
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1994). lllinois courts recognize at least two spcbtectable interests(1l) where the customer
relationships are near-permanamd but for the employee’s asstion with the employer the
employee would not have had contact with ¢istomers; and (2) where the former employee
acquired trade secrets orhet confidential informationthrough his employment and
subsequently tried to usefor his own benefit. Outsource Int'l, Inc. v. Bartor92 F.3d 662,
666 (7th Cir. 1999).

Restrictive covenants should barrowly tailored so as #ncompass only the protectable
interest of the employerOutsource Int] 192 F.3dat 669; Lawrence and Allen, Inc. v.
Cambridge Human Resource Group, 1292 Ill.App.3d 131, 138, 685 N.E.2d 434, 441 (lll.
App. Ct. 1997). In particular, the temporal and geographic limitations must be reasonably
necessary to protect a legitimate business interest of the empRgberge 2002 WL 109360,
at *4. A restrictive covenant that does not contain a geographic limitation still may be
enforceable if the covenantcindes an “activity restraint.d. at *6. The most common type of
activity restraint is a prohibition againstisding the former employer’'s customerg&ichman v.

Nat'l Hosp. and Health Care Servs.., INB08 Ill.App.3d 337, 719 N.E.2d 1141, 1147 (lll. App.
Ct. 1999).

Neergheen commenced employment witm#di in its London office on or about June
30, 1997. As a condition of Neergheen’s employimath Mintel, on June 24, 1998, he signed
and executed a contract of employment. Thatract included a resttive covenant that
prohibited Neergheen from working for a compmtibf Mintel for one year or from soliciting
other Mintel employees to leave the company. The contract also included a confidentiality
clause that prohibited Neergheen from usinglisclosing confidential imrmation that he came
into possession of during his time at Mintéh August 2003, Neergheeratrsferred to Mintel's

Chicago office. As a condition of his continuemiployment with Minteln Chicago, Neergheen
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agreed to sign a non-compete agreementsigning the non-compete agreement, Neergheen
again consented not to work for a competitor ohtdi for one year or solicit away from Mintel
other Mintel employees. The non-compete agre¢msn contained a confidentiality clause that
prohibited Neergheen from usingintel trade secrets and otheonfidential or proprietary
information for his own benefit or from disgimg such information t@any third party, and
prohibited Neergheen from soliciy Mintel's customers for a ped of one year from the
termination date.

Restrictive covenants thatcla geographical limitations may be upheld where, as here,
the employer competes for customers on a worldwide basisViSaelic Co. v. Tieman499
F.3d 227, 235 (3d Cir. 2007) (“In this Information Agepex serule against broad geographic
restrictions would seem hopelessly antigdatand [courts] have found broad geographic
restrictions reasonable so longthsy are roughly consonanitivthe scope of the employee’s
duties.”); see alsQuaker Chemical Corp. v. Vargd09 F. Supp. 2d. 469 (E.D. Penn. 2007)
(emphasizing that the notion of a too-broad gaphic scope has become “antiquated” in light of
the “Information Age” and the ineasingly global economy). Mint& an international business
with a global presence, and Mintel and its competitors compete for a worldwide market.
Neergheen could live and work in many placesughout the world and compete with Mintel.
Thus, the broad geographical scope of theegents, when viewed in conjunction with the
reasonable duration of the agreements (peer), does not rendeine non-compete and non-
solicitation provisionsinreasonable.

However, to the extent that the agreemégsrgheen signed are a “blanket prohibition”
on Neergheen working for any competitor, as opdoto an “activity restraint” in which
Neergheen is prohibited from @aging in particular types of activities or from soliciting

customers he actually had contact with while vimgkior Mintel, they are overbroad. The Court
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will not enforce the agreements so as to reshimtgheen’s ability tavork for a competitor in
any manner whatsoever. SBeberge,2002 WL 109360, at *4-5. Raer, the Court will
continue in place the terms to which Datamtmmand Neergheen agreed, in writing, when
Neergheen began his employment with Datamonitdhat is, for a definite period of time,
Neergheen will continue to be enjoined from ¢bntacting any customers with whom he was in
contact while employed at Mintel, and (2) wimidk in the consumer product goods and retail
sectors at Datamonitor.

With respect to the length of injunctignscourts have recognized that where an
employee violates a covenant not to corapéhe time period may be extended beyond that
specified in the contract."Loewen Group Intl., Inc. v. Haberichtet998 U.S. App. LEXIS
28514, at *21-22 (7th CirSept. 15, 1998); see,g, JAK Prod. Inc. v. Wiza986 F.2d 1080,
1090 (7th Cir. 1993) (“because the [defendantlated the covenant not to compete from
November 25, 1991 until the injunction, and the care requires [defend§ to refrain from
such competition for a period of one year, theridistourt did not err in determining the period
of one year as March 11, 1992March 11, 1993. To hold otheise would reduce the covenant
from twelve to eight months * *”). It is within the Court’s equitable powers to determine the
length of such an extensior.oewen Group1998 U.S. App. LEXIS 28514, at *24-25. Thus,
the Court determines that the approprigenction for Neergheen’s conduct in accepting
employment with a Mintel competitor in violati of his non-compete agreements is that he be
permanently enjoined from contacting any Mintdents or employees for a period of nine
months following the entry of this Order and tih&t be permanently enjoined from working in
the consumer packaged goods and retail sectors of Datamonitor or any other Mintel competitor

for a period of six months followg entry of this Order.
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With respect to the non-disclosure pmsiwins, “[ajn employer's trade secrets are
considered a protectable interest fareatrictive covenantinder lllinois law.” Pepsico, Inc. v.
Redmond54 F.3d 1262, 1271 (7th Cir. 1995)he Court already hastéemined that the Mintel
documents that Neergheen e-mailed to himself &ftetesigned from Mintelvere trade secrets.
Thus, Neergheen violated the nondisclosure covemaeanh he retained dise documents after his
termination. Since there has been no evidgmesented that Neergheesed those documents
for his benefit or the benefit of a third rpa Neergheen’'s sanot for breaching the non-
disclosure provisions is limited to permangnénjoining him from using any of Mintel's
confidential, proprietary, and trade secret infafion that was the subject of this lawsuit.

E. Irreparable harm, Balance of Harms, and Public Interest

The Court finds that the remedies fashiobhgdhe Court adequatebalance the harms at
issue and serve the public interest. Moreovke injunctions that the Court has deemed
appropriate account for the irrephl@harm of allowing Neerghe¢a use Mintel’s trade secrets
for his own benefit or the befiteof a third party.

lll.  Conclusion

Based on the foregoing, Mintel's request $anctions on the basis of alleged spoliation
is respectfully denied. The Court enters judgment in favitesrgheen and against Mintel on
Mintel's claims against Neerglkn under the ITSA and the CFAZnd enters judgment in favor
of Mintel and against Neergheen on Mintelkseach of contract claims. Neergheen’s
counterclaims seeking a declaratory judgmérdt the restrictive covenants found in his
employment contracts are invalid as a mattelaaf are dismissed. Having established actual
success on the merits of its breach of contradind, an inadequate remedy at law, and that the

balance of harms and public intsteveigh in its favorMintel is entitled tahe foregoing relief:
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(1) Neergheen is enjoined from contacting any Mintel clients or employees for a period
of nine months following the entry of this Order.

(2) Neergheen is enjoined from working the consumer packaged goods and retail
sectors of Datamonitor or any other Mihitompetitor for a period of six months
following entry of this Order; and

(3) Neergheen (as well as his agents, seryamployees, officers, attorneys, successors
and assigns, and all persons, firmsd acorporations agtg in connection or
participation with him or on his behaldontinue to be enjoined from using,
referencing, evaluating, or copying abriginals and copies of information or
documents misappropriated from Mintel mard copy or electronically stored, and
from revealing or disclosing in ng manner information and documents

misappropriated from Mintel in hard copy or electronically stored.

Dated: January 12, 2010

RoberM. Dow, Jr.
UnitedState<District Judge
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