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IN THE UNITED STATES DISTRICT COURT
FOR THE NORTHERN DISTRICT OF ILLINOIS
EASTERN DIVISION

)
In re INNOVATIO IP VENTURES, LLC ) MDL Docket No. 2303
PATENT LITIGATION ) Case No. 11 C 9308

)

)
THIS ORDER APPLIES TOALL CASES )

)

MEMORANDUM OPINION AND ORDER

JAMES F. HOLDERMAN, District Judge:

Plaintiff and paterbwner Innovatio IP Ventures, LLC (“Innovatjochas sued numerous
hotels, coffee shops, restaurants, supermarkets, and other commercial useress witernet
technology located throughout the United States (collectively, the “War&leswork Users”).
Innovatio alleges thathe Wireless NetworkJsers providewireless internetaccess to their
customers or usig to manage internal processesid by doing so infringe various claims of
twenty-threepatents owned by Innovatio. (Dkt. No. 198; Dkt. No. 451.)

Cisco Systems, Inc., Motorola Solutionsc., SamicWALL, Inc., Netgear, Inc., and
HewlettPackard Co(collectively, the “Manufacturers”@achmanufacturedevices used by the
Wireless Network Users to implement their wireless internet netw({kd. No. 819, Ex. A
1 10.) The Manufacturerfavefiled declaratory judgment actions against Innovageking a

declaration that the Khufacturers’ products, and the networks or systems of which those

! The twentythree patents that Innovatio has asserted in this action are: U.S. Patent
5,295,154,U.S. Patent 5,428,636, U.S. Patent 5,504,746, U.S. Patent 5,546,397, U.S. Patent
5,740,366, U.S. Patent&l4,893,U.S. Patent 5,940,771, U.S. Patent 6,374,311, U.S. Patent
6,665,536, U.S. Patent 6,697,415, U.S. Patent 6,714,559, U.S. Patent 6,826,165, U.S. Patent
7,013,138, U.S. Patent 7,107,052, U.S. Patent 7,386,002, U.S. Patent 7,457,646, U.S. Patent
7,535,921, U.S. Patent 7,536,167, U.S. Patent 7,548,553, U.S. Patent 7,710,907, U.S. Patent
7,710,935, U.S. Patent 7,873,343, and U.S. Patent 7,916,747.
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products are a part, do not infringe Innovatio’s patents, and that Innovatio’s patenishde
(SeeDkt. Nos. 431, 442see alsd2 CV 426, Dkt. No. 112 CV 2773, Dkt. No. J Innovatio, in
turn, hasalleged that the Manufactureall infringe the same twentiiree patents Innovatioas
asserted against the Wireless Network Users. (Dkt. Nos3B4)}All claims, casesand parties
weretransferred for pretrial coordinatidrefore this court by the Judicial Panel on Multidistrict
Litigation in this MDL case, No. 2303. (Dkt. No. FEpr ease of reference (and ignoring that
some of them are also declargtqudgment plaintiffs), the court will refer to the Wireless
Network Users and the Manufacturers collectively as the “Defendants.”

Following discoveryput before claim constructiothe partiesand the court agreed that
the best course towardsolving he partiesdispute would be tpause and evaluate the potential
damages available to Innovatfothe Defendantare found to infringe Innovatio’s paten{See
Dkt. No. 614 (“2/2113 Trans.”)at 24:626:18) The Defendants contend that Innbe& patents
are all essential to the operation of the 802.11 wireless sthastblished by the Institute of
Electrical and Electronics Engineers (“IEEE,” pronouncegkitriple-ee”), and that Innovatio is
therefore subject to the promises of the poaners of theatentsin-suit to license the patents
on reasonable and naliscriminatory (“RAND”) terms. TheDefendants assert that, at most
Innovatio can recover no more than a reasonard nondiscriminatory royalty if the
Defendants are found to infringe the asserted claims of Innovatio’s pateuit-

The impact of the RAND obligation dhe recovery potentially available to Innovaiso
an issue the parties and the courtaddressing at this stage of the litigation to assist the parties.
After establishing the potential recovery, the court hopepdhees will be able to evaluate the
potential benefit of expending additional resources contesting infringement.saiohdyelamages

first may thus aid settlement of this dispute. Because the impact of the RAND obligatio



damages question, the parties are entitled to a jury determination on thaBabygarties have
waived that right, however, and agree that the court should decide all RAAIPd issues in
summary proceedings and, if mssary, a bench trialSéeDkt. No. 600, at 1.)

As a first step to determining the damages to which Innovatio would be entitled, if it
proves infringement, the cougquestedhe parties to identify the patent claims that are subject
to the RAND obligation. (Dkt. No. 662.) The Defendants contend that all of Innovatio’sealsser
patent claims are subject to the RAND obligation. Innovatio, by contrast, conteads t
approximatelyl68 of its asserted claims are not essentadhtplement the 802.11 standard, and
are therefore not subject to the RAND obligation. The following disastthe assertedlaimsof
each patenin-suit with respect to which the parties dispessentialityand those on which they

agree

Patent Number Claimsthe PartiesAgree Are Disputed Claims
Standard-Essential
5,740,366 |5-7,9-12, 15-16, 19-21, 24, 26-29, 328, 13, 14, 22, 23, 25
5,940,771 |1-7
6,374,311 |35, 37, 39, 41, 43-44, 48, 49, 51, 55, |20-24, 26-30, 32-34, 36, 40, 45-47,
64 50, 53, 54, 56

7,457,646 |14-17,19-21, 26, 29, 31, 32, 34, 35, 318, 22, 27, 28, 30, 33, 82, 86, 88, 90, {
40, 43-45, 47, 49-51, 53-56, 59-64, 698, 100
69, 71-73, 79, 83-85, 87, 89, 91-93, 99,
101-104, 107, 108, 111, 112, 114-123,
125-128, 130, 135-137, 143-144

7,536,167 |73-77, 80-83, 89-97, 100, 102-107, 1179, 85, 109, 115
113, 119-127, 130, 132-134, 203
7,873,343 |1-6, 8-11, 15-20, 22, 23, 25, 28-36, 3412, 42
41, 45-50, 52, 53, 55, 58-60
6,714,559 |6-8

7,386,002 |1-2,4,6,7,14,16,18, 19
7,535,921 |1-5,7-8

7,548,553 (10-12, 17,19, 20

7,916,747 |1-3,5-8, 11, 13, 16, 17, 20-25
5,546,397 1-5
5,844,893 7-11




6,665,536 1,5,8,10, 11, 13-17, 19-21, 23, 24, 2
30, 32, 36, 37, 39-42, 49, 50

6,697,415 11,12, 15

7,013,138 1,5, 8,10, 11, 13-15, 17, 18, 21, 24, 2
28, 36-39

7,710,907 1,7,10, 12, 13, 15-17, 20, 21, 23, 24,
33, 35, 36, 38-40, 43, 44, 46-50

7,107,052 1,5,6,8-12, 15, 16

7,710,935 1,5, 6, 8-12, 15, 16, 25-28, 32-35, 37-
44-47

5,295,154 |1-7

5,428,636 |1-13

5,504,746 |13-17

6,826,165 |16-20

The court must determine which of those 168 disputed claims are subject to a RANDaoifigat
The question is fully briefed. (Dkt. Nos. 684, 707, 747.) To aid the court in its analysis, the
parties have categorized th&8 claims into differentechnical categories, and they agree that all
of the patent claims in each of the categories are either stagskdtial or nostandare
essential. (Dkt. No. 774Bollowing their initial submission of the categories, the parties further
refined the catgories and the claims in dispute. The court will use the parties’ most recent
categorization of the disputed clainfSeeDkt. Nos. 795, 797.)

To assist the court in understanding the technology underlying the dispute, thestaburt h
aninformal discussion regarding the technology with the parties’ designated experisusise|c
on the recorcdon July 17, 2013(SeeDkt. No. 833.)Thereafter on July 18and 19, 2013, the
court held &ench trialon the essentiality question. (Dkt. Nos. 836-884igr to thatbench tria)

during the May 30, 2013, status hearing, the court addressed the question of which party bears

% Neither the parties nor the court are aware of any other case that has addressed the
guestion of whether asserted patent claims are staedaemtial. $eeDkt. No. 616 (3/14/13
Trans.”) at 8:179:4.) Judge Robart’s opinion iWicrosoft Corp. v. Motorola, In¢.No. C10-
1823, 2013 WL 2111217{W.D. Wash. Apr. 25, 2013), which addressed the method for
calculating a RAND royalty, did not address the essentiality questi@ugedhe parties in that
case agreed which of the asserted patent claims were st@sdantial.



the burden of proving that a claim is standard-essential, and also ruled on the quegtethef

all claims in a patent together must either standardssential or nostandareessential. This
opinion provides a further explanation of the court’s ruling on those two questions, in addition to
resolving the other issues in dispute.

At the July 2013bench tria] the court heard argumeindm the parties and also testimony
from several witnessesnnovatio presented the testimony of Dr. Raymond W. Nettleton, an
Associate Professor at the University of Colorado. The Defendants presentedtitheny of
Dr. Stephen B. Wicker, a member of the faculty of the School of Electrical and Computer
Engneering at Cornell UniversityThe court also acceptdthie Defendants’ presentation of
stipulated testimony from the informal discussion by Dr. Matthew B. Shoemé&kener officer
of the IEEE and tle CEO of Biscotti Inc. (Dkt. No. 820T)he parties by agreement presented
additional testimony on paper by designating portions of the depositions of ceittz@sses
including Dr. Nettleton(SeeDkt. Nos. 800, 801, 815.) Finally, the parties also agreeadept
the declarations of their respective experts in lieu of direct examin&ldanNo. 798(*7/10/13
Trans.”) at 34:536:8), so the court has treated the declarations of Dr. Net{iBtdnNo. 747,

Ex. 4), Dr. Shoemak@kt. No. 708, Ex. B)ard Dr. Wicker(Dkt. No 708, Ex. C; Dkt. No. 790,
Ex. A) as if they hadgiven that testimony in courfinally, the parties have submitted a
statement of stipulated facts to which both sides agree. (Dkt. No. 819, Ex. A.)

BACKGROUND

The IEEE andhe 802.11Standard
The IEEE is a professional association and developer of technical standards. (Dkt. No.
819, Ex. A 150.) Beginning in 1990he IEEEformed a working group to establish the 802.11

standardor the operation of wireless local area netwotf&/I(ANs"—also known as “wireless



Ethernet,” “Wireless Fidelity,” or “Wii"). (Id. 1 51.) The IEEE continues to publish
amendments to that standagrdriodically (Id.  52.)Devicessuch as wireless routers, laptops,
and cell phonethatare compliant withhe standaravill be able to communicate effectively with
one anothem any WLAN. By establishing the 802.11 standatde IEEEhas ensurethat the
wireless devices of various manufacturers are interoperable, and that esnsuen therefore
able to purchse wirelessdevices from a variety of manufacturers without worrying about
whether the devicewill be compatible witheach otherAs a resultconsumers experience no
switching costs if they choose to buy wireless devices from different mameiasstieading to
greater price competitiorSee Microsoft Corp. v. Motorola, In¢c.No. C101823, 2013 WL
2111217, at *JW.D. Wash. Apr. 25, 2013Robart, J.Xdescribingthe role of standardetting
organizations).

Although the standardetting process has mapotential benefits for consumers, there
are dangers. After a standard is establislied,example, every manufacturer of compliant
products must use the technolaggted inthe standard. If one particular company owns a patent
covering that technology, however, the standard will effectively forceth#rs to buy that
company’s technology if they want to practice the stand@ids requirement allowshe
companyto charge inflated prices thegflect notonly the intrinsic value of itsechnology, but
also the inflated value attributableits technology’s designation as the industry standard.

Il. Innovatio’s RAND Obligations

To avoid this phenomenoroffen caled “patent holeup,” see Microsoft 2013 WL
2111217, at *10), standasting organizations likehe IEEE dten require owners of standard
essential patents to promise to license their patenBAND termsbeforethe establishment of

the standardPrior to being acquired by Innovatio, Innov&aigatents were owned by Intermec



Technologies Corporation (a subsidiary of UNOVA) and Intermec IP Corporétollectively
“Intemec”), Naand Corporation (“Norand;)or BroadcomCorp. (“Broadcom”) (Dkt. No. 819,
Ex. A 53.) Each of those previous owners of Innovatio’s pategrsed to license any standard
essential technology covered liyeir patents on RAND termdqld. 1 54.) For example, on
October 26, 1995, Intermec, wrotethe IEEEthat

[[]n the event that patents issue to, or are acquired by, Intermec in the future

which Intemec believes will read on devices operating under the proposed IEEE

802.11 Standard, Intermec will (upon written request from any third party) grant a

nonexclusive, nontransferable sole and personal license under any such issued

patent on a nondiscriminatory basis, on terms and conditidmshwntermec

deems reasonable.
(Dkt. No. 709, Ex. 6.) Similarly, on October 17, 2006, Broadtwmote tothe IEEE that, “with
respect to any patent(s) and/or patent application(s) that it may hold or cthr@rose ofvhich
would be essential to create a compliant implementation of either mandatory or lquiitioas
of the [Proposed] IEEE Standard,” it promised to “grant a license under reasatabléoran
unrestricted number of applicants on a worldwide,-disoriminatory basis with reasonable
terms and conditions.” (Dkt. No. 709, Ex. 7.) Broadcom and Noverode similar letters to
IEEE on September 6, 2002, and June 20, 18#e¥kt. No. 709, Exs. 8-10.)

The partiesdo not disputdehat the letters of Innotia’s predecessors in interest ttee
IEEE constitute binding contractual commitmentshe IEEE and its member§&ee Microsoft
Corp. v. Motorola, InG.854 F. Supp. 2d 993, 999 (W.D. Wash. 20@Zhe court agrees with
Microsoft that through Motorola’ letters to both the IEEE and ITU, Motorola has entered into

binding contractual commitments to license its essential patents on RAND”}ereeg. also

Apple, Inc. v. Motorola Mobility, Inc886 F. Supp. 2d 1061, 1083 (W.D. Wis. 202 this

% Broadcom acquired Intermec’s patents in December 2002, and also owned other patents
that were later sold to Innovati®GgeDkt. No. 746, Ex. 3.)



case, the @mbination of the poties and bylaws of the standsseiting organizations,
Motorola’'s membership in those organizations and Motosodssurances that it would license
its essential patents on fair, reasonable and nondiscriminatory term#tut@nsontactual
agreement¥). Moreover, this court has already held that those commitments are now binding on
Innovatio, and that they can be enforced by the Defendenisotential sers of the 802.11
standardand thus thireparty beneficiaries of the agreemebhttween Innovatio’s predecessors
and the IEEESee

In re Innovatio IP Ventures, LLC Patent LitigdDL 2303, 2013 WL 427167, at *1({N.D. Il
Feb. 4, 2013}" The longstanding rule in lllinoisnd elsewhere, is thath'e promise®f a third
party-beneficiary contract may bring suit for a breach of that contract and recovegesm
therefor.” (quotingCarmack v. Great Am. Indem. C@8 N.E.2d 507, 511I[, 1948)).

In addition, the parties agree thdtetterms of the RAND commment by which
Innovatio is bound are established by the aurtEEE Standards Board Bylaywsomulgatedn
2007. (Dkt. No. 684, Ex. BIEEE Bylaws”), see alsdkt. No. 819, Ex. A ¥%6.) Moreoverthe
parties agree that the current IEEE Bylaws provideafiicable terms even though tha@rent
IEEE Bylaws were not in effect at the times that Innovatio’s predesessdered into the
RAND commitments. $eeDkt. No. 759 (“5/30/13 Trans.”) at 13:21%:11.) The court will
therefore use the current IEEE Bykto definghescope of Innovatio’'s RAND obligations.

Those bylaws provide as follows:

IEEE standards may be drafted in terms that include the use of Essential Patent

Claims. If the IEEE receives notice that a [Proposed] IEEE Standardemaiye

the use of a potential Essential Patent Claim, the IEEE shall request licensing

assurance, on the IEEE Standards Board approved Letter of Assurancedorm, fr
the patent holder or patent applicant. . . .



A Letter of Assurance shall be either:

a) A general disclaimer to the effect that the Submitter without conditions
will not enforce any present or future Essential Patent Claims against any
person or entity making, using, selling, offering to sell, importing,
distributing, or implementing a compliaimiplementation of the standard;

or

b) A statement that a license for a compliant implementation of the
standard will be made available to an unrestricted number of applicants on
a worldwide basis without compensation or under reasonable rates, with
ressonable terms and conditions that are demonstrably free of any unfair
discrimination.

(IEEE Bylaws § 6.2.) Innovatio’'s RAND obligations are all of the type described in
subparagraph “b.The IEEE Bylawsdefine an “Essential Patent Claing’ be

any Patent Claim the use of which was necessary to create a compliant
implementation of either mandatory or optional portions of the normative clauses
of the [Proposed] IEEE Standard when, at the time of the [Proposed] IEEE
Standard’s approval, there was no comnadlsc and technically feasible nen
infringing alternative. An Essential Patent Claim does not include any Patent
Claim that was essential only for Enabling Technology or any claim other than
that set forth above even if contained in the same patent &ssleatial Patent
Claim.

(Id. 8 6.1.) “Enabling Technology” is further defined as
any technology that may be necessary to make or use any product or portion
thereof that complies with the [Proposed] IEEE Standard but is neither éxplicit
required by norexpressly set forth in the [Proposed] IEEE Standard (e.qg.,

semiconductor manufacturing technology, compiler technology, ebjezited
technology, basic operating system technology, and the like).

(1d.)
1. Technical Background

The 802.11standardestablislkes protocols for establishing wireless communications
amongdevicesin a local areaThe IEEE has promulgated various amendments to the standard

over the yearswhich are designated by letters, such as 8021 882.11g. Because tlparties



do not distinguish among the various standards in their briefing (citing various apr@admt
focusing primarily on the 802.11g amendment to the standard released in 2003 and the 802.11n
amendment released in 2008)e courtaccepts as undisputeédat a patnt claim is standard
essential if it is essential to implement any version of the starfdariddically, the amendments

are “rolled up” and released as a new comprehensive version of the standard. Varions wérsi

the standard are available online Hdtp://standards.ieee.org/about/g@#st visited July 3,

2013). For simplicity, and following the industry practitee courtcites theamendments and
theroll-upsof the standard by the year in whitheywere released. For exampkl.1 of the
2012 version of the standard will be cited as IEEE Std. 802.11-2012 § 1.1.

A group of devices, or “stations,” communicating on an 802.11 WLAN is known as a
“service set. IEEE Std. 802.12012 84.31. In anindependent basic service set, taromore
stations communicate directly with one anothiek. §4.3.2. More often, however, stations
communicate through an access point, a device through which the communicationsyof ma
stations in the service set canrbated,to form a “basic service sétd. §4.3.4.1. There may be
multiple access points in a service set. In addition,aacess point may be connectedato
“distribution systemi (for example,an Ethernet connection the internet)which allows it to
communi@te with othermaccess points and stations in otkervice setsld. § 4.3.6.The 802.11
standard does not define any of the functionality of the distribution systelinld. 85.5 (“The
implementation of the [distribution system] is unspecifeetl is beyond the scope of this
standard.”). Anetwork of service sets is knownas extended service sél. § 4.3.4.2.

The 802.11 standard is a set of traffic rules that the access points use theliveotless
traffic anong stations in a sendcset. Protocols for traffic direction are necessary because

wireless devices communicate via radio waves. If two stations attempt to transnsisagenat

10
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the same time on the samadio frequency, the waves will interfere with one anotfadten
called a“collision”), causing the resulting message to be incomprehensiblavoid collisions

the 802.11 standard prescribes a medium access coALC(’) protocol to ensure that only
one station is speaking at a tinand that other stations are listening to it when appropBaie

id. 88 5-6 Because many stations goertable and battergowered minimizing power usage is
important Consequentlythe 802.11 MAC protocol includes provisions that allow stations to
“sleep” when they are not communicating with the access point, and to “wake uafiais
intervals to retrieve any messages that may be waiting for tdeg110.2.

In addition to the need to avoid collisionsireless networks also face tlkempeting
challenge of including as much information as possibldénradio waves$o enable a quicker
transfer of information. The 802.11 standard prescribes several differentgbthgger (“PHY”)
protocols that prescribe how information should be encoded in each radidowaesying its
frequency, amplitude, or phadeifferent PHY protocols have different advantagese id.8 7.

For example, the frequentywpping spread spectrum PH¥structs stations periodically to
change or “hop” frequencies based on a predetermined pattern, thus maksignsoldiss likely.

See id.§814. Thedirect sequence spread spectrum (“DSSS”) PHY multiplies each data bit to
ensure that if some bits are lost, the receiving station cannstitpret the messagl. § 16.
Thus, instead of sending “10,” the device might send “1111100000.” Even if the receiving
device hears the corrupted message 1101100100, it can still interpret the mes$@deTase
DSSS PHY is reliable, but sends information at a lower rate than other Ritdcqds. In
another example, the orthogonal frequency division multiplexing (“OFDM”) PHiiheke
various “symbols” (comprising radio waves of a certain frequency and amplitoicggnify

multiple data bitsld. § 18.As a result, stations using OFDM can transmit a greater volume of

11



information. The 2009 Anendments to the 802.11 standard introduced the high throughput
(“HT”) PHY specification, which uses multiple antennas transmitting on diftdrequencies at
one tme to increase still further tregficiency of data transfeld. § 20.

The 802.11 standard, the formal title of which is “Wireless LAN Medium AcCestrol
(MAC) and Physical Layer (PHY) Specifications” deals explicitly onigh PHY and MAC
functions.Id. at i. Higher levelfunctions that build on the PHY and MAC functions are not
explicitly addressed in the 802.11 standard.

Other sections and functions of the 802.11 standaecddresseds necessary in the
discussion below.

ANALYSIS

At this stage of the proceedings, the court is faced with only the limited question of
which of the asserted claims in Innovatio’s pateares standar@ssentialand thuspotentially
subject to Innovatio’'s RAND commitmenAs a preliminary matter, the court must first
determine which party bears the burden of establishing whether the pateist alaistandard
essential.

The Defendants contend that “as the party bound by RAND, Innovatio bears the burden
of establishing entitlement to carve out particulatepts (or clans) from its RAND
obligations.” (Dkt. No. 707, at 9 n.10.) Thatgumenis questiorbegging, however, as the issue
in dispute is preciselto what extentnnovatio is bound by RAND.

Innovatio has a more plausible argument when it contdradshe assertion of RAND is
like an affirmative defense on which thefendants bear the burden of prdatockton E. Water
Dist. v. United State$83 F.3d 1344, 1360 (Fed. Cir. 200@pdifiedon reh’g in part 638 F.3d

781 (Fed. Cir. 2011) (“The propent of the affirmative defense must prove all elets@f the

12



defense.”). The existence of a RAND obligation is comparable to the existencecehseli
which is also a contractual commitment limiting the liability of a patent infringea typical
paent casethe accused infringer bears the burden of demonstrating the existenceenfsa,li
and that it is thus not liable for its infringeme8imilarly here the Defendants as thaeccused
infringers should bear the burden of demonstrating the existefica RAND obligation that
limits their damages if they afeundto infringe. The alternative would be to assume in patent
litigation that everypotentially standaréssentialclaim is subject to RAND until the paten
owner demonstrates otherwise, a rilat would be overly burdensome for patent owners. The
court thus assigns to the Defendants the burden of establishing the RAND contnwithe
respect to each patent claim.

As another preliminary mattethe Defendants contend that Innovatio is ob&dato
license entirgpatentson RAND terms, rather than merely individystent claims (Dkt. No.
707, at 18.) Accordingly, the Defendants assert that the RAND commitment apieshtire
patentif any claim inthe patent is standagksential. Thatrgument gains some support frone
Letters of Assurance from Innovatio’s predecessors, some of which promisensel“patents.”
(See, e.g.Dkt. No. 709, Ex. 6 (“Intermec will. .grant a nonexclusive, nontransferable sole and
personal license undany such issued patent.. (emphasis added)).) The problem, however, is
that the IEEE Bylaws, which the parties have agreed define the terms of Innovatit'B R
commitment, explicitly provide thafd]n Essential Patent Claim does not includeany claim
other than that set forth above even if contained in the same patent as thealERsé@mt
Claim.” (Dkt. No. 684, Ex. B. $.2.) The IEEE Bylaws therefore plainly contemplate that some
claims but not otherdn a particular patent may be standassential.

More generally, patent law looks to individual claims to miefthe scope of a patent

13



right. As the Federal Circuit has explained][a] patent is infringed if any claim is
infringed . . for each claim is a separate stagnt of the patented inventionPall Corp. v.
Micron Separations, Inc.66 F.3d 1211, 1220 (Fed. Cir. 199&ycord Honeywell Int’l Inc. v.
Hamilton Sundstrand Corp.370 F.3d 1131, 1148 (Fed. Cir. 2004) (“Each claim defines a
separatanvention, whether or not written in independent form; and its validity stands or falls
separately . ..”); Bio-Tech.Gen.Corp. v. Genentech, Inc80 F.3d 1553, 1561 n.8 (Fed. Cir.
1996) (“ Infringement of one valid and enforceable patent claim idatlis required for liability
to arise.). Given that basic attribute of patent law, the promise to license any stasdardial
patentmust be interpreted as a promise to license only the staadsedtial claims, the basic
unit for evaluation of anyaiented invention. The court will therefore evaluate each patent claim
separtely for standargessentiality.
l. The Meaning of “Essential Patent Clain”

The parties agree that the phrase “Essential Patent Claim” is defined bEh8yaws.

The defintion in the IEEE Bylaws states the following:

* The Defendants have presented testimony regarding various witnesses’ undegstandi
of the definition of an “Essential Patent Claim” in the IEEE Bylawdkt.(No. 800, Ex. A; Dkt.
No. 708, Ex. B (“Shoemake Decl.”).) This evidence is parol evidence that is admadiplié
the contractual language—here, by agreement, the definition in the IHE&SBYiS ambiguous.
SeeAir Safety, Inc. v. Teachers Realty Corp06 N.E.2d 882, 884 (lll. 1999) (“If the language
of the contract is facially unambiguous, then the contract is interpreteck lyighcourt as a
matter of law without the use of parol evidence. If, however, the trial court findshba
language of the contract is susceptible to more than one meaning, then an gnbmeisent.
Only then may parol evidence be admitted to aid the trier of fact in resohengntbiguity.”
(citations omited)); Foxfield Realty, Inc. v. Kubal®78 N.E.2d 1060, 1063 (lll. App. Ct. 1997)
(“In determining the parties’ intent, the court simply looks to the contradgitiasately executed;
when the contract terms are clear and unambiguous, they must be given their ondihary a
natural meaning and no parol evidence may be considered to vary the meaning of the terms;
whether an ambiguity exists is itself a question of law for the coufot)the reasons explained
in this section, the court finds that the ddfon of “Essential Patent Claim” in the IEEE Bylaws
is not ambiguous, and the court therefore has not considered this testimony.
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“Essential Patent Claim” shall mean any Patent Claim the use of which was
necessary to create a compliant implementation of either mandatory or bptiona
portions of the normative clauses of the [Proposed] IEEE Standard when, at the
time of the [Proposed] IEEE Standard’s approval, there was no commercially and
technically feasible nemfringing alternative. An Essential Patent Claim does not
include any Patent Claim that was essential only for Enabling Teclynotaany
claim other than that set forth above even if contained in the same patent as the
Essential Patent Claim.
(IEEE Bylaws 86.1.) The definition includes two sentenc&she first sentence describes the
scope of an Essential Patent Claim as any claim “the use of which was necessary to create a
compliant implematation” of the 802.11 standasd'mandatory or optional” provisions so long
as “at the time of the [standard’s] approval, there was no commercially and tdghnaal
infringing alternativé’ The second sentencearves out an exception tbe first sentencéy
stating that an Essential Patent Cladoes not include any claims that are “essermtdy for
Enabling Technology.”
A bedrock principle of the interpretation of legal texts is thatatute or contracshould
be construed so that effect is given to all its provisions, so that no part will beatnopear
superfluous, void or insignificaritCorley v. United State$56 U.S. 303, 3140M®) (citations
and nternal quotation marks omitfedThe exception in the second sentence would be
superfluous unless it carves out of thdirdigon territory included by the first sentencéhe
claims thatare “necessary to create a compliant impletaigon” of the 802.11 standardhder
the first sentencenustthereforeinclude the claims described in the second sentence, those that
are “essatial only for Enabling Technology.” The IEEE Bylaws, moreover, define “Engblin
Technology” to be dny technology that may be necessary to make or use any product or portion
thereof that complies with the [Proposed] IEEE Standardstngither explicitlyequired by nor
expressly set forth in the [Proposed] IEEE StandaftEEE Bylaws 86.1 (emphasis added).)

The first sentence therefore must imguclaims for technology that anecessaryat implement
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the 802.11 standard, but that awat explicitly required by the standard. Otherwise, the second
sentence woulde unnecessary surplusagAccordingly a claim may be “necessary for a
compliant implementation” without being exqtly required by the standard

As the first sentence of the definition clarifies, moreover, the teluessary'does not
mean “absolutely necessary.” Instead, a claim is “necessary” when there is “no conlyrmrcial
technically feable noninfringing alternativé by which to implement the standarth other
words, to determine if a claim is necessary, one must ask if theme commercially and
technically feasiblenon-infringingalternativeways to implement the standard at the time of the
standard’s approvaEven if some prohibitigly expensive alternative technically existed when
the standard was approved claim may still be neceary, because no alternative was
“‘commercially” feasible.Similarly, even if one could hypothesize an alternative way to
implement the standard, a claim is still staneesdential iftha hypothetical implementation
wasnot technically feasiblerhen the standard was approved.

The first sentence also describebento evaluate whether a claim is necessary for
implementation of the standards: “at the time of the [Proposed] IEEE Standppitoval.” If
later technological development creates another;imfonging means to comply with the
standard, a patent claim is still standassential.

Finally, the second sentence establishes that a claim directed exclusively to Enabling
Technolay is not essentiallhus, if a patent claim recites only technology that is necessary to
implement the standard, but that is not explicithguired by or expressly set forth the
standard, then the claim is not standesdentigl even though it is “neessary” within the
meaning of the first sentence. By negative implication, however, a claim directbdth

Enabling Technology and to explicit steps of the standard is essé@ftigkentas, Inc. v. United
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States 381 F.3d 1156, 1161 (Fed. Cir. 200M\iere Congress includes certain exceptions in a
statute, the maxinexpressio unius est exclusio alteripsesumes that those are the only
exceptions Congress intendedlf).other words, a claim that recites Enabling Technology may
be dandardessential, @ long as it also recites technology explicitly requiredbgxpressly set
forth in the standard.

The Defendants contend that there is an additional element to the definition of an
Essential Patent Claim that they derive by focusing on the phrasesSmy to create a
compliant implementation.” According to the Defendants, “a compliant implementagarsr
to an 802.11 compliant device, such as a laptop, an access point, or a bar code teadigramat
to an implementation of a portion of the standard, such as a MAC or PHY protocol. Put anothe
way, the Defendants contend that “a compliant implementation” refers to an erebodvth
standardized features, rather than to the standardized features themseavi@sfeftdants then
point out that a shndardessential claim must be necessary only fa ¢ompliant
implementatior’ They thus argue that a claim is standesdential if the Defendants can point
to any singleB02.11 compliant device that infringes the patent claim, regardless of whether othe
802.11 compliant devices must infringe to practice the standard.

In support of that argument, the Defenddnghlight §6.2(a) of the IEEE Bylaws, which
refers to “making, using, selling, offering to sell, importing, distributingjngplementinga
compliant implementatiorof the standard.” (IEEE Bylaws &2(a) (emphasis added).) The
Defendants assert that one cannot “make” or “sell” an 802.11 feature, whereas arekeaor
sell an 802.11 compliant device. The problem, though, is that one doesuadty speak of
“implementing” a device such as a laptop. Instead one “implemargtindardized featur€he

language in ®.2a of the IEEE Bylaws is therefore unhelpful to interpret the definition of an

17



Essential Patent Claim.

Moreover, thelEEE Bylavs’ definition of an Essential Patent Clastates plainly the
referent of the term “compliant implementation.” The definition speaks of ‘fapkant
implementation of either mandatory or optior@rtions of the norméve clauses” of the
standard. A compnt implementation is thus an implementation of any feature specified in a
portion of the standard. Stated another way, to “create a compliant impleméntagans
simply to implement a portion oi¢ standard.

In summarythe IEEE Bylaws’ definition msentsa two-part test. © provethata patent
claim is standareéssential, an accused infringer mestablishby a preponderance of the
evidence thafl) at the time of the standard’s adoptitime only commercially and technically
feasible way to impleenta particulaitmandatory or optional portion of tm®rmative clauses of
the standaravas to infringe the patent claithand (2) the patent claiincludes at least in part,
technology that igxplicitly required byor expressly set forth ithe standardi.e., that the patent
claim does not recite only Enabling Technology).

I1. The Parties’ Disagreement

The parties’ dispute is complex, but thdiasic disagreement can beemonstrated
through a simple hypotheticahssumethat the 802.11 standard requires compliant products to
perform steps A, B, and C to communicate with other devices on a WLAN. The parges agr

that a patentlaim reciting a method with steps A, B, and C is stangeskntial. The dispute is

® The Defendants conceive of this requirement as two separate requirementsjingnte
both that (1) an essential patent claimst be necessary for a compliant implementation of the
standard, and (2) that there be no commercially and technically feasiblsnfmoging
alternatives. The court reads these two requirements as two sides of the safhéhevenare no
commercially and technically feasible nanfringing alternatives, a claim is necessary.
Similarly, if a claim is necessary, it means that there are no feasible altermativeghich to
implement the standard.
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whether a patentlaim reciting a methd with steps A, B, C, and D is also essented the
Defendants contend), or if the addition of step D makes that clairstandareessential(as
Innovatio argues). Of course, the answer may depend on the nature of #tegpep.D isan
express requiraent of a mandatory or optional portion of gtandard, then the patent claim is
essential. In additionf step D recites Enabling Technology, then the patent claim idatin
essential. If step D isot an expressequirementof a mandatory or optiongortion of the
Standardand does not descrilighabling Technology, then thgypotheticalpatent clainreciting
steps A, B, C, and D is na@standareessential.

Accordingly, the different categories into which the parties have divided the etisput
claims are sorted and titled based on the nature of the additional elem#rdt Dnnovatio
contends makes the claims retandareessential The parties have agreed thfar purposes of
analyzing each categorthe other elements of the claims in each of theegatiesshould be
consideredstandareessentiaf. The court’s discussion will therefore focus on the specific
elementor elements differentiatingach category.

Before evaluating the parties’ designateadegories of claims for standaedsentiality,
however, the courtmust addressseveral arguments that atemmon to many of the disputed
claims and claim categories. Innovatio’s infringement contentions includg reérences to
various versions of the 802.11 standaydshow the existence of terms of its asserted claims in
the Defendants’ WLAN systemsSé¢eDkt. No. 708, Ex. 29.) Indeed, in many casasjuding

for claims that Innovatio now contends are not essential to the 802.11 stamalavdtio lists no

® In some cases, Innovatio contends that multiple e¥snef a claim make it nen
standareessential. Some of the claims are therefore included in multiple categoaeyg.dhe of
the multiple categories including a claim is found to be-standareessential, then that claim is
non-standareessential, becae it includes at least one element thaitheris an express
requirement of a mandatory or optional portion of the standard nor recites Enalalmmplbgy.
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information in support of its infringement contentions other than references to portions of the
802.11 standard.

The Defendants contend that Innovatio has thus concedeithéisatclaims are standard
essential, or at least that Innawe& references to the stdardare strong evidence that the claims
are standareessetial. In support of this reasoning, the Defendants have submitted deposition
designations from a number of Innovatio representatives expldimeigattempts to license the
patents by accusing 802.11 compliant devices of infringement. (Dkt. No. 800, Exs. B, C, D, and
E.) The Defendants urge the court to find that all of the claims with respect to whiclatiorev
infringement contentions mention the 802.11 standard are staestedtial.

The caurt is not willing to draw that inferencdecause Innovatio’s mere reliance on
portions of the 802.11 standard in its infringement contentions for a claim does not ngcessaril
require that the claim be stamdassential. For example, in the previouslyscdissed
hypotheticalclaim comprisingelements A, B, C, and D, where elements A, B, and C are
explicitly required by the standard but element D is not, a reference to the dtaunglatrvalidly
show the existence of A, B, and C. The patent owner willlsds® to show the existence of step
D in the accused instrumentality using some other evidence, of course, but thatatier to
the standard does not mean the entire claim is staiedamhtial. Takg the analysis one step
further, even a citation tohe standard to establish element D does not necessarily mean the
standard requires element D. Compliance with the standard may only sbstaidi aspect of
element D, and additional evidence could establish other agjietesnent Dthat move element
D ouside of the standard’s requirements.

Moreover,a party need not identify every piece of evidence on which it will ultimately

rely to show infringement in its infringement contentions. Instead, it need omigfydéwhere
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each element of each assertéding is found within each Accused Instrumentality.P.R.
2.2(c). Innovat’s infringement contentions migbBuccessfully perform this task with respect to
nonstandareessential claims without citing any sources other than the 802.11 stndard.
Accordingdy, Innovatio’s failure to cite to anything beyond portions of the 802.11 standéasd
infringement contentions with respect doparticular patent claim does not limit Innovato
using only those portions of the standard to prove its case.

The court also notes that parties have the opportunity to amend their final imigimige
contentions in the course of the litigation for “good cause” and “absent undue prejodibe” t
other party. L.P.R. 3.4. One example of good cause that the rule providgaim aonstruction
by the court different from what the party seeking the amendment expédte@laim
construction has not yet occurred in this case, and Innovatio may thus under ttseLomait
Patent Ruleshave opportunities to amend its infringemhecontentions. In light of those
opportunities it is inappropriateat this point in the litigation proces® use Innovatio’s
infringement contentions to pin it down to a certain position for purposes of deciding an issue
related to damagesn which infringement is not at issu®ather than deciding standard
essentiality on the basis of Innovatio’s litigation position with respect tmga&ment, the court
will examine the merits of the question by evaluating the technical content otaagory of
claims inrelation to the 802.11 standard.

Similarly, the argument that Innovasoasserted claims are standassential because
Innovatioaccuse®nly 802.11compliant devicesf infringing those claim is unavailing. Most, if

not all, wireless devices on the market are 802.11 compliant, so Inntsvdgaision to accuse

" The court need not evaluate at this time the sufficiency of Innovatio’s infringement
contentios in identifying sufficient grounds for its allegations of infringement to alibvo
ultimately meet its burden of proof on this issue.
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only 802.11compliantdevices isunremarkableA device’s compliance with th@02.11standard
says nothing about whether it also contains ogtementshat may be covered kg patent but
not required by the standaid.that case, the asserted claim cduddhonstandareessential.

Another argument common to many of the claim categories relates to the agatum
“optional” portion of a normative clause of the standarce TBHEE Standards Board Operations
Manual explains thahe IEEE standards include clauses designated by “shall,” “shouttqy,”
or “can™

The wordshall indicates mandatory requirements strictly to be followed in order

to conform to the standard and from which no deviation is permgted| €quals

is required t9.

The wordshouldindicates that among several possibilities one is recommended

as particuarly suitable, without mentioning or excluding others; or that a certain

course of action is preferred but not necessarily requisbdu(d equalsis

recommended thpat

The wordmayis used to indicate a course of action permissible within the limits
of the standardnfayequalss permitted to.

The word can is used for statements of possibility and capability, whether
material, physical, or causalahequaldgs able tg.

(Dkt. No. 709, Ex. C.Ex. 4 (“IEEE Opeations Manual”) $.4.7.)The Defendantgontend that
mandatory portions of the Standard are those using the term “shall,” while optionahgpade
“may” or “should.” Innovatio’s counsel, by contrast, distinguished at the July Béaéh trial
between what he call€thig-O” optionality and “litle-0” optionality. (Dkt. No. 836 (7/18/13
AM Trans”) at 51:152:18.) Big-O optionality is the optionality to which the IEEE Bylaws’
definition of an Essential Patent Claim refers, and applies only whenaheast explicitly
states that a portion of a standard is optioS8ak, e.q.|[EEE Std. 802.12007 89.1 (“[Point
coordination function] is optional in all [stations].”). According to Innovatitile-o optionality

consists ofreferences in the standard usifigay” or “should,” which do not play a role in
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defining standaressentiality.

There are at least two problernwith Innovatio’s argumerdn that point First, the IEEE
Bylaws’ definition does not distinguishetweentypes of optionality, nor does it provide any
technical definition of the term “optiohalnstead, the Bylaws merely speak “mandatory or
optional” portions of the standard. The court does not believe it should define the term toptiona
as anything other than its ordinary meaning. Second, the IEEE Operations Maoifessiieat
“shall indicates mandatory requirement3Hhat definition is then imediately followed by the
descriptions of should and “may” “Should” means a possibility is recommended, but not
required, and “may” means a possibility is permissible. Both of those definitierasistent
with the plain meaning of the term “optioriafrongly suggesting the use of “may” or “should”
define optional portions of the standard. The court will therefterpret the use of “may” or
“should” to designate optionality for the purpose of determining stareteehtiality
[l Category by Cagory Analysis

The court will now evaluate each of the parties’ agreed categories to detevingther
the Defendants have established by a preponderance of the evidence that the patm clai
each categorgre standargssential.

A. Category 1: Accss Point Having Two or More Transceivers or Radios

Category lincludes claims that requiffaccess points] having two or more transceivers

or radios.” (Dkt. No. 774, at 2 A “transceiver” is a combined transmitter and receiged is a

8 Category 1 includes the following patent claims:

‘397 -claims 15;

e ’'893-claims 7 and 41;

e ‘536 -claims 1, 5, 8, 10, 11, 1B/, 1921, 23, 24, 27, 30, 32, 36, 37,-39, and
50;

e '415-claims 11, 12 and 15;
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synonym for “adio” (Dkt. No. 815, Ex. A(“*Nettleton Dep.”) at 60:812, 61:812) For
example, clain¥ of the ‘893patent recites:
A data communication system comprising:

a first wireless transceiver that participates on a first wireless channel to
support communication within a cell;

a first plurality of wireless devices that participate on the first wireless
channel,

a second wireless transceiver that participates on a second wireless
channel to support communication within the cell;

a second plurality of wireless devices that participate on the second
wireless channel,

the first and second wireless channels beingmmunicatively
incompatible with one another;

and a control circuit, communicatively coupled to both the first and second

wireless transceivers, that supports communication among the first and

second pluralities of wireless devices.
‘893 Patent col.2 11.56-67 & col.13 I.1-6 The ‘536 Patent, whictvas applied for on July 20,
1999, after the ‘893 Patent issued on Decemberl998 and contains numerouslaims in
Category 1, provides a further explanation of the possible beatfits/ing a singlecces point
that can communicatehrough two differenttransceiverson two separate channels, or
frequences. According to the ‘536 Patent, that setupll greatly increase the reliability of a
particular access point, as well as increase the reliabilityeoéntire network.” ‘536 Patenbl.5

[1.23-25. The benefits arise from a variety of different mechanisgach transceiveof the

access pointould receive a signal of a different quality each channgfor example, allowing

e ‘138-claims 1,5, 8, 10, 11, 13-15, 17, 18, 21, 24, 26, 28 and 37-39;

e ‘007 -claims 1, 7, 10, 12, 13, 16/, 20, 21, 23, 24, 30, 33, 35, 36, 38, 39, 40, 43,
44 and 46-50;

e '052-claims1,5,6,8-12, 15 and 16; and

e '935-claims 1,5, 6, 8-12, 15, 16, 25-28, 32-35, 37-42 and 44-47.
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the control circuit to choose to listen to the stronger siddalcol.5 11.64-67 & col.6 I.1-7.
Alternatively, theaccess pointould transmit through onteansceiverand listen to the message
on the othetransceiverto determine if the correct messagas sentld. col.6 11.47-49. In yet
another embodiment, eattansceivecan transmitifferent informationon a separate frequency
to minimize the possibility of interference between the transmissions of twicedeboth
attempting to communicate withe access poirat the same timed. col.8 11.3643.

Each of the patent claims in Category 1 similarly describes a system includicgess
point with multipletransceiversinnovatio contends that the use of multipnsceiverson an
access point ishe element “D” that makes each of these claims-standareessential.ln
support, Dr. Nettleton opinghat ‘[tjhere is nothing in the 802.11 standard that requires an
[access pointlo have more than one transceiver, receiver, transmitter or radeodompliant
implementatiori. (Dkt. No. 747, Ex. 4 ®5.) Dr. Nettleton states that the use of multiple
transceiverss not amandatoryrequirement of the standard, but Dr. Nettlegays nothig about
whether it is part of theptional portionsof the 802.11 standard, which also define standard
essentiality’

On that question, the 2009 Amendments to the 802.11 standard, which defined the
802.11n standaramnake plain that the use of dual transceivers is required at least in amabptio
portion of the standard. The 2009 Amendments introduced a new functionality known as “High

Throughput PHY.” IEEE Std. 802.12009, at 1 (“Amendment 5: Enhancengefbr Higher

° Dr. Nettleton makes similar conclusory statements about many of the cdnteste
categories of claimsSgeDkt. No. 747, Ex. 4 11 34, 41, 47, 53, 60, 71, 76, 86, 95, 100, 104, 109,
115, 121, 134, 138, 143, 149, 153, 163, 173, 181, 186, 191.) In each casétlevenurt were
to acceptDr. Nettleton’s commenas true, the claims in that category may be necessary to
implement an optional portion of the standard.
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Throughput”). HighThroughput defines features that allow transfer of data at higher rates than
previous versions of the standaidd. §5.2.9 (“The IEEE 802.11 [higthroughput station]
provides physical layer (PHY) and medium access control (MAC) featuresahatupport a
throughput of 100 Mb/s and greater, as measured at the MACeuaizesaccess point (SAP).”).
The High Throughput PHYoes so, among other innovations, through the use of “multiple
input, multiple output (MIMO) operation” arfdpatialmultiplexing” 1d. The 2009 Amendments
define MIMO as “[a] physical layer (PHY) configuration in which batmsmitter and receiver
use multiple antennasijtl. 8 3.237, and spatial multiplexings “[a] transmission technique in
which data streams are isamitted on multiple spatial channels that are provided through the use
of multiple antennas at the transmitter and the receivdr,’8 3.248. The stream of data
transmitted over each of the multiple antennas is called a “spatial stidag3.249.

If one chooses to iplement the HighThroughput optional portion of the standard,
moreover, the 2009 Amendments make clear that athiglughput access poinsHtall support
all EQM rates forone and two spatiadtreams. . . using20 MHz channel widthi.Id. § 20.1.1
(emphasis addegaccordid. §8 20.2.3 (“Support of 20 MHz nefhigh-throughput] format and
20 MHz [highthroughput]format with one and two spal streams is mandatory at [access
points]”). Each spatial stream requires the use of a distrasceiverimplementation of this
optional portion of the standard therefore requires the use of an access point wiple mult
transceivers(SeeNettleton Dep. at 87:19-23.)

Innovatio contends thatt least one Defendant offers for sale 802.11 contphaeless
access points with only a single transceiver, indicating that such produdtghamapable of
complying with the standardSéeDkt. No. 747, Ex. 4 §26-27,Ex. H at 50:2425, & Ex.l.)

That fact is irrelevant, however, as the usenaf br more transceiveris nonetheless necessary
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to implementan optional portion of thetandard

Innovatio also argued at the bench trial that Category 1 claims require thatahe t
transceivers operate on “incompatible channedeg‘893 Patent cl.7 (reqting that ‘the first
and second wireless channels befimmunicatively incompatible with one anothemwhereas
MIMO and spatial multiplexing involva single, compatible channgivided into sukchannels
(7/18/13 AM Trans. at 64:165:15.) As Dr. Wicker credibly testified, however, the problem
with that argument is that the benefits of MIMO and spatial multiplexing in creatingagscte
data transfer rates are only realized if the two channels are in fact incompatibleegaidrée
capable of transmittingnformation at the same time on separate spatial stre@i8/13 AM
Trans. at 88:2@9:14.) Because supporting two spatial streams is mandatory for access points
under the 2009 AmendmentsgelEEE Std. 802.1-2009 8§820.2.3(“Support of 20 MHz non
[high-throughput] format and 20 MHz [high-throughput] format with one and two spatial stream
iIs mandatory at [access points].Jlsing two separate incompatible channels must also be
mandatoryThe court theref@finds that the Defendants have proven by a preponderance of the
evidence that the patent claimdategory 1 arstandard essential.

B. Category 2: Access Poitthat Allows Communications Between Two Wireless
Transceivers Exclusive of a Wired Link

Category 2includesonly patent claims that have multiple transceivers (and thus were in
Category 1 as well). This category includes patent claims that have “alcontrot that
accommodates or allows communications between two wireless transceiversivexofuthe
wired link’ or ‘exclusive of the wired LAN.” (Dkt. No. 774, at 2§ For example, claim 1 of the

‘636 Patent recitean access point in which “the control circuit accommodates communications

19 category dncludes claimd, 5, 8, 10, 11, 13, 14, 17, 20, 23, 24, 27, 30 and 32 of the
‘536 Patent.
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between the first wireless transceiver and the second wireless ivansoelusive of the wed
link.” ‘536 Patent col.10 I.124. In other words, the patent describes a device in which a data
packet can be sent from one antenna on an access point to the other antenna of the access point
through the control circuit in thaccess point itself, rather than being sent first on a wired
connection to a wireless controller outside of the access point.

To show the essentiality of Category 2 clainy, Wicker identifies portions of
Innovatio’s infringement contentions thidfer to portions of the 802.:2007 standard (Dkt.
No. 708, Ex. C, at 66.)n particular, he cites to 84.1.1 of the 2007 Amendments to the
standard, which describes how an access point chooses whether to send a messaghy war
another station irthe same basic service set, or to send the message on a wired link to the
distribution systemThe section explains first how an access point can invoke the distribution
systemto send a message to a station connected to a different access point. Mipé,akaays,
is “a case in which the [access point] that invoked the distribution service wagiwliffrom [the
access point] that received the distributed messS#geE Std. 802.1-2007 85.4.1.1.In another
case, whenthe message had been intended for a [station] that was a member of the same [basi
service set] as the sending [station], then the ‘input’ and ‘output’ [access poimtis¢ fmessage
would have been the saméd. According to Dr. Wicker, thatentencemeans thaan 802.11
access poinmayprocess anessage and send it out through its other antenna without needing to
use the wired link to obtain instructions from a wireless controllerimplement that option
requires communication exclusive of the wired link.

Dr. Nettleton opines that an alternative would be to use a wireless contuaiigre of
the access point to route the message back out through the access point to anothemstation,

that the messages could travel on a wired link to that wireless ben(iokt. No. 747, Ex. 4
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1 26.) As Dr. Wicker stated, howevethe use of a wireless controller is not commercially
feasible because consumers are not willing to purchase multiple devicdseifomireless
network. (Dkt. No. 790, Ex. A, at 5.)

Even ifthe alternative were commercially feasible, Dr. Wicker also testified ddetheh
trial that Dr. Nettleton’s alternative is not “namfringing” because the wireless controller is
conceptually a part of the access point. (Dkt. No. 837 (“7/18/13 PM Tyasl46:1921.) As
the standard explains, an access poirfaitogical entity, and the functions described may be
shared by one or more physical entitieclEE Std. 802.1:2007 85.3.2. According to Dr.
Wicker, even if one separates the routing functido a separate “box” by using the wireless
controller, conceptuallyone still has an‘access point” (the transceiver plus the wireless
controller, connected by a wird)at sends messages between the stations without sending any
messagedveyond the accsspoint to the distribution systen(7/18/13 PM Trans. at 147:22
148:10.)Dr. Nettleton’stestimony on this point was not credible becauseahlesnative would
still infringe the patent claims because it involves communicatiimin an access point, and
therefore“exclusive of the wired link” to the distribution systefihe courtthereforefinds that
the Defendants have proven by a preponderance of the evitiatitee claims in Category 2 are
standarekssential.

C. Category 3: Access Poiniith Three hdependent Protocols

Category 3 also includes only patent claims that were included in Categorysl. Thi
category includes claims specifying that an access point receives and traasanésodrding to

distinct protocol on each of its wireless and wigthnnels:' As the Defendants’ expert Dr.

1 Specifically, the parties describe this category as including claims that

require an [access point] to “receive dataaccording to a first protocol; send
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Wicker points out, claims depegwk fromeach of the independent claims in this categagh
specify that two of the protocols are the sa(@t. No. 708, Ex. C, at 100 (citing, for example,
claim 35 of the ‘536 Patent, which claims “[tlhe access point of claim 21, wheeesisettond

and third protocols are the same..”).) Because independent claims “must be at least as broad
as the claims #it depend from themAK Steel Corp. v. Sollac & Ugin@44 F.3d 1234, 1242
(Fed. Cir. 2003), the “independent protocols” identified in category 3 claims maytak lsame
protocol, so long as they operate independently of one another on each communication channel.
In other words, the three protocols may be identical, but they all must operatatedgpaine

key limitation in Category 3 claims thus amounts to nothing more than that the potets
communicate on eachansceiver(or wired connection) with distinct protosoMoreover, all
telecommunications systems use protocols in some way, so it is not possible to catenun
without a protocol. (Dkt. No. 708, Ex. C, at 100.) Accordingly, any access point that
communicates on distinct channels throughltiple antennas must use distinct protocols to
achieve each of those communications.

Dr. Nettleton posits that an alternative would be to communicate “using a burgyknd

data to a plurality of wireless transceivers [transmitters] ... according tosaialea
second protocol independent of the first protocol; send data to a wired transceiver
[transmitter] ... according to a third protocobependent of the first and second
protocols; receive data from the plurality of wireless transceivers [exsgiv
according to at least the second protocol independent of the first protocol; receive
data from the wired transceiver [receiver] according he third protocol
independent of the first and second protocols; and send data to the processing
circuitry [or second circuit] according to the first protocol.”

(Dkt. No. 774, at 2.) Category 3 includes:
e ‘536 - claims 21, 36, 37, and 39-42;

e ‘052 -claimsl1, 5, 6, and 8-11;
e ‘O35-claims 1,5, 6, 8-11, 12, 15, 16, 25, 26-28, 32-35, 37-42, and 44-47.
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a single protocol to send and receive datanstead of using three independent protocd3Kt.

No. 747, Ex. 4 #12.) A “bus” is simply a path for transmission of data. (7/18/13 PM Trans.
182:25-183:3.) Dr. Nettleton’s alternative therefore proposes having a singlaniprotocol to
transmit information among all anteasiand the wiredonnection As Dr. Nettletoradmitted in

his deposition, however, no devices actually use that configuration because that abofigur
would cause congestion and performance would be poorer. (Nettleton Dep. afl@2®8.
Wicker confirmed thaDr. Nettleton’s proposed configuration would not be feasible without
some sort of contention resolution mechanism to resolve any collisions among paokeising
the single protocol(7/18/13 PM Trans. at85:16-187:5.)Jsing such a mechanismowld be
inefficient Dr. Nettleton’sproposedalternative is therefore not technically and commercially
feasible.

Just as the use of multiple antennas on an access point is necessary to inglagtent
throughput spatial multiplexing systeas specifiedn the 2009 Amendments to the 802.11
standard the use of a distinct protocol to communicate with each of those antennas is also
necessary. Accordinglyhe court finds that the Defendants have proven by a preponderance of
the evidence that the claims@ategory 3 arestandareessential.

D. Category 4:Access PointHaving an Interface System that Modularly Receives
Transceivers

Category 4 includes claims that “require an [access pairithve at least one ‘acceptor’

or an ‘interface system’ for ‘modularly receiving’ the ‘plurality of tragisers™ that are part of

an access point. (Dkt. No. 774, at'3.)nnovatids expert Dr. Nettleton opines that the

12 category 4 includes:

e ‘536 - claims 37 and 50;
e ‘138 - claims 37, 38, and 39;
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transceivers or radios are “moddly” received if they are “physidgl separate modules” that
can be interchangeably connected to the access point. (Dkt. No. 747, EX.)4Afi alternative,
he contends, is to build the radio or transceiver directly on to the motherboard of éee acc
point. (Id.) Indeed, Motorola’s 30(b){6witness statedthat some Motorola devices use this
alternative:

When we talk about a radio module internally in any case, we'’re describing a

something which is physically separable from the motherboard of the access

point; you know, basically a daughterboard that you plug into the access point.

And there are other situations where the radio hardware is built onto the

motherboard itself and is not a physically separate module. So we don't refer to it

as a radio modulm that case. So some of our products have a single radio which

is not a radio module. It's a—just a radio.
(Dkt. No. 816, Ex. Fat 57:615.) Because one could implement the 802.11 stankgrdsing
transceivers built direlst into the access point motti®ard, Innovatio contendlat Category 4
claims are nosstandareessential.

The Defendants do not point to any section of the standard requiring that the access point
have a system to modularly receive multijpnsceivers, and the standagpeas to be silent on
the question. Instead, theef2ndants contend that it is not commercially feasible to sell stations
without modular radios. At the informal discussmm July 17 Dr. Shoemak®pined thatradio
modules must be calibrated to ensure that thanstitting paver does not exceed FCC limits.
(Dkt. No. 820, Ex. A, at 2.) According to Dr. Shoemake, it is much cheaper to accomplish this
calibration by manufacturing all of the modular radios at a single location, thHrerequiring

calibration whereer the motherboards in various devices are manufactudgdin(addition, Dr.

Shoemakepinedthat it is easier to make modifications to the radios by removing the module

e ‘052 -claims 6, 12, 15, and 16;
e ‘O35 -claims 6, 12, 15, 16, 42, and 45.
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and replacing it with another, rather thamanufacturingan entire new motherboard(ld.)
Accordingly, the industry has coalesced around using modular radios, and DrtoNet#de not
able to identify any devices without a modular radio on the market. Thus, thdirdsithat the
Defendants have proven by a prepondeeaof the evidence that the claimsGategory 4are
standarekessentialpecause there is no commercially feasible alternative to using the Category 4
claims to implement the standard.

E. Category 5Access Point that Contemporaneously Operates on Thaorls

Category 5 includes all claims that “require an [access point] to havelassitransceiver
system that ‘contemporaneously’ operates ‘on first and second commamicaénnels.” (Dkt.
No. 774, at 3% As described above, the high throughput PHY of the 2009 Amendments to the
802.11 standard requires that access points be able to trandttenspatial streams at once to
implement spatial multiplexingnd MIMO. Doing so requires the contemporaneous operatfo
two communication channelSeelEEE Std. 802.1-.2009 §20.3.15 (“The [station] may operate in
the 5 GHz band and/or 2.4 GHz band. When using 20 MHz channels, it uses chanredsimefin
17.3.8.3 (5 GHz band) or 18.4.6 (2.4 GHz band). When using 40 MHz channels, it can operate in
the clannels defined in 20.3.15.1 and 20.3.15;28&e alsqNettleton Dep. at 99:42.) The court
therefore finds that theddendants have proven by a preponderance of the evidence that the claims
in Category Sarestandareessential.

F. Category 6: A Processor for Implementing Claimed Method Steps;

Category 7: Handheld Terminal or Handheld Computer;
Category 8:A Roaming Terminal Keyboard Used to Collect Information

Communicated

Categories 6, 7, and 8 raise similar conceptual issues, so the court wétsadadem

13 Category 5 includes claim 49 of the ‘536 Patent and claim 36 of the ‘138 Patent.
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together.All three of the categories include dependent claims that depend from independent
claims the parties agree are stanessgential. Each of the three categoaés add a single
element to the independent claim to create the dependent Gategory 8* includes claims
requiring steps relating to a sleep operation to be performed “at least, intgianhg a processor
executing software instructions stored in a memory.” (Dkt. No. 774, at 3.) Cat@gangludes
claims requiring one of the stations communiggtwith an access device be a “handheld
terminal” or “haneheld computer.” Ifl.) Category &° includes claims requiring “utilizing a
keyboard of the raming wireless terminal node to collect information to be communicated to the
bridging node.” [d.)

Innovatio contends that having elements requiring the usepoba@essara haneheld
terminal, and akeyboard respectively, maleeach of these claims netandareessential
because the 802.11 standard does not require those elements. The Defendants do not contest that
the standard does not explicitly require the use maessor or a keyboard. They point th.2
of the standard as establishing a requirement for the use ohke&hdevices:

1.2 Purpose

The purpose of this standard is to provide wireless connectivity to automatic

machinery, equipment, or [stations] that require rapid deployment, which may be

portable or handheld, or which may be mounted on moving vehicles within a

local area.

IEEE Std. 802.12007 81.2. This statement does not require the use of a-teldddevice,

14 Category 6 includes claims 30 and 100 of the ‘646 Patent.

15 Category 7 includes claims 27, 28 and 98 of the ‘646 Patent and claims 79 and 109 of
the ‘167 Patent.

16 categoy 8 includes claim 82 of the ‘646 Patent.
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however, but instead only states the purpose of the standard at a generdlTheelse of a
handheld devce as oneof the stations in AVLAN network is thus not requirement of a
mandatory or optional portion of the standard.

Nonetheless, the édendants contenthat the RAND requirement would be reduced to
nothing if a patente@ho has agreed to a RAND obligatioould gt around it merely by adding
an additional element like “utilizing a processor” to an otherwise staedaehtial claim. That
concern is particularly great where the additional element is technologyi@aa®&s processor”
or “a keyboard.” Everif the use of “a keyboard” or a “processor” is not necessary to implement
the standard, the vast majority of computingidey include those two elemenss large chunk
of devices using the 802.11 stardlare also hantleld. A patentee should not be atdesue the
large number of users of these basic elements who are otherwise implers@artdaydessential
independentlaims without being subject to the RAND obligation applicable to the standard
essential independent clasm

Moreover, the obligatioro license a standaksentialindependent paterdlaim ata
RAND ratewould be meaninglessthe patent holdecould charge an exorbitant fee foiclaim
dependenton the standardssential independent claim and recitimgly a technically basic
additional elementThe only additional licensing value that the dependent gmowides above

the RAND-obligated independent claim is whatever value is added by the additional element

" That conclusion is confirmed by the 2012 amendment to the standard, which rewrote
the general purpose statement without the reference tohedaidievices:

The purpose of this standard is to provide wireless connectivity for fixed,
portable, and moving stations within a local area. This standard also offers
regulatory bodies a means of standardizing access to one or more frequency bands
for the purpose of local area communication.

IEEE Std. 802.11-2012 § 1.2.
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Whenthat additional elemens merelybasic technology that adds nothingvabto the claim,
thatadded value is likely to be zero.

The definition of an “Essential Patent Claim” handles this prolidgrmcludingwithin
its scopeclaims that recite in paBEnabling Technology, or technology thatnecessary to make
or use any mduct or portion thereof that complies with the [Proposed] IEEE Standardfidiut
is not explicitly required in the standard. (IEEE Bylaws.8.) Dr. Nettleton opinedhat a
processor, a hardeld device, and a keyboard are not necesskamnake or usean 802.11
compliant producbecausene could use a touch screen instead of a keyboard, a laptop instead
of a haneheld device, and an applicatigpecific integrated circuit (“ASIC”) instead of a
processal® to perform the funtions specified in the claim¢Dkt. No. 747, Ex. 4 Y 74, 792,

101.)

Those alternatives, however, merely take advantage of creative claiming tadtryato
endrun around the concept of Enabling Technology. To see why, consider the keyboard
example.No one would disputéhat some type of data entdgvice, whether a keyboard or a
touchscreen, is necessary to allow the user to input information to be communicated on a
802.11 WLAN. At the broadest level, tiecessarfEnabling Technology is device ofsome
kind capable oflata entryInnovatio’s patents try to avoid the inclusionEasfabling Technology

in the definition of essentialitynerely by including an element claiming one version of the

18 According to Dr. Wicker, an ASIC may function as a processor, so in some cases at
least there may be no difference between an ASIC and a proc&sessidk({. No. 790, Ex. A, at
11 (“ASICs in the communication space generally contain processing cirguitty is also
possible that if an ASIC does not act as a processor, it could not offer thel camdr
programmability necessary to implement the standaldl) (The court’s reasoning here
nevertheless assumes that an ASIC is a commercially and technically feasHéringing
alternative.
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Enabling Technology (a keyboard), rather than the other version (a touch screen), when bot
versions were welknown at the time of the inventiorinnovatio then attempts to argue that the
use of one version of the Enabling Technology is not necessary because one cosldisdvwhg
other version.

If the court vere to accept thiargumentthe concept of Enabling Technology would be
meaningless, as one could always claim aroundyitincluding claims describing only a
subcategory of a type of Enabling Technology. For example, in the case of tHeet@daevice,

a patentcould have one claim requiring the use of a roaming terminal that is a-Hedohd
device,” and anotharlaim requiring the use of a roaming terminal that ismetdheld. The fact
remains that the use sbme typef roaming terminal is necessary implement the standard,
however, soa claim element directed aany typeof conventionalroaming terminal must be
standareessentiaEnabling Technologgs well.Similarly, the use of some device to perform the
necessary computing functions, whether A8IC or a processor, isenessary Enabling
Technology. A claim element directed at any typecofiventionaldevice to perform the
necessary computing functions is therefore still standaséntial.

The court therefordinds that the Defendants have proven by a preponderance of the
evidence that the claims in categs6, 7, and 8 are all standaskential.

G. Category 9: Selectively Sleeping Between Consecutive Beacons or Between Non
consecutive Beacons

Category 9includes claims that “require second nodesuch as a terminal or other

station to “‘selectively’ either enter or remain ‘in a low power state’ betweesecaotive or non

consecutive beacons.” (Dkt. No. 774, at %4 “beacon” is a communication betwestationsor

19 category 9 includes claims 2% and 26-30 of the ‘311 Patent.
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access points that ates information about the parameters of the network and the devices on it.
SeelEEE Std. 802.112012 84.3.8.2. In particular, access points often share information with
stations about the access point's presence and paran&teEs.Std. 802.1-2007 87.2.3.1
(describing beacon frame€}ategory 9 claims provide that a station be ablectively eitheto
sleep in between consecutive beacons, or to remain asleep through several beatboes at

As mentioned above, the 802.11 MAC layer includes a protocal pmwer save (“PS”)
functionthat allows batterpowered stations to save power by staying “asleep” and periodically
“waking up” to receive messages from an access point. The 802.11 stapdaifies thata
station wakes up only to receive selected beacons from an access point. The stetios re
awake if the beacon indicates that the access point has a data message for the statoret
but otherwise goes back asleep and wakes uptonigceive the nexdcheduledeacon. Table
11-1 of the 2007 Aaendments to the02.11 standard describastation operating in PS mode:

[The station] listens to selected Beacon frames (based tngohisteninterval

parameter ..) and send$SPoll frames to the [access poinif] . . .the most

recent Beacon frame indicatelata waiting to be sent to the statiohhe [access

point] shall transmifdata] to a PS [statiordnly in response to a P=oll from

that [station]. .. .In PS mode, 4station] shall be in the Doze state and shall

enter the Awake state to receive selected Beacon framesceive broadcast and

multicast transmissions following certain received Beacon frames, to transmit,

and to await responsastransmitted PFoll frames. . . .
IEEE Std. 802.1 2007 811.2.1.1 (emphasis added). Depending on the length of the
Listeninterval parameter,which the station choosethe station may remain asleep only in
between two consecutive beacoons,it may remain asleep through several beacons at a time

before waking upSeelEEE Std. 802.1-R007, at Fig. 14 (depicting an example in whichP5

station at “extreme low power” wakes up only for the fifth beacon in a seriésgrantherPS
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station vakes up for eactbeaconf’ Accordingly infringing the claims of Category 9 is
necessary to implement the PS mode of the 802.11 standards. Consequently, the court finds tha
the Defendants have proven by a preponderance of the evidence that the clategany® are
standarekssential.

H. Category 10: Terminal Builds an Access Paiist Based Upon Signal Strength

Category 10 includes claims that “require a terminal that ‘builds and storesd lis
access points that are in communication range basedst in part on the strength of a signal
received from the access point.” (Dkt. No. 774, at*4According to Innovatio, the significant
portion of these claims that makes them-standareessential is their requirement that the list
be built “based at least in part on the strength of a signal received from #ss aoint.” (Dkt.

No. 747, at 19.)

Dr. Wicker, citing Innovatio’s infringement contentions, poitdssections of the2007
Amendments to th802.11 standard requiring a station to scaraf@ilable access points and to
record information about those access points in a “BSSDescriptionSet” oc “Bawsiice Set
Description Set.” (Dkt. No. 708, Ex. C, at-58.) In particular, 811.1.3 of the 2007 version of
the standard provides that “a [st&f shall operate in either a Passive Scanning Mode or an

Active Scanning Mode” and that upon recegdt an appropriate requesta [station] shall

20 Examples in the 802.11 standard are not normatBeekt. No. 747, Ex. 4, Ex. K
(“IEEE Standards Style Manual’) /.3 (“Examples may be useas illustrations to aid
understanding of the standard. Examples are not a normative part of the standaiaethere
requirements shall not be included in the text of the example.”). Nonethelesssathple
confirms that the standdsd requirements offerthe functionality of allowing stations to
selectively wakeup at every beacon or at every several beacons, depending on the
Listentintervd parameter set by the station.

21 category 10 includes claims 40, 45, 54, and 56 of the ‘311 Patent and claim 86 of th
‘646 Patent.
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perform scanning.” IEEE Std. 802-P007 811.1.3. Section10.3.2.2 thendefines the
information that a staon must store about thaccess pointsn a BSSDescriptionSetd.
§10.3.2.2. That section lists a variety of pieces of information, includingehece set ID, a
“timestamp”field to synchronize the cloaif the station to the clock of the access pdime data
rates supported by the access point, the “load” of the service set, which indicatemtiex of
stations using the channel and the percentage of time that the channel isha leseth of time
in between each beacon sent by the access, @oid a variety of othgrieces ofinformation.ld.
The list does not, however, include a field for thrersgth of the signal that théasion received
from the access point.

The 2012 version ofhe 802.11 standard, however, addseveral fields to the
BSSDescriptionSet, including a field forRCPIMeasuremerit IEEE Std. 802.12012
86.3.3.3.2. “RCPI” stands for “received channel power indicator” which is “[a]n indicalf
the total channel power (signal, noise, and interfepeat@ received frame measured on the
channel and at the antenna connector used to receive the ftan®3.1.An additional section
of the 2012 Amendments to the standard describes the process that stationsobwer tm f
perform the measurement ohannel powerld. §10.11 (“Radio measurement procedures”).
Moreover, the standard requires stations to have the capability of measurimegaichg RCPI.
See id.810.1.4.3.3 (“If dotl1RadioMeasurementActivated is true and if the Request element of
the Probe Request includes the RCPI element ID, the [stasball includein the Probe
Response an RCPI element containing the measured RCPI value of the receiecBeBumst
frame.” (emphasis addgd)rhe Defendants contend that the recording of the RCPI value in the
BSSDescriptionSet, as specified in the 2012 standard, constitutes building adistsd points

based in part on signal strength, andndongesCategory 10 claims.
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Innovatio respondthat a requirement that a station measur@ report the RCPI does not
necessarily mean that the station must “build and store” a list “based at least on pihe
strength of a signal received from the access poiniCatsgory 10 claimsequire. According to
Innovatio, the station may build a list basgabn any criteria it choose&ven though it must
collect RCPI informationin other words, it need not rely on that RCPI informatmibuild a
list. Moreover, as Dr. Nettleton testified, an alternative would Hriiid a list based on whether
the statn received a valid beacon from the ascgoint. (Dkt. No. 747, Ex. $117.) Even
accepting that a station may build a list based upon receiving a valid béagoever, Dr.
Wicker testified that a station could netceive a valid beacon unless the aigstrength is high
enough. (Dkt. No. 838 (*7/19/13 AM Trai.at 273:515.) Dr. Nettleton agreed at his
deposition.(Nettleton Dep. at 193:53.) Even Dr. Nettleton’s proposed alternative wothds
build a list based aehst in part on signal strengir. Nettleton’s opinion on this jpat is not
credible because his proposed alternaBveot a norinfringing alternativeThe court finds that
the Defendants have proven by a preponderance of the evidence that the claategyanyCLO
aretherefore stadardessential.

l. Category 11Access PoinRoutes Messages Between Other Nodes

Category 11 involves claims which “require[] that a ‘bridging node routes gessa
between other nodes.(Dkt. No. 774, at 4% Defendants’ expert, Dr. Wickegpines that
85.4.1.1 of the 2007 Amendments to the standadicates that Category 11 claims are
standarekessential(Dkt. No. 708, Ex. C, at 487.) That section describes the role of an “access
point” in distributing messages either to the “distribution systemwirelessly to other stations

in the same basic service .se¢ealsolEEE Std. 802.11-2007 § 3.40.

22 Category 11 includes claims 22 and 94 of the ‘646 Patent.
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First, the standard’s use of the term “access point” instead of “bridging modet a
relevant differenceAn access point, according to the standad[a]ny entity that has station
(STA) functionality and provides access to the distribution services, via teéesdrmedium
(WM) for associated [stations]It. 8 3.3.In other words, an access point is what allows for the
transmission and reception of data from &eAN to anotherVLAN or to the wired world.
Access points, however, catso relay messagéom one node to another node inside a basic
service setSee id.8 5.4.1.1 (describing the access point’s role in sgndimessage “intended
for a [station]that was a member of the same [basic serviceasethe sendingstation]). A
bridging node, according to the ‘646 patent, is an “internal node in the spareengtich is
used to ‘bridge’ terminal nodes together into an interconnected network. . . . A bridge node
consists of a network interface function and a routing functi®éd8 Patent col.9 1.229, 32
34. A bridging node is thus a station with the ability to receive data from one nodeaasuahit it
to another node inside a netwoRor purposes o&nalyzingCategoryll, therefore, a access
point does the same thing as a bridging node.

Section5.4.1.1 of the 2007 Amendments explains how an access point must act as a
router under the 802.11 standard. For exampleaa®ss point “routes” messages when it
chooses whether to rebroadcast them on the wireless medium to another station, ortensend t
on the distribution system to another access point for distribution to a station in entliffasic
service set. Secti5.4.1.1 explains this process as follows:

[Clonsider a data message being sent from [a station in one basic service (“station

1") set to a station in another basic service set (“station 4”)]. The message is sen

from [station] 1 and received by [an “input” access poiftje [access point]

gives the message to the distribution service of the [distribution sydtamihe

job of the distribution service to deliver the message within the [distribution

system] in such a way that it arrives at the appabtgr[distribution system]

destination for the intended recipient. In this example, the message is dsiribut
to [an “output” access point, which] accesses the [wireless medium] to send the
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message to [station] 4 (the intended destination).

IEEE Std. 802112007 85.4.1.1 (emphasis addedhe emphasized sentence describes the point
at which the access point must decide whether to send the message to the alisgyistem or

to route it to another station in the same basic service set.546181 further explains, this
routing function, which allows an access point to distribute messages through tiheitchstr
system, is the primary service used by IEEE 802.11 [stations].”

The standard therefore calls far access point to be able to act asridging nale to
route data messages from a sending node to a receivinghBeeforming this function is
optional, of course, as the most basic implementation of the IEEE 802.11 standards is an
independent basic service set, which involves only twtiosts communicating directlySee
IEEE Std. 802.12007 8§ 5.2.1. Nonetheless, the 802stdndardsupports the use of access
points as bridging nodes to route messages between otherascgle®ptional feature. The court
thereforefinds that the Defendants hapeoven by a preponderance of the evidence that the

claims inCategory 1larestandareessential.

J. Category 12A: Operating Receiver Circuitry, Transceiver Circuitry,
Communication Circuitry, Receiver or Portion of Receiver in Powered Down
State

Categoy 12A involves a variety of other claims that are all directed to power

management features wireless device$' Category 12 claims all of which require thaparts

23 Dr. Nettleton contends that an alternative is to use a wireless controller ottlige o
access point to perform the routing function. As explained above in the discussion of {CAtegor
however, under the 802.11 standardyireless controller is conceptually part of the access point,
and so Dr. Nettleton’s alternative nonetheless involves the use of an accesto poiute
information.

24 Category 12A includes the followingteat claims:

e ‘311 -claims 3234, 36, 40, 46, 47, 50, 53, and 54;
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of a wireless terminal be “powered down” at certain tinas, thus similar to the claims in
Category 9.Terminals operating in a powered down statel thenwaking long enough to
receive a message during a communication sessidor a fixed period arelainly part of the
802.11 PS function, which provides tFfifn PS mode, a [statioshall be in the Doze state and
shall enter the Awake state to receive selected Beacon framidsE Std. 802.12007
8§ 11.2.1.1see alsad. §11.2.1.7 (“The [station] shall remain in the Awake state until it receives
the data or management frame in response to its poll or it receives another Beaoen f
[indicating] that the [access poirdpes not have any [data] for this [statiop]itl. (“A [station]
that stays awake to receivalilticastdata] shall remain awakentil the More Data field of [the
multicastdata] indicates there are no furthemdlticastdata] or until [it receives information]
indicating there are no @ne [multicastdata to be transmitted].”Yhe court therefore finds that
the Defendants have proven byragonderance of the evidence that the clain@@ategory 12A
arestandarekssential.

K. Category 12B: Bridging Node Storing Pending Messages

Category 1B includes claims that “require a bridging node to store pending messages
awaiting delivery until devery is successful; to store such messages until a predetermined
number of beacons occur and/or first messages have been transmitted and delivery is
unsuccessful; or to remove such messages from the queue where delivesycisessful.” (Dkt.

No. 797, at 4% These claims provide fahe deletion of messages that are not successfully

e ‘646 -claim 33;
e ‘167 - claims 85 and 115; and
e ‘343 -claims 12 and 42.

25 Category 12B includes claims 13, 14, 22, and 23 of the ‘366 Patent and claim 88 of the
‘646 Patent.
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delivered to their destinations witha predetermined period of time through the use of an “aging
function.” The 802.11 standard describes the use of such an aging function to delete messages
that are “buffered,” or storedlpr an excessive period of tinmdthout a successful deliveryAn
[access pointLan delete buffereftames for implementatiedepemnent reaons, including the

use of an aging function aravailability of buffers. The [access pointjay base the aging
function on the listemnterval specified by the neaccess point stationh the (Re)Association
Request framé.IEEE Std. 802.1-2007 §811.21.5 (describing PS function operation during the
“contention period”). That section of the standard describes an optional implementaéion of
aging function. Similarly, 81.2.1.6 describes a mandatory implementatiém [access point]
shall have an aginfunction to delete pending traffic buffered for an excessive time period. The
exact specification of the aging function is beyond the scope of this stdnithrg.11.2.1.6
(describing PS function operation during the “contention free period”).

Innovdio contends that its patent claims relate to the “exact specification” of an aging
function that is beyond the scope of the standard. That argument fails, however, because the
“aging function” claimsin Category 12B describe the aging function at a briesel of
generality, providing only for the deletion of messages that are not succedsiulbred.See,

e.g, ‘366 Patent cl.22 (providing & a terminal “remove from thgueue those of the messages
awaiting delivery where delivery is unsuccessful’tcArdingly, one could not implement any
aging function regardless of its exact specificationjthout infringing Innovatio’s “aging
function” patent claims.

To be sure, Category 128laims speak of exercising an aging function based on “a
predetermined number of beaconsgk e.g, ‘366 Patent col.21 I1.3B4., whereas the standard

requires an aging function based on “an excesfime period,” IEEE Std. 802.112007
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8§ 11.2.1.6A beacon is transmittedt a regular interval, howevesp a “predetermined number of
beacons” describes a time interv@keid. §7.3.1.3 (“The Beacon Interval field represents the
number of time units (TUs) between target beacon transmission times (TBTAsgordingly,
the patent describes an aging function with no more detail than the aging functite B@2.11
standard require®ecause the 802.11 standard provides that access points “shall” have an aging
function, the court finds that the Defendants have proven by a preponderance of theediaten
the claims irCategory 12Barestandardessentiaf®

L. Category 12CSpanning Tree

Category 12 includes claimsequiring that “a plurality of bridging devices parpate in
spanning tree routing or a bridging node is a node of a spannintftréke claims in this
categoryspecify the use of a “spanning tree” to network multiple stations together.H&oB66
Patent and the ‘646 Patatdscribe a spanning treefaows:

To set up the network, an optimal configuration for conducting network

communication spanning tree is created to control the flow of data

communication. To aid understanding by providing a more visual description, this

configuration is referred to hereafter as a “spanning tree” or “optimal spanning

tree”.

Specifically,[the] roofs] of the spanning tree are the gateways; the branches are

the bridges; and nebridging stations, such as RF terminals, are the leaves of the

tree. Data are sent alotfge branches of the newly created optimal spanning tree.

‘366 Patent col.2 11.3243; ‘646 Patentol.2 11.6467 & col.3 1I.1-6. As Dr. Wicker further

2 Dr. Nettletonopines that a neimfringing alternative to using an aging function would
be to have a periodic reboot to flush messages from the memory of the access poiito.(Dkt
747, Ex. 4 .31.) Rebooting instead of deleting messages, however, would still atastit
“aging function,” and is not nemfringing. Moreover, as Dr. Wicker testified, rebooting would
be inefficient and not commercially feasible. (7/19/13 AM Trans. at 324:2-8.)

2" Category 12C includes claims 8 and 25 of the ‘366 Patent and claims 18 and 90 of the
‘646 Patent.
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explained at the bench trial, a spanning tree is a network of nodes that interconnemtesl|

but in which there is exactly one path between any two pair of ngdd4€/13 AM Trans. at
330:12-23.)The advantage of having only one path between each pair of nodes is that a message
will not “loop” in a circle without ever being transmitted to its propestid@tion. Dr. Wicker
testified thata spanning tree is a concept relevant at the distribution system layer, because it
describes thenanner in whiclaccess poistare connected together in a distribution sys{én.

at 332:8-20)see als0646 Patentol.21l.45-50.

Innovatio contends that because the 802.11 standard does not specify distribution system
implementationssee IEEE Std. 802.12007 85.5 (“The implementation of the [distribution
system] is unspecified and is beyond the scope of this standard.”), the use of a spa@ning tre
cannot be standard essential. Dr. Wicker testified, however, that the use of a sp&enisg tr
necessary to operate any distribution system in a technically feasiblem@hb9/13 AM at
332:21-333:6.Not using a spanning tree would cause multiple addressing tloatpaould slow
communicationand may cause data to be loss Dr. Nettleton statedn his deposition
testimony:

Disadvantages afot using a spanning tree would be basically that you would be

building links that are not required, and you would also be running the risk of

addressing loops. If everything works correctly, you can have loops all over the

place. If somdting goes wrong and you havdéave an addressing loop, then the

signal just keeps going round and round and never gets anywhere.

(Dkt. No. 815, Ex. B.@334:310.) In other words, a spanning tree is necessary to implement any
distribution system on which an 802.11 compliant device might send messages. Maeover,
optional feature of the 802.11 standard isdhéity to send messages to a distribution system.

See, e.q.IEEE Std. 802.1-P007 85.2.3(describing the communication of messages from an

access point to a distribution systenihe use of a spanning tree is thus Enabling Technology
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neessary for the implementation of the option of using a distribution system. Thehsovaefore
finds that the Defendants have proven by a preponderance of the evidatite claims in
Category 12C arstandareessential

M. Category 13: Access PoiRtogrammed with Network Configuration

Category 13 includes claims that “require the [access point] to have @ircuitr
programmed with a network configuration.to selectively route data.” (Dkt. No. 795, Ex. &)
Category 13 claims are similar to Category 11 claims in that they require #s quunts to
route messages to other terminals. The 802.11 standard requires access points tessagesme
for the reasons explained above with respect to Category 11. Category 13 additeanatbs,
however that the access point have “circuitry programmed with a network configuirad do
the routing. Dr. Nettletoexplainsthat a wireless controller or wireless switch connected to the
access point through a wired connection could provide the processsogrgithat allows the
access point to route the data, rather than having that circuitry in the accessekbi (Dkt. No.
747, Ex. 4 1B4.) Thus, Dr. Nettleton asserts that Category 13 isstandardessential for the
same reasts as Category 2, which requitthait the access point process messages “exclusive of
awired link” to a wireless controller or switch.

As explained above in the discussion of Category 2, however, under the 802.11 standard,
a wireless controller is conceptually part of theegsgpointDr. Nettleton’sopinion on this point
is not credible because his propos#tdrnative nonetheless involves the use of an access point to
route informationThe court therefore finds that the Defendants have proven by a preponderance

of the evience that the claims @ategory 13re standaréssential.

28 Category 13 includes claim 36 of the ‘536 Patent, claim 5 of the ‘052 Patent, and
claims 5 and 37 of the ‘935 Patent.

48



CONCLUSION

For the reasons explained above, the court determines that the claims ofi€siteg,

3,4,5,6,7,8,9, 10, 1112A, 12B, 12Card 13 are all standarelssentialA statushearing is set

for 7/30/13 at 1@m to set further dates.

Date:July 26, 2013
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ENTER:

Qamu'?- M'UMW

JAMES F. HOLDERMAN
District Judge, United States District Court



