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IN THE UNITED STATES DISTRICT COURT
FOR THE NORTHERN DISTRICT OF ILLINOIS
EASTERN DIVISION

KELLY HESPE,

Plaintiff,
No. 13C 7998
V.
Judge Jorge L. Alonso
CITY OF CHICAGO, GERALD

BREIMON, and SARAH MCDERMOTT,

Defendants

N A L S R

MEMORANDUM OPINION AND ORDER

Before the Courts defendants’ motion [151] for ruling on theabjections to Maigtrate
Judge Mason’s ruling in his April 27, 2016 Order [147For the reasons stated below, the Court
overrules defendants’ objections.

BACKGROUND

Plaintiff Kelly Hespe, a Chicago police officer, filed this lawsuit against thg @it
Chicago and two individualChicago police officers. Plaintiff's central claim is sex
discrimination and hostile work environmamider Title VII of the Civil Rights A¢t42 U.S.C.

88 2000eet seq. As MagistrateJudge Mason summarizedn the Order defendants now
challengeplaintiff alleges thaher supervisor, defendant Gerald Breimtsexually harassed her

by pursuing a romantic relationship with her for over three years, . . . the Gitgat@ hostile

work environment by failing to take prompt action to protect her, and . . . [defendant Sarah]
McDermott threatened to harm plaintiff, in part, because she szbifeimon’s attention.”

(Apr. 27, 2016 Order, ECF No. 147, at 1.) The defendants’ position is that Breimon and plaintiff

! The Court notes that, although Magistrate Judge Mason’s Order temsaity dated April 27, 2016, the Order was
actuallyentered on the court’s electronic docket on April 26, 20B®eECF No. 147.)In their briefs, the parties
have described the OrderaatedApril 27, 2016, andor the sakeof consistencythis Court will followtheir leadin
this Memorandum Opinion d@nOrder.
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were in a fullyconsensualromantic réationship andthere was nanwelcomeharassment or
discrimination.

In response to discovery requegiigintiff produced numerous photographs, voice mail
messages, emails and text messdigasshe had received from BreimorDefendants learned
duringthe October 22, 2015 depositiohplaintiff's mother, Susan McKayhat McKaywas in
possession of thousands of additional voice mail and text messages. At @dwdifémber 30,
2015 deposition, plaintiff confirmed that she had sent these materials to her ruther
safekeepindpecause she was running out of space on her computer.

On December 30, 2015, pursuant to subpoena, McKay prodacdefendantsall the
electronically stored information (*ESI"foncerningplaintiff and Breimonthat wasin he
possessiaon In particular, she produced 5,748 text messages, a number that dwarfed the 850
plaintiff had initially produced in this case. Based in part on the discoverysohdudiitional
information defendants filed a motion to extend the discovery deadline@ngel plaintiff to
submit toan extension of hateposition. Magistrate Judge Maspwho supervised discovery in
this case §eeECF No. 67),granted the motion in pargxtending the discovergleadlineto
March 16, 2016, andgranting defendants leave to depose plaintifttfwee and a hakdditional
hours (Seelan.7, 2016 Order, ECF No. 118; Feb. 17, 2016 Order, ECF No. 131.) Judge Mason
warned that no further discovery extensions would be granted. (ECF No. 131, at5.)

Defendants deposed plaintiff again on March 2, 2016. At the conclusion of the
deposition, defense counsel informpldintiff that she “would like an opportunity to inspect
plaintiff’s computer . . . and her cell phone” to search for any unproducech@oications with
Breimon. (Excerpts of Pl.'s De®16:37, ECF No. 132, at 96) Plaintiff’'s counsektated that

he opposed the request.



After attempting to confer with plaintiff, as required under Rule 37(a)€t¢ndantdiled
a motion toextend discovery andompel plaintiff to produce her electronic devices for
inspection, arguing that they could not rely on plaintiff's representationtibdtedd produced all
the ESI documenting her correspondence with Breirbenause, at her March 2016
deposition, she had madarbiguous statements about the manner and completeness of her
production. According to defendants, plaintiff admitted at the March 2 depositiorithibeat
McKay text messages were saved on her (Plaisitiffiome computet although McKay
produced them to defendants and plaintiff did not; plaintiff gave her attorneys “sortieg of
McKay text messagest one point, but she was unsure when or whether she gave them all of
them; and plaintiff took no specificteps to preserve electronicalyored information (“ESI”),
although she did not intentionally delete anything other than “dirty” pictures Bnelrad sent
her. (Mot. § 18, ECF No. 133; Mot., Ex. 3, Excerpts of Pl.’s Dep., 501:16-503:22, 506:6-510:21,
5124-516:9, ECF No. 132, at 8496.) Defendants sought to perform a forensic inspection of
plaintiff's devices to search for unproduced ESI and attempt to reemyerelevanteSI that
may have been deleted.

In his April 27, 2016 Order (ECF No. 147), Mstrae Judge Mson denied the motion to
compel. Judge Mason explaintdtht the requested forensic inspection of plaintiff's electronic
devices was not proportional to the needs of the case, especially considerinfff plaiivacy
and confidentialityinterests in her personal devices. Further, Judge Mason reasoned that the
motion was not based on any new developments that truly arose at the March 2 deposition;
rather, to the extent there was any reason to doubt the completeness of plairttdtiction, it
hadarisenmonths before then.

Defendants timely filed objections to Judge Masddider.



DISCUSSION

I. Legal Standards
Where, as here, a district court considers timely objections to a magistrats judiggs
on nondispositivematters, the magistrate judge’s rulings will be modified or set aside only if
they are “clearly erroneous or . . . contrary to law.” Fed. R. Civ. P. B4@a)also Domanus v.
Lewicki 742 F.3d 290, 295 (7th Cir. 2014). Under the ebraor standard ofeview, “the
district court can overturn the magistrate judge’s ruling only if the distriatt ¢® left with the
definite and firm conviction that a mistake has been madeeks v. Samsung Heavy Indus.
Co,, 126 F.3d 926, 943 (7th Cir. 1997).
FederaRule of Civil Rocedure 26(b)(1) defines the scope of discoasrfollows:
Parties may obtain discovery regarding any nonprivileged mtae is relevant
to any partys claim or defense and proportional to the needs of the case,
considering the importance of the issues at stake in the action, the amount in
controversy, the partieg’elative access to levant information, the parties’
resources, the importance of the discovery in resolving the issues, and whether the
burden or expense of the proposed discovery outweighs its likely benefit.
Rule 2@b) provides a burdeshifting procedure for determining whether to impbsetations
on discoveryof ESI if the responding party identifies the requested discovery as not reasonably
accessible due to undue burden or cost:
(2) Limitations on Frequency and Extent.
(B) Specific Limitations on Electronically Stored Informatiédnparty need not
provide discovery of electronically stored information from sources that the party
identifies as not reasonably accessible because of undue burden or cost. On

motion to compel discovery or for a protective order, the party from whom
discovery is sought must show that the information is not reasonably accessible

2 Rule 26 was amended effective December 1, 20dffer the commencement of this caseheTSupreme Court
ordered that the amendments “shall take effect on December 1, 2015alrgbgern in all proceedings thereafter
commenced and, insofar as just and practicable, all proceedings then pendihg
https://www.supremecourt.gov/orders/courtorders/frcvl5_5h25.ptie principle of proportionality articulated in
Rule 26(b)(1) was essentiallgiready applicable based drule 26(b)(2)(C)(iii), so the is no injustice or
impracticability inapplyingthe amended rulat this point in plaintiff's caseSeePertile v. Gen. Motors, LLONoO.
15¢cv518, 2016 WL 1059450, at *2 (D. Colo. Mar. 17, 2016)
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because of undue burden or cost. If that showing is made, the court may
nonetheless order discovery from such sources if the requesting partygomivs
cause, considering the limitations of Rule 26(b)(2)(@)e court may specify
conditions for the discovery.

Rule 26(b)also permits the court tompose additionalimitations if a discovery request is
cumulative, lateor out of proportiorto the needs of the case

(C) When RequiredOn motion or on its own, the court must limit the frequency

or extent of discovery otherwise allowed by these rules or by local rute if
determines that:

(i) the discovery sought is unreasonably cumulative or duplicative, or can be
obtained from some other source that is more convenient, less burdensome, or less
expensive;

(i) the party seeking discovery has had ample opportunity to obtain the
information by discovery in the action; or

(i) the proposed discovery is outside the scope permitted by Rule 26(b)(1).

Rule 34 governsequestgor inspection of an opposing party’s electronic deviceS®ir

A party may serve on any other party a request within the scope of Rule 26(b):

(1) to produce and permit the requesting party or its representative to inspect,

copy, test, or sample the following items in the responding party’s possession,

custody, or control:

(A) any designated documents or eledtalty stored information-including

writings, drawings, graphs, charts, photographs, sound recordings, images, and

other data or data compilatieasstored in any medium from which information

can be obtained either directly or, if necessary, after translation bggpending

party into a reas@bly usable formor

(B) arny designated tangible things . . . .

Il. Rule 26(b)(2)(B}—Specific Limitations on ESI

Defendants begin by arguing that Judge Mason failed to correctly apply Rule
26(b)@)(B), which puts the burden on the party opposing a request for production of ESI to
show that “the information is not reasonably accessible because of undue burden or cgst.” Onl
if that showing is made must the requesting party show “good cause” for requésting t
production. Defendants argue that plaintiff never met her burden of showingradye“burden

or cost,” and in any case, defendants clearly demonstrated that there wascagsed for



inspecting plaintiff's electronic devices for unproducel@ctronic communications between
Breimon and plaintiff.

This argument is out of place in this case becdusige Mason did not misapply Rule
26(b)(2)(B). He did not apply it at all, nor was he required to do so. Even assuming that
defendants’requestfor inspection should have been allowed under Rule 26(b)(2KBle
26(b)(2)(C) permits a court tdifhit the frequency or extent of discovery otherwise allowed by
these rules . . if it determines that. . (i) the discovery sought is unreasdly cumulative or
duplicative (ii) the party seeking discovery has had ample opportunity to obtain the information
by discovery in the actiorar (iii) the proposed discovery is outside the scope permitted by Rule
26(b)(1)” It is clear from the language dudge Mason’s Order that hdecision to limit
discovery in this caseas basd on proportionality and timeliness, which are proper bases for his
ruling underRule 26(b)(2)(C)(ii) and (iii).

1. Rule 26(b)(2)(C)(iiiy—Scope of Disovery Under Rule 26(b)(1) and Proportionality

Rule 26(b)(2)(C)(iii) incorporates by referenBaile 26(b)(1) which as Judge Mason
explained, requires discovery to be “proportional to the needs of the case.” Judge Mason
explained that defendants’ request to perform a forensic inspection of plainkf€soaic
devices for ESI was not proportional to the needsettse because plaintiff had turned over all
the ESI defendants had requested, which was presumably all the ESI she gpaselsseany
case “the burden and expense of inspecting plaintiffs devices and online accounts likely
outweigh any benefit becausepies of the documents and communicationssafécient to
defend [against] plaintiff's claims in this discrimination casé&pr. 27, 2016 Order, ECF No.

147, at3.) Moreover, Judge Mason explained, inspectioplaintiff's electronic devices iact



“proportional to the needs of this case” because any benefit the inspection might psovide
“outweighed by plaintiff's privacy and confidentiality interestsld.)

The discovery process is designed to be extrajudicialjtareties on responding pees
to search their own records and produce documents or other Sagkowers v. Thomas M.
Cooley Law SchNo. 5:05CV-117, 2006 WL 2711512, at *5 (W.D. Mich. Sept. 21, 200B)e
Advisory Committee Notes to Rule 34 recognize that courts must use caution in evaluating
requests to inspect an opposing party’s electronic devices or systemd,for &8er to avoid
unduly impinging on a party’s privacy interests:

Inspection or testing of certain typest electronically stored infonation or of a

responding partg electronic information system may raise issues of

confidentiality or privacy. The addition of testing and samplinRtde 34(a)

with regard to documents and electronically stored informasiamot meant to

create a routine right of direct access to a party’s electronic informatiostes

although such access might be justified in some circumsta@oests should

guard against undue intrusivenesgesulting from inspecting or testing such

systems.
Fed. R. Civ. P.34, Advisory Committee Notes2006 Amendment(emphasis added).
Numerous courts have also recognited need to “gard against undue intrusiveness” and to be
“cautiousin requiring the forensic inspection of electronic devicesorder to protect privacy
interests SeeJohn B. v. Goe{z531 F.3d 44845960 (6th Cir. 2008)(citing cases and
concluding that thecompelled forensic imaging orders here[&l] to account properly for . . .
significant privacy and confidentiality conceths“Mere suspicion” or speculation that an
opposing party may be withholding discoverable information is insufficient to support an
“intrusive examination” of the opposing party&ectronic devices or infmation systems.
Scotts Co. LLC v. Liberty Mut. Ins. Cdlo. 2:06-CV-899, 2007 WL 1723509, at *2 (S.D. Ohio

June 12, 2007). In particulaa, courtmust be cautiouswhere the request iBverly broad in

nature andwhere the connection between thgarty’s claims and the [electronic device] is



unproven.” A.M. Castle & Co. v. Byrnel23 F. Supp. 3d 895, 9@l (S.D. Tex. 2015)
(collecting cases);see alsoKickapoo Tribe of Indians of Kickapoo ReservationKian. v.
Nemaha Brown Watershed Joint Dist. N9.2894 F.R.D. 610, 619 (D. Kan. 201@)enying a
request to inspect personatiyvned devices of defendant’s employees in part because “the Court
[had] significant concerns regarding the intrusiveness of the request and the pudsyfthe
individuals to be affecteyl.

However, when the requesting party is able to demonstrate that “the respondirtaparty
failed in its obligation to search its records and produce the requested indorinktidwest
Feeders]nc. v. Bank of FranklinNo. 5:14CV78, 2016 WL 3945676, at *2 (S.D. Miss. July 19,
2016) an inspection of the responding party’s electronic devices may be apprdpei@tes.g.,
Kilpatrick v. Breg, Inc. No. 0810052CI1V, 2009 WL 1764829, at *3 (S.D. Fla. June 22, 2009)
Jacobson v. Starbucks Coffee (do. 051338 2006 WL 3146349, at *@ (D. Kan. Oct. 31,
2006) Further courts may be somewhat lesgary of requests to inspect electronic devices
when there is a substantiated connection between the device the requesting kattyisspect
and the claims in the case, or, as one court puthiére the “contents of the [device] go to the
heart of the case.Hedenburg v. Aramark Am. Food Seydn. C065267, 2007 WL 162716, at
*2 (W.D. Wash. Jan. 17, 200BeeWynmoorCmty. Council, Inc. v. QBE In€orp, 280 F.R.D.

681, 686 (S.D. Fla. 201forensic search of responding party’'s information systems might
reveal maintenance records and wortlers that responding party appeared to have attempted to
hide by shredding hardopy records, and that might reveal critical facts concerning when the
claimed damage to the responding party’s property occuriiemynsend v. Ohio Dep’t of
Transp, 20120hi0-2945, 1 24-25,2012 WL 2467047, at *8 (Ohio Ct. App. 10th DistJune

28, 2012)(court permitted plaintiffto search defendant'email system for emailthat two



witnesses recalled exchangibgt could not producandthat, if found, would prove notice to
defendant of cloggedirain that causedhe flooding that resulted plaintiff's injury); cf.
Kickapoo Tribe 294 F.R.D. at 618-19 (citing and distinguishing cases).

Defendants have not demonstrated that the contents of plaintiff's devices réolige
to the heart othis case. This case is similar tBledenburgan employment discrimination case
in which the defendant sought forensic imaging of the plaintiff sqgeal home computer,
seeking correspondenpéaintiff might have senthat might be inconsistent witker testimonyn
the case The plaintiff objected to the discovery as a fishing expedition. The court recognized
that it hadpermitted forensic imaging of computers in cases where the “contents of theteomp
go to the heart of the case,” such as in trade secret eds&®“one party denonstrate[d]the
likelihood that trade secrets were forwarded to or sent by [the computsEfienburg 2007 WL
162716, at *2 see also Byrnel23 F. Supp. 3d at 901, 90809. But in Hedenburg an
employment discriminatiooase “the central claims in the ca$eere] wholly unrelated to the
contents of plaintiff's computer.” 2007 WL 162716, at *Zhe gaintiff claimed to have made a
diligent search of the computer and turned over all responsive informatitime defendant’s
requestfor forensic imagingvas “essentially [for] a search warrant to confirm that Plaintiff has
not memoialized statements contrary to her testimonithe] case. If the issue related to a lost
paper diary, the court would not permit the Defendant to search the plaintiff's fgrapensure
that her search was completdd. at *2. The court denied theotion to compel.

In this case, as ikledenburg defendants essentially seek a warransearchplaintiff’'s

devices for statementgith which to impeach hef Their request to search plaintiff's devices is

% Defendants argue that even balancing plaintiff's gojwinterests againsiefendantstoncerns about unproduced
or lost ESI, Judge Mason erred by denytimgmotion to compel when he could leaslevised and imposed a search
protoml that would have protected plaintiff's privaierelevant information See, e.g.United Factory Furniture
Corp. v. Alterwitz No. 2:12¢v-059,2012 WL 1155741, at *® (D. Nev. Apr. 6,2012) But defendants did not
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closer toa “blind” attempt to “find something useful [for their] impeachment of the plaintiff
than toa request to searatevicesthat have been shown to contain information goingthe “
heart of the case.Seed. True, plaintiff's complaint doespecificallyrefer to text messagg in
describing some of the harassmplaiintiff suffered in 2012so there is #imited sensan which
text messagings at the “heart’of this case-but there is no dispute that McKay produced to
defendantsseveral thousand text messages from that time peaiod defendants have not
provided any compelling reason to believe that this produimeomplete.

The reason defendants give for seelanfprensic search of plaintiff's devicesto find
ESI to support their position that Breimon and plaintiff were in a consensual, romantic
relationship ¢eeDefs.” Objections, ECF No. 151-1, at 6), but plaintiff all but concebatpoint
in her brief in opposition to defendantsiotion to compel before Judge Btm,in which she
admittedtestifying that shehad beenn a sexual relationship with Breimoshe believed she
loved Breimon at one time, and she told Breimon she loved him in 2009. (Pl.’s Resp. Opp. Mot.
Compel, 1 82, ECF No. 137.) Importantly, defendas do not request to search for any
specifially identifiedtext message or messageth particularcontentthat they have shown to
haveexisted at one point antiat if found, will conclusivdy resolvea contested issue in the
case.Cf. Townsend20120hio-2945,at 17 (“[T]he importance othe Marszal emaitannot be
underestimated.”) The search defendants want to perform does not go to the “heart” of this case
because it does not seek evidence thatositiclusively resolve criticdactual issues, and even if
defendantgind evidence they do not already have, they have not demonstrated that the evidence

is likely to be more probative than the admissions theyale.

suggest any such protocol or request a limited seafh in Hedenburg they sought what was essentially an
unrestricted “search warrant” for ESI, and Judge Mason did not err in tréfadimgquest as such.
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Defendants argue that plaintiff is at fault farling to producemore ESI, regardless of
whether her failure in that regard is dueao innocentlack of sophistication in retrieving
responsive ESlInegligence, or intentional manipulation of evidenard that plaintiff's fault
justifiesa forensic inspectionDefendats’ position idargelybased orstatements plaintiff made
at her March 2, 2016eposition, but the Court has reviewed the excerpts of the transcript that
defendants have submitted (ECF No. 13at2/596), and it fails to see the evidence of fault that
defendantslescribe

Defendants place great importance on the fact that plaintiff admitted that sheehad th
5,748 text messageisat McKay produce@n her home computer, characterigthis statement
asan admission that she had withheld documents in discdvecgusegif plaintiff had the text
messagesn her own computer, she should have produced them herselin & full context,
this statements not the smoking gudefendantanake it out to be At the March 2,2016
deposition plaintiff testified not that she has always had the text messages but that sindyres
has them “because [McKay] gave me a disk or a thirfgXcerpts of Pl.’s Dep., 510:17-1BCF
No. 1332, at 91.) It is unclear from the transcript excetpat defendants have providedhen
plaintiff receivedthis “disk” or “thing”; for all the transcript showshe may have received it
only afterMcKay had already produced it to defendantdairféiff then answeika follow-up
guestion about whether there was “also a copy sav@fietbcomputer” with, “I—there’s a—
yeah. Probably. | don’'t know,” whicls hardly adefinitive answer As defendants have done
previously in this case, they are failing to recognize plaintiff's oooasiconfusion for what it
is. (SeeJdan.7, 2016 Order, ECF No. 188, at 3) (Mason, J.) (warning defendants against

mischaracterizing plaintiff£onfusion andailure to recalldetailsas evasivenegs Plaintiff's
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testimony on this poins not sufficiently developed to permit any clear inferences or conclusions
one way or another.

Similarly, defendants claim that, in response to questioning, plasaitfthat she would
have to refer tdext messages in order to refresh her memory. Slatendantsare unable to
identify which messages plaintiff is referring tbey presume that plaintiff must be referring to
text messages that she has not produdggl plaintiff's testimony does not warrant any such
inference  When plaintiff answered that she did not know or could not recall the answer to a
guestion, and defendants followed up by asking what would refresh her memory, she eemetim
responded “voicemails” or “text messages” or both, but these responsegagee, generalized
and nonspecific Plaintiff never referred to specifioicemails ortext messagethat could be
identified byany specific factual detailsCf. Townsend20120hio-2945,at [ 11412. It may
well be thatno such text messages or voicemails eaeually existed, and it appears that
plaintiff was simply speculating about what might refresh her memadher tharrisk sounding
evasive by answering, “I don’t know.”

Defendants also argue that plaintiff had a duty to preserve any ESI bearihgr
relationship with Breimon, and when asked what steps she took to preserve ESI, sledanswe
that she never deleted anything other than nude pictures Breimon sent her, but took no other
steps to preserve evidencgexcerpts of Pl.’s Dep., at 501:5663:22,ECF No. 1332, at 8486.)
Again, the Courfails to see any evidence of miscondarctiny reason tooncludethat plaintiff
is hiding any ESI.Plaintiff often seemed confused about how many text messages, voice mails
and other electronically stored communications she had, when she had them, anddvteen a
whom she produced them, but this does not strike the Court as surprising, condideewgite

thousands of electronic communications and this case has been going on forAtearsst,
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plaintiff may hae failed to prevent some relevant ESI from being unintentionally deleted from
her devicesdue to her unsophisticategrasp of how her iPhoneand associated software
applications guch as iTungsstore data. But defendants have not shown that this failure was
anything butaccidentgl nor havethey shownthe importance of anipost ES| which, even if
recovered, will apparently do little more than duplicate admissions plairgiffenduring her
deposition. $eePl.’s Resp. Opp. MotCompel, I 82, ECF No. 137.Further, whether the
forensic inspection might recover any lost orleled ESI appears to be little more than
speculative. feeReply Br., Ex. 1, Affidavitof Computer Forensic Specialist Daniel E.
Roffman, ECF No. 162.) Additionally, as the Court will discuss in more detail below,
defendants had more than enough notice of ek of sophistication to bring a motion to
compel a forensic inspection long before the March 2, 2016 deposition.

The evidence of fault isparseat best, and, when this evidence is weighed agélnst
plaintiff's interestin protecting her privacyather than allowing unfettered accesséopersonal
devicesand (2)the generic andapparentlyinconclusive nature of thenspecified ESI for which
deferdantswant to searchit is insufficient to justify a forensic inspectiodudge Mason did not
clealy err in ruling that the inspection defendants seekoisproportional to the needs of the
case.

IV.  Rule 26(b)(2)(C)(iiy—Prior Opportunity to Obtain the Discovery in the Action

Judge Mason also based his ruling in part on the fact that deferdahited earlier
opportunities to seek an inspection of plaingifilevices. See Rule 26(b)(2)(C)(iii) Judge
Mason explained thatefendant$ad known for months that plaintiff had made somewhat of a
piecemeal document production in this casetheydid not request forensic inspectiantil the

eve of the close of discovery, after Judge Mason had warned them that there wouldrbfgeno f
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discovery extensions. Defendawotgectthatthey did not know and could not have knofen
certain until afterquestoning plaintiff aboutthe McKay production at the March 2 deposition,
when plaintiff seemed at best uncertain about Vid&it she hagreservedthat she was either
hiding ESI or she lacked the sophistication to determine whether she cowderetndproduce
additional ESI.

As explained above, this Court agrees with Judge Mason that plaintiff made no
bombshell revelation ainproducedESI at the March 2, 2016 deposition. The Coald agres
that defendants could have sought inspection of plaintiff's devices based on an ajpparent |
sophisticationvell before then Even giving defendants the benefit of the doubt with respect to
their position that they owed plaintiff an opportunityftdly explain herpiecemealproduction
before taking the drastic step of requesting to inspect her devices, ieaabased on plaintiff's
statements at the November 30, 2015 deposition that plaintiffs methods of predesving
electronic communications with Breimavereunsophisticatedt best She showed that she did
not have a firm graspfdiow iTunes backups worr what data from what time periodher
iTunes backupmight have preserved or failed to preseitvgas apparently an accident that the
iTunes backups preserved any datallat(Excerpts of Pl.’s Dep., 284287:1, ECF No. 132,
at 6265.) Furtherthere were discrepancies in her testimony and her productieanJudge
Masonrecognizedplaintiff stated at the November 30, 2015 deposition that she bekbaediad
created more than ten notes on her cell phone to document harassm@di3(7245:13, ECF
No. 1332, at 5355), but plaintiff turned over only one such natediscovery (Mot.Compel,

7, ECF No. 133). SeeApr. 27, 2016 Order, ECF No. 147, at 4f) defendants believed that a
comprehensie review of every text messagmjce mail, or notethatshe and Breimon had ever

exchanged wasecessary tdefend this cas@and as the Court has explained ahavédoes not
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agre@, then theyhad groundso ask for an inspection of plaintiff's devicater the November
30 deposition Judge Mason did not clearly err by denying the motammompel a forensic
inspection based in part on the fact that it could have been brought earlier.

CONCLUSION

For thereasons set fortabove, defendants’ motion [151] for ruling oreithobjections is
granted, andlefendantsbbjections to Magistrate Judge Mason’s April 27, 20t@er[147] are
overruled.

SO ORDERED. ENTERED: December b, 2016

JORGE L. ALONSO
United States District Judge
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