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UNITED STATES DISTRICT COURT
DISTRICT OF MASSACHUSETTS

CIVIL ACTION NO. 17-10422RGS
STRIKEFORCE TECHNOLOGIES, INC.
V.

GEMALTO, INC., ET AL.

CIVIL ACTION NO. 1/-10423RGS
STRIKEFORCE TECHNOLOGIES, INC.
V.

VASCO DATA SECURITY, INC.

MEMORANDUM AND ORDER
ON PREDISCOVERYCLAIM CONSTRUCTION

August31, 2017
STEARNS, D.J.

In these intellectual property disputes, plainti8trikeForce
Technologies, Ing.asserts infringement claims df.S. Patents Nos
8,484,698 (the '68 patent) and 8,713,701 (the 701 patent) against two
sets of defendants: Gemalto, Inc., Gemalto N.V., anafeSet, Inc.
(collectively Gemalto); and Vasco Data SecuritycInGiven thesimilar

subject matter, the parties eted to consolidiee pretrial proceedings.
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Acceptingtheir proposal, the courvifurcatedthe Markmanheaing and
agreedto undertakepre-discoveryclaim constriction of threegroupsof
key disputedterms. SeeMarkman v. Westview Instruments, In617
U.S. 370 (1996).The court received tutorials in the underlying teology
and heard argument on August 30, 2017.
THE ASSERTED PATENTS

Both the'698 and 701patenst are entitled “Multichannel Device
Utilizing a Centralized Outof-Band Authenticabn System (COBAS)
Both patentdist Ram Pemmaraju as the sole inventor. The '®&8ent
was issued on July 9, 2013. The 701 pateas issued on April 29, 2014.

The 701 patens application is a continuation of the applicatiorath
led to theissuance othe '698 patent Both patentsare directed to “[a]
multichannel security system . for granting and denying access to a host
computer in response to a demand from an aeses&ing individual and

computer.” '698 patent, AbstractAccording to the inventor, at the time
of the invention, computer security “access contrplroducts

authenticatpd] only the user and not the locationld. col. 2, Il. 40-41.

1The '698 patent is a continuation of U.S. Patent K870,599 (the
599 patent). The 599 patent is a continuatian-part of abandoned
application no. 09/655,297 (the 297 applicatiodl threeissuedpatents
share virtually identicabpecifications. Because of the identicalitgll
citationsareto the '698 patenspecification.
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Typically, accessontrol security products [such as simple
passwod, random passwordand biometric systems] are-in
band authentication systems with the data and the
authentication information on the same network.u3hupon
accessing a computer, a computer prompt requests ybu
enter your password and, upon clearance, accegaed. In
this example, all information exchanged is on themge network

or in-band. The technical problem created thereby ig tha
hacker is in a selauthenticating environment.

Id. col. 2, Il. 3136. Dialing backto the originatingnodemwas afeasible
meansof location verification when computer networks tebe accessed
only through nnodems Seed.col. 2, ll. 4245. However, today'csomputer
networks are typically accessible by modenmdependent internet
connectiors and “there is no necessary connection between nbhernet
address and a locatignld. col. 2, Il. 46-53.

The assertedpatents address e¢hperceived securityweakness
through a “unique combination of user and host autication.” Id. col.
4, 11. 34-35.

The security system of the present invention isofuband with

respect to the host computer and is configured ntiericept

requests for accesslThe first step in controlling the incoming
access flow is a user authentication provided ispomse to
promps for a user identification and password.After
verification at the security system, the systemrapi@ag in an
out-of-band mode, uses telephone dialup for location

authentication and user authentication via a pasdvemtered
using a telephone keypad.



Id. col. 4, Il. 3442. Figure 1A, reproduced below, exemplifieen

embodiment otheinvention in a wide area network (WANMNvironment
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EIGURE 1A

Here the accessor is the computer equipnhincluding the
central processing unit and the operating systeenddf, and the
person or use24 whose voice is transmittable by the telephone
26 over telephone line®8. The access netwoid0 is constructed

in such a manner that, when us®&t requests access to a web
page32 located at a host computer or web ser8drthrough
computer 22the requesftor-access is diverted by a routdé
internal to the corporate netwoB8 to an outof-band security
network40. Authentication occurs in the owf-band security
network40.



Id. col. 6, 11.33-43.

Thepatens alsodiscloseembodiments in local area network (LAN)
and internet settingsThe second embodiment iagplied to thantranet
In which an internal accessor in a local area nekwseeks entry into a
restricted portion of the host system[d. col. 5, Il. 4648.

The access networR30 is constructed in such a manner that,
when user224 requests access to a high security datal2ase
located at a host computé&d34 through computer222, the
requestfor-access is diverted by a routB86 internalto the
corporate networl238to an outof-band security network40.
Here the emphasis is upon rigta-know classifications within
an organization rather than on avoiding entry bgkeas.

Id. col. 12, Il. 4350; see alsdrig. 10. “Th[e third] embodiment describes the
application of the security system to access okerihternet.”ld. col. 12, Il.

65-67.

The [is the] case of [a] user accessing a web apptn, such as
an online banking application, (located on a wetvee334)over
the interneB30. The user from a comput822accesses the web
application over an access channel and enters th8KER ID.
The web serveB34 sends the USER ID to the security system
340, also referred to as the centralized -aftband
authentication ystem (COBAS). COBAS 340 proceeds with
authenticating the user through the useellular telephone over
an authentication channelThe security systen340 calls the
accessseeking user at the cellular telepho826. The user
answers the phone and is prompted to enter a padswo
password verification and to enter a biometric idigr, such as
a fingerprint. The security systen340 authenticates the user
and sends the result to the web ser88d. Upon a positie
authentication and after disconnecting from thehautication
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channel, access is granted along the access chaontie
USER'S PC devic822.

Id. col. 13, ll. 223;see alsdrig. 112
Claim 1 ofeachassertegatent issmblematic

'698 patent clan 1.

A software method for employing multichannel security
systemto control access to a computer, comprising thp StH:

receiving at an interception device in_a first chaha login
identification demand to access a host compuaiso in
the firstchanne]

verifying the login identification;

receiving at a security computer ins&cond channetlhe
demand for access and the login identification;

outputting from the security computer a prompt resfing
transmission of data;

receiving the transmtied data at the security computer;

comparing the transmitted data to predetermineadatd

depending on the comparison of the transmitted &nasl
predetermined data, outputting an instruction frtne

security computer to thieost computeto grant acess to
thehost computeor deny access thereto.

2 A fourth embodiment, illustrated by Figure 13, asdelyequivalent
to the third embodiment, with the difference thdt “describes the

application to wireless networks including peripaksy such as PDAs and
cellular telephones Id. col. 13, ll. 6264.
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701 patent claim 1.

A security systenfor accessing &ost computecomprising:

anaccess channebmprising:

an interception device for receiving a login ident#toon
originating from an accessor for access to shabt

computer and

anauthentication chranel comprising:

a security computer for receiving from said intgrten
device said login identificationnal for communicating
access information to saidhost computerand for
communicating with a peripheral device of said
accessor;

a database having at least one peripheral addexss d
corresponding to said login identification;

a prompt mechanism for itraicting said accessor to enter
predetermined data at and transmit said predetexdhin
data from said peripheral device; and

a comparator for authenticating access demands in
response to the transmission of said predetermda¢d
by verifying a match beteen said predetermined data
and said entered and transmitted data,

wherein said security computer outputs an instiaucto the
host computerto either grant access thereto using said
access channer to deny access thereto.

(Emphasis added to highlight disputed termskEor purposes of this
thresholdMarkman proceeding, the parties dispute the construction of

the terms “host computer,” “access channel” “first channel” and



“authentication channel’ “second channel,” antinultichannel security
system”/ “security system?
DISCUSSION

Claim construction is a matter of lawSee Markman517 U.S. at
388-389. Claim terms are generally given the ordinamd customary
meaning that would battributedby a person of ordinarskill in the art in
guestion at the time of the inventiorRhillips v. AWH Corp.415 F.3d
1303, 13121313 (Fed. Cir. 2005) (en banc) (citations omitted)n
determiningthe understanding of this hypothetiga¢rson of ordinary
skill in the art, the cout looks to the specification of the patent, its
prosecution history, and ithoseinstances where appropriate, extrinsic
evidence such as dictionaries, treatises, or expestimony. Id. at 1315

1317. Ultimately, “[t]he construction that staysié to the claim language

3Thesethree sets of clainrerms,inter alia, werepreviously construed
in StrikeForce Techs. Inc. v. PhoneFactor In2015 WL 5708577 (D. Del.
Sept. 29, 2015). Becauseat case was not litigated tdiaal judgment, the
claim construction order has no preclusive effe@eeVargasColon v.
Fundacion Damas, Inc864 F.3d 1426 (1st Cir. 2017) In any eventthe
Federal Circuitrequires eachdistrict court to performa claim analysis
independent of another court’s claim constructionSee Lexington
Luminance LLCv. Amazon.com Ing601F. Appx 963, 969 (Fed. Cir. 2015)

8



and most naturally aligns with the patent’s destop of the invention
will be, in the end, the correct constructiond’ at 1316 (citation omitted).

‘host computer”

The partiesagreethat a “host computer” isomething to which an
accessotis attemptng to gain acces$ However, theyart companyn
two particulas. First, StrikeForce contends thatconsistent with
iInstanceswhere a user accesses a secure website on a weérsar a
secure portion of a websitsee’698 patent claim 3 (“wherein a host
computer is a web server’® “host computer” may b&a computer or a
restricted portiorihereof! Defendantgprotesttheinclusion of thegophrase
“restricted portion.” As defendantssee it while the patenteeertainly
knew how to describe a “restricted portion of thaeshsysteni’ as he did
in explicatingFigure 10,see id.col. 5, Il. 4548; henonethelesgxpressly
directedhis claimssimply to a “host computer."Consequently, both the
“restricted portion”and the embodimentllustrated in Figure 10 are
excluded by the claims.

In the court’s view, dfendants’reading of the specificatiormsich too

narrow. Althoughit is true thatthe “restricted portion'language wasised



onlyin describing Figure 10it is not a unigudeature ofthat embodiment.

In allthe embodimentsfthe patentsa user may attempt to access a specific
portion of a computeratherthantheundividedsystem. Figure 1A, which
defendants concedéisclosesa coveredembodiment,shows a user
attempting to accesspecificcontent in the form of a webpadgryz.com’

— that is,a restriced portion ofa computer~ hosted on a web servein
describing the details of thesnbodimentthe patentsn numerous instances
recitea web serveas anexemplarof a “host computet Sedd. Fig. 7 (block
numbered 34 is “host computer or wadrver or router;id. col. 7, 1. 36 (*host
computer or welserver); id. col. 8, Il. 4242 (same)id. col. 8, 1. 45 (same);
id. col. 9, Il. 2526 (same)jd. col. 12, |. 24(same) Indeed, @im 40 of the
'698 patentexpresy delineates ahost computer or web server.”In
addition, he patenteeusedparallellanguagein describng accessto the
webpage of th&igure IWAN embodimentas well aghe secure database of
the Figure 10 LAN embodiment.Compareid. col. 6, ll. 3839 (“‘user24

requests access to a web pa8@docated at a host computer or web server

4 Even if accessing a restricted portion of a hoshpater was unique
to the Figure 10illustration, a construction that excludes a petd
embodimentis rarely, if ever, correct and would require higlpersuasive
evidentiary support.”Vitronics Corp. v. Conceptronic, Inc90 F.3d 1576,
1583 (Fed. Cir. 1996).
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34.”) with id. col. 12, Il. 4446 (“user224requests access to a high security
database€32 located at a host comput@B4 through compute22.”). A
construction of a “host computer” mutterefore,consistent with all the
embodiments, encompass seekiagcess to a restricted portion of a
computer.

Second, defendanteaintain that a “host computer” ane to which
“no information from an @essor is allowed to enter unless access is granted
by the security computer Defendant®ffer several arguments support of
theadditional constraint Because thpurposeof the claims ido0 determine
whether a user is authorized docess th&aost computer, until the security
computer “output[s] an instruction . to the host computer to grant access,”
id. claim 1, the user is deniedccess to the host computer. In the
specification, the patentee emphasized the intdr@epfeature of the
invention. Sege.qg,id.col. 6, Il. 4042 (“[T]herequestfor-access is diverted
by arouteB6internaltothe corporate network8to an outof-band security
network 4Q”). In like fashion, during the reexamination of thergat 599
patent, thepatentee distinguished prior art on ttanceptof interception.
See e.g, Gabberty Decl.Defs.” Ex. 20 at SF1016 (“[T]he Walker patent
does not disclose intercepting a user’s (accesslogsn prior to allowing the

user access to a host computerAccording to defendants, because the login
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information is diverted to theut-of-band security network, it followthat
no user information reaches the host computgess andintil the security
computer grants access.

StrikeForce counters, anthe court agrees, that whilehe claims
requirethat a useris notgrantedaccessto the host computer until the
security computegives permission, the user mhgveprior contactwith
the host computerAs a threshold mattethow or when a user mayaotact
a host computer is not an attributdherent in the “host computeitself.
Nor did the patentee suggethat it is It is the claimed components and
steps of the inventionthat control user authentication and access.
Although the majority of the claim®f the asserted patentsclude an

interception limitations not all do. Claims 25 and 53 of the '698 patent

5 Each claim of théb99 parentpatentrecitesan “interception mean’s
“anintercepted demand for accgd'ssr “anintercepted login identification”
limitation. It is therefore unsurprising thahe patentee distinguished the
599 claims from prior art on this groun@mong others Defendants also
cite the patentee’s argumtemade during the prosecution of the '698 patent
to distinguish thePicket prior art, that to modifyPicketto result in the
claimed invention would “require one of ordinaryilki the artto ... find a
way to capture a user request for accessing admmsputer.” Defs.’ Ex. 22
at SF_16171618. However, that argument was made in the cdrakthen
pending claims 229, 3544, 6062, and 6466, see id.at SF_1617, all of
which contaired limitations either for an “interception device” @h-
pending clams 2129 and 3544), or “a line program for intercepting a login
identification” (thenpending claims 6662 and 6466), see id.at SF_ 1604
1611. The patentee did not rely on the intercapiimitation as the sole
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both recie a “host computerbut do not claim an interceptiodevice or
step. SeePhillips, 415 F.3dat 1314(“Because claim terms are normally used
consistently throughout the patent, the usagetefiam in one claim can often
illuminate the meaning dhe same term in other claims.”).

'698 patent claim 53.

A software method for employing a multichannel setgu
system to control access to a computer, comprithegsteps of:

receiving in a first channel a login identificaticlemand to
access a host computer also in the first channel;

verifying the login identification;

receiving at a security computer in a second chanine
demand for access and the login identification;

differentiatingcharacteristic The paéntee in the same Office Action Reply
distinguishedPicketon several other grounds, notably that

the system described Ricketis one in which a user already has
permission to access a website (i.e. a web sewteich is a type
of “host computer”) tonake a credit card purchase. ThiBgket
does not involve the step of “outputting an instroc from the
security computer to the host computer to grantasdo the
host computer or deny access thereto.”..

Id. at SF_1617. The patentee also noted that at the &f the invention a
person of ordinary skill in the art would not hakad the motivation to
modify Picketto arrive at the claimed invention as “[s]Juch a nfied system

would add an additional layer of authenticationttiseneeded byhe system

disclosed inPicket and would mke the system... overly complicated and
more expensive to implement, maintain, and operaaed more

cumbersome to the userld.
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outputting from the security computer a prompt resfing a
transmission of data;

receiving the transmitted data at the security catep;
comparing the transmitted data to predetermineadatd
dependingon the comparison of the transmitted and the
predetermined data, outputting an instruction frome
security computer to the host computer to grantasdo
the host computer or deny access thereto.
Unlike claims that recite an interception devarestep, caim 53 does not
identify aspecificcomponent thatmustreceivethe login information in
the first channet Without such a limitation, claim 53 broad enough to
encompassmethods wherley the host computer itself receives the login
information beforerelayingit to the security computer Indeed, this is
disclosed inboth the third and fourth embodimentstbfe patent.“The
user from a computeB22 accesses the web application over an access
channel and enters their USER IDhe web serve834 sends the USER ID

to the security systerB40, also referred to as the centralized -@mftband

authentication system (COBAS3)Id. col. 13, Il. 313 (emphasis added¥ee

6 Likewise, claim 25directed to ‘[a] software method for controlling
access to a host computemtludes the step of “receiving an identification
and first password from the client computer” withospecifying an
interception device or step
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also id.col 14, Il. #10. Figure 1, which illustrates th thirdembodiment, is

reproduced below:.8
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Becausediverting the userogin informationis a function ofan
interceptiondevice orstep and not a function of the host computer, the
court will not read the diversion requirement intbe term “host
computer” SeeVentana Med. Sys., Inc. v. Biogenex Labs.,,|#4¢3 F.3d
1173, 1181 (Fed. Cir. 2006) ("When the claim addessonly some of the
features disclosed in the specification, it is iraper to limit the claim to

other, unclaimed features.”YH ostcomputer” willthereforebe construed

7 Figure 13 illustrates the fourth embodimenWhen the patentee
amended thapplication to add what became issued claim 53nthending
claim 74), he noted that it was supported, inter alia, yuFes 1A, 11, and
13. Defs.'s Ex. 22 at SF_161

8 StrikeForce also notes that, even in the contexthef Figure 1A
embodiment, theser initiallycontacts théost computeto request access
and the “entry of the user identification and passiv[] is requested by the
host computer.” 698 patent, col. 9, Il. 2.
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as “a computer (or a restricted portion thereofwoich the accessor is
attempting to gain access.”

‘access channel”/ ‘first channel” & ‘authentication channel”/
‘second channel”

In essence thiss adispute overthe meaning of the term “owdf-
band.” Although the term“out-of-band” does not appear in any claim, it
figures prominentlyn the title of the patents and the written destiap.
Unlike prior art in-band authentication systems with the data and the
authentication information on the same networ&98 patentgcol. 2, Il. 33-
34, “[tlhe security system of the present inventisnoutof-band with
respect to the host computeiq: col. 4, Il. 3435.

Itis an object of the present invention to provadleostcomputer

with a cost effective, oubf-band security networthat combines

high security andokenless operationt is a further object of the

present invention to provide aetwork to isolate the

authentication protocol of a computsystem fromthe access

channel therefor.
Id.col. 4,11.52-57. “[A]n ‘out-of-band system is defined herein ase having
an authentication channel that is separated ftbeninformation channél
Id. col. 6, 1. 1920.

Consistentwith the specificationthe partesagreethat the “access

channel” or “first channel’is “an information chann€l that the

“authentication channel” or “second channel” iscteannel for performing
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authenticatiof’ and that the two channels are separiatéhe sense¢hat
the authentication channel iott-of-band” They dispute, however, the
degree of separmin required for a channelto be “outof-band.”
StrikeForce arguethat information in the two channels may be “cadrie
over separate facilities, frequency channelstimre slots than those used
by the authentication channel/second channel."eDdantsnaintainthat
the two channels must “not share any facility.”

In support of its positionStrikeForcenotes that its understanding
of “out-of-band” isa meaningaccepte by persos of ordinary skill in the
art, demonstratedy the standard definitiofior “out-of-band signaling”
containedin Newton’s Telecom DictionarySeePl.’s Ex. 8. In addition,
StrikeForcés proposed definition is also explicitly recited in the
specification of thgatents.

For purposes of this discussion “band” operation is defined as

one conducted wholly within a single channel ordod.ikewise,

an ‘“outof-band” operation is defined as one using an

authentication channel that is separated from thanaoel

carrying the information and therefore is nonintrusag it is
carried over separate facilities, frequency chashal time slots

than those used for actual information transfer.

Id. col. 3, IIl. 1219.

Defendans$ point out that tle broader“out-of-band” definition

relied on by StrikeForce iset outin the BACKGROUND section of the
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specificationdiscussingand disparagin@rior art, anddoes notdescrile
the patented invention. With respect to the invemtitself, defendants
contend and the courtagrees,that the patenteeacted ashis own
lexicographerin adopting a narrower definition.SeeThorner v. Sony
Computer Entrit Am. LLC 669 F.3d 1362, 136@-ed. Cir. 2012)“To actas
its own lexicographey a patenteanust‘clearly set forth a definition of the
disputed claim termother than its plain and ordinary meaning.” (cibauti
omitted)). “[A]n ‘out-of-band system isdefined hereinas one having an
authentication channel that is separated from ti@rmation channel and
therefore is nonintrusive as it is carried over aegie facilities than those
used for actual information transfer698 patentcol.6,Il. 19-23 (emphasis
added)

This understanding is also the or@t waselied uporbythepatentee
during prosecutionDuring prosecution ofthe 29%pplication thepatentee
distinguisted the Tuai prior art on the inband/outof-band distinction
Tuaidisclosal a “controller 15 [] interconnected between the hamnhputer
10 and the modem 12,” U.S. Patent 5,153,918, coll. 2-3, and that “the
capabilities of the central access controller Epahclude the optional call
back measure to enhance the securfithe communication systemid. col.

8, ll. 3-5. Thepatentee argued th#te central controller was “iband” and
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while it performs eitheran access nanauthenticatiorfunction at different
times,“an in-band call back device operating after verifioa isnotan out
of-band device which is integral in providing verifican.” Defs.’Ex. 15 at
SF_714.

Similarly, during the prosecution of the 599 patepatent, the
patentee distinguished thkeaDue prior art, which disclosed “logically
definedcontrolchannels,” U.S. Patent No. 6,088,431, col. &7l including
an “authentication channeld. col. 8, ll. 52-53. The patentee argued that
the logically defined channels would not, in comdtiion withTuai, motivate
the patented invention because thi@med system involved “the extra step
of ... adding a completely separate authentication cedhmefs.’Ex. B at
SF 121

Finally, during the reexamination of thB99 parent patent,the
patenteesummarizedhis invention as “an ‘out-of-band network security
system having an authentication channel that isassed from an
information (i.e. ‘access’) channel and therefosenioninstrusive as the
authentication channel is carried over separatiitias than those used for
actual informatiortransfer.” Defs.’Ex. 19 at SF_994. In supportlod same
reexamination, He patenteealso submitted an expert declaration

distinguishing th&Voodhillprior art inter alia,as not disclosing “an ouxf-
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band authentication channel that is separate fraomaccess channel
because althoughWoodhill disclosed two channels, “both access and
authentication merge in the same network (like theernet).” Gabberty
Decl., Defs.’Ex. 20 at SF_1017.

In light of the specification’s clear and consistedefinition (as
reflected in thegprosecutionhistory), StrikeForce’s rebuttal argum entasil.
StrikeForcednsiststhat because the patents requaoenmunication between
theaccess and authentication channséx e.g, 698 patent, claim 2 (“the
security computer eceives the demand and login identification frone th
interception device”), the two channels necedgahare facilities.However,
that a security computer may receive data from th@nnels does not place
the security system into both channel€laim 1 upon which claim 2
depends, is clear thathile the “interception devic@s] in a first channel
the “security computefis] in a second chann.él

StrikeForcealso suggess that weightshouldto be accorded tohe
droppingof a narrover interpretation of “outof-band” that appeared in the
abandoned 297 application from the issued paten&eMPHJ Tech.
Investments, LLC v. Ricoh Americas Cor§47 F.3d 1363, 1369 (Fed. Cir.
2017) (“[1]t is the deletion from thé798 Provisional application that

contributes understanding of the intended scoptheffinal applicationr).
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During the prosecution of the 297 applicatidhe patenteenserted inthe
specificaton the admonitionthat “[a]Jn ‘outof-band’ operation is defined
herein as oneanducted without reference to the host computerany
database in the network.” Defs.”Ex. 13 at SF_6bfe “without reference”
sentencevas removed from the specification when the paterstgbmitted
the applications for theubsequentlissued patents.

In MPHJ, the Court found the deletion of the provisio@aalplication
step significant because ‘[t]hd73 Patent in its final form contains no
statement or suggestion of an intent to limit themss to the deleted ore
step operation.” 847 F.3dt 1369 In contrast, while the admonitory
language does not appeaerbatim in the patentsat issue herethe
specification continues to emphasize the physicalependence of the
authentication channel from the access chan®ele’698 patent, colb, Il
44-47 (“This is in contradistinction to present authieation processes as
the outof-band security networkO is isolated from the corporate network
38 and does not depend thereon for validating dt&d” col. 12 Il. 58-61
(“This is in contradistintion to present autim¢icationprocesses as the aut
of-band security networR40is isolatedrom the corporate networZ38and
doesnot depend thereofor validating datd); id. col. 14 Il. 4-7 (“The

security systemd20has two distinct and independearitannels of operation,
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namely, the access channeland the authenticahianmel.”). The persistent
emphasis on ‘isolat[ing]” thédistinct and independentauthentication
channel from the access channel in all the disdoembodiments also
traverse StrikeForce’s contention that the narrewdefinition wasonly

descriptive of the Figure 1A WAN embodiment and nbthe invention as a
whole?

Consistent with the patentee’s own definition arsé ofthe term“out-
of-band” in the specification and the prosecution d¢ngt the court will
construe “access channel”/ “first channel” as faformation channel that
is separate from and does not share any facilith whe authentication
channel;” and “authentication channel’/ “second@ihel’ as “a channel for
performing authentication that is separate from awoes not share any

facilities with the access channel.”

9 StrikeForce additionally asserts thatiring the prosecution of éh
297 applicationthe patentestruck a bargaimith the patent examinexnd
accepted the proposal to incorporatee broaderNewton’s definition.
Although the patentee noted that his own definitisn‘consistent” with
Newton’s 698 patent, col. 6, |. 189, he only acceptedewtors definition
to the extent thathe“agreeable portion of the definition is used.” EXx. 9
at SF_711. There is no evidence anywhere in the intrinsic rdcthat the
patentee eveacceptedhe ‘frequency channels” or “time slots” aspect of the
definition as appliedo hisown invention.
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‘multichannel security system/”*security system”

The terms “multichannel security system” and “sapuisystem”
appear in the preamble d&ll but one of the independentclaims.10
Defendants contend that these terms are limjtamguing that they should
be construed asa system that operates without reference to a host
computer or ay database in a network that includes the host aotap”
StrikeForce maintains that thhermsare notlimiting, but proposes in the
alternative thefollowing construction “a security system including an
access/first channel and an authentication/secdrashgel.”

Defendants’ proposed constructiemcorporatesthe language that
was removed from the 297 applicatiolthough defendants accurately
note that during prosecution the patentee distialgad prior arbasedon
the multichannel/oubf-band nature of the claimed inventiorsee
Catalina Mktg. Inil, Inc.v. Coolsavings.com, Inc289 F.3d 801, 808 (Fed.
Cir. 2002) (fC]lear reliance on the preamble during prosecution to
distinguish the claimed invention from the priot transforms the preamble
into a claim limitation because such reliance iradiés us®f the preamble to
define, in part, the claimed inventidi, the court agrees with StrikeForce

thatthe claim elementset outthecomprehensiveonstituent components

10 Claim 25 of the 698 claim does not recite a sefgusystem.
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or steps of the claied systems and methodsdependenbf the disputed
preambleterms see id.at 808 (“[A] preamble is not limiting ‘where a
patentee dines a structurally complete invention in the oldody and uses
the preamble only to state a purpose or intendes fas the invention.”
(citation omitted). That the claimed systesror method are“out-of-band”
is alreadycaptured by the incorporation of that requirement the
construction of the access and authentication cletihinserting the same
limitation into the preamble butsing different words is both redundant and
confusing. SeeO2 Micro Intern. Ltd. v. Beyond Innovation Tech. 621
F.3d 1351, 1364Fed. Cir.2008), quoting U.S. Surgical Corp. v. Ethicon,
Inc., 103 F.3d 1554, 1568 (Fed. Cir. 199The purpose of claimonstruction
Is to “clarify,” “not an obligatory exercise in redundancy.Thus, the court
will not construe the preamble’s recitation of a ulichannel security

system”/ “security system” ascaim limitation.

11 The two channel limitations appear in each clainatthecites a
“‘multichannel security system” or “security systém.
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ORDER
Thethree sets oflaim terms at issue will be construed for the jury
andfor all other purposgin a manner consistent with therulings of the
court.
SO ORDERED.
/s/ Richard G. Stearns

UNITED STATES DISTRICT JDDGE
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