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UNITED STATES DISTRICT COURT
SOUTHERN DISTRICT OF NEW YORK

THE BOSTON CONSULTING GROUP, INC., NO. 1:19¢ev-101564GS

Plaintiff, | s1/pyL ATED ORDER RE: ESI
v AND DOCUMENT PRODUCTION
: PROTOCOL
NCR CORPORATION,
Defendant.

NCR CORPORATION,
CounterclaimPlaintiff,
VS.
THE BOSTON CONSULTING GROUP, INC.,

CounterclaimDefendant.

This protocol (the “Protocol”) governs the search, processing, and production of
ElectronicallyStored Information ESI') andHardCopy Documentby the Parties during ¢h
pendency of this litigation.

A. Definitions

1. “Confidentiality Designation” means the lgend affixed to Documents as
“CONFIDENTIAL” or “HIGHLY CONFIDENTIAL —ATTORNEYS’ EYES ONLY”as
defined by, ad subject to, the terms of the Protective Order entered in this matdter (
information (regardless of how it is generated, stored or maintasnéahgible things that
qualify for protection under Eederal Rule of Civil Procedure 26(c). A ProducitygiRay
designate any Disclosure or Discovery Materidi@®NFIDENTIAL” if it contains or reflects

confidential, proprietary, comercially sensitie information, and/or private or confidential
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personal informationr “HIGHLY CONFIDENTIAL —ATTORNEYS’ EYES ONLY”if the
Producing Party believes, in good faith, that the “CONFIDENTIAL” informationaiastor
reflects information that is competitively commercially confidential to such an extent that its
disclosure is likely to cause significant economic harm to the Producing.P&adrythe
avoidance of doubt, nothing in this Protocol shall contradict or impair the Parties’ aught
obligations withrespect to any information designated@®ONFIDENTIAL” or “HIGHLY
CONFIDENTIAL —ATTORNEYS’ EYES ONLY” pursuant to the Protective Order.

2. “Document’ or “Documents means any writing however recorded, including
handwriting, typewriting, printing, photograimg, photocopying, transmitting by electronic mail
or facsimile, and every other means of recording upon any tangible thingyremgpff
communication or representation, including letters, words, pictures, sounds or symbols, or
combinations thereof, andiarecord created thereby, regardless of the manner in which the
record has been stored, and also specifically includes Electronicallg $téyemation and
Hard-Copy Documents. The Parties intend for the definition of Document or Documents to have
the lroadest possible meaning and expressly incorporate by reference thisodsfwfi those
terms contained in Plaintiff's First Set of Requests for the Production of Bamtandated
December 6, 2019, and Defendant’s First Request for Production of DocumBrasntiff,
dated January 16, 2020.

3. “Electronically Stored Information” or “ESI” means any Document or
Documents stored or transmitted in electronic foffhe Parties intend for the definition of
ElectronicallyStored Information or ESI to have the broadest possible meaning and expressly

incorporate by reference the definitions of those terms contained itifPtakrst Set of



Requests for the Production of Documents, dated December 6, 2019, and Defendant’s First

Request for Production of Documents to Plaintiff, dated January 16, 2020.

4, “Hard-Copy Document meansany Documengéxisting in paper form at the time
of collection.
5. “Hash Valu€' is a unique numerical identifier that can be assigned to a file, a

group of files, or a portion of a file, based on a standard mathematical algoritheddpghe
characteristics of thxt contained within the file or files.

6. “Include” and “Including” shall be construed to mean “include but not be limited
to” and “including, but not limited to

7. “Load Files” means electronic files provided with a production séde¢uments
and images used to load that production set ilReguesting Party’s Document review platform

8. “Metadata” meanghe information associated with each Document that is
identified in Attachment A

9. “Native Format” means and refers to the format of ESI in which it was generated
and/or as used by the Producing Party in the usual couitséboiiness and in its regularly
conducted activitiesFor example, the Native Formattan Excel workbook is a .xIs or .xslx file.

10.  “Optical Character Recognition’ or “OCR” means the process of recognizing,
and creating a file containing, visible text within an image.

11.  “Producing Party” means and refers to the Party upon whom a request for the
production of Documents is served.

12.  “Requesting Party means and refers to the Party that serves a request for the

production of Documents.



13. “Searchable Text means the text extracted generated using OCiRom ary
Document, whiclallows the Document to be electronically searched

B. Preservation

1. The Parties represent that they have issued litigation hold notices to individual
whom they reasonably believe to posgessvant Documeniand have establishegasonable
and proportionate procedures to ensure that those notices have been received, understood and
appropriately acted upon.

2. The Parties represent that they have taken reasonable and proportionate steps t
suspend or modify regular or automatic policies or practices that would retudtloss of
relevant Documents

3. The Parties shall havsecontinuing obligation to identify sourcesrefevant
Documents and to take reasonable and proportionate steps to preserve them.

C. Identification of Responsive ESI

1. A Producing Party shall undertake a reasonable inquiry to identify all sairces
ESI (e.g., email, workstations, mobile devices, electronic messaging tools) likely taicon
material responsive to a Requesting Party’s document requests (“Resgdoigices”).

2. The Parties agree that in responding to a Fed. R. Civ. P. 34 document request,
theywill meet and confer about methods and protocols, including the use of search terms and/or
other automated search and review technology, to search ESI in order to idehtifgtES
subject to production in discovery and filter out ESI that is not subject to discovery.

3. If a Producing Party identifies a Responsive Source that it does not intend to
search because the source is not reasonably accessible because of undue burgen for cost
any other reason, the Producing Party shall timely disclosentieation and set forth the

justification for not searching that Responsive Soufdee Parties shall timely meet and confer
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regarding any disputes regarding Besponsive Sources to be searclaed submit any
unresolved disputes to the Court for resolution.

D. Processing Specifications for ESI

1. De-Duplication A Producing Party may remove Documents identified as

duplicative based on MD5 or SHA-1 hash values of the full text of the Documents at tlye fami
level across custodians and sources. A Producing Party may use other reasohable tmet
remove duplicat®ocuments from production provided that method is disclosed to the
Requesting Party.

2. Email Threading The Parties are permitted to use commercially available email

threading tools to remove emails and their attachments where the contentsrathend its
attachments are wholly included within another email and its attachmentsetinat aemoved.
Upon request a Party will disclose the tool used for email threading.

3. De-NISTing. Nonruser generated files may be removed from review and
production using the list of namser generated files maintained by the National Institute of
Standards and Technology (NIST). Additional culling of system files based ortélesen
may include: WINNT, LOGS, DRVS, C++ Program File (c), C++ Builder 6 (cpp), Channel
Definition Format (cdf), Creatures Object Sources (cos), Dictionkarydic), Executable (exe),
Hypertext Cascading Style Sheet (css), JavaScript Source Code (js), tlcabel#® File(IPD),
Office Data File (NICK), Office Profile Settings (ops), Outlook &uWizard File (rwz), Scrap
Object, System File (dlIl), temporary files (tmp), Windows Error Dumppldiwindows Media
Player Skin Package (wmz), Windows NT/2000 Event View Log file (evthdPyScript files
(-py, -pyc, .pud, .pyw), Program Installers.

4, Embedded ObjectdNon-image files that are embedded in other files (‘Embedded

Objects”) shall be extracted as separate files and treated as attachments to tiizoparsant
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unless e Producing Party notifies the Requesting Party in writing otherwise Patties shall
meet and confer over any dispute with regard to the treatment of Embedded Objects.

5. Searchabl@ext Text must be extracted directly from the native electronicfile

ESlunless théocumentrequires redaction, is an image file, or is any other native electronic file
that does not contain text to extraeg(, nonsearchable PDFs), in which case Searchable Text
may be created using OCHExtracted text shall includdl comments, revisions, tracked

changes, speakemotes and text from Documents with comments or tracked changes, and
hidden worksheets, slides, columns and rostracted ¢xt from emails shall include all header
information that would be visible ihe email was viewed nativeiycluding: (1) the individuals

to whomthe communication was directg@) the athor of the email communicatio(B8) who

was copiedand blind copied on such email, (4) the subject line of thé e(Bathe date and time

of the email, and the names of any attachments.

6. Exception Files The Parties will useommercially reasonable efforts to address

Documents that preseptocessingr production problems (including encrypted and/or protected
files) (“Exception File¥. A Parl is not required in the first instance to produce Exception Files
it has been unable to resolve through commercially reasonable efforts éeatefd)tthe Parties

will meet and confer regarding any request to produce a log of all Exceptsrthak contains

the reasonably available Metadata for each Exception(B)l¢he Parties will meet and confer
regarding requests for the production of native versions of Exception Files; ambic)
reasonable request, the Producing Party will undertake rddsaaftorts to locate passwords for
specifically identified Documents. Exception Files that are attached to pa@wozuments will

be produced as a Batetamped placeholder TIFF bearing the legend, “This Document was

unable to be processédif the Paties cannot reach agreement on the handling of Exception



Files through the meet and confer process, the matter may be submitted aarthierC

resolution.
E. Processing Specifications for HareCopy Documents
1. General Hard-Copy Documents are to be scanned as they are kept in the

ordinary course of business. HFdard-Copy Documents found in folders or other containers
with labels, tabs, or other identifying information, such labels and tabs shallfmedaahere
reasonably practicablelhe Producing Party will use reasonable efforts to untemelCopy
Documents, meaning, avoiding merging distinct Haapy Documents into a single record, and
splitting a single HaredCopy Documeninto multiple records Original Documentorientation

(i.e., portrait v. landscape) should be maintained.

2. Searchable TextFor Hard-copyDocumentsSearchable Text shall be created
using OCR.
F. Production Format

1. General Except as otherwise provided herein, the Parties will produce

Documents in TIFF FormaiSpreadsheet&.., Excel files), imagdiles (with the exception of
PDF file types) audiofiles, and video files shall be produced in Native Format. A Requesting
Party may request the productiohNative Files of other Documentad., PowerPoint
Presentations) where the production of the Native File is reasonablyargdesthe Document’s
comprehension or use, and such request shall not unreasonably be denied.

2. TIFFs All TIFFs produced by any party in this matter will be single page Group
IV TIFF format with 300 dpi quality or better. TIFF files will be named accaydo the
corresponding Bates numbered imag&l.Documents that contain comments, deletiang
revision marks (including the identity of the person making the deletion or revisioheaddte

and time thereof), speaker notes, or other aségred data that the source application can
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displaywill be processeduchtha all that datas visiblein theimage. EachTIFF imagewill be
branded in théowerright-hand cornewith its corresponding Batesunber, and in théower
left-hand corner with it€onfidentiality Designation, ifany, usng aconsistenfonttype and
size. TheBatesnunber and Confidentialitipesignation mustot obgureany part of the
underlyingimage. If theplacement otitherBatesnunber or Confidentiality Designationwill
resultin obscuringheunderlyingimage, thalesignation should bplaced asearto that
position agpossiblewhile preservinghe undelying image.

3. Native Files. ForDocumentgproduced in Native FormaBatesstamped
placeholdelTIFF bearing thdegend This Documenthasbeen producedn Native Format” shall
also beproduced m the same wagsany other TIFF, including with therelevant Confidentiality
Designationjf any. Native Filesshall have a file name thatncludesthe Batesnumber. Any
Partyprinting the Native Filefor usein thismattershall append and ustne placeholder TIFFs
a mver sheet tothe Native File at all times.

4, LoadFiles. Productionswill include image load files in Opticonor IPRO format
and ncordance formatata (.datfiles with reasonablyavailable Metadataof all Documents
All M etadata willbe producedn UTF-16LE orUTF-8 as exportedoy commerciallyavalable
documenproduction tools.

5. Text Files A single text file containingthe Searchable Teghallbe provided for
eachDocument The textfile name shalbe the same abe Bateswumberof the firstpage ofthe
Documentwith theDocumentextension “.txt"suffixed. Filenamesshall not have anyspecial
character®r embeddedspaces. Searchable Texdhallbe provided in UTF-8 aexportedby

commerciallyavailabledocumentproduction tools.



6. DatabasesStructured, Aggregated @pplicationData. Forequestsn which

responsivenformation iscontained in alaabase ootherstructured oraggregated datsourceor
otherwisemantainedby an gpplication, he Partieswill use reasonabléestefforts to prodice
the data anavill meetand confer to determine arappropria¢ format. If the Partiescannotreach
agreementthe mattemaybe submittedto the Court forresolution.

7. Redactions Metadata wilbe provided forredacted Documeniastas for other
Documentsgxcept that text withirMetadatdields may be replacedwith theword “Redactet
for any information thats subjectto redaction. Redaadocumentsshall beidentified asuch
in the Metadata.

8. Color. PowerPoint fileshall be produced i color. OtheDocumentsvhere
colorisreasonablyecessaryo theircomprehension anse (e.g., Documentswith track changes
or emailswith colortext) shall be produced m color. Documents producen colorshall be
produced asingle-page JPGimageswith JPGcompression and lasigh qualitysettingasto not
degrade the originamage

9. ParentChild Relationships. &entchild relationshipgthe association between

anatachmentandits paent Document obeween embeddeddzumentsand theirmparent) shall
be preservethrough the production @h appropriatdMetadata field.

10. FamilyGroups A Documentand allotherDocumentsn its attachment range,
emailswith attachmentsnd files with extracted embedded OLBEocumentsll constitutefamily
groups. If any memberof a family groupis determined to beesponsiveéo aParty’s doaument
requeststhen allmembersof that group musilso be considered assponsive.

11. Production Media. fieProducingPartywill usethe appropriate electronioedia

(CD, DVD or hard drive)for its production, viherenecessaryand willuse high-capacitymedia



to minimizeassociated overhead.he Producing?artymay use arelectronic formof
transmissione.g., securdile transfer, foproductionswith avolumesize of lessthan 10 (.
The RoducingParty will label the physical mediawith the ProducingParty name mediavolume
name, and Dcumeninumberrange.

G. Privilege Log

1. The Producing Party shall provide the Requesting Party with a log of the
Documents withheld for privilege containing information sufficient to endigdriequesting
Party to evaluate the claims made, including the followmfigrmation: Custodian, From, To,
CC, BCC, Date, Basis for Withholding.g., Attorney-Client Communication), and Document
Description. In-house attorney names shall be designated with an astesgle oatinsel
attorney names will be designated watkdouble asterisk.

2. A single Document containing multiple email messages (h an email chain)
may be logged as a single entry. A Document fangity,(email and attachments) may be
logged as a single entry so long as the log entry accurately dedooitbethe email and its
attachment(s).

3. A party is not required to log redacted Documentshmiparties agre® respond
to reasonable requests for additional information regarding the basis fatiordan specific

Documents where the basis is unclieam the Document itself.

4, The Parties are not required to log privileged Documents created after [ecemb
31, 2019.
H. Expert Discovery

1. TheParties agree that expert disclosures, including each sgp&t reports,

shall comply with the requirements_of Federal Rule of (Rvdcedure 26(a)(2), except as

modified herein.
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2. NeitherPartymustpreserve, disclose (including expertdeposition testimonyr
in respons&o interrogatorie®r requestgor the production ofdoauments) or placeon a
privilegelog thefollowing documentor maerials: () any form of communication owork
productshared beveenanyexpertwitness, on the oneand, and theparty offering thetestimony
of such experwitness, then-houseor outsidelitigation counsel fosuch party, otheexpert
witnesses, notestifyingexpert consultantgnd/orthe expert witnessassistantsand/or clerical
or supportstaff, on theotherhand, unlesshe expertelied on theecommunication owork
productfor her/his final expertreportor opinionsbang offeredin this mater; (ii) an expert’s
notes orany other writingstaken or prepared byor for an expertwitness(includingwithout
limitation correspondenaar memosto orfrom, and notesf conversationsvith, theexpert’s
assistantand/or clerical orsupportstaff, otherexpertwitnesse®r nontestifying expert
consultants, ooneor moreattorneys forthe party offeringthe expertvitness),unlessthe expert
relied on thenotesor otherwritings for her/hisfinal expertreportor opinionsbeng offered in
this matter; or (iii) draft expertreports, drafstudies, ordraft work paperspreliminaryor
intermediatecalculations computationsor daaruns;or otherpreliminary, intermediateor draft
materialspreparedoy, for or atthe directionof anexpertwitness unlessheexpertrelied on
such materialor her/his finalexpertreportor opinionsbeng offered in thismatter.

3. The Paiies shall disclosethefollowing materialsin connectionwith dl expert
reports: (a) a list by Batesnunberof all doaumentsrelied upon bythetestifyingexpert(s);(b)
copiesof any materialsrelied upon bytheexpertnot previouslyproduced, to bédentified by
Batesnunberor asmilar mehod agreedto by theParties and(c) for anycalculationsappearing
in thereport, alldata andprogramsundelying the calculation, including alprogramsand codes

necessaryo recreate thealculationfrom the nitial (“raw”) data files.
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Limitations and Non-Waiver.

1. This Protocol applies to Documents produced on or after the date this Protocol is
fully executed

2. Nothing in this Protocol shall be interpreted to require disclosure of irr¢leva
information or relevant information protected by the attorclesnt privilege, workproduct
doctrine, or any other applicable privilege or immunity. The Parties do not waiadgattions
as to the production, discoverability, admissibility, or confidentiality of document&S&l.

J. General Provisions.

1. Any practice or procedure set forth herein may be varied by agreement of the
Partieswhichwill be confirmed in writing.

2. The Parties will meet and confer to resolve any dismgarding the application
of this Protocol before seeking Court intervention.

IT 1S SO STIPULATED.

So Ordered.

The parties shall comply with this Court's Individual Rules when requesting to file on ECF
documents or information designated confidential under seal.

The parties are advised that the Court retains discretion as to whether to afford confidential
treatment to redacted information in Orders and Opinions.

Dated: April 3, 2020

New York, New York 7 M /44 ﬂ

LORNA G. SCHOFIEL
UNITED STATES DISTRICT JUDGE

12



CADWALADER, WICKERSHAM & TAFT
LLP

Dated: April 4, 2020

/s/ Jason M. Halper

CRAVATH, SWAINE & MOORE LLP

Dated April 4, 2020

/s/ David R. Marriott

Jason M. Halper
Todd Blanche
Jared Stanisci

200 Liberty Street

New York, NY 10281
(212) 504-6000
j[ason.halper@cwt.com
todd.blanche@cwt.com
jared.stanisci@cwt.com

Attorneys for Plaintiff-Counterclaim
Defendant
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David R. Marriott
Yonatan Even

Worldwide Plaza

825 Eighth Avenue
New York, NY 10019
(212) 474-1000
dmarriott@cravath.com
yeven@cravath.com

Attorneys for Defendant-Counterclaim
Plaintiff



Attachment A

Field Definition Doc
Type
CUSTODIAN Name of person from where Documents/fileg All
were collectedr, in the case of non-human
sources, a short description of that soueog,(
“Shared Drive”).
BEGBATES Beginning Bates Number (production numb¢ All
ENDBATES Ending Bates Number (production number).| All
BEGATTACH First Bates number damily range (.e. Bates | All
number of the first page of the parent
Document).
ENDATTACH Last Bates number of family rangee(Bates | All
number of the last page of the last attachment
or, if no attachments, the Document itself).
PAGE COUNT Number of pages in the Document. All
APPLICATION Commonly associated application for the | All
specified file type.
NATIVE FILE LINK Thefile path or Documents provided in Natiy All
Format
TEXTPATH File path for OCR or Extracted Text files All
FOLDER Folder location of the @ail within the E-mail
PST/OST
FROM Sender E-malil
TO Recipient E-mail
CcC Additional Recipients E-mail
BCC Blind Additional Recipients E-mail
SUBJECT Subject line of amail. E-mail
DATESENT Date Sent (mm/dd/yyyy hh:mm:ss AM) E-mail
DATERCVD Date Received (mm/dd/yyyy hh:mm:ss AM)| E-malil
OUTLOOK TYPE Type of Outlook iteme.g., email, calendar Outlook or

item, contact, note, task.

similar systen
data

CONVERSATION ID

Identifier indicating the email thread to which
an email belongs

Outlook or
similar systen

HASHVALUE

Hash valued.g., MD5 or SHA-1).

All
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Field Definition Doc
Type

FILENAME Original file name at the point of collection | E-Document
FILEPATH Original file/path of the location where the it¢ E-Document

was located at the time of collection.
TITLE Internal Document property. E-Document
AUTHOR Creator of a Document E-Document
DATE CREATED Creation Date (m/dd/yyyy hh:mm:ss AM). | E-Document
LAST MODIFIED BY | Last person who modified (saved) a Docum¢ E-Document
LAST MODIFIED Last Modified Date (m/dd/yyyy hh:mm:ss | E-Document
DATE AM).
DOCUMENTTYPE Descriptor for the type of Documeriedoc” | All

for electronic Documents not attached to e-

mails;“E mail” for all emails;* Attach” for

files that were attachments terails; and

“Hard Copy” for HardCopy Documents.
REDACTED “Yes' for redacted DocumentSNo” for un All

redacted Documents.
REDACTIONBASIS | Basis of redactiofe.g., Attorney-Gient All

Communication, Attorney \Wk Product). If
more than one are contained in a Document
separate reasons by seroions.

PRODVOL Name of media that dawas produced on. All
CONFIDENTIALITY | Confidentiality level if assigned pursuant to  All
applicable Protective Order or stipulation.
TIMEZONE Timezone of data at time of Ingestion All
EXCEPTION “Yes for Documents that were processing All

extractions exceptions, blank/null if not present.

EXCEPTION REASON

Reason the item is flagged as an exception

All
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	3. De-NISTing.  Non-user generated files may be removed from review and production using the list of non-user generated files maintained by the National Institute of Standards and Technology (NIST).  Additional culling of system files based on file ex...
	4. Embedded Objects.  Non-image files that are embedded in other files (“Embedded Objects”) shall be extracted as separate files and treated as attachments to the parent Document unless the Producing Party notifies the Requesting Party in writing othe...
	4. Embedded Objects.  Non-image files that are embedded in other files (“Embedded Objects”) shall be extracted as separate files and treated as attachments to the parent Document unless the Producing Party notifies the Requesting Party in writing othe...
	5. Searchable Text.  Text must be extracted directly from the native electronic file of ESI unless the Document requires redaction, is an image file, or is any other native electronic file that does not contain text to extract (e.g., non-searchable PD...
	5. Searchable Text.  Text must be extracted directly from the native electronic file of ESI unless the Document requires redaction, is an image file, or is any other native electronic file that does not contain text to extract (e.g., non-searchable PD...
	6. Exception Files.  The Parties will use commercially reasonable efforts to address Documents that present processing or production problems (including encrypted and/or protected files) (“Exception Files”).  A Party is not required in the first insta...
	6. Exception Files.  The Parties will use commercially reasonable efforts to address Documents that present processing or production problems (including encrypted and/or protected files) (“Exception Files”).  A Party is not required in the first insta...

	E. Processing Specifications for Hard-Copy Documents
	E. Processing Specifications for Hard-Copy Documents
	1. General.  Hard-Copy Documents are to be scanned as they are kept in the ordinary course of business.  For Hard-Copy Documents found in folders or other containers with labels, tabs, or other identifying information, such labels and tabs shall be sc...
	1. General.  Hard-Copy Documents are to be scanned as they are kept in the ordinary course of business.  For Hard-Copy Documents found in folders or other containers with labels, tabs, or other identifying information, such labels and tabs shall be sc...
	2. Searchable Text.  For Hard-copy Documents, Searchable Text shall be created using OCR.
	2. Searchable Text.  For Hard-copy Documents, Searchable Text shall be created using OCR.

	F. Production Format
	F. Production Format
	1. General.  Except as otherwise provided herein, the Parties will produce Documents in TIFF Format.  Spreadsheets (e.g., Excel files), image files (with the exception of PDF file types), audio files, and video files shall be produced in Native Format...
	1. General.  Except as otherwise provided herein, the Parties will produce Documents in TIFF Format.  Spreadsheets (e.g., Excel files), image files (with the exception of PDF file types), audio files, and video files shall be produced in Native Format...
	2. TIFFs.  All TIFFs produced by any party in this matter will be single page Group IV TIFF format with 300 dpi quality or better.  TIFF files will be named according to the corresponding Bates numbered images.  All Documents that contain comments, de...
	2. TIFFs.  All TIFFs produced by any party in this matter will be single page Group IV TIFF format with 300 dpi quality or better.  TIFF files will be named according to the corresponding Bates numbered images.  All Documents that contain comments, de...
	3. Native Files.  For Documents produced in Native Format a Bates-stamped placeholder TIFF bearing the legend “This Document has been produced in Native Format” shall also be produced in the same way as any other TIFF, including with the relevant Conf...
	3. Native Files.  For Documents produced in Native Format a Bates-stamped placeholder TIFF bearing the legend “This Document has been produced in Native Format” shall also be produced in the same way as any other TIFF, including with the relevant Conf...
	4. Load Files.  Productions will include image load files in Opticon or IPRO format and Concordance format data (.dat) files with reasonably available Metadata for all Documents.  All Metadata will be produced in UTF-16LE or UTF-8 as exported by comme...
	4. Load Files.  Productions will include image load files in Opticon or IPRO format and Concordance format data (.dat) files with reasonably available Metadata for all Documents.  All Metadata will be produced in UTF-16LE or UTF-8 as exported by comme...
	5. Text Files.  A single text file containing the Searchable Text shall be provided for each Document.  The text file name shall be the same as the Bates number of the first page of the Document with the Document extension “.txt” suffixed.  File names...
	5. Text Files.  A single text file containing the Searchable Text shall be provided for each Document.  The text file name shall be the same as the Bates number of the first page of the Document with the Document extension “.txt” suffixed.  File names...
	6. Databases, Structured, Aggregated or Application Data.  For requests in which responsive information is contained in a database or other structured or aggregated data source or otherwise maintained by an application, the Parties will use reasonable...
	6. Databases, Structured, Aggregated or Application Data.  For requests in which responsive information is contained in a database or other structured or aggregated data source or otherwise maintained by an application, the Parties will use reasonable...
	6. Databases, Structured, Aggregated or Application Data.  For requests in which responsive information is contained in a database or other structured or aggregated data source or otherwise maintained by an application, the Parties will use reasonable...
	7. Redactions.  Metadata will be provided for redacted Documents just as for other Documents, except that text within Metadata fields may be replaced with the word “Redacted” for any information that is subject to redaction.  Redacted Documents shall ...
	7. Redactions.  Metadata will be provided for redacted Documents just as for other Documents, except that text within Metadata fields may be replaced with the word “Redacted” for any information that is subject to redaction.  Redacted Documents shall ...
	8. Color.  PowerPoint files shall be produced in color.  Other Documents where color is reasonably necessary to their comprehension or use (e.g., Documents with track changes or emails with color text) shall be produced in color.  Documents produced i...
	8. Color.  PowerPoint files shall be produced in color.  Other Documents where color is reasonably necessary to their comprehension or use (e.g., Documents with track changes or emails with color text) shall be produced in color.  Documents produced i...
	9. Parent-Child Relationships.  Parent-child relationships (the association between an attachment and its parent Document or between embedded Documents and their parent) shall be preserved through the production of an appropriate Metadata field.
	9. Parent-Child Relationships.  Parent-child relationships (the association between an attachment and its parent Document or between embedded Documents and their parent) shall be preserved through the production of an appropriate Metadata field.
	10. Family Groups.  A Document and all other Documents in its attachment range, emails with attachments and files with extracted embedded OLE Documents all constitute family groups.  If any member of a family group is determined to be responsive to a ...
	10. Family Groups.  A Document and all other Documents in its attachment range, emails with attachments and files with extracted embedded OLE Documents all constitute family groups.  If any member of a family group is determined to be responsive to a ...
	11. Production Media.  The Producing Party will use the appropriate electronic media (CD, DVD or hard drive) for its production, where necessary, and will use high-capacity media to minimize associated overhead.  The Producing Party may use an electro...
	11. Production Media.  The Producing Party will use the appropriate electronic media (CD, DVD or hard drive) for its production, where necessary, and will use high-capacity media to minimize associated overhead.  The Producing Party may use an electro...

	G. Privilege Log
	G. Privilege Log
	1. The Producing Party shall provide the Requesting Party with a log of the  Documents withheld for privilege containing information sufficient to enable the Requesting Party to evaluate the claims made, including the following information:  Custodian...
	1. The Producing Party shall provide the Requesting Party with a log of the  Documents withheld for privilege containing information sufficient to enable the Requesting Party to evaluate the claims made, including the following information:  Custodian...
	2. A single Document containing multiple email messages (i.e., in an email chain) may be logged as a single entry.  A Document family (e.g., email and attachments) may be logged as a single entry so long as the log entry accurately describes both the ...
	2. A single Document containing multiple email messages (i.e., in an email chain) may be logged as a single entry.  A Document family (e.g., email and attachments) may be logged as a single entry so long as the log entry accurately describes both the ...
	3. A party is not required to log redacted Documents but the parties agree to respond to reasonable requests for additional information regarding the basis for redactions on specific Documents where the basis is unclear from the Document itself.
	3. A party is not required to log redacted Documents but the parties agree to respond to reasonable requests for additional information regarding the basis for redactions on specific Documents where the basis is unclear from the Document itself.
	4. The Parties are not required to log privileged Documents created after December 31, 2019.
	4. The Parties are not required to log privileged Documents created after December 31, 2019.

	H. Expert Discovery
	H. Expert Discovery
	1. The Parties agree that expert disclosures, including each side’s expert reports, shall comply with the requirements of Federal Rule of Civil Procedure 26(a)(2), except as modified herein.
	1. The Parties agree that expert disclosures, including each side’s expert reports, shall comply with the requirements of Federal Rule of Civil Procedure 26(a)(2), except as modified herein.
	2. Neither Party must preserve, disclose (including in expert deposition testimony or in response to interrogatories or requests for the production of documents), or place on a privilege log the following documents or materials:  (i) any form of commu...
	2. Neither Party must preserve, disclose (including in expert deposition testimony or in response to interrogatories or requests for the production of documents), or place on a privilege log the following documents or materials:  (i) any form of commu...
	2. Neither Party must preserve, disclose (including in expert deposition testimony or in response to interrogatories or requests for the production of documents), or place on a privilege log the following documents or materials:  (i) any form of commu...
	3. The Parties shall disclose the following materials in connection with all expert reports:  (a) a list by Bates number of all documents relied upon by the testifying expert(s); (b) copies of any materials relied upon by the expert not previously pro...
	3. The Parties shall disclose the following materials in connection with all expert reports:  (a) a list by Bates number of all documents relied upon by the testifying expert(s); (b) copies of any materials relied upon by the expert not previously pro...

	I. Limitations and Non-Waiver.
	I. Limitations and Non-Waiver.
	I. Limitations and Non-Waiver.
	1. This Protocol applies to Documents produced on or after the date this Protocol is fully executed.
	1. This Protocol applies to Documents produced on or after the date this Protocol is fully executed.
	2. Nothing in this Protocol shall be interpreted to require disclosure of irrelevant information or relevant information protected by the attorney-client privilege, work-product doctrine, or any other applicable privilege or immunity.  The Parties do ...
	2. Nothing in this Protocol shall be interpreted to require disclosure of irrelevant information or relevant information protected by the attorney-client privilege, work-product doctrine, or any other applicable privilege or immunity.  The Parties do ...

	J. General Provisions.
	J. General Provisions.
	1. Any practice or procedure set forth herein may be varied by agreement of the Parties, which will be confirmed in writing.
	1. Any practice or procedure set forth herein may be varied by agreement of the Parties, which will be confirmed in writing.
	2. The Parties will meet and confer to resolve any dispute regarding the application of this Protocol before seeking Court intervention.
	2. The Parties will meet and confer to resolve any dispute regarding the application of this Protocol before seeking Court intervention.


