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INTHE UNITED STATESDISTRICT COURT
FOR THE EASTERN DISTRICT OF TEXAS
MARSHALL DIVISION

TQP DEVELOPMENT, LLC, 8
8

Plaintiff, 8

8

V. 8 CASE NO. 212-CV-180WCB

8

8

INTUIT INC., 8
8

Defendant. 8

MEMORANDUM OPINION AND ORDER

Before the Court isa motion for summary judgment of patent invalidityfiled by
defendants Intuit Inc. and the Hertz Corporatiokt. No. 158),a motion for smmaryjudgment
of lachesfiled by the Hertz Corporatiofpkt. No. 159), and a motion for summary judgment of
non-4nfringement under the doctrine of divided infringembiad by defendants Intuit Inc. and
the Hertz Corporation (Dkt. No. 160)For the reasons set forth beloail threemotions for
summary judgment afleENIED.
[. Invalidity

A. Background

TQP Development, LLC, sued Intuit and Hertz for infringement of U.S. Patent N
5,412,730 (“the '730 patent”). TQP asserts tinat defendants’ accused websites infringe the
730 patent based on their use of the SSL and/or TLS internet security protocols inat@nbi

with the RC4 encryption algorithm.The cefendants contend that the '730 patent is invalid
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because it is anticipated kite Notes product (popularly known as Lotus Notes) that was
developed by Iris Associates (“Iris”) and sold to Lotus Development Corpordtiotug”) in

the late 1980s.The defendants presemivo theories ofanticipation. First, they argu¢hat the
asseted claims of thé730 patentareinvalid based on the “erale bar” of 35 U.S.(8 102(b).

In particular, theycontendthat theNotes product, implemented withe RC4 algorithm was the
subject of a sale or offer for sateore than a year before thkng date of the application that led

to the’730 patent Second, they argue thtte asserted claims of th&30 patent aranvalid
under the' prior-invention rulé of 35 U.S.C8 102(g),becausehe inventionclaimedin the "730
patent was first inveed by anotheperson, who did not abandon, suppress, or conceal it.

The parties do not dispute that the Notes product incorporating RC4 meets all the
elements of the assertadlependentlaim, as required for anticipation under section 10Rey
disagre, howeverabout(1) whether Notes incorporating RC4 was the subject of a commercial
sale or offer for salenore than one year before the filing date of the patent application for
purposes of section 102(b); (2) whether Notes incorporating RC4 was “rea@dotipg’more
than one year before the filing date of the patent application, for purposesiaf 46&(b); and
(3) whether the prior invention of Notes incorporating RC4 was suppressed or ednedhin
the meaning of section 102(gBecause the Court determines that the defendants have not met
their burden on summary judgment to establish invalidity under section 102, inisaesisary to
further inquire into whethreNotes with RC4 meets the limitations of the asserted dependent

claims.



B. Section 102(b): The On-Sale Bar
The “onsale bar” rule is set forth in the portion of section 102(b) that provides that a
person shall not be entitled to a patent if the invention was “on sale in this country, more than
one year prior to the date of the application for patent in the United States.” 35 U.S.C. § 102(b)

(2006)! The Supreme Court iRfaff v. Welk Electronics, Ing.525 U.S. 55, 6B8 (1998),

established a twpart test for determining when the-sale bar of section 102(b) operates to
invalidate apatent. First, the product whose sale is claimed to be invalidating must have been
“the subject of a commercial offer for saleiore than one year prior to the date of the patent
application Id. at 67. In thigegard the date one year pritw the patent application is referred
to as thé'critical date” for purposes of assessing the validity of the pat8egid. at 57.

Second, the inventioembodiedin the invalidating producimusthave beerfready for
patenting” before the critical dat&eePfaff, 525 U.S. at 67 A party cansatisfythe second gt
of the Pfaff test with “proof of reduction to practice before the critical dateiith proof that
before the critical date thaventorof the invalidating producthad prepared drawings or other
descriptions of the invention that were sufficiently specific to enable arpskdled in the art to
practice theinvention.” 1d. at 67#68. Although an invention need not be ready for patenting
before the commercial offer for salthere can be no offer for sale of an invention “until such

time as the invention is conceived.” August Tech. Corp. v. Camtek, Ltd., 655 F.3d12388,

(Fed. Cir. 2011) In order for apatentclaim to beanticipatedunder the orsale bar“each and

! The language of section 102 was significantly amended by the iSrafty America
Invents Act (“AIA”), Pub. L. No. 11229, 125 Stat. 284 (2011). However, the former version of
section 102 applies to this case because the AIA amendments to section B0@nappo
patents with an effective filing date of March 16, 2013, or laBeid. 8 3(n), 125 Stat. at 293;
Solvay S.A. v. Honeywell Int'l Inc., 742 F.3d 998, 1000 n.1 (Fed. Cir. 2014).
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every limitation” of the claimmust be found “either expressly or inherently in the device or

process that was sold.” _Minton v. Nat'| Ass’'n of Sec. Dealers, Inc., 336 F.3d 1373, 1376 (Fed.
Cir. 2003) (internal quotation mks omitted)

1. Whether the Prior Invention Was On Sale Prior to the Critical Date

The application leading to the '73fatent was a continuation in part of an application
filed on October 6, 1989. Therefore, even though the defendants do not concede that the '730
patent is ultimately entitled to that application’s critical date, the parties agree toaeO6,
1988, is the earliest possible critical date and should be deemed the cotiealt daie for
purposes of the present motion.

The defendants asséhatthe source code for the versionNdtesthat incorporatedRC4
was sold byris to Lotusbefore that critical date. The sale, tkey contend,occurredas early as
December 7, 1984vhen Iris and Lotus d¢eredinto a “Development and Optiongkeement
At the time of that agreementris was developing theourcecode for Notes. Tdagreement
granted Lotus the option to buy the Notes source code from3eeDkt. No. 1589. According
to the defendants, Lotus exercis@éd option on January 6, 188 As a result, thé&lotes source
codewas delivered to Lotus no later than the spring of 1988. The defendants contend that the
source code that was delivered at that time includeaode for the RC4 encryption feature.

In response, TQRBRrgueghat thealleged Januar$988 sale could not have been a sale of
an invalidating product because RC4 had not yet been implemented inallttas time. TQP
asserts that Iris did not have possession of RC4 in January 198&aivis never hadghts to
sell theRC4 source code, which was developed by a third party. TQP points to the lack of any

contracts between Iris and Lotus that menttwtransfer of RC4 or its source code. According



to TQP, the only evidence that establishes a sale of NutegoratingRC4 is the evidence of
the first commercial sales that occurred in December 1989thpoelease of otus Notes to the
public.

The recordreveals that there is genuine dispute of fastith regard to whether Notes
with RC4 wasthe subject of a saler offer for salebefore the critical date. The Development

and Option Agreement granted Lottige right to purchase the source code “for fiNetes]

Softwaredeveloped by Iris” (emphasis added) pursuant to the agree®@eeldkt. No. 1589, at
3, 11. RC4, howeverwas not “developed by Iri§ it was developed bpr. Ron Rivestat his
company RSA Data Security, Inc. Dkt. No. 1580, at3-4. Iris employee Alan Eldridge, who
requested thaDr. Rivest develop th algorithm that became RC4 and who subsequently
incorporated . Rivests algorithm into Notes, testifieid an earlier case brought by TQP that
heincorporated thsource code he received from RSA without making any changes to it. Dkt.
No. 15811, at 89. Mr. Eldridge also testified that Iris did not own the RC4 code and that RSA
retained all the rights to that cod®&kt. No. 1714, at4. In fact, Mr. Eldridge testified that he
was the onlypersonat Iris who was allowed to see the source codBkt. No. 15811, at8.
Evidence adduced by TQP tendstmwthat Lotus’s right to use RC4 Motesstemmed from a
licensing agreement between Lotus &8A, not from the sale of the RC4 source codeaas
component of the Notes product developed by Iris. Dkt. No. 1@144,

TQP has pointed to evidence that whatever was sold to Lotus did not incluagthe¢o
the RC4 source code, even lifis had integrated the RC4 source code iNmies with the
expectation that Lotus would obtain a separate license from RSAsérf the RC4 code

Because there is evidence indicating that only the Notes source-notthe embedded RC4



source code-wasthe subject of the disputed sale from Iris to Lotus, a reasonable jury could find
that the sale was ntte sale of a product thabntained each element of the disputed claims of

the '730 patent.SeeScaltech Inc. v. Retec/Tetra, L.L,A.78 F.3d 1378, 1383 (Fed. Cir. 1999)

(the invalidating inventionhiat was offered for sale must meet each limitabbthe disputed
patent claimyf For that reason, the defendants are not entitled to summary judgment on-the “on
sale bar” issue.

2. Whether the Prior Invention Was Ready for Patenting Before the Critical Date

Unlike the question whether the invention was on sale before the critical dageisther
genuine dispute of material fag$ to whether thBlotesproduct,incorporating RC4was ready
for patenting prior to the critical date

As an initial matterthe evidence establishes that RC4 was ready for patenting prior to the
critical date. In April 1988, Dr. Rivest submittedhe RC4 source code to the National Security
Agency for export authorization associated with the Notes prod@esDkt. No. 15820, at 35.
Dr. Rivest testified that he “would not have submitted an incomplete or untestathaigorithe
NSA for review” and that “[a]t the latest, the RC4 algorithm was complete aled tab

successfully perform encryption and decryptiby April 1988. Id. at 4 Dkt. No. 15810 at 4°

2 The cefendants have not asserted that the licensing of RC#ttes by RSA was a
“sale” within the meaning of section 102(bgeeTQP Dev, LLC v. Merrill Lynch & Co, No.
2:08<cv-471, slip op. at 8 (E.D. Tex. July 18, 2012), ECF NB62 (holding that summary
judgment was improper because there were factual issues regarding whether sthaidran
between RSA and Lotus was a “sale” within the meaning of section 102(b)).

3 Although Dr. Rivest's declaration states that the RC4 algorithm was completeriby Ap
14, 1998, at the latest, Dkt. No. 188, at 4, the context of the declaration and his deposition
testimony, Dkt. No. 1580, at 4, make clear that “1998” was a typa meant to refer to 1988.
TQP has not argued otherwise.



Additionally, the evidence establishes that Dr. Rivest's RC4 code was not sulistattered
when it was integrated with the Notes code. Dkt. No. 158-11, at 8-9; Dkt. No. 158-7, at 20.

As for the conbination of Notes and RC4, Iris founder Raymond Ogia¢esthat RC4
wasintegrated with Notes no later than the spring of 1988. Dkt. No.71887, 10-11. Alan
Eldridge, the Iris employee who was responsible for integrating ties&@rce code inthlotes,
statesthat the RC4 code was incorporated into Notes in February 1988. Dkt. N&11886.

The evidencalsoshows that Notes beta testers were using a version of Notes that included RC4
by mid-1988. Dkt. No. 158-7, at 14.

TQP asserts that tlevidence that RC4 was incorporated into Notes by the spring of 1988
is insufficient because the Notes product was still in a developireerd betaesting phase at
that time. Thereforegccording to TQP, the version of Notes thais in existencen the spring
of 1988was not a final product. TQP’s argument, however, misconstrues the meaninglgf “rea
for patenting.” An invention that has been reduced to practice is ready foriqatd?fiaff, 525
U.S. at 67. In order for an invention to be reducéd practice it does not need to be
implemented in a final commercial product. faet, reduction to practice is an event tlditen
precedes the creation of a commercial prodnctfrequently occurs long befotee commercial

embodimenbf the inventions developed, tested, anelady for marketing See, e.g.Flex-Rest,

LLC v. Steelcase, Inc.455 F.3d 1351, 1359 (Fed. Cir. 2006) (more thannsixth period

between reduction to practice and commercialization as the result of “relesstegds to bring

the invention to market”); Dow Chem. Co. v. AsWalcour, Inc, 267 F.3d 1334, 1343 (Fed.
Cir. 2001) B0-month period between reduction to practice and commercialization during which

prior inventor procured financing and addressed safety consideratidmsjefore, evidence that



Notes was not in its final commercial form at the time RC4 was integrated with it iprihg of
1988 does not by itself create a genuine issue of material fact regarfugtigewthe invention
that wouldanticipatethe '730 patet was ready for patenting at that time.

TQP has failed to point to any evidence that would tend to establish that the version of
Notes incorporating RC4 thavas in existencen the spring of 1988 did not embody the
invention disclosed in the '730 patent. The Court thereforeludeshat there is no genuine
dispute of material factregarding whether the invalidating invention embodied by Notes
incorporating RC4 was ready for patenting before the critical date.

C. Section 102(g): Invention Previously Madein the United States

A patentclaim is also invaliddue to anticipatiornif the invention disclosed in thgaim
“was made in this country by another inventor who hadabandoned, suppressed, or concealed
it.” 35 U.S.C. § 102(g) (20086).

In order to prove thaheinvention was made by a prigrventor,the party challenging
validity must showby clear and convincing evidentteat the prior inventogitherwas the first to
reduce the invention to practice or was the first to conceive of the invention and theseelxerci

reasonable diligence in reduciitgo practice. Fox Grp., Inc. v. Cree, Inc., 700 F.3d 1300, 1304

(Fed. Cir. 2012). Oncethe party challenginghe patent’s validity “has proven by clear and
convincing evidence that the ‘invention was made in this country by anioiemtor, the
burden of productiorshifts to the patentee to produce evidence sufficient to create a genuine
issue of material fact as to whether the prior inventor has suppressedealedribe invention.”

Apotex USA, Inc. v. Merck & Co., 254 F.3d 1031, 1037 (Fed. Cir. 20fitgtion omitted)




There are two ways a patentee can showalmaior inventor has suppressed or concealed
an invention._Fox Grp., 700 F.3d at 130Bhe more direavayis to showthatthe prior inventor
actively and intentionally suppressed or concealed the inventthn.“Intentional suppression
occurs when an inventor ‘designedly, and with the view of applying it indefinitety a

exclusively for his own profit, withholds his invention from the publicFlex-Rest, LLC v.

Steelcase, Inc455 F.3d 1351, 1358 (Fed. Cir. 2006), quoting Paulik v. Rizkalla, 760 F.2d 1270,

1273 (Fed. Cir. 1985) (en banéujikawa v. Wattanasjmd3 F.3d 1559, 1567 (Fed. Cir. 1996)

(“Intentional suppression . . . requires more than the passage of time. Itgexdence that
the inventor intentionally delaydiing [for a pateritin order to prolong the period during which
the invention is maintained in secfet The second way patentee carshow that a prior
inventor suppressed or concealed the inventdo offer evidenceof an unreasonable delay in
making the invention publicly knownwhich can lead tcan inference of suppression or
concealmentFox Grp., 700 F.3d at 1305; Apotex, 254 F.3d at 1038.

Once the patentee has nitstburden of production, “the party alleging invalidity under
§102(g) must rebut any alleged suppression or concealment with clear and convirsemgevi
to the contrary.” Apotex 254 F.3d at 1038 Delayin publicly disclosing an inventiomay be
excused “upon proof that the first inventor engaged in reasonable efforts to bring thi®mte

market,” Checkpoint Sys., Inc. v. U.S. Int'l Trade Comm’n, 54 F.3d 756, 762 (Fed. Cir.,1995)

or proof that the delay was otherwise reasonat#e Fujikawg 93 F.3d at 1568 The party
challengingthe patenbears the ultimate burden pifoofin establishingnvalidity. Apotex 254

F.3d at 1037-38.



1. Whether the Prior Invention Was Suppressed or Concealed

TQP has notsubstantively disputethat the invention disclosed in the '730 patent was
first made in this country by anothér See35 U.S.C. § 102(g).Instead, the parties disagree
aboutwhether theprior invention was suppressed or concealed from the public.

The cefendants arguthatthe prior invention was not suppressed or concealed because
Iris and Lotus were “engaged in activities to commercialize the Notesqirfydm at least the
spring of 1988 until its first copy was sold to the general public in December of 1989.” Those
activities included demonstrations and discussions witMicrosoft and beta testing of Notes
with application partners such as Reuters. Dkt. No-7,%810-11,15 18 The discussions with
Microsoft, which included some discussionbtes’ encryption features, were not even secret,
according to the efendantsbecause Microsoft was not subject to a nondisclosure agreement.
Id. at11-12 The defendantdurtherassert thathe use of RC4 in Notes was not secaed that
the tradesecet status of ththumanreadable source code for the particulars of the mathematical
algorithm usedn RC4” is irrelevantbecause public knowledge of the use of RC4 is enough to
show thatit was notsuppressd or concead The defendants furthexssertthat Microsoft or
Reuters, which were provided with the Notes product pridtstoelease, could have reverse

engineeredhe details of RC4, even though there is no evidence thaattegllydid so.

* Even if TQP were to make such an arguméniyould fail. The Court has already
determinedhat there is no genuine issue of material fact that the prior inveméisfready for
patenting” befoe theOctober 6, 1988, critical date under section 102(b) because the version of
Notesthat incorporated RC4 had been reducedréatrebefore that datelnasmuch ashere is
no factual disputes towhetherthe prior invention was educed to practice before the critical
date, there is necessarily no factual dispute awhether the invention wasmade. . . by
another’before theDctober 6, 1989, priority date&SeeFox Grp., 700 F.3d at 1304.
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TQP has offered evidence that RC4 was lept tradesecretby Dr. Rivest and RCA

and that it wapublicly disclosednly after a hacker reverse engineered the algorithm and posted

the results to a website in 1994&eeDkt. No. 1714, at 8,17. TQP has alsshown that the

relaionships between Iris, Lotusand RSA were the subjecbf multiple confidentiality

agreementsSeeDkt. No. 1715. For example hie licensing agreement between Lotus and RSA

for the use of RC4 iNotesprovidedthat Lotus would kep the source code confidentiial, at 9,
as did a nondisclosure agreement between Iris &&d i. at 13. Indeed Mr. Eldridge testified
that he was the onlgersonat Iris who was allowed to see tR€4 code, Dkt. No. 1581, at 8
andevenhe was allowed to do sanly after agreeingnot to obtain employmeninplementing
“crypto layer” code for 20 years, Dkt. No. 171-4, at 5.

With respect to the disclosures made to Microsofticivhwas not subject toa
nondisclosure agreemetie evidence does nokearly establishthat the details 0RC4 relevant
to the '730 patent were disclosed. Instead, Raymond Ozzie, the founder oftlfisdtdsatthe
discussions between Iris and Microsoft about encryption did not cotieeaigorithm itself, but
concernedhe use of the algorithm in NoteSeeDkt. No. 158-7,at 12. Mr. Ozzie testified that
Iris probably told Microsoft that it was using a “really fast stream ciphsporething like that”
in Notes. Id. Drawing all inferences in TQP’s favahat testimony does not establish that the

portions of RC4 relting to the claims of the 730 patent were discussed with Microsoft.

With respect to the trade secret status of RC4defendants have offered some evidence

that the secret part of RC4 was not the algorithm itself, but the softvehr@gees that allowed
the algorithm to run quickly. Dkt. No. 188l, at 8, 1(Qtestimony of Mr. Eldridge) However,

their evidence does not establitat the aspects of RC4elevant to the '730 patéatclaims

11



werenot part of RCA’s trade secrduringthe relevant time Furthermore, TQP has pointed to
testimony tending to establish that “the algorithm” for RC4 was never officialbased by
RSA. Dkt. No. 174, at 4. IndeedMr. Eldridge himself testified that he had “no evidence one
way or the othr” as to whether RSA evefficially released the RC4 algorithm. Sde

The dfendantsare correct that, absent an unreasonable ddlere can beno
suppression or concealmdny a prior inventor”if the prior inventor takes affirmative steps to
makethe invention publicly known."Theyadd, howeverthat in taking those affirmative steps
the prior inventor makes the invention publicly known even if he doedlisatose the “inner
workings” of the invention to the public. To support that legal pritiposthe defendants cite a

1987 district court case from the District of Delaware, Friction Brnads., Inc. v. E.l. DuPont

de Nemours & Co., 658 F. Supp. 998, 1.a#3(D. Del. 1987)aff'd, 883 F.2d 1027 (Fed. Cir.

1989) (nonprecedentiatlecision) The Federal Circuit, however, has not drawn that distinction.
Thecircuit courthasmade clear tha finding of suppression and concealnremjuires evidence

of the inventor’'s unreasonable delay in makKitige invention” publicly known. SeeFox Gp.,
700F.3d at 1305 When the “inner workings” are the essence ofitivention, it is those “inner
workings” that must not be suppressed or concealed in order for the invention to be prior art
under section 102(g).

Thatprinciple is consistent witithe FederaCircuit’'s decision inLockwood v. American

Airlines, Inc, 107 F.3d 1565 (Fed. Cir. 1B onwhich the defendants rely to support their

argument that the details of the RC4 code are irrelevaritockwood,the Federal Circuit found
that AmericanAirlines’ SABRE eservation system was prior #rat could be used to invalidate

the patet at issue in the casélhe court rejected the patentee’s argumentdhatskilled in the

12



art would not be able to build and practice phier inventionwithout accesgo the secret aspects
of the SABRE system because “public use of the hitgvel aspects of the SABRE system was
enough to place thelaimedfeatures of th¢disputed]patent in the public’s possessionid. at
1570 (emphasis in original). The cbexplained that the patentee abulot rebut that point with
evidence “that othemnclaimedaspects of the SABRE ggsn,” i.e., the inner workingsyere

not publicly available Id. (emphasis in original).SeealsoDey L.P. v. Sunovion Pharm., Inc.

715 F.3d 1351, 1359 (Fed. Cir. 2013) (reversing summary judgmeivalidity under the
public-useprong of section 102()ecause “a reasonable jury could conclude that if members of
the public are not informed of, and cannot readily discern, the claimed features of theimvent
in the allegedly invalidating prior art, the public has not been put in possession of those
features).®

In summary,the defendants have faileto show that there is nadisputed issue of
material factas to whether the prioiinvalidating inventionwas abandoned, suppressed, or
concealed under section 102(ghhey have also failed to establish that the prior invention was
“on sale” within the meaning of 102(b)The defendants motion for summary judgment of

invalidity of the '730 patent is therefore denied.

®> The defendants rely on the Federal Circuit’s staterimerf.l. du Pontle Nemours &
Co. v. Phillips Petroleum Co., 849 F.2d 1430, 1436 n.5 (Fed. Cir. 1988), that just because work
is secret does not necessarily mean that it had been “abandoned, suppressesbtedcd The
court made that statement in the context of rejecting the argument that matteprismart for
obviousness purposes if it was unknown to researchers in the field. The statemerdléevant
to the question whether there has been intentional suppression or concealment.
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[l. Laches
A. Background

The '730 patent issued toventorMichaelJones on May 2, 1995, and expired on May 2,
2012. After it issued, Mr. Jones assigned the patams®mployer, Telequip Corporation. Dkt.
No. 1703. At least while Mr. Jones was employegTelequip, the company was not actively
involved in seeking out infringers of the '730 patent. Dkt. No.-1/74t 1112. The
cryptography divisiorof Telequip—referred to as the “Secure Coprocessing Divisientas
shut down by 1997 so that Telequip could focus on its coin-dispensing business. Dkt. No. 170-4,
at 3 Dkt. No. 1705, at 4; Dkt. No. 17®, at 3. When that division was shut down, Mr. Jones
disconthued his employment with Telequip so that he could start another company, although he
remained acorporate directoand shareholdeof Telequip. Dkt. No. 17®, at 4. In 2006,
Telequips assets, including the '730 patewgresold to CraneCorporation. Dkt. No. 1706, at
4. Plaintiff TQP purchased the 730 patent from Crane in 20d@8at 67. TQP began filing
infringement suitsasserting the 730 patenh 2008, although it did nosue Hertz until
November 2012.The accusedHertz websitedbecame pblicly available starting in May 1998,
with the last accusedebsite coming online iMarch 2011.

Hertz asserts that TQP is barred froecovering presuit damages undéhe equitable
doctrine of laches becaushe owners of the '73(patent unreasonably delayed asserting
infringemen, thereby prejudicing Hertz. According to Herthere is no genuine issue of
material factbearing on the availability dhe defense of lachesMoreover, Hertz points otihat
because the suit agairt$ertz was not filed until after tH&30 patentexpired, lachesvould be a

complete defense for Hertz.
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B. Legal Principles
Laches is an equitable defense that precludes a plaintiff from seeking peesafes

based on his unreasonable delay in bringing s&ieeA.C. Aukerman Co. v. R.L. Chaides

Constr. Co., 960 F.2d 1020031 1041(Fed. Cir. 1992) (en banc)To invoke the defense of
laches, the defendamtust prove (1) that the “plaintiff delayed filing suit for an unreasonable and
inexcusable length dime from the time the plaintiff knew or reasonably should have known of
its claim against the defendant”; and (2)e delay operated to the prejudice or injury of the
defendant.” Id. at 1032. There is a presumption that those elemeniacbésare etablished
“upon proof that the patentee delayed filing suit for more than six years afteal act
constructive knowledge of the defendant’s alleged infringing activity.’at 103536. Once the
presumption applieshe burden of production shifts tiet plaintiff, who must introduce rebuttal
evidence showing "an excuse for the delay or that the delay was reasonableivorg that the
defendant suffered neither defense eoonomic prejudiceld. at 1038. The ultimate burden of
persuasion to estabh the affirmative defense of laché&®weverrests with thedefendant Id.
Even wha thedefense ofachesis establishedit does not automaticalllgar the plaintiff's suit.
Rather, “[tlhe application of the laches defense is discretionary, and asitbleguonatter, the
district court is to look to all the facts and circumstances of the case and weggjuities of the

parties.” Gasser Chair Co., Inc. v. Infanti Chair Mfg. Corp., 60 F.3d 770, 773 (Fed. Cir. 1995).

The period of delay in bringing suit begins at the time the patentee or his psedenes
interest “has actual or constructive knowledge of the defendant’s potentiallpgindy

activities.” Wanlass v. Gen. Elec. Co., 148 F.3d 1334, 1337 (Fed. Cir. 1888Eastman

Kodak Co. v. Goodyear Tire & RubbenC114 F.3d 1547, 1559 (Fed. Cir. 1997A patentee

15



cannot avoid the consequences of his laches by transferring the pasrbQatedon other

grounds,Cybor Corp. v. F& Techs. Inc, 138 F.3d 1448, 1455 (Fed. Cir. 199BP Engine,

Inc. v. AOL Inc., 915 F. Supp. 2d 73643 (E.D. Va. 2012)“[I]t is settled law in the United

States ‘that in determining the length of delay, a transferee of the patent mest e
cormsequences of the dilatory conduct of immediate and remote transfgrors.’

Because constructive knowledge triggers the start of the laches phiektees have a
duty to police their rights.Gen. Elec, 148 F.3d at 1338. The extent of that duty, and thus the
guestion whether a patentee is deemed to have constructive knowledge of alleggthgnfri

activity, is a question of faé. SeeWanlass v. Fedders Corp., 145 F.3d 1461, 1464 (Fed. Cir.

1998) (racatingsummary judgment of laches because “thesfast developed for the summary
judgment motion are not without genuine disputes on material issues as to wihethkirtiff]
knew or reasonably should have known tbie[defendant’s] allegedly infringing activity before

the critical date” for lachespdvanced Catiovascular, Inc. v. SciMed Life Sys., Inc., 988 F.2d

1157, 116263 (Fed. Cir. 1993) (“Whether and when” the duty of inquiry is placed upon one

against whom laches is asserted is a “material question of fa€nihart Indus., Inc. v.

® Whethera plaintiff is put to a duty of inquiry and whether constructive knowledge can
be imputed to thelaintiff based on the reasonable scope of that duty arpdtemtiallydistinct
guestions. SeeJohnston v. Standard Mining Co., 148 U.S. 360, 370 (189B)h¢ law is well
settled that where the question of laches is in issue the plaintiff is chargeileuch
knowledge as he might have obtained upon inquiry, provided the facts already known by him
were such as to put upon a man of ordinary intelligence the duty of inquiryti¢ Federal
Circuit, however, has established that for the purposes ehtpkw,a patentee has duty to
“keed] abreast of the activities of those in his field of endeav@eén. Eleg.148 F.3d at 1339.
In this context, then, a court need only determafeetherthe plaintiff “knew or reasonably
should have knowmf’ the defendant’s allegdly infringing activitysix years or more before
bringing suit. SeeWanlass v. Fedders Corp., 145 F.3d 1461, 1464 (Fed. Cir. 1993xle,
e.g, St. Clair Intellectual Prop. Consultants, Inc. v. Acer, Inc., 961 F. Supp. 2d 612066D4
Del. 2013)(presumptiorof lachesappliesbased on constructive knowledgkinfringemeny; I/P
Engine, Inc. v. AOL Inc., 915 F. Supp. 2d 736 (E.D. Va. 2@4ane)
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Universallnstruments Corp., 1992 WL 442248, at™.D.N.Y. June 22, 1992)'Whether . . .

plaintiffs possessed knowledge of sufficient facts so as to create the dudioy, is a question
of fact precluding the grant of either the presumption or summary gy see also

Robertson v. Seidman & Seidman, 609 F.2d 583, 591 (2d Cir. 1979) (stating with respect to

whether a fraud claim was time barred that issues of the plaintiffs “due déigand
constructive knowledge depend on inferences drawn fronfattte of each particular casg”)

Lenz v. Associated Inns & Rests. Co. of Am., 833 F. Supp. 362, 371 (S.D.N.Y. 1pg8e(

guestion of whether a plaintiff exercised reasonable diligence is usuallgt@ogua fact for the
jury to decide.”).

Circumstaces that give rise toonstructive knowledgénclude “pervasive, open, and
notorious’ activitiesthat a reasonable patentee would suspect were infringing” such as “sales
marketing, publication, or public use of a product similar to or embodying tegynsiimilar to
the patented invention, or publishetkscriptionsof the defendant's potdially infringing
activities' where those activities are “sufficiently prevalent in the inventor’s faélendeavat
Gen. Elec. 148 F.3d at 1338If a patentee’sgnorance of infringement is justifiablbpwever,
constructive knowledge will not be imputed to hiid.
C. Whether Hertz has Shown Constructive Knowledge of the Alleged I nfringement

Hertz argues that it is entitled to the presumption of laches and thahd$iRsufficient
evidence to rebut the presumption. Hertz does not argue that TQP’s preddnasserest had
actual knowledge of Hertz's alleged infringementRather, Hertz contends thdiQP’s

predecessors in interest had constructive knowleddkeoélleged infringement more than six

years before TQP filed suit. Hertsserts that the alleged infringing acts were opeah an
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notorious before the November 2, 200&chescritical date(six years before suit was filed)
because “Hertz began using endiyp on its publicly available, accused websites” in 1998.
Hertz points to evidence that a member of the public accessing Hertz's accusddsaebuld
have been able to tell that the websites used the SSLcpkoas indicated by the use of the
“https” prefix in the accused website addres3he SSL protocois part of the allegedly
infringing combination of SSL and RC4&eeDkt. No. 159-3.

Hertz notes that the RC4 algorithm wasblicly available as early as 1994 when it was
disclosed by a hacker on the Cypherpunk Newsgrdb@eDkt. No. 1596. Moreover,Hertz
argues that TQP relied guublicly available informatiorior evidence of infringemerdand that
the prior owners of the '730 patent could and should have done the damaddition,Hertz
points to thedeposition testimony of the inventavho testified that while he was president of
Telequip the original assignee of the '730 patethie company was not investigating potential
infringement or attempting to enforce the '730 patehterefae, accorthg to Hertz, the prior
owners of the '730 patent unreasonadigpt on theirights—conduct that is chargeable to TQP.

As the party moving for summary judgmeort an issue on which it bears the burden of
proof, Hertzis required to coméorward with evidence demonstratirthat there is n@enuine
issueof materialfact and that it is entitled to judgment as a matter of law. Fed. R. Civ. P, 56(a)

Celotex Corp. v. Catrett, 477 U.S. 317, 33(1986) Meyers v. Brooks Shoe Inc., 912 F.2d

1459, 1461(Fed. Cir. 1990), overruled on other groundsC. Aukerman Co. v. R.L. Chaides

Constr. Ca.960 F.2d 1020, 10389 (Fed. Cir. 1992) (en banc). After considering the evidence
offered by both parties, thaourt is required to enter summary judgméntthe moving party

only if “there can be but one reasonable conclismsto theoutcome. Anderson v. Liberty
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Lobby, Inc. 477 U.S. 242, 250 (1986). “If reasonable minds could differ as to the import of the
evidence,” then the movant has not met its burdénat 250-51.

The evidence before the Court at this juncturmssifficient to establislas a matter of
law that the prior owners of the '730 patent had constructive knowledge of Hertz's alleged
infringement prior tdhe laches critical dateAlthough the materiainderlyingfacts of this case
arenotin dispute, there remains a dispute as to the ultimate issue of fact: wihetlogvners of
the '730 patent should have known of Hertz’'s allegedly infringing activithe facs that
Hertz’s publicly accessile websites used S3ieginning in 1998 and that source code disclosing
the RC4 algorithm had begrostedon a hackesitein 1994 do not establish that a reasonabl
diligent patentee would have had reason to know that the use oinS®Imbination withRC4
was proliferating on the internet, much less that Hertz was takimgntage of that combination
before the laches critical date.

In order toreach that conclusion, the Court would have to draw several inferences in
Hertz’s favor. For example, the Court would have to infer that a reasonable patentee would have
recognized the aspects of RC4 relevant to the 730 patent based on the coogmuparblished
on the Cypherpunk Newsgroup. The patentee would then hagedgnizethat thecombination
of RC4 and SSL might infringe the '730 pateeten though neither alone does. Thau&
would then be required to infer thatreasonable patentee would have known that the alleged
infringing combination of RC4 and SSL was being used bynetewebsites, and in particular
that Hertz had a websitgsingthat combination. It would be impermissible for the Camrt
summary judgmerto draw those inferences in favor of Hertz, when the opposite infereraes

reasonably bedrawn in favor of TQP, the nonmovarBeeAnderson, 477 U.S. at 259he mere
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fact that the accused websites were publicly available does not by itself bsialdisnatter of

law that a reasonable patentee would have known that the encryption prageanen those
websites might be infringingFor that reason, Hertz’s evidence does not establish that there is no
genuine issue of material fact left for trigith regard to whether the owners of the '730 patent
had constructive knowledge of Hertz’s alleged infringement prior to November 2, 2006.

Hertz argues thait is important to note that the SSL/RC4 is a standardized protocol and
encryption cipher suite that was wkiown and widely used going back to at least the late
1990s.” That attorney argument, however, is not evidence and thereby does not assist TQP in
meeting its burden of establishing that there is no genuine issue of materiaithaaspect to
constructive knowledge.

The Court’s decision to deny summary judgment is supportetheoyederal Circuit’s
decisions. The two primary Federal Circuit cases bearing on the issue whether a patentee has
constructive knowledge of infringement wekecidedby the same panel and concerned the same

patent and the same infringing technology. Wanlass v. Gesral Eledric Co, 148 F.3d 1334

(Fed. Cir. 1998)the Federal Circuit affrmed summary judgmeitlaches, agreeing with the
district court that the patentee had constructive knowledgethd defendant’salleged
infringementbefore the laches critical datéd. at 1339. In a different case involving the same

patentee and decided ten days laféanlass v. Fedders Corp., 145 F.3d 14edd. Cir. 1998)

the Federal Circuitvacateda summary judgmerdf laches, holding that #record on summary
judgment did not establish that th@aintiff had constructive knowledge of thalleged

infringement as a matter of law.
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In both General Electricand Feddersthe patentee needed to test suspected air

conditioning motorsn orderto determine whethethe motors infringed the patent in suiln

General Electrithe courtof appealsheldthat it was unreasonable for the patenteedd more

than 10 yearto test a General Electric product for infringement aiftéial tests in the late
197G revealed no infringement and General Electric had indicated in communicaiibribe
patentee that it thought the patent was invalidl8 F.3d at 13380. The court rejected the
plaintiff's argument that it would have been too burdensome to continue testing General Electric
productsafter the initial testeven though between 800 and 9G@neral Electricproducts
potentially contained theallegedy infringing technology. Id. The court concluded thétthe
patentee hadbeen reasonably diligent about enforcing his rights by te<tiegeral Electric
productsat some point during the pféing period of more than ten years, he would have
discovered General Electric’s allegafringement. Id. at 1340.

In Fedders by corrast, the court heldthat the same patentee’s duty to investigate
infringement did not extend to the defendant’s produd#5 F.3d at 14666. The distinction

between the cases was thaGaneral Electrithe defendant had put the patentee “on notice that

[it] was a potential infringerby way of aprior communication with the patentee in whitie
defendant indicated that it believed the patent was inv8@ekeFedders145 F.3d at 1465 n.3.

In Feddershowever, there was “virtually no evidence of communication” between the patentee
and alleged infringerand“insufficient evidence . . . on the summary judgment record to show
[the patentee] had information suggesting that [the defendasth likely infmger.” 1d.

The summary judgment recordtims case is more like the recoim Fedderghanthat in

General Electric In this case there is no evidence of any communication between the '730
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patentownersand Hertz that would have pilite ownersof the’730 patenton notice of Hertz's
alleged infringement. As iReddersHertz has not established on the summary judgment record
that the patent owners had any particular reason to test the Hertz welosite ptovember 2,
2006. SeeFedders 145 F.3d at 1465. Although it is true that the prior owners of the '730
patent, Telequip and Crane, “could not simply ignore any and all evidence of potentially
infringing activity” even if they were not active in the industry, the pagstduty to investigate
aparticular infringing product does not arise until “publicly available inforomasibout it should
have led [the patentee] to suspect that product of infringirid.”at 1466. For the reasons
already stated, Hertfailed to establish that there is nong&ée issue of material fact as to
whetherthe publicly available information about SSL, RC4, the combination of SSL and RC4,
and Hertz’'s use of that technology should havehedorior owners of the '730 patent to suspect
Hertz of infringing.
For the above reasons, Hertz’'s motion for summary judgment of laathesies!.
[11. Divided Infringement
A. Background
The defendants have moved for summary judgment of noninfringement based on the
doctrine of divided infringement. They contend that TQ&&m of direct infringement fails
becausdhe defendants only performed certain steps of the claimed method. The other steps,
according to the defendants, were performed by clients who were acting ineleihernd the
defendants, and not under their direction and control. Because no single actor perfooined a
the limitations of the claim of the '730 patent, the defendants argue that there is “divided

infringement,” and no single party can be held liabledioect infringement According to the
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defendants’ theory, theefendants perform the stejpsolving the generation and transmission
of the encrypted datavhile the clientperformthe stepsnvolving the receipt and decryption of
the data.
B. Legal Principles
Direct infringement reques proof that the defendant “has practiced each and every

element of the claimed invention.” BMC Res., Inc. v. Paymentech, L.P., 498 F.3d 1373, 1380

(Fed. Cir. 2007).In the case of method claims, the Federal Circuit has rejected claims of liability
for infringement in cases in which “several parties have collectively committecadtse
necessary to constitute direct infringement, but no single party has codhatiitté the required

acts.” Akamai Techs., Inc. v. Limelight Networks, Inc., 692 F.3d 1387 (Fed. Cir. 2012)

(en banc), rev’d on other grounds, 134 S. Ct. 2111 (2014).

That principle is subject to an exception for cases in which the second party, who
performs some of the steps of a claimed method, is acting under the direction oir afcihie
first party, who is charged with infringement. In that situation, every steprilsuédble to the

controlling party. _Muniauction, Inc. v. Thomson Corp., 532 F.3d 1318, 1329 (Fed. Cir. 2008).

“[M]ere ‘arms-length cooperation’ will not give rise tdirect infringement by any party.1d.
Direction or control requires more than encouragement or suggestions by thetdirdbahe

second. SeeEmtel Inc. v. Lipidlabs, Inc.583 F. Supp. 2d 811, 839 (S.D. Tex. 2008) (“Making

information availabldgo the third party, promptinthe third party, instructing the third party, or
facilitating or arranging for the thirgarty’s involvementin the alleged infringement is not
sufficient.”). If the second actor is free, either legally or factually, to disregard thesimus or

encouragement from the first actor, the first actor is not considered ti direontrol the
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actions of the secondSeeAristocrat Techs. Austl. Pty Ltd. v. Int'l Game Tech., 709 F.3d 1348,

1362 (Fed. Cir. 2013).
C. Whether the Defendants Direct or Control All the Steps of the Claim

It is undisputed that the defenddnggrvers do not perform all the steps of the claimed
method The defendants’ server performs the steps of encryption and transmission, while the
remaining teps are performed by clients’ computerith which the defendants’ servers are in
communication. The argument over divided infringemtereforecomes down to whether
whenthe defendants practice teeps of the claimed inventiamvolving transmittng encrypted
data,they direct or control the steps that are performed by the recetVieigt computers.The
Court concludes that there is a genuine factual dispute as to that question and thaly summa
judgment therefore cannot be granted on the dividiethgement issue.

The defendants place heavy reliance on the fact that their clients act indepemdently
various waysn connection with the transmission and receipt of encrypted data. For example,
the defendants point out that the clients “may choose not to visit the accused websitédie
client browsers may be configured to connect to Defendants’ accused web#itait using the
accused RC4 encryption algorithm¥Vhile those points are truehay areimmaterial to the
guestion whethethe claimed method steps performed by a client compug¢eperformed at the
direction or control of the defendantgrvers

The steps of the claisrbegin with providing the seed value to both the transmitter and
the receiver, encompass the transmission and receipt of the data, and end withytiiedef
the encrypted data at the receivérhose steps presume that the receiver (i.e., the client) and

transmitter have already decidedetogage in an encryptedromunication. That choiceby the
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client/ receiverdoesnot constitute thgperformance of @y stepin the patent claimdyut only
establishthe setting within which infringement may occur. The same is true of the possibility
that some client browsers Wwilot be configured to use the RC4 encryption algorithm or that the
RC4 algorithm will not be used for some reasofQP has offered evidence that if the RC4
algorithm isenabledon the clients’ browsers when the clients visit the defendants’ websites, the
defendants’ servers witlictate thaRC4 be used Dkt. No. 1681, at 8. If the clients’ browsers

do not offerRC4 as an encryptioalgorithm,RC4 will not be used. However, that is not to say
that that theclient’'s computer isiot directed or controlledby the defendans serverit simply
establishes that in such an instance no infringement takes flaeeallegedact of infringement
occurs only if and after, the RC4 algorithm is chosen as the meansermdrypting the
communicagd data. The defendants’ argument on this point is as flawed as the argument that
when a physician performs a patented medical procedure on a pladierequires some action

by the patient-e.g., swallowing a p#-there is “divided infringement” because the patient
could have decided not to undergo the medical procedure in the first place.

In an effort to emphasize the independence of the clients’ actions in thetoointb®
accused method, the defendaassert thatthe selection of the cipher suiéncluding the
encryption algorithm-is the result of a negotiation between two independent erititst the
evidence offered by TQPviewed in the light most favorable to i§ that the “negotiation”
always results in the choice of RC4liat algorithmis available Dkt. No. 1681, at 8. And in
any event, the “negotiation” and selection of an encryption algomttenot limitations of the

claims; as noted, the claimed method begins after the encryption algoritHeciede
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The same is true of thdefendants’ observation that the clients’ computers “are not
provided by, programmed by, or configured by Defendandl that conduct is prefatory to the
steps recited in the claimlhe client’s decisions leading up to the performandbdageclaimed
steps do notreate a divided infringement scenatiecause those decisiahsnot correspond to
any claim limitations.

The key question is whether theefendants’ servers “direct and control” the client
computers once RC4 is selected as the encryptgorithm andhetransmission process begins.
TQP has offered evidencrough its experthat the defendants’ servers direct or control the
client computers because, once the process begins, the steps taken by the serugysingenc
and transmittinglata automatically producepaiedictable corresponding response in tbient
computergthat receive and decryphie data. SeeDkt. No. 1681, 6-:10. According to TQP’s
evidence, lte use of the RC4 algorithm in both the server and client computersedittiat the
steps taken by the server at the encryption and transmission stage resutirmaree of the
corresponding steps in thecetver Thus, according to TQ® evidence, once the respective
computers are suitably programmed and the BIgdrithm is selected, the defendants’ servers
dictatethe response of the client computers that will perfte “receiver stage” steps of the
claimedprocess. In the Court’s judgment, thatsidficient to create afactual questioras to
whether defendas’ servers exerciselirection or control’over a client's computdor purposes
of the doctrine of divided infringement.

The defendants cite a number of cases in support of their divided infringement argument,
contending that the defendants’ serversxdb“director control” the performance of the recited

steps that are performed by the clients’ computé&lsne of those cases, howeveupports the
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broad point for which thelefendantsare contending. Each of the cases involdissretionary
conduct ly the actors who are alleged to have been subjetttet@lleged infringer'slirection
and control. In that context, the courts have declined to find an exercise of directionrolr cont

Thus, inAristocratTechhologiesAustralia Pty Ltd. v. IrternationalGame Techology, 709 F.3d

1348 (Fed. Cir. 2013)the method claims of ajaming machingatentrecited various steps
performed by the gaming machit@ award a progressive jackpot to a playddowever, the
claims alsorequired action by the playto, for example, make a wageid. at 1350. The
patentee argued thete alleged infringer directed or controlled playationsin that regardy
providing free game credits tmducethemto gamble on the allegedly infringing machines.
Although the issuance of free credits encourggagersto gambe, the court foundhat players
were not obligated to use tifieee credits 1d. at 1362. The court thereforeoncluded that the
players actions were voluntary, and not controlled or directed by the gaming machhek,
performed the other steps of the methtl.at 1362-62.

The Federal Circuit applied similar analysis Moter Verified, Inc. v. Premier Election

Solutions, Inc., 698 F.3d 1374 (Fed. Cir. 2012he pertinent claims at issue tha caserecited

automated methods for voting in an election, which provided fowselfication of the accuracy

of a voter’s ballot.Id. at 1377. The defendant argued that certain otkhien steps had to be
performed by the voter and thus involved conduct that was not subject to the “direction or
control” of the defendant.The court agreed, holding thite defendants at motrovide[d]
instructions on how to use theystens.” Id. at 1384. According to the claims, it was the voter
who woulddecide “whether a printed ballot is an acceptable or unacceptable representation of

his or her intended voté. Id. at 138. The court concluded thdthe fact thatan accused
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infringer ‘controls access to its system and instructs [others] on its us¢ sufficient to incur

liability for directinfringement.” Id. at 1384, quoting/luniauction,Inc. v. Thomson Corp., 532
F.3d 1318, 1330 (Fed. Cir. 2008).

The same is true of several otloaseson which the defendants rel\seePA Advisors,

LLC v. Goode, Inc, 706 F. Supp. 2d 739, 748 (E.D. Tex. 2018at€nt claiming a search

function not infringed because one limitation required that computer user itit@tsearch

guery, whichwasnot conduct controlled by the defendant®gep9 Corp. v. Barnes &loble,

Inc., 2012 WL 4336726 (W.D. Wash. Sept. 21, 2012) (patent on methodipdating
informationvia a networknot infringed because defendant seller of the “Nook” device did not
exercise direction or control ovidre choices made by users to connect the device to the Internet

in order tocause thédownloading”and “updating stegs of the asserted &ims); Digital Impact,

Inc. v. Bigfoot Interactive, In¢.2007 WL 2729568at *5-*7 (N.D. Cal. Sept. 19, 2007) (patent

on method for sending and tracking @&ls not infringed by defendant because claims require
that email recipient open email, whialasa discretionary step not controlled by the defendant)

In each of those cases, some of the steps were to be performed by parties adgtingllyoénd

having discretion as to whether to perform the recited steps. Those cases do not apply her
where, according to TQP’s evidence, theponse of thelient canputeracting as aeceiveris
dictated by the selection of RC4 as the encryption algorithm and the actions ofvireirse

encrypting and transmitting data.

The defendantsely on Global Patent Holdings, LLC v. Panthers BRHC LLC, 586 F.
Supp. 2d 1331 (S.D. Fla. 2008). That case involved a ckiting a method for downloading

responsive data from a remote seryerg., a website) The claimincluded the step of
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“identifying a query via a data input means and inputting said query to remote qdedga
retrieval means.” 586 F. Supp. 2d at 1332 n.1. The remainingistepged transmitting the
qguery to the remote serveoptionally compressing the response, receiving the response,
decompressing a compressed response if neaddddisplaying a presentation corresponding to
the response on an output mealus.

The court focused on the first steg identifying ard inputting a query for the remote
servefwebsite The plaintiffacknowledged thahe firststep was performed by a third party, but
argued that it was performed pursuant to dection or control of the defendant website
operator. The court understandably held that there was no direction or conttbkehbyebsite
operator defendant over thard-party website user586 F. Supp. 2d at 1335.

In the course of its ruling, the court stated that the remote users wereontittually
bound to visit the websife 586 F. Supp. 2dt 1335. The defendants seize on that language to
support their contention that there can be no direction or control in this case becausatthe cl
were not required to visit the defiants’ websites. The court @lobal Patenhoted, however,
thatthe patented method did not begin “until a computer user visits Defendant’s wedbsibe
person ever visited Defendant’s website, then Plaintiff’'s patent would nevefringed” Id.
The Global Patentourt, therefore, did nately onthe remote user’snitial choice to visit the
website to establish that the client was not directed or controlled byetbste owner.Instead
the court observed that there was no allegation of any facts that would render the defendant
“otherwise vicariously liable fothe acts of the remote userld. That observation is clearly
correct in light of the fact that the claim in dispute contained limitations that had tofterset

by a thirdparty. That third partyywho performed thevolitional stegs of identifying andinputting
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a query,was plainly acting independentbf the defendant website operatoBecause visiting
the websitevas not one of the recited steps in the claamissue inGlobal Patentit wasnot a
valid groundon which to base a finding dividedinfringement. But because thelitional step
of identifying and inputting a queryasone of the recited steps, the independent performance of
at leastthat stepsuppored the district court’s ruling that the infringing conduct was divided
between two dities, without the requisite direction or contrahd therefore could not support a
judgment of infringement. The holding of that céisereforedoes not support the defendants’
position here.

In this case, visiting the defendants’ websites is not dtieeorecited steps of the claims

of the 730 patent. Nor, unlike in Deep9 Corp. v. Barnes & Noble, inthere any stejm the

'"730 patent that reciteactions akin todownloadingupdated material from thdefendants’
websites, whichn Deep?9is triggeredby theuser of the Nook device connecting to the Internet
“to set in motion the patented steps required by the asserted cld@ik2’ WL 4336726, at *9;
see alsad. at *10 (“[T]he user of the Nooldevice is a necessary actor in D@&aptheory of
infringement, which requires the Nook device user to connect the device to thetlmberne
practice the ‘downloading’ and ‘updating’ steps of the asserted clainlB€gause the court in
Deep9regarded the user’s choice to connect his or her Nook device to the Intelthedf’13, as
essential to the performance of the claimed method, the court concludetietteatwvas no
showing in that case that the defendant controlled or directed each step oétteglagaims. In
this case, by contrgsthe steps of the claims begin withe encryption and transmission of the
data and are followed by the steps of receipt and decryption, which, agcaodinQP’s

evidence, is performedutomatically, without any discretionary action by the receivingypar
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Under TQP’s evidence, all dhe steps performely the receiverare thus performed at the
direction and under the control of the defendants’ servers.

Changing tacks, the defendants ntitat when clients access the defendants’ websites
they may usdlifferent browserswhich use different encryption protocol$he defendants then
argue thatf the transmitting servarsesOpenSSL 1.0.0f generates or supplies a new key value
one byte at a time, which RC4 combines into @BZalue used to encrypt 32 bits of data at one
time. One of the browsers that the client might use, according to the defendants, would be
Firefox 2.0, whichincludesan implementation that “generates or supplies a new key value that is
one byte in length For that reason, the defendants arglue recitedimitation that refers to the
generation of a key value at a “time dependent on said predetermined chardotevidticnot
be the same at the receiver as at the transmitter.

Through their respective experts’ deel@mns, the parties dispute whether, if the RC4
algorithm is used, the clients are directed to produce a new key value for eadi rnglssage
text. That argumenthowever,is not really an argument directed at divided infringement
instead it is direced at whether particular combinations of the defendants’ servers and the
clients’ browsers satisfy all the limitations of the asserted claifhst is, the argument does not
go to whether the server exercises direction or control over the operatiorchétheomputers
It simply presents the question whether the interaction of the servers and thecarhipoters
results in infringement in particular instances. The defendants’ argumeetotbedoes not
undercut TQP’s contention that there is a disputed issue as to whether the deferdats’ s
exercise direction or control over the functioning of the computersli@fits who visit the

defendants’ websites and adopt a cipher suite based on the RC4 algorithm. To thbaxtent t
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defendants’ evience on that point is relevant to the issue of direction or control, it does not
establish thathe servers lack direction or control over the client computers; it shows only that
the direction and contrahay take different forrs depending on how the client computers are
programmed.

Finally, the defendants argue that the input fromdeiendantsservers does not result in
infringement because the client®mputers, which receive the transmitted data and decrypt it,
do notperform all aspects of thlireerecited stepshat are assigned to the receiver computer
Once again, however, that argument is not about divided infringement, butadtiesses the
guestionwhether all the limitations of the claims have been met, whether by one |oemyon
all parties collectively. Thadrgumentas presented in the defendants’ briefgssentially the
same as theargument made in the defendants’ motion for summary judgment of non
infringement, decided separately today. It will be addressed in thaktonte

For the foregoing reasorthe Court cannot rule that there is divided infringement in this
case as a matter of law. Summary judgment of noninfringement on that groundeieréher
denied.

* ok ok ok *

In light of the decisionset forthin this oder, denying three of the defendants’ motions
for summary judgmeniand the decision set forth in a separate order grantingetfemdants’
motion for summary judgment of nenfringement, the stay of proceedings previously ordered
in this case is herebyagated. The parties are directed to advise the Court within 14 days as to

how they wish to proceed with this litigation.
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Itis so ORDERED.

SIGNED this20th day ofJune, 2014.

oot O Ty

WILLIAM C. BRYSON
UNITED STATES CIRCUIT JUDGE
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