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IN THE UNITED STATES DISTRICT COURT
FOR THE EASTERN DISTRICT OF TEXAS
MARSHALL DIVISION

SSL SERVICES, LLC
Plaintiff,

V. Case No. 2:15-cv-433RGRSP

CISCO SYSTEMS, INC.
Defendant.

MEMORANDUM OPINION AND ORDER

Pending lefore the Court is the opening claim construction bries8t ServicesLLC
(“Plaintiff”) (Dkt. No. 71, filed on Januarys, 2016)! the response o€isco Systems, Inc.
(“Defendant”) (Dkt. No.75, filed on January 20, 2016), and the reply of Plaintiff (Dkt. R&).
filed on January 27, 2016). The Court heldl@m constructiorhearingon February 3, 2016.
Having considered the arguments and the intrinsic and extrinsic evidence the Smsttigs
Orderconstruing the disputed terneePhillips v. AWHCorp., 415 F.3d 1303 (Fed. Cir. 2005)

Teva Pharm. USA, Inc. v. Sandoz, JA&5 S. Ct. 831 (2015).

! Citations to the parties’ filings are to the filing’s number in the docket. (B&f) and pin cites
are to the page numbers assigned through ECF.
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BACKGROUND

Plaintiff allegesthat Defendant infringeb.S. Patent N06,158,011(the “011 Paten}.
The '011 Patent is entitled “Mulhccess Virtual Private NetworkThe application that led to
the '011 Patent is a continuation of an application filed on August 26, T9@7°'011 Patent
issued on December 5, 200the paret application filed on August 26, 1997ssued as U.S.
Patent No. 6,061,796 (the 796 Patent”) on May 9, 200(an ex parte reexamination of the
'011 Patent, altfeexaminedlaims were confirmed without amendment and the certificate issued
on Decembel 2, 2012.

The Court previouslgonstruedhe '011 Patent and the '796 PatentSSL Servicg LLC
v. Citrix Systems, IncNo. 2:08cv-158-JRG There the Court construed sevetatmsthat are
alsopresented for construction in thesse.SSL ServsLLC v. Citrix Sys.816 F. Supp. 2d 364
(E.D. Tex. 2011)“Citrix"). The Federal Circuit considered an appeal fromQGhex case that
included issues related to the infringement and validity of the '011 P&®BhtServs., LLC v.
Citrix Sys, 769 F.3d 1073, 1078, 1088 (Fed. Cir. 2014) Citrix Appeal). The Federal
Circuit affirmed that the '011 Patent was willfully infringed and was not invaidaffirmed the
Court’s claim constructions

In general, the '011 Patent directed toimplementing a virtual private network by
inserting software between the levels (or layers) of a compu@mmunicationsoftware
hierarchy These levelsinclude an applicationslevel and various communicatisrtevels below
the applications level in the m@chy Theselower communications levelgcilitate computer
communications. Mre specifically they facilitateapplication-to-application communications
without requiring the application® havethe functionalityfor handling every stageof the

communicationFor example, an application program may share information by providing it to a



transport drivetevel where the information is formatted for communicatipnbeingpackaged

into packets or datagraniBhe transport drivelevel may slare the formatted information with a
network driverlevel where the information is driven over the communication channel (e.g.,
telephone line or Ethernet). '011 Patent col.2 +d81.3 .57 see Citrix 816 F. Supp. at 3668;
Citrix Appeal 769 F.3d atl078-80 The invention of the '011 Patent is directedirieerting
security functionality as “shims” between tkeftwarelevels and using the shims to reroute
certaininformation flowing between thievelsto softwarefor encryption and authenticatiolal.

atcol.6 11.37-50.

The '011 Patent describes the operation of varipus

27

shims with reference to Figures 3, 4, and 5. Figure . For ]| (2] [3]
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col.10 1.26. A TDI shim (53in yellow) is placed between

Hordware

the socketlevel (50) and the TDI (transpodriver) level FIG. 5

(21) and also between the applicasdavel and the TDI

level for applications that do not use the sosketel. Id. at col.10 [.2#41. An NDIS shim (55,
in green) is placed between the TIBYeland NDIS (network driverevel (24).1d. atcol.10 142
—col.11 I.2. For certain information flowing from the applications to the secketDI level,

the socket shim or TDI shim reroutes the information to the applications level emarypt



software ,where the information isncryptedor communication via an authentication server (not
shown).ld. at col.9 1.46- col.10 1.41.The NDIS shim does not reroute the information to the
applications level encryption software, but rather performs encrypse. id. at col.10 |.42-
col.11 1.2.

Notably, the '011 Patent provides that

the invention maintains the applications level infrastructure of prior cliemérser
private networking arrangements, ilghadding shims to lower levels in order to
accommodate a variety of peerpeer communications applications while
utilizing the applications level infrastructure for authentication and session ke
generation purposes.

Id. at col.2 11.1420. That isjn the inventionthe shims are inserted below the applications level
where the applications level encryption takes pléte see alsad. at col.4 112226, 11.59-64
(describing implementing the invention with a prast encryption software that “operatssthe
highest level, or applications level”).

The abstract of thé11 Patent provides:

A virtual private network for communicating between a server and clientsaaver
open network uses an applications level encryption and mutual authentication
programand at least one shim positioned above either the socket, transport driver
interface, or network interface layers of a client computer to intercept dancti
calls, requests for service, or data packets in order to communicate wstribe

and authentiate the parties to a communication and enable the parties to the
communication to establish a common session key. Where the parties to the
communication are pedo-peer applications, the intercepted function calls,
requests for service, or data packetdude the destination address of the peer
application, which is supplied to the server so that the server can authenticate the
peer and enable the peer to decrypt further directtpgeger communications.



Claims 2 and 7 are reproduced here as représentaystem and method claims,

respectively

2. A multi-tier virtual private network, comprising:
aserver and a plurality of client computers, the server and
client computers each including means for transmitting
data to and receiving data from an open network,
wherein said means for transmitting data to and receiving
data from the open network includes, in any client
computer initiating communications with the server:
applications level encryption and authentication soft-
ware arranged to communicate with the server in
order to: a.) mutually authenticate the server and the
client computer initiating communications with the
server and b.) generate a session key for use by the
client computer initiating communications to encrypt
files;
at least one lower level set of communications drivers;
and a shim arranged to intercept function calls and
requests for service sent by an applications program
to the lower level set of communications drivers in
order to cause the applications level authentication
and encryption program to communicate with the
server, generale said session key, and encrypt files
sent by the applications program before transmittal
over said open network.

7. A method of carrying out communications over a
multi-tier virtual private network, said network including a
server and a plurality of client computers, the server and
client computers each including means for transmitting data
to and receiving data from an open network, wherein said
means for transmitting data to and receiving data from an
open network includes a lower set of communications
drivers, said lower set of communications drivers being
arranged to receive function calls and requests for service
from an applications program in order to transmit and
receive said data, comprising the steps of:

intercepting said function calls and requests for service

sent by said applications program to said lower level set
of communications drivers, said intercepted function
calls and requests for service being limited to commu-
nications functions with no reference to encryption
functions;

causing an applications level authentication and encryp-

tion program in said one of said client computers to
communicate with the server in response to receiving
said intercepted function calls and requests for service
by generating a session key, using the session key
generated by the applications level authentication and
encryption program to encrypt file sent by the applica-
tions program, and sending function calls and requests
for service to the lower level set of communications
drivers in order to transmit said encrypted files over
said open network.

Il. LEGAL PRINCIPLES

A. Claim Construction

“It is a ‘bedrock principle’ of patent law that ‘the claims of a patent definentrention
to which the patentee is entitled the right to excludehillips v. AWH Corp.415 F.3d 1303,
1312 (Fed. Cir. 2005) (en banc) (quotingova/Pure Water Inc. v. Safari Water Filtration Sys.,
Inc.,, 381 F.3d 1111, 1115 (Fed. Cir. 2004)). To determine the meaning of the claims, courts start
by considering the intrinsic evidendd. at 1313; C.R. Bard, Inc. v. U.S. Surgical Cor388
F.3d 858, 861 (Fed. Cir. 2008¢ell Atl. Network Servs., Inc. v. Covad Comm@&mp., Inc., 262
F.3d 1258, 1267 (Fed. Cir. 2001). The intrinsic evidence includes the claims themselves, the

specification, ad the prosecution historhillips, 415 F.3d at 1314.R. Bard, Inc.388 F.3d at



861. The general rilesubject to certain specific exceptions discusaéd—is that each claim
term is construed according to its ordinary and accustomed meaning as understoocby one
ordinary skill in the art at the time of the invention in the context of the p&teititps, 415 F.3d

at 1312-13; Alloc, Inc. v.ITC, 342 F.3d 1361, 1368 (Fed. Cir. 2008xure Networks, LLC v.
CSR PLC771 F.3d 1336, 1347 (Fed. Cir. 201“There is a heavy presumption that claim terms
carry their accustomed meaning in the relevant community at the relevari} {vaeated on
other grounds).

“The claim construction inquiry. .begins and ends in all cases with the actual words of
the claim.”Renishaw PLC v. Marposs Societa’ per Azid%8 F.3d 1243, 1248 (Fed. Cir. 1998).
“[ln all aspects of claim construction, ‘the name of the game is the clakpfle Inc. v.
Motorola, Inc, 757 F.3d 1286, 1298 (Fed. Cir. 2014) (quotimge Hiniker Co, 150 F.3d 1362,
1369 (Fed. Cir. 1998)). First, a term’s context in the asserted claim can rioetinst Phillips,
415 F.3d at 1314. Other asserted or unasserted claims can also aid in determiniaigntbe cl
meaning, because claim terms asgidally used consistently throughout the patelat.
Differences among the claim terms can also assist in understanding a termilsgmeari-or
example, when a dependent claim adds a limitation to an independent claim, iumquebat
the independdrclaim does not include the limitatiokl. at 1314-15.

“[C]laims ‘must be read in view of the specification, of which they are a”pdd.
(quotingMarkman v. Westview Instruments, |62 F.3d 967, 979 (Fed. Cir. 1995) (en banc)).
“[T]he specificaton ‘is always highly relevant to the claim construction analysis. Usually, it
dispositive; it is the single best guide to the meaning of a disputed tédm(§uotingVitronics
Corp. v. Conceptronic, Inc90 F.3d 1576, 1582 (Fed. Cir. 199@)¢lefle, Inc. v. Ficosa N. Am.

Corp, 299 F.3d 1313, 1325 (Fed. Cir. 2002). But, “[a]lthough the specification may aid the



court in interpreting the meaning of disputed claim language, particular embaosliaenh
examples appearing in the specification will generally be read into the claimsComark
Commc'ns, Inc. v. Harris Corpl56 F.3d 1182, 1187 (Fed. Cir. 1998) (quotdgnstant v.
Advanced MicreDevices, Ing.848 F.2d 1560, 1571 (Fed. Cir. 1988&ge also Phillips415
F.3d at 1323. “[I]t is improper to read limitations from a preferred embodimentlakban the
specificatior—even if it is the only embodimestinto the claims absent a clear indication in the
intrinsic record that the patentee intended the claims to be so limiiet€lFlarsheim @. v.
Medrad, Inc, 358 F.3d 898, 913 (Fed. Cir. 2004).

The prosecution history is another tool to supply the proper context for claim
construction because, like the specification, the prosecution history provides evitleogetioe
U.S. Patent and Trademark Office (“PTQO”) and the inventor understood the pdtidigs, 415
F.3d at 1317. However, “because the prosecution history represents an ongoing negotiation
between the PTO and the applicant, rather than the final product of that negptiatften lacks
the clarity of the specification and thus is less useful for claim constructipogas.”Id. at
1318; see also Athletic Alternatives, Inc. v. Prince M3 F.3d 1573, 1580 (Fed. Cir. 1996)
(ambiguous prosecution history may be “unhelpful asmtempretive resource”).

Although extrinsic evidence can also be useful, it is “less significant thamtiesic
record in determining the legally operative meaning of claim languaBhillips, 415 F.3d at
1317 (quotingC.R. Bard, Inc.388 F.3d at 82). Technical dictionaries and treatises may help a
court understand the underlying technology and the manner in which one skilled in thghart mi
use claim terms, but technical dictionaries and treatises may provide defirtitagnare too
broad or maynot be indicative of how the term is used in the patiehtat 1318. Similarly,

expert testimony may aid a court in understanding the underlying technology anuidieig



the particular meaning of a term in the pertinent field, but an expert’'s conclusaupported
assertions as to a term’s definition are entirely unhelpful to a daurGenerally, extrinsic
evidence is “less reliable than the patent and its prosecution history in detgrimiv to read
claim terms.”ld. The Supreme Court recently explained the role of extrinsic evidence in claim
construction:

In some cases, however, the district court will need to look beyond the patent’s

intrinsic evidence and to consult extrinsic evidence in order to understand, for

example, the background science or the meaning of a term in the relevant art

during the relevant time perio8ee, e.g., Seymour v. Osbqrb& Wall. 516, 546

(1871) (a patent may be “so interspersed with technical terms and termshat art t

the testimony of scientific witnesses iglispensable to a correct understanding of

its meaning”). In cases where those subsidiary facts are in disputes wollirt

need to make subsidiary factual findings about that extrinsic evidence. These are

the “evidentiary underpinnings” of claim construction that we discussed in

Markman and this subsidiary factfinding must be reviewed for clear error on

appeal.
Teva Pharm. USA, Inc. v. Sandoz, JA&5 S. Ct. 831, 841 (2015).

B. Departing from the Ordinary Meaning of a Claim Term

There are “only two exceptions to [the] general rule” that claim terms are construed
according to their plain and ordinary meaning: “1) when a patentee sets out @&dedind acts
as his own lexicographer, or 2) when the patentee disavows the full scope of rin¢echai
either n the specification or during prosecuticnGolden Bridge Tech., Inc. v. Apple Ing58
F.3d 1362, 1365 (Fed. Cir. 2014) (quotifigorner v. SonComput.Entm’'t Am. LLC 669 F.3d
1362, 1365 (Fed. Cir. 2012gee also GE Lightin&ols, LLC v. AgiLight,Inc., 750 F.3d 1304,

1309 (Fed. Cir. 2014)[T]he specification and prosecution history only compel departure from

2 Some cases have characterized other principles of cairstruction as “exceptions” to the
general rule, such as the statutory requirement that a fpeesfsinction term is construed to
cover the corresponding structure disclosed in the specific@®m. e.g.CCS Fitness, Inc. v.
Brunswick Corp.288 F.3d 1359, 1367 (Fed. Cir. 2002).

9



the plain meaning in two instances: lexicography and disavowal.”). The staridafdsding
lexicography or disavowal are “exactin@sE Lighting Sols.750 F.3d at 1309.

To act as his own lexicographer, the patentee must “clearly set fodfingion of the
disputed claim term,” and “clearly express an intent to define the tédm(juoting Thorner,
669 F.3d at 1365)see alsoRenishaw 158 F.3d at 1249. The patentee’s lexicography must
appear “with reasonable clarity, deliberateness, and precistenishaw158 F.3d at 1249

To disavow or disclaim the full scope of a claim term, the patentee’s statemergs in th
specification or prosecution history must amount to a “clear and unmistakable” surtamdlis
Corp. v. Boston Sci. Corps61 F.3d 1319, 1329 (Fed. Cir. 20089¢ also Thorne669 F.3d at
1366 (“The patentee may demonstrate intent to deviate from the ordinary and accustomed
meaning of a claim term by including in the specification expressions of siaexelusion or
restriction, representing a clear disavowal of claim scope.”) “Where an applisEt€ments are
amenable to multiple reasonable interpretations, they caermbddmed clear and unmistakable.”
3M Innovative Props. Co. v. Tredegar Corp25 F.3d 1315, 1326 (Fed. Cir. 2013).

C. Functional Claiming and 35 U.S.C. § 112, 1 6 (pr&dA) / § 112(f) (AIA) 3

A patent claim may be expressed using functional languseg35 U.S.C. § 112, | 6;
Williamson v. Citrix Online, LLC792 F.3d 1339, 13449 & n.3 (Fed. Cir. 2015) (en banc in
relevant portion). Section 112, Paragraph 6, provides that a structure may be claaiecass
... for performing a specified functioahd that an act may be claimed as a “step for performing
a specified function.Masco Corp. v. United State303 F.3d 1316, 1326 (Fed. Cir. 2002).

But § 112, 6 does not apply to all functional claim language. There is a rebuttable

presumption that § 112, § 6 applies when the claim language includes “means” or “step for

% Because the application resulting in theserted Patenwasfiled beforeSeptember 16, 2012,
the effective date of the America Invents Act (“AlIA”), the Court referthe preAlA version of
§112.

10



terms, and that it does not apply in the absence of those tdamso Corp,. 303 F.3d at 1326;
Williamson 792 F.3d at 1348. The presumption stands or falls according to whether one of
ordinary skill in the art would understand the claim with the functional language, in th&tconte
of the entire specification, to denote sufficiently definite structure @& factperforming the
function. SeeMedia Rights Techs., Inc. v. Capital One Forp., 800 F.3d 1366, 1372 (Fed.

Cir. 2015)(8 112, 1 6 does not apply when “the claim language, read in light of the specification,
recites sufficiently definite structure” (quotation marks omitted) (citwiliamson 792 F.3d at
1349;Robert Bosch, LLC v. Sndpn Inc, 769 F.3d 1094, 1099 (Fed. Cir. 2014))illiamson

792 F.3d at 1349 (8 112, 1 6 does not apply when “the words of the claim are understood by
persons of ordinary skill in the art to have sufficiently definite meaning as ahee rfor
structure™);Masco Corp,. 303 F.3d at 13268 112, { 6 does not apply when the claim includes
an “act” corresponding to “how the function is performedP¥rsonalized MediZommc’'ng

L.L.C. v.ITC, 161 F.3d 696, 704 (Fed. Cir. 1998) (8 112, 1 6 does not agpn the claim
includes “sufficient structure, material, or acts within the claim itself to parfemtirely the
recited function . . . even if the claim uses the term ‘means.” (quotation marks tandnci
omitted)).

When it applies, § 112, 6 limits the scope of the functional term “to only the structure,
materials, or acts described in the specification as corresponding taaimedlfunction and
equivalents thereof Williamson 792 F.3d at 1347. Construing a meghss{function limitation
involvesmultiple steps. “The first step. .is a determination of the function of the meahss-
function limitation.”Medtronic, Inc. v. Advanced Cardiovascular Sys.,, |1848 F.3d 1303, 1311
(Fed. Cir. 2001). “[T]he next step is to determine the corresporgdingture disclosed in the

specification and equivalents thereofld. A “structure disclosed in the specification is

11



‘corresponding’ structure only if the specification or prosecution history ygldarks or
associates that structure to the functionteedn the claim.ld. The focus of the “corresponding
structure” inquiry is not merely whether a structure is capable afnpairig the recited function,
but rather whether the corresponding structure is “clearly linked or assbevith the [recited]
function.” Id. The corresponding structure “must include all structure that actually pertbems
recited function.”Default Proof Credit Card Sys. v. Home Depot U.S.A., t2 F.3d 1291,
1298 (Fed. Cir. 2005). However,182 does not permit “incorporation of structure from the
written description beyond that necessary to perform the claimed fundard Chem., Inc. v.
Great Plains Chem. Cp194 F.3d 1250, 1258 (Fed. Cir. 1999).

For § 112, 1 6 limitations implemented by a programmed general purpose computer or
microprocessor, the corresponding structure described in the patent specificgtionabide an
algorithm for performing the functioMVMS Gaming Inc. unternationalGame Tech.184 F.3d
1339, 1349 (Fed. Cir. 1999). The corresponding structure is not a general purpose computer but
rather the special purpose computer programmed to perform the disclosed algdrishoarat
Techs. Austl. Pty Ltd. v. Internatiofaame Tech521 F.3d 1328, 1333 (Fed. Cir. 2008).

D. Definiteness Under 35 U.S.C. §12, 1 2 (preAlA) / § 112(b) (AIA)*

Patent claims must particularly point out and distinctly claim the subject mattededgar
as the invention. 35 U.S.C. § 112, { 2. A claim, when viewed in light of the intrinsic evidence,
must “inform those skilled in the art about the scope of the invention with reasoaehiatyg.”
Nautilus Inc. v. Biosig Instruments, Ind.34 S. Ct. 2120, 2129 (2014). If it does not, the claim
fails 8 112, 1 2 and is therefore invalid as indefifldeat 2124. Whether a claim iadefinite is

determined from the perspective of one of ordinary skill in the art as of teahemapplication

* Because the applicatiaesulting in theAsserted Patenwasfiled beforeSeptember 16, 2012,
the effective date of the America Invents Act (“AlIA”), the Court referthe preAlA version of
§112.

12



for the patent was filedd. at 2130. As it is a challenge to the validity of a patent, the failure of
any claim in suit to comply with 8§ 1Ifust be shown by clear and convincing evideidteat
2130 n.10. “[ljndefiniteness is a question of law and in effect part of claim construaIns,

Inc. v. Lawson Software, In@00 F.3d 509, 517 (Fed. Cir. 2012).

When a term of degree is usedairtlaim, “the court must determine whether the patent
provides some standard for measuring that degiesig Instruments, Inc. v. Nautilus, Inc.
783 F.3d 1374, 1378 (Fed. Cir. 2015) (quotation marks omitted). Likewise, when a subjective
term is used ira claim, “the court must determine whether the patent’s specification supplies
some standard for measuring the scope of the [teDatdmize, LLC v. Plumtree Software, Inc.
417 F.3d 1342, 1351 (Fed. Cir. 200B)terval Licensing LLC v. AOL, Inc766 F.3d 1364, 1371
(Fed. Cir. 2014) (citindpatamize 417 F.3d at 1351).

In the context of a claim governed by 35 U.S.C. § 112, | 6, the claim is invalid as
indefinite if the claim fails to disclose adequate corresponding structureftonpehe claimed
functions.Williamson 792 F.3d at 13552. The disclosure is inadequate when one of ordinary
skill in the art “would be unable to recognize the structure in the specificationsaodae it
with the corresponding function in the clainid’ at 1352.

1. CONSTRUCTION OF AGREED TERMS
The parties have agreed to the following constructions in their Joint Claimr@ziist

Chart Pursuant to P.R. 4eB (Dkt. No. 79:

Term® Agreed Construction
Claim 2 preamble not limiting

® For all term charts in this order, the claims in which the term is found are listed withrthe te
but: (1) only the highest level claim in each dependency chain is listed, and y{2ssetted
claims identified in the parties’ Joint Claim Construction Chart Pursuant tatB(d) (Dkt. No.

79) are listed.

13



Term

Agreed Construction

“multi -tier”

e Claims2,4,7

morethan one level or layer

“virtual private network”

e Claims2,4,7

a system for securing communications
between computers over an opetwork

“server”

e Clams2,4,7

software running on eomputer that provideg
services to clientomputers

“plurality”

e Claims2,4,7

more than one

“client computer”

e Claims2,4,7

a computer that requestata or services fron
aserver

“means fortransmitting data tand receiving
datafrom an open network”

e Claims2,4,7

Not35 U.S.C. § 112, § 6.

“authentication aneéncryption program” /
“encryption ancauthenticatiorsoftware”

e Claims2,4,7

a program that verifiethe identity of a client
or server and renders dataintelligible
without decrypting

“mutually authenticat¢éhe server and the
client computemitiating communications
with the server”

e Claims2,4,7

a server verifies thiglentity of the client
computer and the client computer verifies tl
identity of the server

“session key”

e Clams?2,4,7

a sequence of bits that is input into an
encryption algorithm to encrypt ddtar a
session

“generate a sessidkey”

e Clams?2,4,7

to produce a session key

“encrypt”

e Clams2,4,7

to render unintelligible without decrypting

14



Term® Agreed Construction
“lower level set of communications drivers”| set of communications drivers below the
“lower set of communications drivers” applications layer”

e [Claims 2,4, 7]

“a shim” software added betwedno existing software
layers, which utilizeshe same function calls

e [Claims 2, 4] of theexisting layers

Claim 4 preambile. Limiting.

Having reviewed the intrinsic and extringeidencethe Courtadoptsthe parties’ agreed
constructions.
V. CONSTRUCTION OF DISPUTED TERMS

The parties’ positions anthe Court’'s analysis as to the disputed terms are presented

below.
A. “applications level”
Disputed Term Plaintiff's Proposed Defendant’s Proposed
Construction Construction
“applications levél the highestoftware

level/layer that is above the
levels/layers at which sockets
are located

e Claims2. 4,7 Plain and ordinary meaning.

The Parties’ Positions

Plaintiff submitsthatthe term “applications level” is used in the '011 Pagntsuant to
its plain and ordinary meaningnd thatits meaning is readily understood without construction
Dkt. No. 71 atl10. According to Plaintiff, the “applicaans” are software applicatiorand the
“applications level” is the'level’ where the software applications are installed. Plaintiff
argues theCourt hasalreadyfoundthat “applications level” does not neednstructionbecause
it previously foundthat a larger term containing “applications level” did not nemastruction.

Id. at 11 (citingSSL Servs., LLC v. Citrix Sy816 F. Supp. 2d 364, 3838 (E.D. Tex. 2011)).
15



Plaintiff argueghat Defendant’s proposed constructstrould be rejectedecausat: (1) imports
limitations from the exemplary embodiments without justification, (2) excludes thepéesy
embodiment in whih a sockeglevelis not presenfciting ‘011 Patent col.2 1.5&5, col.3 11.43-

47, col.7 11.2934, col.10 1.2#29), (3) imports a “socket” limitation that is expressed in a
dependent clainfciting Claims 3 and 5)and (4)does not clarify claim scopkecauseit is
unclear whether the “highest” level is the highest level in the stack or the negsthighel
above the sockstevel. Id. at 11-13.

In addition to the claims, Plaintiff cghe following intrinsic evidenceto supportits
position ‘011 Patent col.1 11.5860, col.2 11.13-20, col.2 1.4965, col.3 Il.#14, col.3 11.33—
col.4 1.15, col.7 11.29-34, col.10 I.27-28gs.2-5.

Defendant respormdthat the intrinsic record clearly establishes that the “applications
level” is separate frorand abovehe socket level. Dkt. No. 75 atl1-12.Defendant contends
that the “applications level” is the highest lev@r layer) recitedn the claimsbecauset is
necessarily at a higher level than the shim and the shim may be positionedhabotet levels.
Id. at 13. According to Defendant, tpatent'sdescriptionshows this hierarchin that: (1)the
“applicatiors level” is the highest leveh each eemplary embodiment (citing ‘011 Patent col.2
I1.58-65), (2) the “applications level” is equated with “the highest levglio{ing’011 Patent
col.4 1.63-67), and (3) the “applications level” is described as distinct and sepevatette
socket layer (cihg '011 Patent col.9 11.48&2).1d. at 13-14. Defendant further responds that in
the course oprosecutig the original application and thheexamination of the ‘011 Patent, the
patentee clearly stated that the “applications level” is distinct fralrabave thésockes level.”

Id. at 14-16. Defendant argueshe patent issued from reexamination because the patentee

convinced the examiner that the soslet/el “is not part of the applications levelld. at 16
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(quoting November 29, 2012 Notice lotent to Issue Ex Parte Reexamination Certificate (Dkt.
No. 758)).

Defendantcontendsthat its proposed construction does not exclude any exemplary
embodiment for two reasons. First, because the '011 Patent does not include an embodiment
without a sockes level. Id. at 17.Second, because the proposed construction does not require a
sockets levelit only requires that the “applications level” be distinct from and abmackets
levelif the sockets leveis presentld. at 17.

In addition to the clans, Defendantites the following intrinsic and extrinsic evidence to
supportits position.Intrinsic evidence '011 Patent col.2 11.58-65, col.4 11.63-67, col.8 11.38—-42,
col.9 1.48-52, fig2-5 ’'011 Patent File Wrapper February 26, 1999 Preliminary Atmsmt
(Defendant’'s Ex. C, Dkt. No. 7#3), October 17, 2012 Response in Reexamination 90/011,242
(Defendant’'s Ex. D, Dkt. No. 78), November 9, 2012 Response in Reexamination 90/011,242
(Defendant's Ex. E, Dkt. No. 75), November 9, 2012 Patentee’s Intew Statement in
Reexamination 90/011,242 (Defendant’s Ex. F, Dkt. Ne6){3November 11, 201Examiner’s
Interview Summaryin Reexamination 90/011,24PDefendant’s Ex. G, Dkt. No. 7B),
November 29, 2012 Notice of Intent to Issue Ex Parte Reexamination Cext(fdafiendant’s
Ex. H, Dkt. No. 758). Extrinsic evidence Plaintiff's Infringement Contentions (excerpts)
(Defendant’s Ex. L, Dkt. No. 7#4%2); Plaintiff's Technical Tutorial (exerpts),SSL Services, LLC
v. Citrix Systems, IncNo. 2:08ev-158 (Defendant’s Ex. M, Dkt. No. 75-13).

Plaintiff repliesthat the plain and ordinary meaning of “applications level” alld¥ws
socketsto be part of the applicatierievel. Dkt. No. 76 at4. Plaintiff argues that “applications
level” was not defined otherwise through lexicography or disclaimer inOttie Patent or in its

prosecution historyld. at 4-7. Specifically, Plaintiff argues that the patentee’s statement that
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“the present inventionnserts a shim between the sockets layer and the applications psogram
that use the sockets layer” is understood in context of the entire patent to melae ifmatrition
is directed to placing a shim betwelewels not to the location of the sockdevel. Id. at 6.
Plaintiff argues that the patentee’s characterizations of the location Wfitls®ck socket in the
distinguished prior art simply recognize that the Winsock saskedt part of the applications
level—it is not an unambiguous disclaimer af socket being part of the applicatidesel. I1d. at
6-7.

Plaintiff cites furtherintrinsic evidenceto supporits position ‘011 Patent figs.2-5; '011
Patent File Wrapper February 26, 1999 Preliminary Amendment (Defendant@, Bkt. No.
75-3), October 17, 2012 Response in Reexamination 90/011,242 (Defendant’'s Ex. D, Dkt. No.
75-4), November 9, 2012 Response in Reexamination 90/011,242 (Defendant’'s Ex. E, Dkt. No.
755), November 9, 2012 Patentee’s Interview Statement in Reexamination 90/011,242
(Defendant’s Ex. F, Dkt. No. 7#6), November 11, 2012 Examiner’'s Interview Summary in
Reexamination 90/011,242 (Defendant’'s Ex. G, Dkt. No. 75-7).

Analysis

The partiesdisputetwo issuesfirst, whetherthe sockets levedndthe applications level
must bedistinct andsecond, whetheall socketlike operatios mustoccur atthe socketsevel.
As to the first, he Courtfinds thatthe applications level anithe sockets levahust bedistinct
andthatoperationghat occurat the sockets levelo notoccurat the applications leveAs to the
second, the Court finds thdtet use or presena# socketss not mandated byhe patent or its
prosecutiorhistory and theintrinsic evidenceloes not requirall socketlike operationgo occur

on thesockets level
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Consistent with the plain and ordinary meanirfg“level,” the patentdescribesthe
software levels (or layersgsdistinct and complementary libraries of software routines:

First, the concept of “layers,” “tiers,” and “levels,” whicls][essential to an
understanding of the invention, simply refers to libraries or sets of software
routines for carrying out a group of related functions, and which can conveniently
be shared or called on by different programs at a higher level to facilitate
programming, avaling duplication and maximizing computer resources.

'011 Patent col.2 11.50-58.

The“levels are distinctbecauseheyare not duplicative. Theatent explainshe benefit
of distinct levels. Distinct levels alloapplications to bereatedwithoutthe developehaving to
incorporate intcan applicationall of the functionality necessary for communicatioith the
application

By providing layers in this manner, an applications software programmer can
design an application program to supply data to the TDI layer without having to
re-program any of the specific functions carried out by that layer, and all of the
transmission, verification, and other functions required to send a messhge wil
taken care ofby] the TDI layer without further involvement by the applications
software. In a sense, each “layer” simply accepts data from the higheatayer
formats it by adding a header or converting the data in a manner which is content
independent, with retrieval of the data simply involving reverse conversion or
stripping of the headers, the receiving software receiving the data as if the
intervening layers did not exist.

Id. at col.3 II.7-19.

The sockets level in the '011 Patemt “level” Specifically,the sockets levgbrovides
libraries of softwareroutines that act as an interface between applications (at the applications
level) and the transport driviavel. As described in the patent:

Some applications are written to directly call upon the TCP functions. However,
for most applications utilizing a graphical user interface convenientlyretyset

of software routines which are considered to operate above the TDI layer, and are
known as sockets. Sockets serve as an interface between the TCP set of functions,
or stack, and various applications, by providing libraries of routines which
facilitate TCP function calls, so that the application simply has to refer to the
socket library in order to carry out the appropriate function calls. For Wsdow
applications, a commonly used nproprietay socket is the Windows socket,
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known as Winsock, although sockets exist for other operating systems or
platforms, and alternative sockets are also available for Windows, incltieing
Winsock 2 socket currently under development.

Id. col.3 1.43-57.

Unpaked, the passage above states timaiias to the shims of the patent, the sockets
level fits between two levels of the communication hierarchy, naniedyapplications levednd
the transport driver leveAs with the other levels in theommunication ferarchy, the sockets
level facilitates application development by moving functadity away from the applicatiorfror
example the patentdiscussesWinsock, an exemplary sodket on the sockets levelWinsock
allows applications “to refer to the socket library in order to carry out thejapgie function
calls” Id. col.3 [.51-52.

The Court findsbased orthe plain and ordinary meaning ‘dével” that the plain and
ordinary meaning ofapplications level’'means thathe “socketdevel’ and “applicationdevel”
are distinct, just as thtapplications levél and the“transport driverlevel’ are distinct.The
Courtalsonotesthatthe patente¢hroughout prosecutionsed “applications levelin a manner
that is consistent wittheunderstanding that the “applications level” is distinct from the “sockets
level” See, e.g.February 26, 1999 Preliminary Amendment ab 4Dkt. No. 753 at 5-6)
(noting the difference between the “sockistyer” and he “application programs that use the
sockes layer”); November 9, 2012 Patentee’s Interview Statement in Reex#&miiSay011,242
at -2 (Dkt. No. 756 at 2-3) (noting that Winsock is in a level distinct from the applications
level). Indeedthe patentesaidthat encryptionon alevel below the applicationkevel is not an
applications level encryptiolseeNovember 9, 2012 Response in Reexamination 90/011,242 at
34, 16-12 (Dkt. No. 755 at 45, 1113) (noting that encryption by a program at a ldatbw
the applications level is not applicaticlesel encryption); February 16, 2012 Request for

Reconsideration in Reexamination 90/011,242-& @kt. No. 759 at 46) (same) see also
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Citrix Appeal 769 F.3d at 108®0 (@dopting Plaintiff's position rad affirming that Claims 2, 4,
and 7 were not proven invalid because phier-art encryptionwason a level other than the
applications level)

In addition to finding the “applicationsvel’ and the “socket$evel’ distinct Defendant
asksthe Courtto find (1) thatthe “applications levélis the “highest software level” ar{d) that
all sockets are locatedutsidethe “applications level. (SeeDkt. No. 753 at 11 (“above the
levels/layers at whiclthe socketsare located”)(emphasis added)The Courtrejects these
arguments becaud@efendant has not shown the plain and ordinary meaning of “applications
level” includes thesémitations andhas not pointed to argisclaimer that suppaia deviation
from the plain and ordinary meaning.

Whether the applcations level is the ighestlevel The Court finds that a construction
of “applicatiors level” which includes‘highest level’would be toonarrow The Courtagrees
with Defendantthat the patent showshe “applications level’as the “highest level” inall
embodimets and states'SmartGATE operates at the highest level, or applications level.” '011
Patent col.4 11.6364. The Courtfinds that these passagshowthatthe “applications level” is
the “highest level’of the specific stacldiscussedn the patehbutthe passagedo not showthat
the “applications levelis the “highest level'df anystack undeany context.“The only meaning
that matters in claim construction is the meaning in dbetext of the paterit.Trustees of
Columbia Univ. v. SymanteCorp., 811 F.3d 1359, 1363 (Fed. Cir. 2018hus, the Court
having considered theontextof the ‘011 Patent finds that a party cannot assert the “applications
level” is belowthe “levels” that perform the functions of the lower levels in the '011 Paldma.

Court however,rejectsDefendant’sproposed constructiobnecauseat does not account fahe
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context of the '011 Patent and can be reaah¢@anthe “applications level” is the “highest level”
in any stackincluding those not described in the '011dPat

Whether all sockets are outside the applications levelThe Court has read
“applicatiors level” in light of the intrinsic recoréndfinds that the patent does not requate
things which perform socketike operations that is,all things that couldbe “sockets, to be
outside the “applicatialevel.” SeeColumbia Univ, 811 F.3dat 1364.The finding is based on
the following reasoninglhe patenstates“Sockets serve as an interface between the TCP set of
functions . . . anf] applications, by providing libraries of routines which facilitate TCP function
calls.”’011 Patentcol.3 I1.4749. Scketsserveasinterfaces between applications and the TCP
stack However, the patent states thasystem®“can [also] include .. . [software] applications
which directly call upon a transport driver interface statk011 Patentol.9 I1.25-26 (emphasis
added) For exampleFigure 3and the accompanying specification passage dequegxo-peer
(“P2P”) applications directly’ calling on thetransport driver interfacéTDI”) stack See’011
Patentat fig.3, item 37 (referring to “applications which directly call upon a transgover
interface stack’)

That P2Papplicatiors can“directly’ call on the TDI stack meai®2P applicationmight
perform a sockelike operationby “providing libraries of routines for facilitating TCP function
calls” and exist on the “application levelThus, “applications levél and “socketslevel’ are
distinct but “applications levél should not be read to necessarily exclude all “sockets.” Nor
should it be read to require a separate “sockets Ielleetescription ofP2P applications shows
thatsome things that may be “applicatiords notneedthe sockets leveto communicate with
the TDI stack andmay themselves be considered “sockets” because they pestmketlike

operationdy providing librariesof routinesfor communicationSeg’'011 Patentat col.3 11.43-
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44 (“Some applications are written to directly call upon the TCP fanst); February 16, 2012
Request for Reconsideration in Reexamination 90/011,24P (Bkt. No. 759 at5) (“As a
preliminary matter, a person of ordinary skill would understand that there aarg pnograms
that are considered to be ‘applications’ running at ‘application level’ which do nateutiie
sockets interface (e.g., word processing programs, calculator progrgmsadsheet
programs).”).

The Court’s finding isonsistent with the doctrine of claim differentiation which suggests
that “sockets” should not be read into claim @laims 3 and Slepend fom Claims 2 and 4
respectivelyand Claims 2 and 4expressly reciteusing a socket as an interface between the
applications and the transport driver leueteed the patenstateghat the shim of the invention
is not necessarily a “socket shinSee, e.g.col.10 11.4348, Claim 3 (reciting “wherein said
shim is a socket shim”), Claim 5 (same).

Finally, the Court notethat many ofthese issueare notissues of claim construction
because whethexrpiece ofsoftwareoperateson the “applications level,” the sockets levelor
arother 1evel’ is an issue of fadhatturns on thalesign of the accused device. For exanipie
Court cannot, in claim consttion, conclude that all software labeledad'socket” existson the
“sockets levélbecause whether one skilled in the art would consider a piece of softeaied
outside the sockets level to be a “socket” depends on the function of that softwereacused
device.These issues shoubd addressean infringement omvalidity.

Accordingly, the Court construdise “applications level'as follows:

e “applications level” means “software leyelithin the communications hierarchy,

where applications are installéd
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B. The Intercept Terms

Disputed Term Plaintiff's Proposed Defendant’s Proposed
Construction Construction
“intercept” / “intercepting” receive/receiving a
Plain and ordinary meaning. | communication that is not
e Claims2,4,7 addressed for the shim

“intercept function calls ang
requests for service”

e Claim2
“intercept saidunction using a shim to [receive] a
calls and requests for request for a desired functiop,
service Plain and ordinary meaning. | service, operation, or event

) [that is not addressed for the
e Claim4 shim]

“intercepting said function
calls and requests for
service”

e Claim7

Because the parties’ arguments and proposed constructions with respect terthese
are related, the Court addresses the terms together.

The Parties’ Positions

Plaintiff submitsthe “intercept” and “interceptiriggermscan beunderstood according to
their plain and ordinaryneaning Dkt. No. 71 atl3. Plaintiff argues that the Court hakeady
determinedoncethat the meaning ofifitercept” needs no explanation. The Cawgd the term
in its previous construction of the '011 Patand rejected a construction of “intercepting” as a
form of “receiving.”ld. at13-14 16 n.37(citing SSL Servs., LLC v. Citriy/§, 816 F. Supp. 2d

364, 37881, 38687, 39394 (E.D. Tex. 2011)). Plaintiff submits that Defendant’s proposed

® The parties presentethe term fntercepting function calls and requests for sefvifoe
construction but the Court does not find that term in any of the asserted claims. Bouthe C
notes that “intercept said function calls and requests for service” is foundim €landshould

be understood according to the same analysis as applied to the other Intercept term
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constructiorshould be rejectebdecausé€l) it requires “communicationgb be intercepted when
the claimsstatethat “function calls and requissfor service” are interceptexhd(2) it excludes
the exemplary embodiment in which the “function calls and requests foceseare addressed
to the shim by virtue of the shim having the same addressing as anothedday#rl4-15
(citing 011 Patent col.3 11.20-26, col.9 11.52-54).

With respect to “function calls and requests for serVieggintiff submitsthe meanings
of these wordsare readily apparent to one of skill in the art without constructldn.at 15.
Plaintiff argues the Court recognized the meanings are understood without caorstuinen it
accorded the terms their plain meanindCitrix. 1d. at 15-16 (citing Citrix, 816 F. Supp. 2d at
378-81).

In addition to the claims, Plaintiff cites the folNlng intrinsic evidence to support its
position: '011 Patent, at [57] Abstract, col.3 |26, col.6 11.4245, col.9 Il.47#54, col.10 1.35
37.

Defendant responds that the CourCitrix determined that the intercepting terms needed
to be construed, and construed “intercept/intercepting function calls andtdquaervice” as
“using a shim to intercept or divert a request of a desired function, service japeratvent.”
Dkt. No. 75 at 18 (citingSL Servs., LLC v. Citrix Syblo. 2:08cv-158 Dkt. No. 123 at 2227
(E.D. Tex. Sept. 2®011).” Defendant argues this construction is binding on Plaintiff under the
doctrine of collateral estoppdt. at 18-19 (citing Pfaff v. Wells Electronics, Inc5 F.3d 514,
518 (Fed. Cir. 1993)Molinaro v. Fannon/Courier Corp.745 F.2d 651, 655 (Fed. Cir. 1984)

Pace v. Bogalusa City Sch. B403 F.3d 272, 290 (5th Cir. 2005)

" SSL Servs., LLC v. Citrix Syblo. 2:08cv-158,Dkt. No. 123 (E.D. Tex. Sept. 22011)is the
slip opinion that is reported &SL Servs., LLC v. Citrix Sy816 F. Supp. 2d 364 (E.D. Tex.
2011).
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Defendant further responds that its proposed construction should be adopted ibésause
identical to theCitrix constrution, except for the reference to “or diverhd the explanation of
what it means to “interceptld. at 19-20. The “or divert” language should be removed, argues
Defendant, because it is not synonymous with “intercept” and because it is not supgdtie
intrinsic record.ld. at 20. Defendant contends the concept of “diverting” is more properly
contained in a separate limitation, the “causing the application level authemticatd
encryption program [to perform functiglih limitation. Id. Defendant contendthat the '011
Patent distinguishes between diverting and intercepith@t 26-21 & n.13 (citing ‘011 Patent
col.9 1.52—64, col.10 11.31-33, col.10 11.35-38, col.10 1.49-50).

With respect to “intercept” and “intercepting,” Defendant respdhdt the terms do not
encompass receiving information addressed to the shim for three rddsen124. First, the
claims expressly state that the shim intercepts function calls and requestsseem¢titing other
than the shimld. at 2223 (citing Claim2). Second, the exemplary embodiments are described
as the shim intercepting function calls made to something other than the&hain23 (citing
'011 Patent col.9 11.5254). Third, in the course of prosecuting the reexamination, the patentee
expresslystated that software that receives information addressed to it is not inteyciatin
information.Id.

Finally, Defendant responds that interceptoyrthe shim is a limitation of every claim.

Id. at 24-25. According to Defendant, such a limitation is expressed in Claims 2 and 4, and
alsoexpressed ithe description, as the Court heldGririx. Id. at 24 (citingCitrix, No. 2:08cv-

158, Dkt. No. 123 at 24; '011 Patent col.6 11.52—-45, col.7 1l.1-4, col.9 11.52-54, col.10 1.49).

8 Defendant has no objection to replacing “communications” in its proposed construdtion wi
the claim language, “function calls and requests for servidedt 22.
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In addition to the laims, Defendant cites the following intrinsic and extrinsic evidence to
support its positionltntrinsic evidence '011 Patent col.6 .45, col.7 Il.14, col.9 11.52-54,
col.10 11.3133, col.10 11.3538, col.10 11.4950; '011 Patent File Wrapper November 9, 2012
Response in Reexamination 90/011,242 (Defendant’'s Ex. E, Dkt. Ng), Pebruary 16, 2012
Request for Reconsideration in Reexamination 90/011,242 (Defendant’s Ex. |, Dkt.-Blp. 75
Extrinsic evidence Plaintiff's Infringement Contentions (exgts) (Defendant's Ex. L, Dkt.

No. 75-12).

Plaintiff replies thathe’011 Patent describes that a shim can intercept data addressed for
the shim and that a shim can intercept information by diverting the informB&tknNo. 76 at
8-10. Plaintiff arguesthat the patentee’s characterizatiohthe prior artduring prosecution
recognizel a number of failings of the prior art. Firiat the references did not discl@shim
intercepting “function calls and requests for services . . . to communicatioesstifbecause the
alleged shim did not have any communication drivers below.iait 8(citing February 16, 2012
Request for Reconsideration in Reexamination 90/0113282Dkt. No. 759 at 7)) Second, the
references did not disclose a shim arrangetiveen two layers of the stackl. Third, the
references did not sltlose intercepting information; rathéngy disclosednformation traveling
in a direct unimpeded path from source to destinaltbrat 9.

Plaintiff cites furtherintrinsic evidence to support its position: ‘011 Patent col.6 1k29
35; '011 Patent File Wrappé&iebruary 16, 2012 Request for Reconsideration in Reexamination

90/011,242 (Defendant’s Ex. I, Dkt. No. 75-9).
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Analysis

To begin, the Courtoesnot reach the issue of collateral estoppel because the Court
reaches theameconstructionasin Citrix. Defendant’s position, thalaintiff is estopped from
arguing againdgdhe previous constructiors moot.

Otherwise, lhere are two main points of dispute. First, whether informéulorerted by
the shim carbe consideredintercepted by the shimSecondwhether information addressed to
the shim carbe consideredifitercepted by the shim. The Coufinds that the way in which
information is intercepted in thefent includesdiverting” the information off its intended path
as the Court explained @itrix andthat informationaddressedo the shimcan be considered
interceptedoy the shim.

The CourtrejectsDefendant’'s argument that “intercepteelXcludes “diverted’in the
'011 Patent.The Courtsaid in Citrix that “intercepteti does notmean “seized’but means
“diverted” or “rerouted. SSL Servs., LLC v. Citrix Sy816 F. Supp. 2d 364, 37/&L (E.D. Tex.
2011). Indeed, the Courfinds here thatthe descrippn and claim language equates, not
distinguishes;intercept” and “divert.”For examplethe patentstatesthat the socket and TDI
shim “intercept[] function calls to the socket or transport drigad directs calls to the
authentication server inrder to perform encryption and authentication routines.” ‘011 Patent
col.6 1.51-57 (emphasis added)lhe patentfurther statesthe socket shim *“intercept[sjall
initiating function calls 40 made to the socket .[to] have the authentication clienbfsvare
initiate communications with the authentication server . . . in order to carry outtbengcation
protocol.”Id. at col.9 11.46-58. The socket shinthen“causes files 41 intended for the TDI layer
to bediverted to the authentication software for encryptioid: at col.9 11.5864 (emphasis

added) The patent summarizes the shifhigterceptiori function:
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Like the socket shim, implementation of the TDI shim essentially simply involves
diverting certain informatin to the client software in order to establish a
communications link with the authentication server, and subsequently perform
encryption to obtain encrypted files 54 for transmission directly through the TDI
layer in the usual manner.

Id. at col.10 1.29-35. That is, the shim “diverts” information to the authenticatiorramgiption
softwarein order tocause the encryption and other processing.

This understandin@f “intercept” comports with the claim languag€laim 2 saysthat
the shim is arranged ttintercept” information “in order to cause the applications level
authentication and encryption program” to encrypt and otherwise process the idiorn@dtl
Patent coll3 11.16-23. dist as the descriptiaystheinformation is*diverted in order to cause
encryption and other processirtge claim stateshe information is“interceptetl in order to
cause encryption and other processifigus, “intercept’/“intercepting” in the ‘011 Patent means
“divert’/“diverting.”

Furthemore the Court does not understand that in the '011 Patent, “intergejd
broader thartdiverting” from the intended path. It is true that ‘011 Patent describes an NDIS
shim that“intercepts IP packets but does ntdivert” those packets to the applicatsevel
encryption program. ‘011 Patent col.10 Ik82. Butthosepackets are not “seized.” They are
sent to encryption and other processing routines not in the intended path from thettcansgyor
layer ¢ TDI”) to the network driver layef' IDIS”). Id. The processedackets therontinue on
to the network driver layetd. That is, the packetsre “diverted” off their intended pathAs in
Citrix, the Court concludes that “the claim language indicates that intercepting is theasam
diverting.” Citrix, 816 F. Supp. 2d at 379.

The Courtalso rejects Defendant’s argument that “intercepted” by the shim cannot
include ‘addressédto the shimThe’011 Patentloes noteference a shim diverting mimation

that isaddressed to the shim. However, the Court does not understand the plain meaning of

29



“intercepting”to precludesuch a possibility. For example, informatioan beaddressed to two
intended recipients, one of them the shitne Bhimthen “diverts” the information from reaching
the other intended recipienthe Court understands that the information is Siiitercepted.
Defendant’s citatins to the prosecution historyo chot disclaimthis scenario. Ratherthe
prosecution historgtates thasomething that reaches its intended destination along its edend
pathis not“intercepted. See, e.g.November 9, 2012 Response in Reexamination 90/011,242 at
5 (Dkt. No. 755 at 6) (“The fact that the application program sends dia¢atly to itsintended
destination means that it is not an ‘interception’ at gérhphases in origingl) This is not a
disclaimer, this is simply an explanation of the plain meaning of “interception.”

In sum, nothing in the patent or prosecution history mandag¢the “function calls and
requests for service” sent to the “lowewél set of communications drivers” may not be sent to
the shim. And, if they are sent to the shim, there is nothing in the patent or proseaibon hi
that mandates that the shim may not intercept the “function calls and requaestvicg”sent to
the “lower level set of communications driversThus, an accuse@rocess or device that
addresses function calls and requests for service to the shim does not autgniiallicaltside
the scope of the claims.

Accordingly, the Courteiteratess holding inCitrix, with slight clarifications as follows:

e ‘“intercept” / “intercepting” meansdivert / diverting from its intended pdth

e ‘“intercept function calls and requests for service” meassd shim to divert a
request of a desired function, service, operation, or g&vent

¢ ‘“intercepting function calls and requests for service” meassf a shim to

divert a request of a desired function, service, operation, or’gaendt
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¢ ‘“intercepting said function calls and requests for service” maasiad ashim to

divert a request of a desired function, service, operation, or event.”

C. “encrypt files” / “files”
Disputed Term Plaintiff’'s Proposed Defendant’s Proposed
Construction Construction
“files”
a set of data used by a prograrrr]frjlmed sets of data used by|a
program

e Claims2,4,7
“encrypt files” to render, without first

ackaging into datagrams or
Claims 2, 4, 7 to render a set of qlqta used b>f)ackets, named sets of data
a program unintelligible

\ . used by a program
without decrypting uninteliigible without

decrypting

The Parties’ Positions

Plaintiff submits thathe Courtshould construe “files” and “encrypt files” agiteviously
construedhe terms, namelgs“a set of data used by a program” dial render a set of data
used by a program unintelligibl@ithout decrypting’ respectivelyDkt. No. 71 atl6, 18 (citing
SSL Servs., LLC v. Citrix Sy816 F. Supp. 2d 364, 8§E.D. Tex. 2011))Plaintiff submits that
the Defendant’s proposed construction should be rejected bedguseequires that files be
“named,” which is contrary to the term’s plain meaning and is unsupported bwttimesic
record and (2) it requires the encryptioto occur “without first packaging into datagrams or
packets,’'whichwas rejected by th€ourt inCitrix and is unsupported by the intrinsic recdd.
at 1718 (citingCitrix, 816 F. Supp. 2d at 384-85).

Defendant responds that the Court @itrix explained that “encrypting filestwas
encryption at a file levekit doesnot include encryptinglata packets or datagranidkt. No. 75

at 2627 (citing SSL Servs., LLC v. Citrix Syslo. 2:08cv-158, Dkt. No. 123 aB1-32 (E.D.
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Tex. Sept. 20, 2011Pefendant contends that the '011 Patent distinguishes betweédevéle
encryption and packet-level encryptida. at 27—28 (citing '011 Patent col.10 .63 — col.11 [.2).

The Court previously statethat the distinction between filevel and packetevel
encryption “does not mean that an accused device that encrypts packets autonfalisally
outside the scope of the clairh®efendants interpret thi® mean that so long dkere is file
level encryptionwhether there is packégvel encryption is nelevant.ld. at 27. Defendant
arguesthis means filelevel encryption must happen before the file is packaged into packets or
datagramsld. at 28.

Defendant further responds that {fiexvel encryption is mandated by the plain meaning of
term which say$encrypt file"— not “encrypt data=—and by the description of the inventidd.
at 28-29. Specifically, Defendant contends that the applicatiewes encryption embodiments,
depicted in Figures 3 and 4, are described as encrypting files before thegkatizpd.ld. at 29
(citing '011 Patent col.3 11.2429). Defendants also notbatthe Figure 5 embodimetiasonly
one shim which isbetween the TDI layer and the NDIS layerd does not have applications
level encryption, so it is not claimedd. at 30 (citing '011 Patent col.10 [.42col.11 1.2).
Defendanfinally contend that “files” are distinct from “datagrams” and “packets” in the patent
(citing '011 Patent col.8 11.55-56, col.9 11.34-45, figbp-d. at 30.

With respect to “files,” Defendant responds that the extrinsic evidence oeliéy the
Court inCitrix defines a file as “a complete, named collection of information, such as .t.ofa se
data used by a programd. at 36-31 (citing Citrix Sys.,No. 208-cv-158, Dkt. No. 123 at 31
32; Microsoft Press Computer Dictiona94 (3d ed. 1997) (Dkt. No. 7B at 5)). Defendant

advocates that this “named” aspect of the definition should be incorporated into the donstruct
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of “files” to clarify that “packets” and “datagrams” are not “files,” as the Couevipusly
explainedld.

In addition to the claims, Defendant cites the following intrinsic and eidravsdence to
support its positionntrinsic evidence '011 Patent col.3 11.21-29, col.8 11.55-56, col.9 11.34-35,
col.10 .42—col.11 .2, figs.35. Extrinsic evidence Microsoft Press Computer Dictionafgd
ed. 1997) (“file”) (Defendant’s Ex. J, Dkt. No. 75-10).

Plaintiff replies thatunder the Court’s construction of “encrypt files”@itrix, andunder
the plain meaning of the term as used in the ‘011 Patent, a file may be ethefyptehe file has
been packaged into datagrams or packé&tkt. No. 76 atl0—-11.Plaintiff replies that under the
Court’s construction of “files” irCitrix and under the plain meaning of the term as used in the
'011 Patent, a file need not be namie.at 1+12. Thus, Plaintiff contends, incorporating the
“named” limitation from the extrinsic evidence is an improper use of extringlemee in that it
would narrow the meaning of “file” as used in the patkeht.

Plaintiff cites furthernntrinsic evidenceto support its position: ‘011 Patent col.2 165
col.3 1.7, col.3 1.20-28, col.10 1.63 — col.11 |.2.

Analysis

The issue distillslownto whether encrying “files” includes encrypting “datagrams” or
“packets.” The Courtinds that, as those terms are used in the '011 Patent, it doeEheoCourt
understands “encrypt filesh the same way iinderstoodhe termin Citrix which is that'files”
doesnot “include[the] ‘packets,” ‘datagrams,’ roother types of communicatidhslescribed in
the specification of thé011 PatentSSL Servs., LLC v. Citrix Sy816 F. Supp. 2d 364, 3885

(E.D. Tex. 2011).
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The Court inCitrix held thatan applications leel encryption softwarghat “encrypts
files” cannot encrypt thédatagrams” and “packets” of thmatentbecause the applications level
encryption software exists on the applications level and the “datagrams” anet§jaskist on
the transport driver level below the applicatidengel. These“datagrams” and “packetsddo not
exist abovethe transport driver level because thag createdwhen the transport drivdevel
formatsinformation for transmission ovex network.See d. (“As stated in the patent, it is the
TDI layer (below the application layer) where datagrams and packets aredform. Simply
stated, ‘encrypted files’ from the application layer are not encrypted datsagra packety);
'011 Patent col.2 1.66—col.3 1.3.2, col.8 11.37-65.

That saidhe Courtdoes not findfile s” to exclude® datagramsor “packets” agheternms
may be generally used in the artVhether dataat the applications level that labeled a
“datagram” or “packet’constitutes a “file” is a questiorof fact that turns on howthe “files”
function in a particulardevice The patent does na&ay that “files” cannot be representes
“packets or “datagram’ at the applications levelhe patent alsaloes notsaythat “packets
and ‘datagram” cannot be created at other lev@lae patent only teaches that “files” cannot be
the “packets” or “datagrams” created by the transport driver legeldescribed in the
specification Thus, adevicethat encrypts datagram’s or “packet$ does not automatically fall
outside the scope of the claims.

Finally, the Court finds that ththaming” limitation on “file” is not appropriateThe
Court finds itunclear whait meansfor data to be “named.There is nothing in #patent that
mandatediles have “names.” At the hearingshile they still disagreed as to whether a file

inherently has a “namefhe parties agreed that a file must be identifiablee Courtwill not
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add language that does rtdrify claim scopeSeeU.S. Surgical Corp. v. Ethicon, Ind.03 F.3d
1554, 1568 (Fed. Cir. 1997).
Accordingly, the Court construéles” and “encrypt files” as follows:
¢ files” means identifiablesets of data used by a program”; and
e ‘“encrypt files” meansto rendeidentifiablesets of data used by a program
unintelligible without decrypting

D. “computer software for installation on a client computer of a multttier
virtual private network”

Disputed Term Plaintiff’'s Proposed Defendant’s Proposed
Construction Construction
“computer software for Plain and ordinary meaning. | This term is broad enough t¢
installation on a client include instances of software
computer of a multtier embodied in transitory
virtual private network” signals, which is not statutony
subject matter under 35
e Claim4 U.S.C. § 101.

The Parties’ Positions

Plaintiff submitsthe parties have already agreed on the meanings of “client computer,”

“multi-tier,” and “virtual private network” and that the remaining words of “computer aoétw

for installation on a client computer of a mdl@r virtual private network,” namely, “computer,”
“software,” and “installatioh are readily understood without construction. Dkt. No. 718&at
Thus, Plaintiff contends, the term is understood without construdtioRlaintiff argues thathe

term, and therefore Claim #& not directed to “transitory signals” and thus doestmgger the
proscription against claiming “transitory” matera$ stated irn re Nuijten 500 F.3d 1346,
135357 (Fed. Cir. 2007)ld. at 19-20. Rather, Plaintiftontends that Claim 4 is directed to
“computer software” that is “installed on a client computer” and is thereforeamsitbry.ld. at

20.
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Defendant responds that Claim 4 is directed to unembodied software and is nobjeatenta
subject matter unde85 U.S.C. 8§ 101. Dkt. No. 75 at 32 (citifpijten 500 F.3d at 13557,
Allvoice Devs. US, LLC v. Microsoft Corl2 F. App’x 1009, 1018 (Fed. Cir. 201B)gitech
Image Techs, LLC v. Elecs. For Imaging, Jn¢58 F.3d 1344, 134890 (Fed. Cir. 2014))
Defendant contends that the plain meaning of the claim language is that it is uninstalled
software—it recites “computer softwar®r installation on a client computerid. at 33 (quoting
Claim 4, emphasis added by Defendant). Defendant contends thatgniotiitre claim or the
entire ‘011 Patent indicates a tangible medium embodying the software from wharh liec
installed on a computeld.

Plaintiff replies that“software for installation” is necessarily embodied on a-non
transitory storage medium atiterefore is not subject to tiéuijten proscription.Dkt. No. 76 at
12.

Analysis

The issue is whether Claim 4 is broad enough to includepatantable subject matter
under 35 U.S.C. 8§ 101. Given the argursemtd evidence before the Court, the Casitinable
to decidewhether Claim 4 is directed to ngatentable subject matter. Specifically, the Court
understands the crux of the issue to be whether “software for installation” ssarlyedirected
to a nontransitory tangible mediumDefendant contends that “for installatiomloes not
inherently require a netransitory tangible mediumbut does not provide any evidence that
allows the Court toreach that conclusionPlaintiff contends that “for installation” does
inherently require a netransitay tangible mediumbut similarly does not provide any evidence

that allows the Court to reach that conclusion.
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While software is nohecessarilyparred by 8 101it must be claimed as either a process
or in some tangible formRecently, n Allvoice the Federal Circuitheld that a claim to an
“interface™—software—is not patentable under 8 101 because nibt directed to @rocess or a
tangible mediumAllvoice 612 F. App’xat 1017-19.Specifically, the Federal Circuit explained:
“Software may be patent eligible, but when a claim is not directed towards a ptheessbject
matter must exist in tangible form. Here, the disputed claims merely claim softsatetions
without any hardware limitationsld. at 1018.

Software, ad other computeutilized data, is not necessarily embodied in a tangible
form. In Allvoice the Federal Circuit rejected the argument that software is necessarily in a
tangible forrm—a manufacture-as it must exist in a “machine readable, physical stéte.ln
rejecting the argument, the Federal Circuit explained that “instructions, dainformation
alone, absent a tangible medium, is not a manufactltte(¢iting Digitech Image Techs758
F.3dat 1349-50;Nuijten, 500 F.3dat 1356. Similarly, in Digitech, the Federal Circuit rejected
the argument that a claim to a “profile’tiata—is § 101 eligible because the daacessarily is
located within an electronic/computer systé&ngitech 758 F.3d at 1348-50he Federal Circuit
in Digitechnoted that thelaim did not tie tk data to a tangible embodimemtdexplainedthat
“[d] ata in its ethereal, nonphysical form is simply information that does not fall anglexf the
categories of eligible subject matter under section 1@fl.'at 1350(comparing theDigitech
claims with the claims to transitory signals held invalitNunjten).

It is unclear whethethe “for installation” limitation necessarilyneans that thelaimed
inventionis embodied in aon4ransitorytangible form However, the Court notes thisay bea
reasonable argumeift as Plaintiff contends, imnay not be feasible to “install” software without

first storing it on a tangible medium.
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The Court noesthat the uncertainty as tehether software that is computeradable is

necessarilypatenteligible drives this disputeOn one hand,he Patent Trial and Appeal Board
(“PTAB"), applyingthe broadest reasonable constructibas held that a claim directed to a
“machinereadable storage mediumhcludes unpatentabléransitory media and igatent
ineligible under § 101 See Ex parte Mewherter 107 U.S.P.Q.2d (BNA) 1857, 18582
(P.T.A.B. 2013)citing Nuijtenfor the proposition that “transitory embodiments are not directed
to statutory subject matter"Pn the othehand this Court has held that a claim to a “computer
readable medium” does not necessarily include unpatentable transitory erabtsdbeeData
Engine Techs. LLC v. IBMNo. 6:13CV-860RWS-JDL, 2015 U.S. Dist. LEXIS 68504, at *18
*22 (E.D. Tex. May 272015)(noting that a transitory signal, whikemay becomputer readable
according to the patent at issue theteis not a “computereadable medium containing
instructions” as the claim required, because sutthrsitorysignal cannot contain instri@ns).
The Court does not understahtbwherteror Data Engineto conclusivelyestablishwhethera
claim directed to a computeeadable medium necessarily includ@spatentabletransitory
signals. Een if a computetreadablemedium necessarily includes transitory signdlss not
clear that a transitory signal can be said to be “for installation.”

Accordingly, the Court finds that “computer software for installation on atatiemputer
of a multitier virtual private network’should be accorded its plain and ordinary meaning and
finds that Defendant has not shown, on this record, thehdbmpassesnpatentable subject

matter.
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E.

The Order of the Steps of Method Claim 7

Disputed Term

Plaintiff's Proposed
Construction

Defendant’s Proposed
Construction

“[Nlntercepting said function calls
and requests for service sent by s
applications program to said lowe
level set of communications
drivers”

comprises a first group of
astieps that must precede &
r other steps.

comprises a first stepdh
alnust precede all other
sters

“[Clausingan applications level
authentication and encryption
program in said one of said client
computers to communicate with tf

intercepted function calls and
requests for service by generating
session key, using the session ke

authentication and encryption
program to encrypt file [sic] send
by the applications program”

server in response to receiving saicteps

generated by the applications leve

comprises a second grou
of steps that must follow

the first group of steps an
1@recede the third group o

a
y

D

comprises a second grou
of steps that must follow
dhe first step and precede
f the third step

“[S]ending function calls and
requests for service to the lower
level set of communications drive
in order to transmit said encryptec
files over said open network”

comprises a third group o]
steps that must occur afte
rsall of the steps included i
1 the first and second
groups of steps

comprises a third step tha
ermust occur after all of the
1 steps included in the first
step and second group of
steps

The Parties’ Positions

Plaintiff submits thathe Court has already construed Claim 7 as having groupings of

steps, with the groupings proceeding in the order recited but with the stbpstivi groupings

proceeding in any ordebDkt. No. 71 at21-22(citing SSL Servs., LL®@. Citrix Sys,. 816 F.

Supp. 2d 364, 3FF4 (E.D. Tex. 2011)). Plaintiff submits that the Defendant’'s proposed

construction should be rejected because it ignores the groupings of thedbstep22-23. In

particular, Plaintiff contergithat “interceptingsaid function calls and requests for service” is not
necessarily a single step could comprise a step of intercepting a function call and an additional

step of intercepting a request for servilte at 23. And likewise, “sending function calls and
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requests for service” is not necessarily a single sigpPlaintiff submits that the '011 Patent
expressly contemplates intercepting function calls separately from redmeserviceld. (citing
'011 Patent, at [57] Abstract, fig.7 step 100). And PIl#istibmits that the patent distinguishes
functions and services by their typd. (citing ‘011 Patent col.3 1l.64 col.4 |.1, col.6 I.2#31,
col.6 1.50, col.7 1.53-64, col.9 11.5-10, col.10 11.21-22).

In addition to the claims themselves, Plaintiffesi the followingintrinsic evidence to
support its position: ‘011 Patent, at [57] Abstract, col.3 +&®#l.4 1.1, col.6 11.2#31, col.6 1.50,
col.7 11.53-64, col.9 11.5-10, col.10 l.21-21.7.

Defendant responds that Claim 7 does not recite grotigstercepting” steps or of
“sending” steps, but rather recites a single intercepting step to intéatptunction calls and
requests for service, and a single sending step to send both function calls ants rfegques
service Dkt. No. 75 at35-36. Defendant argues that the Court’s constructio€itnix is based
on Claim 27 of the '796 Patent and should not be applied to Claim 7 of the '011 Patent because
Claim 27 of the '796 Patent incluslé&vo intercepting stepsd. (citing SSL Servs., LLC Citrix
Sys, No. 2:08cv-158, Dkt. No. 123 at 345 (E.D. Tex. Sept. 20, 2011); '796 Patent col.20 .56
—col.22 I.5).

In addition to the claims themselves, Defendant cites the follommtngsic evidenceto
support its position: '79@atentDefendant’s€Ex. K, Dkt. No. 75-11).

Plaintiff replies that because the '011 Patent allows that function calls maigtletd
from requests for servicahe step of “intercepting function calls and requests for service”
necessarily includes intercepting function calls distinct from interceptingesés) for service
Dkt. No. 76 atl3. Thus, the patent contemplates that the “intercepting” and “sendimgy’ stay

comprise a group of stefsl.
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Analysis

The issue here distills to whether “interceptsandingfunction calls and requests for
service” can be understood as “intercepBegdingfunction calls and interceptifgending
requests for service.” Th€ourt understands that it can and therefore rejects Defendant’s
proposed constructioMeither Defendant nor Plaintiff objected to the Court’s construction at the
hearing.

The plain meaning of “intercepting/sending function calls and requests foreseisic
“intercepting/sending function calls and intercepting/sending reqtmstervice.” The Federal
Circuit has addressed a similar gramwbased construction issue that informs the Court’s
analysishere. InSuperguide Corp. v. DirecTV Enterthe Federal Circuitletermined that at as a
matter of grammar, a phrase preceding a list applies to each membest.08%8|l F.3d 870, 886
(Fed. Cir. 2004) (citing William Strunk, Jr. & E. B. Whit€he Elements of Sty®/ (4th ed.
2000)). For example, “invinter, summer, or fall” means “in winter, in summer, or in fall” and
“at least one of A, BC, and D" meanat least one of A, at least one of B, at least one, @@
at least one of DSee d. The grammatical construct here is like “in winter and suniméhich
under the grammatical rule statedSaperguidewould mean “in winter and in summer.” Under
that rule, “intercepting function calls and requests for service” means “intexgépnction calls
and interceptingequests for serviteand “sending function calls and requests for service”
means “sending function calls and sending requests for service.”

Defendant has not provided any reasory Wiunction calls and requests for service”
should be unitized in the subject phrases. And the Court declines toTwasas, “function calls
and requests for service” are not necessarily a unit, and the “intercepting’eadthts steps of

Claim 7 may include multiple intercepts or sends.
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Accordingly, the Court reiterates its reasoning and construction set fo@hrix, and
holds that Claim 7 includes three groups of steps, the “intercepting . . .” group, usafca. .”
group, and the “sending . . .” group. These groups proceed in the order they are recitad in Clai
7, but the steps within the groupgy proceed in any orde8SL Servs., LLC v. Citrix Sy816
F. Supp. 2d 364, 373-74 (E.D. Tex. 2011).

V. CONCLUSION

The Court adopts the above constructions set forth in this opinion for the disymaked
agreedterms of the’'011 Patent. The parties are ordered that they may not refer, directly or
indirectly, to each other’s claim construction positions in the presence of yhéikewise, the
parties are ordered to refrain from mentioning any portion of this opinion, otheméhadual
definitions adopted by the Court, in the presence of the jury. Any reference to cfetruction
proceedings is limited to informing the jury of the definitions adopted by the Géawntever,
the parties are reminded that all evidence must be eamsdr by the Court’s reasoning in this
Order.

SIGNED this 17th day of May, 2016.

%SQMJL_

ROY S. PAYNE
UNITED STATES MAGISTRATE JUDGE
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